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5
Service primitives and functions

5.1
Service primitives

This subclause explains the service primitives used for communication between the SNDCP layer and other layers. See also 3GPP TS 24.007 [4] to get an overall picture of the service primitives. Figure 3 illustrates the service access points through which the primitives are carried out.


[image: image1.wmf] 

Session 

Management entity

 

 

 

LL5

 

LL9

 

LL3

 

LL11

 

    5

 

6

 

PDP

 

or

 

Relay

 

SNDCP entity

 

LLC layer

 

SNDCP users

 

SNDCP 

management

 

entity

 

 

PDP

 

or

 

Relay

 

15

 

NSAPI

 

SAPI

 

 . . 

.

 

SNDCP layer

 

SNSM

 

 

Control

 

Entity

 

    1

 

MBMS

 

 


Figure 3: Service Access Points provided and used by SNDCP

5.1.1
SNDCP service primitives

The primitives provided by the SNDCP layer are listed in table 1.

Table 1: SNDCP layer service primitives

	Generic Name
	Type
	Parameters

	
	Request
	Indication
	Response
	Confirm
	

	SNDCP User (PDP or the SGSN Relay) ( SNDCP

	SN-DATA
	X
	-
	-
	-
	N‑PDU, NSAPI, N‑PDU Number

	SN‑DATA
	-
	X
	-
	-
	N‑PDU, NSAPI

	SN‑UNITDATA
	X
	X
	-
	-
	N‑PDU, NSAPI

	SN‑XID
	X
	X
	-
	-
	Requested SNDCP XID Parameters

	SN‑XID
	-
	-
	X
	X
	Negotiated SNDCP XID Parameters


5.1.1.1
SN‑DATA.request

Request used by the SNDCP user for acknowledged transmission of N‑PDU. The successful transmission of SN‑PDU shall be confirmed by the LLC layer. The SN‑DATA.request primitive conveys NSAPI to identify the PDP using the service. N‑PDU Number, if present, indicates the N‑PDU number previously assigned to this N‑PDU.

NOTE:
An N‑PDU number may have been assigned to an N‑PDU by the old SGSN before an inter-SGSN routeing area update.

5.1.1.2
SN‑DATA.indication

Indication used by the SNDCP entity to deliver the received N‑PDU to the SNDCP user. Successful reception has been acknowledged by the LLC layer.

5.1.1.3
SN‑UNITDATA.request

Request used by the SNDCP user for unacknowledged transmission of N‑PDU. The SN‑UNITDATA.request primitive conveys NSAPI to identify the PDP using the service.

5.1.1.4
SN‑UNITDATA.indication

Indication used by the SNDCP entity to deliver the received N‑PDU to the SNDCP user.

5.1.1.5
SN‑XID.request

Request used by the SNDCP user at the initiating entity to deliver the list of requested XID parameters to the peer entity.

5.1.1.6
SN‑XID.indication

Indication used by the SNDCP entity to deliver the list of requested XID parameters to the SNDCP user.

5.1.1.7
SN‑XID.response

Response used by the SNDCP user to deliver the list of negotiated XID parameters to the peer entity.

5.1.1.8
SN‑XID.confirm

Confirm used by the SNDCP entity to deliver the list of negotiated XID parameters to the SNDCP user.

5.1.2
Service primitives used by SNDCP layer

The SNDCP layer uses the service primitives provided by the SM sublayer and the LLC layer (see table 2). SM is specified in 3GPP TS 24.008 [5a] and LLC in 3GPP TS 44.064 [6].

Table 2: Service primitives used by the SNDCP entity

	Generic Name
	Type
	Parameters

	
	Request
	Indication
	Response
	Confirm
	

	SNDCP ( LLC

	LL‑RESET
	-
	X
	-
	-
	TLLI

	LL‑ESTABLISH
	X
	-
	-
	-
	TLLI, XID Requested

	LL‑ESTABLISH
	-
	X
	-
	-
	TLLI, XID Requested, N201-I, N201-U

	LL‑ESTABLISH
	-
	-
	X
	-
	TLLI, XID Negotiated

	LL‑ESTABLISH
	-
	-
	-
	X
	TLLI, XID Negotiated, N201-I, N201-U

	LL‑RELEASE
	X
	-
	-
	-
	TLLI, Local

	LL‑RELEASE
	-
	X
	-
	-
	TLLI, Cause

	LL‑RELEASE
	
	
	-
	X
	TLLI

	LL‑XID
	X
	-
	-
	-
	TLLI, XID Requested

	LL‑XID
	-
	X
	-
	-
	TLLI, XID Requested, N201-I, N201-U

	LL‑XID
	-
	-
	X
	-
	TLLI, XID Negotiated

	LL‑XID
	-
	-
	-
	X
	TLLI, XID Negotiated, N201-I, N201-U

	LL-HOXID
	X
	-
	-
	-
	Local TLLI, NSAPI, SNDCP XID Requested, LLC XID (SGSN)

	LL-HOXID
	-
	X
	-
	-
	Old TLLI, NSAPI, SNDCP XID Requested, N201-I, N201-U (MS) or

Local TLLI, NSAPI, SNDCP XID Negotiated, LLC XID Status (SGSN)

	LL-HOXID
	-
	-
	X
	-
	Old TLLI, SNDCP XID Negotiated (MS)

	LL-HOXID
	-
	-
	-
	X
	Local TLLI, NSAPI, XID Commands (SGSN)

	LL‑DATA
	X
	-
	-
	-
	TLLI, SN‑PDU, Reference, QoS Parameters, Radio Priority

	LL‑DATA
	-
	X
	-
	-
	TLLI, SN‑PDU

	LL‑DATA
	-
	-
	-
	X
	TLLI, Reference

	LL‑UNITDATA
	X
	-
	-
	-
	TLLI, SN‑PDU, QoS Parameters, Radio Priority, Cipher

	LL‑UNITDATA
	-
	X
	-
	-
	TLLI, SN‑PDU

	LL-STATUS
	-
	X
	-
	-
	TLLI, Cause

	SNDCP ( SM

	SNSM-ACTIVATE
	
	X
	-
	-
	TLLI, NSAPI, QoS profile, SAPI, Radio Priority

	SNSM-ACTIVATE
	-
	-
	X
	
	TLLI, NSAPI

	SNSM-DEACTIVATE
	-
	X
	-
	-
	TLLI, NSAPI(s), LLC Release Indicator, XID Negotiation Indicator

	SNSM-DEACTIVATE
	-
	-
	X
	-
	TLLI, NSAPI

	SNSM-MODIFY
	-
	X
	-
	-
	TLLI, NSAPI, QoS Profile, SAPI, Radio Priority, Send N‑PDU Number, Receive N‑PDU Number

	SNSM-MODIFY
	-
	-
	X
	-
	TLLI, NSAPI

	SNSM-STATUS
	X
	-
	-
	-
	TLLI, SAPI, Cause

	SNSM-SEQUENCE
	-
	X
	X
	-
	TLLI, NSAPI, Receive N‑PDU Number

	SNSM-STOP-ASSIGN
	-
	X
	-
	-
	TLLI, NSAPI

	SNSM-HOXID
	X
	-
	-
	-
	Local TLLI, NSAPI, Current XID Parameters

	SNSM-HOXID
	-
	-
	-
	X
	Local TLLI, NSAPI, XID Commands 

	SMSN-XIDFAIL
	-
	X
	-
	-
	Local TLLI, NSAPI, Problematic XID Parameters


5.1.2.1
LL‑RESET.indication

Indication used by the LLC layer in the SGSN to indicate to the SNDCP layer that the Reset XID parameter has been transmitted, and by the LLC layer in the MS to indicate to the SNDCP layer that the Reset XID parameter has been received.

Upon receipt of the LL‑RESET.indication, the SNDCP layer shall:

-
treat all outstanding SNDCP ( LLC request type primitives as not sent;

-
reset all SNDCP XID parameters to their default values;

-
in the MS, for every NSAPI using unacknowledged peer-to-peer LLC operation, set the Send N‑PDU number (unacknowledged) to 0; and

-
for every NSAPI using acknowledged peer-to-peer LLC operation, enter the recovery state and suspend the transmission of SN‑PDUs until an SNSM-SEQUENCE.indication primitive is received for the NSAPI. In the SGSN the SNDCP layer shall re-establish acknowledged peer-to-peer operation for the affected SAPIs in the LLC layer.

5.1.2.2
LL‑ESTABLISH.request

Request used by the SNDCP layer to establish or re-establish acknowledged peer-to-peer operation for a SAPI in the LLC layer. XID Requested is used to deliver the requested SNDCP XID parameters to the LLC layer.

5.1.2.3
LL‑ESTABLISH.indication

Indication used by the LLC layer to inform the SNDCP layer about establishment or re-establishment of acknowledged peer-to-peer operation for a SAPI in the LLC layer. XID Requested is used to deliver the requested SNDCP XID parameters to the SNDCP layer. In case of a re-establishment, all NSAPIs mapped to the affected SAPI shall enter the recovery state, and all buffered N‑PDUs (i.e. the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting with the oldest N‑PDU when the link is re-established. Also all compression entities using acknowledged peer-to-peer LLC operation on this SAPI are reset.

5.1.2.4
LL‑ESTABLISH.response

Response used by the SNDCP layer after reception of the LL‑ESTABLISH.indication. XID Negotiated is used to deliver the negotiated SNDCP XID parameters to the LLC layer.

5.1.2.5
LL‑ESTABLISH.confirm

Confirmation used by the LLC layer to inform the SNDCP layer about successful initiation of acknowledged peer-to-peer operation for a SAPI in the LLC layer. XID Negotiated is used to deliver the negotiated SNDCP XID parameters to the SNDCP layer. In case of a re-establishment, all NSAPIs mapped to the affected SAPI shall enter the recovery state, and all buffered N‑PDUs (i.e. the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting with the oldest N‑PDU when the link is re-established. Also all compression entities using acknowledged peer-to-peer LLC operation on this SAPI are reset.

5.1.2.6
LL‑RELEASE.request

Request used by the SNDCP layer to release acknowledged peer-to-peer operation for a SAPI in the LLC layer. The Local parameter indicates whether the termination shall be local (see 3GPP TS 44.064 [6] for details).

5.1.2.7
LL‑RELEASE.indication

Indication used by the LLC layer to inform the SNDCP layer about termination of acknowledged peer-to-peer operation for a SAPI in the LLC layer. The Cause parameter indicates the cause for the termination.

On receipt of LL‑RELEASE.indication, compressed N‑PDUs queuing to be forwarded to the affected SAPI are deleted from the SNDCP layer. Also all compression entities using acknowledged peer-to-peer LLC operation on this SAPI are reset.

5.1.2.8
LL‑RELEASE.confirm

Confirmation used by the LLC layer to inform the SNDCP layer about termination of acknowledged peer-to-peer operation for a SAPI in the LLC layer. On receipt of LL‑RELEASE.confirm, compressed N‑PDUs queuing to be forwarded to the affected SAPI are deleted from the SNDCP layer. Also all compression entities using acknowledged peer-to-peer LLC operation on this SAPI are reset.

5.1.2.9
LL‑XID.request

Request used by the SNDCP layer to deliver the requested SNDCP XID parameters to the LLC layer.

5.1.2.10
LL‑XID.indication

Indication used by the LLC layer to deliver the requested SNDCP XID parameters to the SNDCP layer.

5.1.2.11
LL‑XID.response

Response used by the SNDCP layer to deliver the negotiated SNDCP XID parameters to the LLC layer.

5.1.2.12
LL‑XID.confirm

Confirm used by the LLC layer to deliver the negotiated SNDCP XID parameters to the SNDCP layer.

5.1.2.13
LL‑DATA.request

Request used by the SNDCP layer for acknowledged transmission of an SN‑PDU. The SNDCP entity shall associate a reference parameter for each LL‑DATA.request. QoS Parameters in the SGSN includes precedence class, delay class, and peak throughput. QoS Parameters in the MS includes peak throughput. QoS Parameters is defined as part of the Quality of Service information element in 3GPP TS 24.008 [5a]. Radio Priority is included only in the MS, and indicates the radio priority level to be used by RLC/MAC.

Acknowledged peer-to-peer LLC operation for the SAPI used shall be established using the LL‑ESTABLISH primitives, before the LL‑DATA.request may be used.

5.1.2.14
LL‑DATA.indication

Indication used by the LLC layer to deliver the successfully received SN‑PDU to the SNDCP layer.

5.1.2.15
LL‑DATA.confirm

Confirm used by the LLC layer to inform SNDCP layer about successful transmission of SN‑PDU. The primitive includes a reference parameter from which the SNDCP entity shall identify the LL‑DATA.request this confirmation was associated with. All buffered N‑PDUs whose complete reception is confirmed are deleted.

5.1.2.16
LL‑UNITDATA.request

Request used by the SNDCP layer for unacknowledged transmission of a SN‑PDU. Unconfirmed transmission shall be used by the LLC layer.

Acknowledged peer-to-peer LLC operation does not need to be established before unacknowledged transmission is allowed.

QoS Parameters in the SGSN includes precedence class, delay class, reliability class, and peak throughput. QoS Parameters in the MS includes peak throughput and reliability class. Reliability class indicates whether the LLC frame carrying the SN‑PDU shall be transmitted in protected or unprotected mode, and whether RLC/MAC acknowledged or unacknowledged mode shall be used. Radio Priority is included only in the MS, and indicates the radio priority level to be used by RLC/MAC.

5.1.2.17
LL‑UNITDATA.indication

Indication used by the LLC layer to deliver the received SN‑PDU to the SNDCP layer. There is no need for acknowledged peer-to-peer LLC operation for unacknowledged transmission of SN‑PDU.

5.1.2.18
LL‑STATUS.indication

Indication used by the LLC layer to inform SNDCP when an LLC error that cannot be corrected by the LLC layer has occurred. The Cause parameter indicates the cause of the failure.

On receipt of LL‑STATUS.indication, SNDCP shall inform the SM sub-layer by means of the SNSM-STATUS.request primitive.

5.1.2.18a
LL‑HOXID.request

Request used by the SNDCP layer in the SGSN during PS handover to inform LLC of  the set of SNDCP XID blocks corresponding to the PDP Contexts receiving PS handover treatment. It may also include one or more corresponding sets of LLC XID parameters if they have been provided by the old SGSN for the case of inter-SGSN PS handover. It includes the local TLLI established by the new SGSN for inter-SGSN PS handover and the N-SAPI corresponding to each included SNDCP XID block.
5.1.2.18b
LL‑HOXID.indication
This indication is used by the LLC layer in the MS during PS handover to provide SNDCP with the set of SNDCP XID blocks that indicate the SNDCP XID parameters proposed by the peer SNDCP entity in the SGSN. Each SNDCP XID block corresponds to an N-SAPI associated with a PDP Context receiving PS handover treatment. 
This indication is used by the LLC layer in the SGSN during PS handover to provide SNDCP with the response of the peer SNDCP entity in the MS to the proposed SNDCP XID parameters and to provide SNDCP with an indication of the status of LLC XID negotiation for the corresponding N-SAPI. 
· If the response indicates that the proposed SNDCP XID parameters were accepted as proposed or modified where the modifications are acceptable to SNDCP, then they become the current parameters for the correspsonding N-SAPI and are applied for subsequent data transfer.

· If the response indicates that one or more of the proposed SNDCP XID parameters were not accepted or modified where the modifications are not acceptable to SNDCP, then SNDCP sends an SMSN-XIDFAIL.ind to SM indicating that additional SNDCP XID negotiation is required before data transfer can begin for the corresponding N-SAPI.
· If the status of LLC XID negotiation provided indicates there a problem at the LLC level, SNDCP sends an SMSN-XIDFAIL.ind to SM indicating that additional LLC XID negotiation is required before data transfer can begin for the corresponding N-SAPI.
5.1.2.18c
LL‑HOXID.response

Response used by the SNDCP layer in the MS during PS handover to provide LLC with the set of SNDCP XID blocks that indicate the response to the SNDCP XID parameters proposed by the peer SNDCP entity in the SGSN. Each SNDCP XID block corresponds to an N-SAPI associated with a PDP Context receiving PS handover treatment.
5.1.2.18d
LL‑HOXID.confirm

Confirm used by the LLC layer in the SGSN during PS handover to inform SNDCP of  the set of  XID Commands established by LLC for inclusion as layer 3 information to be sent to the mobile station as part of the PS handover command. Each XID Command corresponds to an N-SAPI associated with a PDP Context receiving PS handover treatment. 
5.1.2.19
SNSM-ACTIVATE.indication

Indication used by the SM entity to inform the SNDCP entity that an NSAPI has been activated for data transfer. It also informs the SNDCP entity about the negotiated QoS profile (see 3GPP TS 24.008 [5a]), the SAPI assigned for this NSAPI, and, in the MS, the radio priority level to be used by RLC/MAC.

If the NSAPI activated uses the acknowledged peer-to-peer LLC operation, the NSAPI shall enter the recovery state.

Upon reception of the SNSM-ACTIVATE.indication from the SM sublayer, the SNDCP entity shall, if necessary, establish the acknowledged peer-to-peer LLC operation for the indicated SAPI. The establishment criteria and procedure are described in subclause 6.2.1.

5.1.2.20
SNSM-ACTIVATE.response

Response used by the SNDCP layer to inform SM entity that the indicated NSAPI is now in use and that the acknowledged peer-to-peer LLC operation for the indicated SAPI is established, if necessary.

5.1.2.21
SNSM-DEACTIVATE.indication

Indication used by the SM entity to inform the SNDCP entity that an NSAPI has been deallocated and cannot be used by the SNDCP entity anymore. All buffered N‑PDUs corresponding to this NSAPI are deleted.

Upon reception of the SNSM-DEACTIVATE.indication, the SNDCP entity shall, if necessary, release the acknowledged peer-to-peer LLC operation for the associated SAPI. The release criteria and procedure are described in subclause 6.2.2. If the XID Negotiation Indicator is included in the the SNSM-DEACTIVATE.indication and compression entities have been negotiated for the NSAPI, the NSAPI shall be removed from the Applicable NSAPIs of these compression entities by explicit XID negotiation. If no XID Negotiation Indicator is included, the NSAPI shall be removed locally, without XID negotiation (see subclause 6.8).
5.1.2.22
SNSM-DEACTIVATE.response

Response used by the SNDCP layer to inform SM entity that the NSAPI indicated is no longer in use and that the acknowledged peer-to-peer LLC operation for the associated SAPI is released, if necessary.

5.1.2.23
SNSM-MODIFY.indication

Indication used by the SM entity to trigger change of the QoS profile (see 3GPP TS 24.008 [5a]) for an NSAPI and indication of the SAPI to be used. It is also used by the SM entity in the SGSN to inform the SNDCP entity that an NSAPI shall be created, together with the (re‑)negotiated QoS profile, the SAPI assigned, and, in the MS, the radio priority level to be used by RLC/MAC.

NOTE:
The latter is performed in the new SGSN during an Inter-SGSN Routeing Area Update.

Upon reception of the SNSM-MODIFY.indication from the SM sublayer:

-
the SNDCP entity shall, if necessary, establish the acknowledged peer-to-peer LLC operation for the indicated SAPI (the establishment criteria and procedure are described in subclause 6.2.1); and

-
the SNDCP entity shall also, if necessary, release the acknowledged peer-to-peer LLC operation for the originally-assigned SAPI (the release criteria and procedure are described in subclause 6.2.2).

If the SNSM-MODIFY.indication applies to an existing NSAPI, and:

-
if the peer-to-peer LLC operation mode is changed from acknowledged to unacknowledged, then all buffered N‑PDUs shall be deleted, and the Send N‑PDU number (unacknowledged) shall be set to 0; and

-
if the peer-to-peer LLC operation mode is changed from unacknowledged to acknowledged, then the Send N‑PDU number and Receive N‑PDU number shall be set to 0.

In addition, if the newly-assigned SAPI is different from the original SAPI:

-
LL‑DATA.indication, LL‑DATA.confirm and LL‑UNITDATA.indication received on the old SAPI shall be ignored;

-
LL‑DATA.request and LL‑UNITDATA.request shall be sent on the new SAPI; and

-
if acknowledged peer-to-peer LLC operation is used both before and after the receipt of the SNSM-MODIFY.indication, then the NSAPI shall enter the recovery state, and all buffered N‑PDUs (i.e. the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting from the oldest N‑PDU.

If the SNSM-MODIFY.indication signifies the creation of an NSAPI (i.e. the specified NSAPI does not exist), and:

-
if unacknowledged peer-to-peer LLC operation is specified in the QoS profile, then the Send N‑PDU number (unacknowledged) shall be set to 0; and

-
if acknowledged peer-to-peer LLC operation is specified in the QoS profile, then the Send N‑PDU number and the Receive N‑PDU number variables shall be set to the values stated in the primitive.

5.1.2.24
SNSM-MODIFY.response

Response used by the SNDCP entity to inform the SM entity that the indicated NSAPI and QoS profile are now in use and the acknowledged peer-to-peer LLC operations for the appropriate SAPIs are established and/or released, if necessary.

5.1.2.25
SNSM-STATUS.request

This primitive is used by the SNDCP layer to inform the SM sub-layer that SNDCP cannot continue its operation due to errors at the LLC layer (as indicated with LL‑RELEASE.indication) or at the SNDCP layer. The Cause parameter indicates the cause of the error.

5.1.2.26
SNSM-SEQUENCE.indication

This primitive is used during an inter-SGSN routeing area update and applies only to NSAPIs using acknowledged peer-to-peer LLC operation. When the primitive is used in the MS, the Receive N‑PDU number parameter indicates the Receive N‑PDU number in the SGSN. When the primitive is used in the SGSN, the Receive N‑PDU number parameter indicates the Receive N‑PDU number in the MS. If a buffered N‑PDU is confirmed by the Receive N‑PDU number parameter to have been received by the peer SNDCP entity, the N‑PDU shall be deleted from the buffer. In addition, the receipt of this primitive by the SNDCP entity resumes the transmission of SN‑PDUs for the NSAPI, and all buffered N‑PDUs (i.e. the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting from the oldest N‑PDU. If acknowledged peer-to-peer LLC operation has not yet been established for the SAPI used by this NSAPI, the transmission of the buffered N‑PDUs shall begin only after the receipt of the LL‑ESTABLISH.indication or LL‑ESTABLISH.confirm primitive.

5.1.2.27
SNSM-SEQUENCE.response

This primitive is used during an inter-SGSN routeing area update and applies only to NSAPIs using acknowledged peer-to-peer LLC operation. The primitive is used by the SNDCP layer in the MS following receipt of an SNSM-SEQUENCE.indcation, in order to return the Receive N‑PDU number to the SGSN during an ongoing inter-SGSN routeing area update.

5.1.2.28
SNSM-STOP-ASSIGN.indication

This primitive is used during an inter-SGSN routeing area update in the old SGSN by the SM entity to inform the SNDCP entity to stop assigning N‑PDU numbers to N‑PDUs received through the SN‑DATA.request primitive. The primitive is sent before the Send N‑PDU number and the Receive N‑PDU number are transferred to the new SGSN.

5.1.2.29
SNSM-HOXID.request
This primitive is only used at the SGSN during PS handover when XID negotiation is required (i.e. during A/Gb mode to A/Gb mode inter-SGSN PS handover or Iu mode to A/Gb mode inter-RAT PS handover). It is sent from SM to SNDCP to initiate XID negotiation for each PDP Context that SM determines should receive PS handover treatment. For the case of A/Gb mode to A/Gb mode inter-SGSN PS handover the SNDCP XID and LLC XID parameters currently in use at the old SGSN shall be included in this primitive:
· If the SNDCP XID parameter values are included, then SNDCP uses them to create a set of corresponding SNDCP XID blocks that indicate proposed parameter values. Otherwise, SNDCP uses local policies to create a set of SNDCP XID blocks that indicate proposed parameter values. Each SNDCP XID block created corresponds to a PDP Context receiving PS handover treatment.
· SNDCP sends an LL-HOXID.request primitive to LLC that provides the set of SNDCP XID blocks along with their corresponding LLC XID parameters (if provided by the old SGSN).

5.1.2.30
SNSM-HOXID.confirm

This primitive is used at the SGSN during PS handover and is sent from SNDCP to SM as the response to the SNSM-HOXID.request primitive. It provides the set of  XID commands containing proposed SNDCP and LLC XID parameters where each XID command corresponds to a PDP Context receiving PS handover treatment.
5.1.2.31
SMSN-XIDFAIL.indication

This primitive is used at the SGSN during PS handover where XID negotiation was required. Once the MS has arrived in the new cell and has sent an XID response corresponding to an XID command received in the PS handover command, this primitive is sent from SNDCP to SM indicate that additional SNDCP XID negotiation or LLC XID negotiation is required before data transfer can begin for the corresponding PDP Context.
********************** Next modified section **************************

6
Protocol functions

6.1
Multiplexing of N‑PDUs

The NSAPI field shall be used for the identification of the specific PDP type and PDP address pair that is using the services provided by the SNDCP layer. The MS allocates NSAPIs dynamically at the PDP Context Activation. The NSAPI is delivered by the SM sub-layer to the SNDCP layer with the SNSM-ACTIVATE.indication primitive. The transmitting SNDCP entity shall insert the NSAPI value for each N‑PDU. The peer SNDCP entity uses the NSAPI to identify the SNDCP user the N‑PDU is targeted. Table 3 shows an example for the allocation of the NSAPIs.

Table 3: Example of the NSAPI allocation

	PDP type
	Allocated NSAPI
	PDP address

	IPv4
	12
	133.12.75.111 (4 octets)

	IPv6
	13
	133.12. … .11.123 (16 octets)


6.2
Establishment and release of acknowledged peer-to-peer LLC operation

The SNDCP layer shall be responsible for establishing, re-establishing and releasing the acknowledged peer-to-peer LLC operation.

Re-establishment and release of the acknowledged peer-to-peer LLC operation may also be initiated by the LLC layer. The conditions under which this may happen are described in 3GPP TS 44.064 [6].

Negotiation of SNDCP XID parameters may be carried out in conjunction with the establishment or re-establishment procedure. It is also possible to negotiate SNDCP XID parameters independently from the establishment or re-establishment procedure, by using the LL‑XID primitives.

6.2.1
Establishment of acknowledged peer-to-peer LLC operation

6.2.1.1
Establishment criteria

If acknowledged peer-to-peer LLC operation is required by an NSAPI (as indicated by the QoS profile) but is not yet established for the SAPI used by the NSAPI, then the SNDCP layer shall initiate the establishment procedure.

If PS handover is not in progress:

· The SNDCP layer at the MS shall initiate the establishment, using the procedure in subclause 6.2.1.3, upon receipt of the SNSM-ACTIVATE.indication primitive.

· The SNDCP layer at the SGSN shall initiate the establishment upon receipt of the SNSM-MODIFY.indication primitive.
If PS handover is in progress:

· Establishment of acknowledged peer-to-peer LLC operation is accomplished using the procedure in sub-clause 6.2.1.5.

6.2.1.2
Re-establishment of the acknowledged peer-to-peer LLC operation

The SNDCP layer may initiate re-establishment of the acknowledged peer-to-peer LLC operation for a SAPI under certain situations, for example when an error is detected by a V.42 bis data compression entity used for acknowledged data transfer. The SNDCP Layer shall not initiate re-establishment of the acknowledged peer-to-peer LLC operation when PS handover is in progress.
The LLC layer may also initiate re-establishment of the acknowledged peer-to-peer LLC operation for a SAPI under situations described in 3GPP TS 44.064 [6]. The LLC layer informs the SNDCP layers of link re-establishment using the LL‑ESTABLISH.indication primitive. This is shown in figure 5. The LLC Layer shall not initiate re-establishment of the acknowledged peer-to-peer LLC operation when PS handover is in progress.
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Figure 5: LLC-initiated re-establishment

6.2.1.3
Establishment procedure (PS handover not in progress)
The SNDCP layer shall initiate the establishment or re-establishment by sending an LL‑ESTABLISH.request primitive to the relevant LLC SAP. SNDCP XID parameters may be included in an SNDCP XID block in the LL‑ESTABLISH.request primitive. If no SNDCP XID parameter is to be included, an empty SNDCP XID block shall be included.

Following the sending of the LL‑ESTABLISH.request primitive, the SNDCP layer shall suspend the transfer of SN‑DATA and SN‑UNITDATA primitives to the LLC SAP to which the LL‑ESTABLISH.request is sent. Transfer of SN‑DATA and SN‑UNITDATA primitives shall resume when the establishment procedure ends through one of the following means:

-
successful (receiving LL‑ESTABLISH.confirm);

-
failure (receiving LL‑RELEASE.indication); or

-
successful following collision resolution (receiving LL‑ESTABLISH.indication and sending LL‑ESTABLISH.response, see subclause 6.2.1.4).

Upon receipt of an LL‑ESTABLISH.indication primitive, if an SNDCP XID block is present, the peer SNDCP entity shall respond with an LL‑ESTABLISH.response primitive. SNDCP XID parameters may be included in an SNDCP XID block in the LL‑ESTABLISH.response primitive. If no SNDCP XID parameter is to be included, an empty SNDCP XID block shall be included. If there is no SNDCP XID block in the LL‑ESTABLISH.indication primitive, the peer SNDCP entity shall not respond with an LL‑ESTABLISH.response primitive.
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Figure 6: SNDCP-initiated establishment / re-establishment (handover not in progress)
6.2.1.4
Exceptional situations

If the originator of the establishment procedure receives an LL‑RELEASE.indication with Cause "DM received", it shall inform the SM sub-layer using the SNSM-STATUS.request primitive with Cause "DM received". SM shall then deactivate all PDP contexts for that SAPI requiring acknowledged peer-to-peer LLC operation.

If the originator of the establishment procedure receives an LL‑RELEASE.indication with Cause "invalid XID response" or an LL‑STATUS.indication with Cause "invalid XID response", then it shall inform the SM sub-layer using the SNSM-STATUS.request primitive with Cause "invalid XID response". SM shall then deactivate all PDP contexts for that SAPI.

If the originator of the establishment procedure receives an LL‑RELEASE.indication with Cause "no peer response" or an LL‑STATUS.indication with Cause "no peer response", then it shall inform the SM sub-layer using the SNSM-STATUS.request primitive with Cause "no peer response", wait for an implementation-specific amount of time, and re-invoke the establishment procedure. Before the establishment procedure is re-invoked, N‑PDUs arriving at the SNDCP layer for delivery to the LLC layer shall be buffered, if possible.

If the SNDCP layer receives an LL‑RELEASE.indication with Cause "normal release", it shall buffer, if possible, all downlink N‑PDUs for NSAPIs using the affected SAPI that requires acknowledged peer-to-peer LLC operation. Transfer of N‑PDUs for NSAPIs that do not require acknowledged peer-to-peer LLC operation shall not be affected.

If the originator of the establishment procedure detects a collision (receiving an LL‑ESTABLISH.indication primitive after sending an LL‑ESTABLISH.request or LL‑XID.request primitive, or receiving an LL‑XID.indication primitive after sending an LL‑XID.request primitive), it shall treat the LL‑ESTABLISH.request or LL‑XID.request primitive sent as not transmitted, and process the LL‑ESTABLISH.indication or LL‑XID.indication primitive received. If the LL‑ESTABLISH.request or LL‑XID.request contains one or more XID parameters, or one or more compression fields in an XID parameter, or one or more parameters in a compression field, that are not negotiated as part of the collision resolution, then negotiation of these XID parameters shall be performed at the earliest opportunity after conclusion of the collision resolution.

Upon detecting that PS handover is in progress, SNDCP in the SGSN and the MS shall immediately abort any ongoing LLC mode establishment procedure and SNDCP XID parameter negotiation initiated prior to PS handover.

6.2.1.5
Establishment procedure (PS handover in progress)

If SNDCP receives an SNSM-HOXID-Req primitive from SM it indicates that XID negotiation is required as part of the PS handover procedures. In this case acknowledged peer-to-peer LLC operation is established in conjunction with the completion of XID parameter negotiation and the PS handover procedure as shown in Figure 6a (i.e. the SGSN and the MS implicitly establish LLC-ABM mode without the explicit exchange of a SABM frame and an Unnumbered Acknowledgement frame).
If SNDCP does not receive an SNSM-HOXID-Req primitive from SM (i.e. XID negotiation is not required as part of the PS handover procedures) acknowledged peer-to-peer LLC operation is established in conjunction with the completion of the PS handover procedure (i.e. the SGSN and the MS implicitly establish LLC-ABM mode without the explicit exchange of a SABM frame and an Unnumbered Acknowledgement frame).
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Figure 6a: SNDCP-initiated establishment (handover in progress)
6.2.2
Release of acknowledged peer-to-peer LLC operation

6.2.2.1
Release criteria

If acknowledged peer-to-peer LLC operation is established for the SAPI used by a PDP context that is going to be deactivated or mapped to another SAPI, and if there is no other NSAPIs that require acknowledged peer-to-peer LLC operation using the original SAPI, then the SNDCP layer shall initiate the release procedure.

The SNDCP layer shall initiate the release, using the procedure described in subclause 6.2.2.2, upon receipt of the SNSM-DEACTIVATE.indication primitive.

The SNDCP layer at the SGSN shall also initiate the release upon receipt of the SNSM-MODIFY.indication primitive if an existing NSAPI is specified.

6.2.2.2
Release procedure

The SNDCP layer shall initiate the release by sending a LL‑RELEASE.request primitive to the relevant LLC SAP. The Local parameter shall be set if the release is the result of receipt of the SNSM-DEACTIVATE.indication primitive, otherwise it shall not be set.

6.2.2.3
Release initiated by the LLC layer

The LLC layer may initiate release of the acknowledged peer-to-peer LLC operation for a SAPI under situations described in 3GPP TS 44.064 [6]. The LLC layer shall inform the SNDCP layers of the release of acknowledged peer-to-peer LLC operation using the LL‑RELEASE.indication primitive. SNDCP shall process the LL‑RELEASE.indication primitive as described in subclause 6.2.1.4.

********************** Next modified section **************************

6.8
XID parameter negotiation

Negotiation of XID parameters between peer SNDCP entities may be carried out to ensure optimal information transfer. The parameters are called SNDCP exchange identity (XID) parameters.

SNDCP XID parameter negotiation may be initiated by the SNDCP entity at the MS or at the SGSN. If SNDCP XID parameters are to be changed, SNDCP XID negotiation shall be initiated prior to data transfer - the MS shall initiate SNDCP XID negotiation upon receipt of SNSM-ACTIVATE.indication; the SGSN shall initiate SNDCP XID negotiation upon receipt of the SNSM-MODIFY.indication primitive if an NSAPI has been put into use (in the case of an Inter-SGSN Routeing Area Update), or if the change in QoS profile to an existing NSAPI results in a change in compressor(s) used by the NSAPI. For the case of PS handover where XID negotiation is required (see sub-clause 5.1.2.29), SM in the SGSN shall send the SNSM-HOXID.request primitive to SNDCP to initiate SNDCP XID parameter negotiation.
When an NSAPI no longer uses a compression entity due to a PDP context deactivation or a PDP context modification, an SNDCP XID negotiation shall be performed to remove the NSAPI from the Applicable NSAPIs of the compression entity. The negotiation shall be initiated by the MS upon receipt of the SNSM-DEACTIVATE.indication with XID Negotiation Indicator in the case of explicit PDP context deactivation by peer-to-peer signalling between the SM entities. The negotiation shall be initiated by the SGSN upon receipt of the SNSM-MODIFY.indication in the case of PDP context modification. If a PDP context is deactivated locally, without peer-to-peer signalling between the SM entities, the SM entity at the MS and the SM entity at the SGSN each shall send an SNSM-DEACTIVATE.indication without XID Negotiation Indicator to its respective SNDCP entity. Upon receipt of this primitive without XID Negotiation Indicator the SNDCP entity shall remove the NSAPI from the Applicable NSAPIs of the compression entity without any XID negotiation.

The XID negotiation is a one-step procedure; i.e. the initiating end proposes parameter values, and the responding end either accepts these or offers different values in their place according to the XID negotiation rules described in the present document; the rules limit the range of parameter values as well as the sense of negotiation. The initiating end accepts (or rejects) the values in the response; this concludes the negotiation. For the case of inter-SGSN PS handover the new SGSN is always the initiating end and proposes SNDCP XID parameter values using SNDCP XID blocks which are carried within XID commands that are included within the PS handover command sent to the mobile station in the source cell. In this case the mobile station is always the responding end and sends its response to the proposed SNDCP XID values using SNDCP XID blocks carried within XID responses sent by the MS after its arrival in the new cell.
The block format for the SNDCP XID parameter negotiation is shown in figure 10. Not all parameters have to be included in the XID block, only parameters that are negotiated. Parameters may be included in any order. Also it shall be possible to negotiate parameters for more than one NSAPI in one XID block since more than one NSAPI can use the same SAPI.

	Bit
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	Parameter type=0

	Octet 2
	Length=1

	Octet 3
	Version number

	Octet 4
	Parameter type=1

	Octet 5
	Length=n-5

	Octet 6
	P
	X
	X
	Entity number

	Octet 7 (optional)
	

	Octet 8
	Length=k-8

	Octet 9 … (optional)
	

	Octet j
	High-order octet

	…
	…

	Octet k
	Low-order octet

	Octet k+1
	P
	X
	X
	Entity number

	Octet k+2 (optional)
	

	Octet k+3
	Length=m-(k+3)

	Octet k+4… (optional)
	

	Octet k+y
	High-order octet

	…
	…

	Octet m
	Low-order octet

	…
	…

	Octet n
	Low-order octet

	Octet n+1
	Parameter type=2

	Octet n+2
	Length=r-(n+2)

	Octet n+3
	P
	X
	X
	Entity number

	Octet n+4 (optional)
	

	Octet n+5
	Length=p-(n+5)

	Octet n+6… (optional)
	

	Octet n+w
	High-order octet

	…
	…

	Octet p
	Low-order octet

	Octet p+1
	P
	X
	X
	Entity number

	Octet p+2 (optional)
	

	Octet p+3
	Length=q-(p+3)

	Octet p+4… (optional)
	

	Octet p+v
	High-order octet

	…
	…

	Octet q
	Low-order octet

	…
	…

	Octet r
	Low-order octet


Figure 10: Example of SNDCP XID block format

The SNDCP user uses SN‑XID.request to initiate the negotiation of the XID parameters. The SNDCP entity sends the proposed SNDCP XID parameters to the LLC SAP with the LL‑XID.request or LL‑ESTABLISH.request. The LLC SAP shall issue an XID command containing the SNDCP XID parameters (see 3GPP TS 44.064 [6]). The peer LLC SAP shall, upon receipt of the XID command, indicate the SNDCP XID parameters to SNDCP entity using LL‑XID.indication or LL‑ESTABLISH.indication. The peer SNDCP entity shall select appropriate values for the proposed parameters or negotiate the appropriate values with the SNDCP user entity with the SN‑XID.indication and SN‑XID.response primitives. When the appropriate parameter values are known by the peer SNDCP entity, it shall use the LL‑XID.response or LL‑ESTABLISH.response primitive to continue negotiation. Upon reception of the response, the LLC SAP shall send the received parameters to the SNDCP entity using the LL‑XID.confirm or LL‑ESTABLISH.confirm primitive. The SNDCP entity delivers the negotiated parameters to the SNDCP user. This is illustrated in figure 11. The originator of the negotiation shall apply the new parameter values after it has received the 'confirm' primitive. The responding end of the negotiation shall apply the new parameter values after it has sent the replying 'response' primitive.

Following the sending of the LL‑XID.request primitive, the SNDCP layer shall suspend the transfer of SN‑DATA and SN‑UNITDATA primitives to the LLC SAP to which the LL‑XID.request is sent. Transfer of SN‑DATA and SN‑UNITDATA primitives shall resume when the SNDCP XID negotiation ends through one of the following means:

-
successful (receiving LL‑XID.confirm);

-
failure (receiving LL‑RELEASE.indication, or LL‑STATUS.indication); or

-
successful following collision resolution (receiving LL‑ESTABLISH.indication and sending LL‑ESTABLISH.response, or receiving LL‑XID.indication and sending LL‑XID.response, see subclause 6.2.1.4).

LLC may also initiate LLC XID negotiation, in which case LLC may send an LL‑XID.indication to inform SNDCP the values of N201-I and N201-U. This is illustrated in figure 12. If the SNDCP entity receives an LL‑XID.indication without an SNDCP XID block, it shall not respond with the LL‑XID.response primitive.

Negotiation of SNDCP version number is always between the peer SNDCP entities. The version number is not known by the SNDCP user. However, negotiation of the parameters for compression algorithms may be carried out between the SNDCP user entities.

Negotiation of SNDCP XID parameters for an NSAPI shall be carried out in the SAPI to which the NSAPI is mapped.
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Figure 11: SNDCP XID negotiation procedure initiated by SNDCP user
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Figure 12: LLC XID negotiation procedure
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Figure 12a: SNDCP XID negotiation procedure initiated by PS handover
6.8.1
Negotiation of compression entities

For parameter type 1 and 2, multiple compression fields (as shown in figure 7 and figure 9) may be specified. Each compression field corresponds to a compression entity.

In each compression field, the "Applicable NSAPIs" parameter indicates the NSAPIs that uses the compression entity. The parameter, if included, shall consist of 2 octets. Multiple NSAPIs may share the same compression entity by setting multiple bits in the parameter. NSAPIs requiring acknowledged peer-to-peer LLC operation and unacknowledged peer-to-peer LLC operation shall not share the same compressor (see subclause 6.10).

During SNDCP XID negotiation or re-negotiation, if a parameter type is specified in the SNDCP XID block, compression entities currently in use and compression entities proposed to be added may be included in the SNDCP XID block. Not all entities need to be included in the SNDCP XID block. If a compression entity is not included, the value of its parameters shall be determined by the rules defined in subclause 6.8.2.

If, implicitly or explicitly (see subclause 6.8.2), a compression entity is specified in the responding SNDCP XID block with one or more bits set to 1 in the "Applicable NSAPIs" parameter, the compression entity shall be created (if it does not exist yet).

If, implicitly or explicitly, a compression entity is specified in the responding SNDCP XID block with no bit set to 1 in the "Applicable NSAPIs" parameter, the compression entity shall be deleted (if it currently exists).

If an SNDCP entity receives a proposal for a compression entity containing an unknown algorithm, it shall reject this compression entity explicitly by setting the bits in the "Applicable NSAPIs" parameter in the responding SNDCP XID block to 0.

NOTE:
Some legacy MS implementations of SDNCP version 0 will ignore a proposed compression entity containing an unknown algorithm and will not reply with an explicit rejection. 

If, implicitly or explicitly, one or more bits are set to 1 in the "Applicable NSAPIs" parameter of a compression entity in the responding SNDCP XID block, the NSAPIs corresponding to these bits shall start using (or continue to use) the compression entity.

If, implicitly or explicitly, one or more bits are set to 0 in the "Applicable NSAPIs" parameter of a compression entity in the responding SNDCP XID block, the NSAPIs corresponding to these bits shall release the compression entity (if they have been using the compression entity).

6.8.1a
Negotiation of SNDCP version

An SNDCP entity supporting this version of SNDCP shall set the version number in the originating SNDCP XID block to 1. For the sense of negotiation of the version number see clause 8, table 8.

********************** Next modified section **************************
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