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Extension of BSSAP message length
1. Overview

The BSSAP message length restriction topic has been discussed in 3GPP TSG GERAN several times during the previous years basically whenever new features requiring substantial amount of information transfer from MSC to BSS have been added to A-interface or additions to BSSAP information transfer have become necessary at E-interface. 

This discussion paper describes the related problems as well as discusses the solution alternatives and includes a proposal to overcome the current BSSAP message length restriction at REL-6 timeframe.

2. Problem description

The length restrictions for BSSAP messages are originated from two sources:

1. The BSSAP message length is restricted to 255 octets at both A- and E-interfaces. This is due to the fact that the length indicator of BSSAP message is only one octet long as specified in 3GPP TS 48.006 [1].
Note that 3GPP TS 48.008 does not provide additional restrictions to BSSAP message length.
2. SCCP level message length limitations

This discussion paper concentrates on removing BSSAP message length limitation within the current limits of SCCP message length, however the use of SCCP is also described to certain extent in order to understand the limitations that are sourced from SCCP level.

Examples of such features and information elements that require or may require in the future substantial amount of data to be transmitted in BSSMAP messages are:

· Rel-5 SNA Access Information IE (in HANDOVER REQUEST and COMMON ID messages at E-interface)

· Proposed Rel-6 SNA Access Information IE to BSS at A-interface also and related connectionless information, e.g. possible Information Transfer procedure.

· Rel-5 Cell Load Information within Old BSS to New BSS Information IE 
· Old BSS to New BSS Information IE future additions in general

· Source RNC to target RNC transparent information (UMTS) IE future additions in general (Note that the contents of this transparent IE is not controlled by GERAN).

3. Background information

3.1 Use of SCCP

3GPP TS 48.006 "Signalling Transport Mechanism specification for the BSC-MSC interface" [1] specifies the BSS Application Part (BSSAP) user function of the SCCP. The BSSAP user function is further subdivided into two separate functions:

1. The Direct Transfer Application sub-Part (DTAP) is used to transfer messages between the MSC and the MS. 

DTAP is out of scope of this discussion paper. However, it seems that some 3GPP TS 24.008 messages like Setup may also approach the limitation of 3GPP TS 48.006 DTAP message length. Similar mechanism as considered in this document for BSSMAP could be introduced for DTAP also if need arises.
2. The BSS Management Application sub-Part (BSSMAP) supports other procedures between the MSC and the BSS related to the MS (resource management, handover control), or to a cell within the BSS, or to the whole BSS. The description of the layer 3 protocol for the BSSMAP information exchange is contained in 3GPP TS 48.008.

BSSMAP uses both connectionless and connection-oriented procedures. 3GPP TS 48.008 explains whether connection oriented or connectionless services should be used for each layer 3 procedure.

The DTAP and BSSMAP Layer 3 messages between the MSC and the BSS are contained in the user data field of the exchanged SCCP frames. This field is optional for SCCP Connection Request (CR) (except for BSS originated connections); Connection Confirm (CC) and Connection Refused (CREF). The user data field is a mandatory parameter of the Data frames (DT); the user data field always contains either a DTAP or a BSSMAP message. For connectionless procedures the Layer 3 message is carried in SCCP unit data message (UDT).

3.2 Distribution function

A distribution function located in an intermediate layer of protocol between SCCP and Layer 3 (the distribution sublayer) performs the discrimination between the data related to DTAP and BSSMAP subparts. The protocol for this sublayer simply consists of the management of Distribution Data Unit, where discrimination parameter D indicates whether the message is a DTAP or a BSSMAP message. 
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Figure 1: Distribution function
Each SCCP User Data field necessarily contains such a Distribution Data Unit as a header, followed by the length indicator and the actual Layer 3 BSSMAP or DTAP message. This document concentrates only on BSSMAP messages.

3.3 User data field structure of BSSMAP message

As specified in [1], the user data field structure of BSSMAP message contains a distribution data unit, a length indicator, and the actual layer 3 message as follows:
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Figure 1: Structure of the BSSMAP user data field

For both connection oriented and connectionless BSSMAP messages the user data field structure is the same. The Distribution Data Unit only consists of the Discrimination parameter, which is set to the "Not Transparent" value for BSSMAP.

This parameter is coded on one octet, as follows:

	8
	7
	6
	5
	4
	3
	2
	1

	0
	0
	0
	0
	0
	0
	0
	D


The discrimination bit D is set to the "Not Transparent" value 0.

The length indicator is coded in one octet, and is the binary representation of the number of octets of the subsequent layer 3 message parameter. 

With one octet length indicator it is possible to indicate in maximum 255 octets long BSSMAP message. This is seen as a limiting factor in the future when new features are introduced to BSSMAP.

3.4 SCCP level message length limitiations

3.4.1 Connection oriented procedures

The size of the user data field of the SCCP Connection Request (as well as Connection Confirm) message ranges from 3 to 130 octets as specified in [2] §§ 4.2 and 4.3. SCCP supports segmentation, however SCCP Connection Request message can not be segmented.

The size of the data field of SCCP DT1 messages ranges from 2 to 256 octets as specified in [2] § 4.7. SCCP DT1 messages may be segmented by SCCP.

3.4.2 Connectionless procedures

The safe maximum size of the data field of SCCP UDT messages is 2560 octets as specified in [3] § 8.3.2.
”If a user wants to send longer user data, SCCP (from the 1993 edition onwards) is able to transfer this by segmenting the user data in maximally 16 parts and send them in individual XUDT messages. The theoretically maximum amount of user data is then 3968 octets. From this, the overheads for the global titles and optional parameters have to be subtracted (they are repeated in each message separately). A "safe" value that the SCCP can guarantee to be possible in the foreseeable future is 2560 octets. This allows for the largest known addresses (OSI-addressing with 40 digits or 20 octets) and about 50 octets of optional parameters. Application designers should take these limits into account when fixing application message syntaxes.”

For information, the following maximum lengths for connectionless SCCP messages are given in [2]:

Length of user data in SCCP UDT message (2 – x octets): 

Due to the ongoing studies on the SCCP called and calling party address, the maximum length of this parameter needs further study. It is also noted that the transfer of up to 255 octets of user data is allowed when the SCCP called and calling party address do not include global title.
Length of user data in SCCP XUDT message (2 to Y+1 octets):

The maximum length of this parameter depends on the length of the called party address, calling party address parameters, and the presence of optional parameters. Y is between 160 and 254 inclusive. Y can be 254 when called party address and calling party address parameters do not include the GT, and the importance and segmentation parameters are absent. Y can be at most 247 if the segmentation parameter is included and the importance parameter is absent. See 8.3.2/Q.715.
Length of user data in SCCP LUDT message (3-3954 octets):

See 8.3.2/Q.715

4. critical BSSAP messages

The current BSSMAP message length limitation restricts both connection oriented and connectionless BSSMAP messages to maximum of 255 octets. In this section the currently problematic BSSMAP procedures/messages are further analysed.

[DTAP is out of scope of this discussion paper.]
4.1 Connection oriented BSSMAP messages

The BSSMAP messages typically carried in the user data field of SCCP Connection Request message [1] are:

· BSS to MSC direction: COMPLETE LAYER 3 INFORMATION message containing LOCATION UPDATING REQUEST, CM-SERVICE REQUEST, CM REESTABLISHMENT REQUEST, IMSI DETACH, PAGING RESPONSE or IMMEDIATE SETUP

At the moment it can be assumed that in BSS to MSC direction the limit of 130 octets for SCCP Connection Request message will not be soon exceeded, however the presented solution alternative covers also these possibly later emerging needs as well.

· MSC to BSS direction: HANDOVER REQUEST message 

Because SCCP Connection Request message may contain a BSSMAP message up to 130 octets, the most critical message from BSSMAP message length point of view has been identified to be the HANDOVER REQUEST message. 

HANDOVER REQUEST message typically contains information crucial for the ongoing handover process execution and such information should be available as soon as possible for target BSS during the handover resource allocation phase. 

The typical size of HANDOVER REQUEST message was analysed in [4]. The result of this analysis and additionally the sizes of the later introduced Rel-5 information elements that were not covered in [4] are presented in the table below:

	HANDOVER REQUEST as in [1]*
	~85 octets

	Old BSS to New BSS Information IE as in [1]
	~30 octets

	Cell Load Information (within Old BSS to New BSS Information IE)

[Based on G2-040036.]
	30 or 32 octets

	SNA Access Information IE **

[Based on GP-032609. The maximum length for SNA Access Information IE in this CR is 250 octets.]
	122 octets if assuming 5 Authorized PLMNs and 10 Authorized SNAs / Authorized PLMN

	LSA *
	?

	Group Call *
	?


*  LSA and Group Call related information elements have not been included in the calculation of [1]. 

** SNA Access Information IE is not carried over A-interface in Rel-5. Length of SNA Access Information IE depends on the number of Authorized PLMNs and number of Authorized SNAs within each Authorized PLMNs. These figures are implementation and network specific. Note that the length of SNA Access Information in the table above was calculated by using modest values for Authorized PLMNs and number of Authorized SNAs within each Authorized PLMNs that are not even close to the theorethical maximum values. 

As shown in the table, the HANDOVER REQUEST message at A-interface may already in Rel-5 exceed the limit of 130 octets and therefore may not be possible to be sent within SCCP Connection Request message. 

According to [1], the HANDOVER REQUEST message may alternatively be sent after SCCP Connection Confirm within a SCCP DT1 message, although as given in [1] § 6.1.2: 
"It is preferable to transfer the layer 3 messages in the user data field of the Connection Request in order to complete the establishment of the relation between the radio channel requested and the SCCP connection as soon as possible." This alternative can be used if the HANDOVER REQUEST message exceeds the limit of 130 octets for SCCP Connection Request. For backwards compatibility reasons a clarification for this alternative to [1] § 6.1.2 may be needed already in Rel-5.

At A-interface it is not likely that in Rel-5 timeframe the HANDOVER REQUEST message exceeds the limit of 255 octets. The calculation in the table above however does not yet cover the LSA or Group Call related information elements, which also may be used in some networks/implementations.

At E-interface the situation is more severe already at Rel-5 timeframe since it may be necessary to indicate SNA Access Information from MSC-A to MSC-B in HANDOVER REQUEST message. Altogether, if no alternative solution is specified, it’s possible that the 255 octet limitation for BSSMAP messages is reached even in Rel-5. 
Based on the above calculations the conclusion is that the HANDOVER REQUEST message may exceed limit of 130 octets at A-interface and limit of 255 octets at E-interface already in Rel-5. If the 3GPP TS 48.006 general limitation for BSSMAP message length would be removed, new information elements could be again safely introduced to HANDOVER REQUEST message also in the future releases. 

4.2 Connectionless messages

At the moment there are no connectionless messages that would be in danger to exceed the limit of 255 octets, however the solution alternative that is presented later in this document covers also these possibly emerging needs as well.

For example, if SNA Access Information is introduced for BSS use in Rel-6, it is likely that same kind of Information Transfer procedure is needed for A-interface as it has been defined for Iu-interface. Due to the nature of information sent via this procedure, it can be assumed that for such message the available 255 octets will not be enough.

[In 3GPP TS 25.413 the Information Transfer procedure in Rel-5 carries the Shared Network Information, which consists of PLMNs In Shared Network (max 32) including PLMN identity and LA List (max 65536). LA List consists of List Of SNAs (max 65536).]
5. solution alternatives

5.1 Alternative 1 - Work around mechanisms

It is probably possible to create work around mechanisms for specific problems, however in the long run these add complexity. It’s also challenging to create separate solutions for each specific problematic case that can be quaranteed to be backwards compatible and work seamlessly within the existing networks.

For example, BSSAP COMMON ID message could be used instead of HANDOVER REQUEST message if the nature of information to be sent is such that it’s not absolutely necessary for the ongoing handover procedure, but it is e.g. used in the subsequent handover decisions. 

5.2 Alternative 2 - Segmentation at BSSMAP level

It can also be considered to add a new mechanism to BSSMAP level to enable message segmentation. This would require message proportionment and compilement at application level and since there already is segmentation mechanism at SCCP level, this solution is not seen feasible since it also increases the amount of duplicated information (e.g message type and length indication in all segments) sent over A- and E-interfaces. There are also problems with backwards compatibility: BSSMAP message level segmentation can not be used unless both sending and receiving network element support segmentation.

5.3 Alternative 3 - Extended BSSMAP message length

To be able to carry sufficient amount of octets, the BSSMAP message length needs to be enhanced from the current one octet length indicator to two octets as follows:
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Figure 2: Structure of the extended BSSMAP user data field 

With two octet length indicator it’s possible to indicate 65535 octets long BSSMAP message, which is sufficient for future needs. The length indicator is the binary representation of the number of octets of the subsequent layer 3 message parameter.

To be able to separate the BSSMAP message that is using two octet length indicator from conventional BSSMAP message, the Distribution Data Unit which currently consists only of Discrimination parameter (D) needs to be enhanced with BSSMAP extension bits E1 and E2 parameters to indicate the support for BSSMAP extension (E1) and usage of BSSMAP extension (E2). These two indications are introduced due to backwards compatibility reasons, meaning that the two octet length indicator is not used unless the Extended BSSAP support of the receiving network element is known.

Distribution Data Unit is coded on one octet with the new BSSMAP extension indicators E1 and E2, as follows:

	8
	7
	6
	5
	4
	3
	2
	1

	0
	E2
	E1
	0
	0
	0
	0
	D


As before, the discrimination bit D is set to the "Not Transparent" value 0.

The extension bit E1 is set to the “Extended BSSAP supported” value 1 if the network element sending the message supports the usage of extended BSSAP messages. The extension bit E2 is set to the “Extended BSSAP in use” value 1 if extended BSSAP message is used. 

5.3.1 Functionality of alternative 3

In this section the functionality and backwards compatibility issues and mechanisms of alternative 3 are considered from both A- and E-interface point of view. 

At A-interface, the network element that has the need for sending a long BSSMAP message that requires usage of extended BSSMAP, has to have information does the receiving network element support the Extended BSSAP signaling before the extended BSSMAP messages can be used. For this purpose, two different possibilities for simple indication mechanism are presented in the following subsections.

Accordingly, a mechanism how to use extended BSSMAP messages at E-interface is also described.

5.3.1.1 Functionality at A-interface (indication during SCCP connection setup)

In the following figure an indication mechanism for Extended BSSAP support is presented via using MSC initiated connection establishment and HANDOVER REQUEST message as an example.
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Figure 3: Extended BSSAP usage at A-interface, indication in MSC initiated connection establishment

In MSC initiated connection establishment case, the connection establishment is undertaken by the MSC as soon as the MSC decides to perform an external handover to a new cell.

A Connection Request message is sent to the BSS. The user data field of this message may contain the BSSMAP HANDOVER REQUEST message. It is preferable to transfer the layer 3 messages in the user data field of the Connection Request in order to complete the establishment of the relation between the radio channel requested and the SCCP connection as soon as possible. If the layer 3 message length exceeds the maximum length for SCCP Connection Request message (130 octets), layer 3 message is not included in the user data field of the Connection Request but the Connection Request is sent empty (as it is already possible according to 48.006). 

If the length of BSSMAP message to be sent exceeds 255 octets and Extended BSSAP usage is therefore necessary, the Connection Request message is sent with Discriminator parameter and conventional one octet length indicator which indicates that the length of included Layer 3 message is 1 ( containing only the BSSMAP message type of the forthcoming extended BSSAP message included to satisfy the minimum length for SCCP Connection Request user data field). Discriminator paramter contains additionally an extension bit E1 which is set to the “Extended BSSAP supported” value 1 because the MSC supports the usage of extended BSSMAP messages and also an extension bit E2, which indicates if the extended BSSMAP messages are use. However, in the Connection Request message it is not yet possible to use extended BSSMAP messages because the support for extended BSSMAP messages at receiving side is not known and therefore the extension bit E2 is always set to value 0 when Connection Request message is sent.

From the received Connection Request message it’s possible for the BSS to identify if MSC supports extended BSSMAP messages (E1 set to value 1 “Extended BSSAP supported”). If BSS does not support extended BSSMAP messages, it simply ignores the received E1 and E2 indications. A Connection Confirm message is then returned to the MSC and in the Connection Confirmed message the BSS also indicates it’s support for extended BSSMAP messages by using E1 and E2 indications. If BSS does not support extended BSSMAP messages, it sends E1 and E2 indicating value 0 which is a backwards compatible value, i.e. Rel-5 or older BSS does this by default.

If both MSC and BSS support the extended BSSMAP messages and the BSSMAP HANDOVER REQUEST message exceeded the maximum length for conventional BSSMAP message indicated with one octet, MSC sends the BSSMAP HANDOVER REQUEST message within SCCP DT1 message by indicating in the discrimitation parameter E1 “Extended BSSAP supported” value 1 and E2 “Extended BSSAP in use” value 1.

If both MSC and BSS support the extended BSSMAP messages and the BSSMAP HANDOVER REQUEST message exceeded the maximum length for Connection Request message but does not reach the maximum length of conventional BSSMAP message indicated with one octet, MSC sends the BSSMAP HANDOVER REQUEST message within SCCP DT1 message by indicating E1 “Extended BSSAP supported” value 1 and E2 “Etended BSSAP in use” value 0, which means that exended BSSAP message is not used.

If the BSS has indicated that it does not support extended BSSMAP messages, MSC assumes that the BSS is not Rel-6 capable and it removes the Rel-6 information elements (which pre Rel-6 BSS would ignore anyway) from the HANDOVER REQUEST message to be able to send the message to the BSC. It can be quite safely assumed that the BSSMAP messages that are sent to BSS and are based on pre REL-6 48.008 specification do not exceed the normal BSSMAP message length. 

In BSC initiated connection establishment case, the connection establishment is performed at the reception by the BSS of the first layer-3 message from the MS. This message (LOCATION UPDATING REQUEST, CM-SERVICE REQUEST, CM REESTABLISHMENT REQUEST, IMSI DETACH, PAGING RESPONSE or IMMEDIATE SETUP) is transferred to the MSC in a BSSMAP message (COMPLETE L3 INFORMATION) included in the user data field of the SCCP Connection Request message. At the moment it is foreseen that the content of BSSMAP COMPLETE L3 INFORMATION message does not yet exceed the message length limitation for Connection Request message. However, similarly to the described MSC behaviour the BSC indicates it’s support for Extended BSSMAP messages so that MSC gets the information for possible further usage. The Extended BSSMAP message support of MSC is indicated in Connection Confirm message sent by MSC. This information is valid for BSS if BSSMAP message that exceeds the maximum conventional BSSMAP message length is to be sent and it’s necessary to be able to use etended BSSMAP messages.

5.3.1.2 Functionality at A-interface (indication during Reset)

In the following figure similiar indication mechanism via using RESET and RESET ACKNOWLEDGE messages is presented as an example.
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Figure 4: Extended BSSAP usage at A-interface, support indication in Reset procedure

The purpose of the reset procedure is to initialise the BSS and MSC in the event of a failure. Reset procedure is also typically performed always when the signaling link between the BSS and MSC is taken into use. The reset procedure uses the connectionless mode of the SCCP. 

The indication of support for extended BSSMAP messages could also be analysed and stored when a RESET or RESET ACKNOWLEDGE message is received. 

The current length of RESET message is in maximum 4 octets and RESET ACKNOWLEDGE message only one octet. It is not expected that these messages would ever exceed the limit of 255 octets, because at A-interface the purpose of these messages has solely been to indicate the reason for reset in RESET message and the plain acknowledgement by RESET ACKNOWLEDGE message.

If both network elements have indicated that they support extended BSSMAP messages, SCCP connection establishment is done in normal manner so that if the BSSMAP message to be sent exceeds the limit of 255 octets, SCCP Connection Request is sent without user data as already possible by [1]. The long BSSMAP message can then be sent within SCCP DT1 message by indicating in the discrimitation parameter E1 “Extended BSSAP supported” value 1 and E2 “Extended BSSAP in use” value 1.

5.3.1.3 Functionality at E-interface

The same BSSMAP message length limitation is present also at E-interface, as specified in 3GPP TS 49.008.

The BSSAP data which on the MSC‑BSS interface is contained in the user data field of the exchanged SCCP frames (see 3GPP TS 48.006) is on the E‑interface transferred as the contents of the signalling info in a AN‑APDU parameter as described in 3GPP TS 29.002.

The BSSAP data consists of a BSSAP header and a DTAP or BSSMAP layer 3 message. The BSSAP header contains, as specified in 3GPP TS 48.006, a discrimination parameter, possibly a Data Link Connection Identification (DLCI) parameter, and a length indicator.

Via the presented indication mechanism at A-interface, MSC-A knows if the BSC it has a connection with is capable to support extended BSSMAP messages. However, for inter MSC handovers a mechanism to deliver extended BSSMAP messages within AN-APDU is also needed. There are several possible alternatives for E-interface:

1. New version of MAP application context

This is rather heavy way to implement support for extended BSSMAP messages. MAP version 3 was introduced in R99 in order to support RANAP and an MSC supporting MAP version 4 should also support MAP version 3.

2. Configuration information of neighbouring MSCs

For each MSC BSSMAP extension support of the neighbouring MSCs where handovers are possible should be configured. This increases amount of configuration data.

3. New information at MAP in AN-APDU for Rel-6 information elements

This is a backwards compatible solution based on AN-APDU usage, as described in the figure and related text below. HANDOVER REQUEST message within MAP_PREPARE_HANDOVER service is used as an example.
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Figure 5: Extended BSSMAP usage at E-interface

MSC-A should send to MSC-B a HANDOVER REQUEST message which length exceeds the limit of 255 octets and therefore an extended BSSMAP message is required to be used. MSC-A does not have information whether MSC-B supports the extended BSSMAP messages. Over E-interface the HANDOVER REQUEST message is carried within MAP_PREPARE_HANDOVER request’s AN-APDU parameter.  MSC-A uses the AN-APDU (as normally) for pre Rel-6 information elements of HANDOVER REQUEST message and includes in a new Rel-6 parameter within AN-APDU (in the figure 5 called as BSSMAP extension information) the Rel-6 information elements. 

If MSC-B supports the extended BSSMAP messages, it is able to combine the original BSSMAP HANDOVER REQUEST message based on length information received in the new BSSMAP extension information, pre Rel-6 information elements in AN-APDU and Rel-6 information elements in BSSMAP extension information. 

If MSC-B is not Rel-6 capable, it uses the AN-APDU as in pre Rel-6 by reading the information relevant for Rel-5 or earlier in AN-APDU and ignoring the new BSSMAP extension information.

The same mechanism can also be applied in the response direction. Additionally, if MSC-B is Rel-6 capable, it could indicate to the MSC-A it’s support for extended BSSMAP message. MSC-A could use this information on deciding whether it will continue sending of Rel-6 information to the MSC-B. If MSC-B is not Rel-6 capable, this indication is natuarally not received by MSC-A.

6. conclusions and Proposal

The BSSAP message length restriction to 255 octets should be removed from Rel-6 onwards. It can be assumed that in Rel-5 the current length is still enough, even though also there the signs are visible that the message length will become insufficient in the future. If the problem is left untreated from the beginning of Rel-6, it may lead to various workaround mechanisms endangering network compatibility.

6.1 Selection of presented A-interface alternatives

If Alternative 3 - Extended BSSMAP message length described in section 5.3.1 is in general seen feasible and agreeable, it is proposed that the alternative presented in section 5.3.1.2 (indication during Reset) for A-interface functionality is selected. This alternative
 makes the Extended BSSAP support information to be available in network elements for both connection oriented and connectionless procedure usage thus providing a generic solution over A-interface. 
6.2 Informing the related 3GPP CN groups

It is also proposed to send an LS to 3GPP TSG CN4 to inform CN4 about the selected solution for A-interface and also to ask for consideration on issues and mechanism described in section 5.3.1.3 Functionality at E-interface.

Additionally, it could be requested 3GPP TSG CN1 to check whether the described problem is valid also for DTAP messages.
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9
Use of the SCCP


The MTP and the SCCP are used to support signalling messages between the MSC and the BSS. One user function of the SCCP, called BSS Application Part (BSSAP) is defined. In the case of point-to-point calls the BSSAP uses one signalling connection per active Mobile Station having one or more active transactions for the transfer of layer 3 messages. In the case of a voice group or broadcast call there is always one connection per cell involved in the call and one additional connection per BSS for the transmission of layer 3 messages. There is an additional connection for the speaker in a broadcast call or the first speaker in a voice group call up to the point at which the network decides to transfer them to a common channel. Additional connections may also be required for any mobile stations in the voice group or broadcast call which the network decides to place on a dedicated connection. The BSSAP user function is further subdivided into two separate functions:


-
the Direct Transfer Application sub-Part (DTAP) is used to transfer messages between the MSC and the MS; the layer-3 information in these messages is not interpreted by the BSS. The descriptions of the layer 3 protocols for the MS-MSC information exchange are contained in the 04-series of 3GPP TS Technical Specifications;


-
the BSS Management Application sub-Part (BSSMAP) supports other procedures between the MSC and the BSS related to the MS (resource management, handover control), or to a cell within the BSS, or to the whole BSS. The description of the layer 3 protocol for the BSSMAP information exchange is contained in 3GPP TS 48.008.


Both connectionless and connection-oriented procedures are used to support the BSSMAP. 3GPP TS 48.008 explains whether connection oriented or connectionless services should be used for each layer 3 procedure. Connection oriented procedures are used to support the DTAP. Clause 9.4 deals with the use of connectionless services of the SCCP.


A distribution function located in BSSAP, which is reflected in the protocol specification by the layer 3 header defined in clause 9.3, performs the discrimination between the data related to those two subparts, as illustrated in 3GPP TS 48.008, figure 1.


The error handling for the BSSAP header is specified in 3GPP TS 48.008.


This clause describes the use of SCCP connections for MS transactions. Clause 9.1 describes the connection establishment procedures. Clause 9.2 describes the connection release procedures. Clause 9.3 describes the distribution between BSSMAP and DTAP messages and the data transfer over a SCCP connection. The structure of the user data field in the SCCP message is described in clauses 9.3 and 9.4 and in figure 3.


9.1
Connection establishment


A new SCCP connection is established when information related to the communication between an MS and the network on a dedicated radio resource has to be exchanged between BSS and MSC, and no such SCCP connection exists between the MSC and the BSS involved for the concerned mobile station. A new SCCP connection for each cell, an additional connection for each BSS, and optionally connections for particular participants in a voice group or broadcast call are established when a voice group or broadcast call is established. A new SCCP connection is also established in the case of an external handover between the cells of one BSS for a point-to-point call, or for participants in a voice group or broadcast call who are supported on a dedicated channel.


Various SCCP connection establishment cases have to be distinguished:


i)
following an Access Request made by the MS on the Random Access Channel, a dedicated radio resource has been successfully allocated and a layer-2 connection has been established on the allocated resource. The SCCP connection establishment is then initiated by the BSS;


ii)
the MSC decides to perform an external handover and a new dedicated radio resource has to be reserved in the new BSS. The SCCP connection establishment is then initiated by the MSC;


NOTE:
The old BSS and the new BSS may be the same.


iii)
following a request for a voice group or broadcast call received at a MSC, SCCP connections are established between the MSC and BSS for each cell in the group call area and the MSC and BSS for each BSS in the group call area. This is initiated by the MSC. Note that a SCCP connection for the originator has already been established via case i);


iv)
during a voice group or broadcast call the network may decide to place some participants on a dedicated channel and will perform SCCP connection establishment to support this channel. Such a decision will normally be based on responses received to notification messages in the case where the notification messages do not contain details of the location of the group or broadcast call channel.


The above cases are the only cases currently identified for SCCP connection establishment. Others may emerge in the future.


BSS                                    MSC

CR {SSN=BSSAP, a1, BSSMAP message or no user data }
------------------------------------------->


CC {a1,a2, BSSMAP or DTAP message or no user data}
<------------------------------------------

or
CREF{a2, DTAP message or no user data
<------------------------------------------

a1 = source local reference,
a2 = destination local reference



CC:
Connection Confirm.


CR:
Connection Request.


CREF:
Connection Refused.


Figure 1/08.06: Set-up of SCCP connections on the first BSS/MSC interface


BSS                                        MSC

CR {SSN=BSSAP, a1, BSSMAP message or no user data}
<-----------------------------------------


CC {a1, a2, BSSMAP message or no user data}
------------------------------------------>

or
CREF{a2, BSSMAP message or no user data}
------------------------------------------>


a1 = source local reference,
a2 = destination local reference



CC:
Connection Confirm.


CR:
Connection Request.


CREF:
Connection Refused.


Figure 2/08.06: Set-up of SCCP connections on a new BSS/MSC (handover) interface
or for a voice group or broadcast call initiation


9.1.1
Establishment procedure in case i)


In this case, the connection establishment is performed at the reception by the BSS of the first layer-3 message from the MS (piggybacked on the SABM frame). This message (LOCATION UPDATING REQUEST, CM-SERVICE REQUEST, CM REESTABLISHMENT REQUEST, IMSI DETACH, PAGING RESPONSE, or IMMEDIATE SETUP) which contains the identity of the MS is transferred to the MSC together with a cell identification, in a BSSMAP message (COMPLETE L3 INFORMATION) which may be included in the user data field of the SCCP Connection Request message (see figure 1). It is preferable to transfer the BSSMAP message (COMPLETE L3 INFORMATION) in the user data field of the Connection Request. If and only if the layer 3 message length exceeds the maximum length for SCCP Connection Request message, the BSSMAP message (COMPLETE L3 INFORMATION) is not included in the user data field of the Connection Request.


If the user data field of the Connection Request message does not contain the the BSSMAP message (COMPLETE L3 INFORMATION), the COMPLETE L3 INFORMATION message is sent in SCCP DT message after the SCCP connection establishment is completed.

After the reception of the Connection Request message, the MSC may check, based on the received identity, whether another association already exists for the same Mobile Subscriber. Two options among others are described hereafter:


-
after the reception of the Connection Request message, the MSC sends a Connection Confirm message and checks based on the received identity, whether another connection already exists for the same Mobile Subscriber. If another connection exists for the same Mobile Subscriber, the resources assigned for this previous connection are released after the identity of the Mobile Subscriber using the new connection has been successfully checked, e.g. by authentication or by ciphering procedure;


-
if such an association exists, the connection establishment is refused by sending a Connection Refused message;


NOTE:
The first option allows the new establishments and the reestablishments.


-
when the SCCP connection is to be established, a Connection Confirm message is sent back to the BSS. This message may optionally contain a BSSMAP or DTAP message in the user data field.


If the connection establishment is refused for any reason, a SCCP Connection Refused message is sent back to the BSS. This message may optionally contain, in the user data field, a DTAP message which is forwarded to the MS.


The procedures in case of connection establishment failure are specified in 3GPP TS 48.008.


9.1.2
Establishment procedure in case ii)


In this case, the connection establishment is undertaken by the MSC as soon as the MSC decides to perform an external handover to a new cell for a point-to-point call or for participants in a voice group or broadcast call who are supported on a dedicated channel.


A Connection Request message is sent to the BSS. The user data field of this message may contain the BSSMAP HANDOVER REQUEST message (see figure 2). It is preferable to transfer the layer 3 messages in the user data field of the Connection Request in order to complete the establishment of the relation between the radio channel requested and the SCCP connection as soon as possible. If and only if the layer 3 message length exceeds the maximum length for SCCP Connection Request message, layer 3 message is not included in the user data field of the Connection Request.

If the user data field of the Connection Request message does not contain the BSSMAP HANDOVER REQUEST message, the BSSMAP HANDOVER REQUEST message is sent in SCCP Direct Transfer message after the SCCP connection establishment is completed. 

When receiving the Connection Request message, containing the BSSMAP HANDOVER REQUEST message, the BSS allocates the necessary resources for the requested handover. A Connection Confirm message is also returned to the MSC and may contain the BSSMAP HANDOVER REQUEST ACKNOWLEDGEMENT or QUEUEING INDICATION message in the user data field.


If the handover resource allocation fails (see 3GPP TS 48.008) before the SCCP connection is established then the SCCP Connection Refused message may contain the BSSMAP HANDOVER FAILURE message in the user data field.


The procedures in case of connection establishment failure are specified in 3GPP TS 48.008.


9.1.3
Establishment procedure in case iii)


In this case connection establishment is undertaken by the MSC on the reception of a voice group or broadcast call initiation request.


At the reception of the voice group or broadcast call establishment request message, the MSC will determine that a voice group or broadcast call is required and retrieve the required information concerning, inter alia, the affected cells. SCCP connections are then established by the MSC to the BSS for each of these cells. A separate connection is established by the MSC to each affected BSS.


A Connection Request message for each cell in the call and for each BSS in the call is sent to the BSS. The user data field of this message may contain the VGCS/VBS SETUP or VGCS/VBS ASSIGNMENT REQUEST message (see figure 2). It is preferable to transfer the layer 3 messages in the user data field of the Connection Request in order to complete the establishment of the relation between the radio channel requested and the SCCP connection as soon as possible.


When receiving the Connection Request message, containing the VGCS/VBS SETUP or VGCS/VBS ASSIGNMENT REQUEST message, the BSS allocates the necessary resources for the requested call. A Connection Confirm message is also returned to the MSC and may contain the VGCS/VBS SETUP ACK, VGCS/VBS ASSIGNMENT RESULT or VGCS/VBS QUEUEING INDICATION message in the user data field.


If the resource allocation fails (see 3GPP TS 48.008) before the SCCP connection is established then the SCCP Connection Refused message may contain the VGCS/VBS SETUP REFUSE or VGCS/VBS ASSIGNMENT FAILURE message in the user data field.


The procedures in case of connection establishment failure are specified in 3GPP TS 48.008.


9.1.4
Establishment procedure in case iv)


In this case, the connection establishment may be performed at the request of the BSS or MSC. It will normally be as a result of a response to a notification message for a voice group or broadcast call which is received by the BSS.


At the reception of the Connection Request message, the MSC may check, based on the received identity, whether another association already exists for the same MS. If it is not a CM REESTABLISHMENT and such an association exists, the connection establishment is refused. If such an association exists but the new SCCP CR is for a CM REESTABLISHMENT then the old SCCP connection shall be released. When the SCCP connection is to be established, a Connection Confirm message is sent back to the BSS. This message may optionally contain a BSSMAP or DTAP message in the user data field.


If the connection establishment is refused for any reason, a SCCP Connection Refused message is sent back to the BSS. This message may optionally contain, in the user data field, a DTAP message which is forwarded to the MS.


The procedures in case of connection establishment failure are specified in 3GPP TS 48.008.


9.2
Connection release


This procedure is always initiated at the MSC side.


A connection is released when the MSC realizes that a given signalling connection is no longer required. That may occur, in normal cases:


-
when a BSSAP release procedure is terminated;


-
when a handover resource allocation procedure has failed and a signalling connection was established.


The MSC sends a SCCP released message. This message shall not contain any user data field.


Abnormal cases: a connection failure may be detected by the connection supervision service provided by SCCP. The procedures in that case are specified in 3GPP TS 48.008.


9.3
Transfer of DTAP and BSSMAP data


The DTAP and BSSMAP Layer 3 messages between the MSC and the BSS are contained in the user data field of the exchanged SCCP frames. This field is optional for the Connection Request (CR) (except for BSS originated connections, see clause 9.1); Connection Confirm (CC) and Connection Refused (CREF). The use of this field in such frames in the various establishment cases, which allows reduction n in delay and improves efficiency, is described in clause 9.1. The user data field is a mandatory parameter of the Data frames (DT); the user data field always contains either a DTAP or a BSSMAP message.


9.3.1
Distribution function


9.3.1.1
ITU-T Recommendation


The distribution of messages between the BSSMAP and DTAP functions and the distribution/multiplexing of DTAP messages to/from the various radio link layer 2 access points are performed in an intermediate layer of protocol between SCCP and Layer 3 later referred as the distribution sublayer.


The protocol for this sublayer simply consists of the management of a one or two octet Distribution Data Unit. Each SCCP User Data field necessarily contains such a distribution Data Unit as a header, followed by the length indicator and the actual Layer 3 BSSMAP or DTAP message.


9.3.1.2
ANSI Specification


The distribution of messages between the BSSMAP and DTAP functions and the distribution/multiplexing of DTAP messages to/from the various radio link layer 2 access points are performed by a function of BSSAP referred to as a distribution function. The distribution of messages is performed based on a distribution data unit.


The distribution data unit includes a Discrimination Parameter (DP) field, which is coded on one octet. One bit (i.e. least significant bit) of the octet referred as a bit D indicates whether it is a DTAP (value D=1) or a BSSMAP (value D=0) message. The other bits of the octet can be used to separate message groups for different air interfaces (Figure below).


If a single radio system supports one air interface, the A-interface includes only one message group and no separation between message groups is needed. The case is different when radio system supports multiple air interfaces, and the A-interface includes several message groups. In that case, there must be a mechanism which facilitates the selection of the right message group according to the used air interface.
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Figure 2a: Distribution of message groups according to examples of the air interface types


9.3.2
Transfer of DTAP messages


The DTAP function is in charge of transferring layer 3 messages from the MS (resp from the MSC) to the MSC (resp to the MS) without any analysis of the message contents. The interworking between the layer 2 protocol on the radio side and signalling system 7 at the landside is based on the use of individual SCCP connections for each MS and on the distribution function.


The structure of the user data field is given in figure 3. The user data field contains a distribution data unit, a length indicator, and the actual layer 3 message.


The Distribution Data Unit consists of two parameters: the Discrimination parameter and the Data Link Connection Identification (DLCI) parameter.


The Discrimination parameter, which is set to the "Transparent" value, is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		0

		0

		0

		0

		0

		0

		0

		D





The discrimination bit D is set to the "Transparent" value 1.


The DLCI parameter is used for MSC to BSS messages to indicate the type of data link connection to be used over the radio interface. In the direction BSS to MSC the DLCI parameter is used to indicate the type of originating data link connection over the radio interface. The DLCI parameter is coded in one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		C2

		C1

		0

		0

		0

		S3

		S2

		S1





C2 C1
represents the control channel identification;


C2=0; C1=0
indicates that the control channel is not further specified;


C2=1; C1=0
represents the FACCH or the SDCCH;


C2=1; C1=1
represents the SACCH;


other values are reserved.


S3 S2 S1
represents the SAPI value used on the radio link, which coding is specified in 3GPP TS 44.006.


Bits 4, 5 and 6 are spare.


The length indicator is coded in one octet, and is the binary representation of the number of octets of the subsequent layer 3 message parameter.


9.3.3
Transfer of BSSMAP messages


The transfer of BSSMAP messages over a SCCP connection allows the BSSMAP functions in both the MSC and the BSS to identify to which particular Mobile Station association the exchanged message (e.g. assign, handover request, etc..) applies.


The structure of the user data field is given in figure 3. The user data field contains a distribution data unit, a length indicator, and the actual layer 3 message.


The Distribution Data Unit only consists of the Discrimination parameter, which is set to the "Not Transparent" value.


This parameter is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		0

		0

		0

		0

		0

		0

		0

		D





The discrimination bit D is set to the "Not Transparent" value 0.


The length indicator is coded in one octet, and is the binary representation of the number of octets of the subsequent layer 3 message parameter.


The coding of the BSSMAP layer 3 messages is specified in 3GPP TS 48.008.

9.3.4
Transfer of Extended BSSMAP messages


The transfer of Extended BSSMAP messages over a SCCP connection allows the BSSMAP functions in both the MSC and the BSS to identify to which particular Mobile Station association the exchanged message (e.g. assign, handover request, etc..) applies.


The structure of the user data field is given in figure 3. The user data field contains a distribution data unit, a length indicator, and the actual layer 3 message.


The Distribution Data Unit consists of the Discrimination parameter, which is set to the "Not Transparent" value and of BSSMAP message extension indicators E1 and E2, which indicate the support and usage of BSSMAP extension.


This parameter is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		0

		E2

		E1

		0

		0

		0

		0

		D





The discrimination bit D is set to the "Not Transparent" value 0. 


The BSSMAP message extension bit E1 is set to the “extended BSSMAP supported” value 1 if the network element supports the usage of extended BSSMAP. 


The BSSMAP message extension bit E2 is set to the “extended BSSMAP in use” value 1 if extended BSSMAP message is used. The extension bit E2 is always set to value 0 within SCCP Connection Request or SCCP Connection Confirm message.


The length indicator is coded in two octets, and is the binary representation of the number of octets of the subsequent layer 3 message parameter. The least significant bit of length indicator is the second octet bit 1 and most significant bit is first octet bit 8.


The coding of the BSSMAP layer 3 messages is specified in 3GPP TS 48.008.


9.4
Connectionless services


Some BSSMAP procedures described in 3GPP TS 48.008 use the connectionless services of the SCCP.


The structure of the user data field of the unit data message (UDT) is given in figure 3. The user data field contains a distribution data unit, a length indicator, and the actual layer 3 message.


The Distribution Data Unit only consists of the Discrimination parameter, which is set to the "Not Transparent" value.


9.4.1
Discrimination parameter (ITU-T Recommendation)


This parameter is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		0

		0

		0

		0

		0

		0

		0

		D





The discrimination bit D is set to the "Not Transparent" value 0.


The length indicator is coded in one octet, and is the binary representation of the number of octets of the subsequent layer 3 message parameter.


The coding of the BSSMAP layer 3 messages is specified in 3GPP TS 48.008.


9.4.2
Discrimination parameter (ANSI Specification)


This parameter is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		X

		x

		X

		x

		x

		x

		x

		D





The discrimination bit D is set to the "BSSMAP" value 0.


The bits indicated with X values denote to air interface message groups as shown in the clause 9.3.1.2 ANSI Specification. 

The length indicator is coded in one octet, and is the binary representation of the number of octets of the subsequent layer 3 message parameter.

9.4.3
Discrimination parameter (Extended BSSMAP, ITU-T Recommendation)


This parameter is coded on one octet, as follows:


		8

		7

		6

		5

		4

		3

		2

		1



		0

		E2

		E1

		0

		0

		0

		0

		D





The discrimination bit D is set to the "Not Transparent" value 0. 


The BSSMAP message extension bit E1 is set to the “Extended BSSMAP supported” value 1 if the network element supports the usage of extended BSSMAP. 


The BSSMAP message extension bit E2 is set to the “Extended BSSMAP in use” value 1 if extended BSSMAP message is used. The extension bit E2 is always set to value 0 when the extended BSSMAP support of the receiving network element is not known, i.e. during BSSMAP Reset procedure.


The length indicator is coded in two octets, and is the binary representation of the number of octets of the subsequent layer 3 message parameter. The least significant bit of length indicator is the second octet bit 1 and most significant bit is first octet bit 8.


The coding of the BSSMAP layer 3 messages is specified in 3GPP TS 48.008.


9.4.4
User Data Field Structure






            DTAP                           BSSMAP                   Extended BSSMAP
     +-----------------+             +-----------------+         +-------------------+
1    |  DISCRIMINATION |         1   |  DISCRIMINATION |    1    |  DISCRIMINATION   |
     +-----------------+             +-----------------+         +-------------------+             
     +-----------------+                                
2    |      DLCI       |                                
     +-----------------+                                
------------------------------------Distribution Data Unit-------------------------------
     +-----------------+             +-----------------+         +-------------------+             
3    |  LENGTH IND L   |         2   |  LENGTH IND L   |    2    |  LENGTH IND L     |         
     +-----------------+             +-----------------+         +-------------------+             
                          
                                                                 +-------------------+
                                                            3    |LENGTH IND L cont. |         
                                                                 +-------------------+             
------------------------------------Length Indicator-------------------------------------
     +-----------------+             +-----------------+         +-------------------+
4    |  LAYER 3        |         3   |  LAYER 3        |    4    |  LAYER 3          |
     +-----------------+             +-----------------+         +-------------------+
:                                 :                         :
:                                 :                         :
     +-----------------+             +-----------------+         +-------------------+
L+3  |  MESSAGE        |         L+2 |  MESSAGE        |    L+3  |  MESSAGE          |
     +-----------------+             +-----------------+         +-------------------+
------------------------------------Layer 3 message--------------------------------------



Figure 3/48.006: Structure of the User Data Field
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MTP

SCCP

Distribution function

Discrimination parameter 0000 000D

BSSMAP

DTAP

0000 0000

0000 0001
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MSC-A

MSC-B

MAP_PREPARE_HANDOVER request 

(AN-APDU: new BSSMAP extension information)

BSSMAP message at MSC-A:

BSSMAP message at MAP 

(AN-APDU):

BSSMAP message at MSC-B:

MAP_PREPARE_HANDOVER response

(AN-APDU: new BSSMAP extension information, 

EXT_BSSAP supported (Y/N))

Layer 3 message contains both 

pre Rel-6 and Rel-6 information elements.

4 to 

L+3

3 to 

L+2

+ new BSSMAP extension 

information (AN-APDU):

4 to 

L+3

Length indicator L indicates length of 

pre Rel-6 information elements.

Length indicator L + L (cont.) indicates 

length of Rel-6 information elements.

4 to 

L+3

MSC-B is able to rebuild the extended 

BSSMAP message based on 

Length indicator L + L (cont.) (1.), 

pre Rel-6 information elements 

in normal MAP message (2.)

and of REL-6 information 

elements (3.).



If MSC-B is not extended BSSMAP 

message / Rel-6 capable, then it 

uses AN-APDU as in Rel-5.

1.

2.

3.

Example:

		1		DISCRIMINATION (1100 0000)

		2		LENGTH IND L

		3		LENGTH IND L (cont.)

		
 		LAYER 3 MESSAGE
= pre Rel-6 Information elements + Rel-6 Information elements



		1		DISCRIMINATION (0000 0000)

		2		LENGTH IND L

		LAYER 3 MESSAGE 
= pre Rel-6 Information elements



		1		DISCRIMINATION (1100 0000)

		2		LENGTH IND L

		3		LENGTH IND L (cont.)

		LAYER 3 MESSAGE
= Rel-6 Information elements



		1		DISCRIMINATION (1100 0000)

		2		LENGTH IND L

		3		LENGTH IND L (cont.)

		
 		LAYER 3 MESSAGE
= pre Rel-6 Information elements + Rel-6 Information elements
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BSSMAP

		1		DISCRIMINATION

		- - - - - - - - - - - - - - - Distribution Data Unit - - - - - - - - - - - - - - - 

		2		LENGTH IND L

		- - - - - - - - - - - - - - - - - Length Indicator - - - - - - - - - - - - - - - - - 

		3		LAYER 3

		:
:

		L+2		MESSAGE

		- - - - - - - - - - - - - - - - - Layer 3 message - - - - - - - - - - - - - - - - - 






































































