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RIM&NACC open issues in R5  
1. Introduction

In [1] some issues about NACC and RIM were listed. There were:

1. Interruption of Multiple RAN Information Service. This problem was solved with [4]

2. Unknown Cell in Cell-List. Only a partial solution has been proposed in [1], but not specified

3. Usage of Cell Lists for External NACC: The described problem concerns only the efficiency of the RIM/NACC, therefore no change is mandatory required.

4. Cut Over of Cells: The problem is still not solved in the case the cut over cell is used as Routing Cell Id for the neighbouring BSC

The present document attempts to give an update of the list of open issues remaining in R5 and indicates some possible solutions.

2. Unknown Cell in Cell-List

This chapter is an extract of [1]

2.1. Description of Issue

[3] specifies in sub-clause 11.3.63.1 that the NACC container contains a list of RAI/CI for destination cell.

The case Destination BSS receives a RAN Information Request for a cell not parented by it is not specified and needs clarification.

Such a request may reach Destination BSS since a Destination BSS cell may be included in the ‘Destination-Cell-Identifier’ field for routing, but Source BSS may have included cells in the cell list of the Container Unit, that are not hosted by the Destination BSS.

Further the cell list may contain no cell parented by the destination BSS. 

Currently, no handling for this case is specified in [2] or [3].

2.2. Possible approaches

The following approaches to specify the Destination BSS behaviour may be discussed: 

1) Source BSS includes in each request only one cell which is identical to the cell in the ‘Destination-Cell-Identifier’ field of the RIR message. 
Whereas this may solve the problem it would at the same time prevent a performance optimised handling with usage of cell lists. Therefore this approach is not recommended. 

2) Destination BSS ignores all cells not hosted by it. 
The advantage of this approach is its simplicity. However, it should be clarified what happens if Destination BSS does not at least know one of the requested cells. Should Destination BSS send in this case no RAN Information at all or should an 'empty' RAN INFORMATION to Source BSS be allowed?

3) Introduce a 'Cell unknown' indication in the RAN INFORMATION Container Unit.
This approach would have a larger impact on the existing standard but would provide Source BSS with a unique indication of the encountered problem. 

2.3. Conclusion

As stated above, a BSS knows the identity of all the neighbouring cells to its own ones. However, it does not know which BSS parents those cells. Approach 2) above would allow to optimise the amount of signalling exchanged over the network see [5]. It is therefore recommended that the solution 2) above be adopted for this problem in R6.

But in order to minimise the changes approach 1 is recommended as solution in R5.

3. Cut-over of Cells

At the moment, TS 48.018 leaves the cases where a cell is cut-over or deleted open to implementation. 

These cases are particularly difficult to handle if such a cell was used earlier as source-cell in a RI / RIR PDU. The BSS which has received this earlier message may use this cell identifier as ‘Destination-Cell-Identifier’ for it’s RIM messages, unaware that the messages are routed to a different BSS node.

If this cell has to report to the Source BSS for any RIM Application then [4] makes possible that this cell reports the ´End Indication´ at the shut down of the cell. However if this cell does not report, e. g. because the report was stopped by the application, then the shut down and the recovery of the cell will occur without any notification to the Source BSS.

It is therefore proposed to specify that in R5:

1. The Destination BSS shall mirror in the ´Destination Cell Identifier´ field in the RI message the ´Source Cell Identifier´ used in the RIR message.

2. The proposal 1 in the previous sub-clause is adopted: Source BSS includes in each request only one cell which is identical to the cell in the ‘Destination-Cell-Identifier’ field of the RIR message
On this way it is guaranteed that:

1. Only a cell which is mandated to report to the source BSS shall be used as Destination Cell by the source BSS. If this cell is taken out of the report to the source BSS or if this cell is no longer able to report (RI with ´End Indication´) the source BSS is informed, stops all the reports issued with this cell as Source Cell and re-issues the RIR´s with another Destination Cell.

2. If  the cell used as Source Cell by the RIR and therefore as Destination Cell by the RI is cut-over the source BSS has to stops the request for reports by sending a RIR with a IE RAN INFORMATION REQUEST INDICATION set to `No Even Driven Multiple Report` and reissue all the RIR´s with another Source Cell.

4. NACC Application Activation/De-activation

In R5 if a RIR is not answered it is not possible to know whether it is due to a temporarily disturbed transmission path between both BSC´s or due to the fact that the NACC application is not available in the target BSC. In the first case a polling may be an adequate solution since such disturbances are or should be limited in the time, and this solution is suggested in [2]. However this solution leads in the second case to a useless load of the system with polling messages, since unavailability of the application is a very long term state.

A simple whenever non optimised solution for the application deactivation has been agreed in [4]. But there is no means to let the neighbour BSS know when the application becomes available in a BSS.

A solution for this problem has been proposed in [5]. 

5. Reliable transmission and message ordering with RIM

5.1. General: Requirements

It is on the one hand clear in [3] that RIM provides connectionless transmission of application information. It is on the other hand not clear at all in [3] whether RIM should provide reliable or unreliable or both transmission. 

It is clear that reliable transport is needed at Application layer, at least for NACC: If the Destination BSS delivers a new set of SI/PSI it is important that this new set is delivered to any MS in the Source BSS, otherwise the MS will get obsolete data and the quick cell reselection will fail.

It is also believed that a functionality like in order delivery is needed at Application layer, at least for NACC: If at the time t0 a new NACC information for a given cell is issued, and at t1 > t0 a different information is issued, it is important that the t0 information does not overwrite the t1 information even if as consequence of e. g. routing delays in the various IP clouds the t0 information arrives at destination after the t1 information.

It should be noted that it is important to keep the most recent information rather than to deliver complete information. In the example above t0 information units may be discarded without drawback once the same t1 information units are available. But it is important to keep the t0 information units which are not overwritten by t1 information units.

A hint to these functions may be found in a note in sub-clause 6.3.4.2 of [2]:

“ NOTE 1: 
End-to-end transport can be supervised by the ACK mechanism. Anyhow the need for having an acknowledged service shall be based on the probability of losing messages. The sequence number is valuable to avoid duplicates and to reorder messages in the destination node. The sequence number is also required for the ACK handling and reports the correct reception of the RAN INFORMATION message sent with the same sequence number. The sequence number is not included in the error message.” 

It is however nowhere specified whether RIM should provide these both functions or if the Application layer is in charge of them, or if the responsibility is mixed between the layers.

So [3] specifies in sub-clause 8c.2 in §1:

“When required by an application, a BSS shall send a RAN-INFORMATION or a RAN-INFORMATION-REQUEST PDU to the SGSN. Each PDU sent from the application shall contain a sequence number, which shall be incremented by one for each RAN-INFORMATION or RAN-INFORMATION-REQUEST PDU sent.”

So since the RSN has to be incremented for each RI or RIR independently of the application it seems that the RSN is set by RIM.

However [3] specifies further in sub-clause 8c.2 in §6:

„The destination BSS shall then forward the RAN-INFORMATION-ACK PDU to the application addressed by the RIM Application Identity IE within the PDU. The application shall then analyse the "Sequence Number" to confirm that the RAN-INFORMATION-ACK PDU was received with the same sequence number as the RAN-INFORMATION PDU. If an unexpected RAN-INFORMATION-ACK PDU is received, it shall be discarded.“

So it is clear that the application evaluates the RSN and therefore has to know the RSN of the issued RI. This may suggest that the application allocates the RSN

5.2. Reliable Transport

[3] specifies in §8c1:

“The RAN Information Request procedure is initiated by a BSS when it requires information from another BSS. The source BSS initiates the procedure by sending the RAN-INFORMATION-REQUEST PDU to the BSS from which the information is required. The RAN-INFORMATION-REQUEST PDU shall indicate whether a single or multiple RAN Send procedures shall follow.

NOTE:
If the corresponding RAN-INFORMATION PDU is not received with the requested information, it is an application decision how to proceed with further actions.”

It is clear here that the RIM is not in charge of a reliable transport, only the Application can verify whether this transport was successful or not.

[3] specifies further in §8c1 the RI Send procedure, where the RI may be acknowledged. It is clearly specified in §8c.2 that the emission the RI-ACK is in the responsibility of the Application. It is also quite clear whenever not expressly specified that the repetition of the RI is in the responsibility of the Application, and not of the RIM.

5.3. In Order Delivery

Nothing is specified in [3] about in-order delivery, even not the requirement. It is however clear that the RIM cannot perform the in-order delivery by itself, discard of RIM PDUs received too late is not specified. It is therefore guessed that this function has also to be performed by the application.

5.4. Description of the issue

Being clarified that both functions Reliable Transport and In Order Delivery have to be performed by the application, it appears that there is no means in the Application Containers (at least for NACC) to support them. On the other hand RIM provides a RIM Order Number (RSN) of which utility is only partly specified. It is guessed that as indicated in the note quoted above this RSN is the privileged mean to support both functions, at least it can be used for. This raises the following issues:

· It is not best practice that functions of a layer are dependent of an IE specified in a lower layer. It is not clear under the above premises why the order number is not specified in the application layer instead of the RIM. The interface between RIM and the Application is unnecessary complicated

· Every new application has to implement both functions (of course if it needs them), instead to implement them only once in the RIM

· RSN is mandatory in the messages, therefore if Reliable Transport and In-Order Delivery are not required by the application useless information has nevertheless to be carried

More in detail the RSN seems to be used as follows:

· Reliable Transport: the RSN identifies the RI acknowledged by the RI-ACK. The RSN identifies also easily the RIM message the RIE is related to, even if this identifier is not strictly necessary, since the message is entirely repeated inside the RIE.

· In Order Delivery: the RSN provides a date the RIM message was issued, the target BSS may use it to avoid to overwrite newest data with older one in case of message overtaking.

This leads to the following conclusions:

· Even in not acknowledged mode RI needs a RSN to perform the In Order Delivery

5.5. Detailed reliable transmission and ordering issues in 48.018

5.5.1. Abnormal condition 8c.3 §6

[3] specifies in sub-clause 8c.3 in the paragraph §6 (bold marks set by the author):

“If a BSS does not receive a RAN-INFORMATION PDU as response to the RAN-INFORMATION-REQUEST PDU or [....], it is an implementation option how to proceed with further actions. If, as part of further actions, the original PDU is sent again, the sequence number value shall be incremented by one at each new retry.”

It is clear that to specify incrementing the sequence number by one leads to a reuse of the same sequence number if one or more another RIR has been issued between the two repetitions. It is proposed to change the sentence to:” If, as part of further actions, the original PDU is sent again, it shall be issued with an incremented sequence number value at each new retry.”

A further issue is that it is not clear at all why it is mandated to re-issue the same RIR with a different RSN. This leads for sure to data duplication if the RIR was received but the RI went lost, and this data duplication must be solved at application level without the help of the RSN.

5.5.2. Timers

Since RIM and external NACC run in multi-vendor environments timers shall be defined in order to be able to define IOT tests.

At least 2 timers are needed in the NACC:

1. Timer between RIR emission and the reception of the answer with RI. 

2. Timer between RI emission and RI-ACK reception.

It is further believed that it is needed to define a parameter maximum number of repetitions for each case. However it is still ffs whether these parameters need to be known outside of the BSS. 

Neither timers nor maximum number of repetitions are defined in [3].

5.5.3. RIR procedure

The RIR procedure specified in [3] §8c.1 is quite prone to errors:

1. The RI sent as  an answer to a RIR is not clearly identified (like e.g. the relation between RI and RI-ACK). Each RI coming from the destination BSC has to be checked whether it could be the answer to an issued RIR. This checking may be very complex in the case the RIR has used some cells already in use, or if only some of the cells contained in the RIR container give an answer, as described in chapter Unknown Cell in Cell-List or Cut-over of Cells. It is extremely important to be sure that at least one cell of the list can answer to the RIR. Another example is the RIR used redefining the Cell Id used for the addressing: not only the Application part but the complete RIM message including the address part has to be checked. Another example is the RIR used to stop the Multiple report: in this case the check should include the RAN Information Indication

2. If  no RI is coming it is impossible to know at which level the procedure fails, due to the routing or due to problems in the application.

5.6. Approach

It is proposed to implement the functions Reliable Transport, Unreliable Transport and In Order Delivery in the RIM instead of the Application and to improve the RIR procedure to make it more easier to implement and more reliable.

This may be realised with some few changes:

1. The RI-ACK shall be issued by the RIM and not by the application.

2. In case of non-reception of the RI-ACK the RIM should be able to repeat autonomously the RI till a certain number of repetitions. In order to guarantee the In Order Delivery the repetition shall be issued with the same RSN.

3. The application can stop these repetitions if it will send more actual data.

4. To realise the unreliable transport function the RSN should be optional in the RI

5. It may be discussed whether the unreliable Transport has to be realised for the RIR procedure. It could be done for the sake of completeness and future proof. For that the ACK bit should be added in the RIM Information Request Indication and the RSN should be optional in the RIR

6. The timers defined in sub-clause 5.5.2 are defined at RIM level

It is further highly recommended to improve the RIR procedure to make it safer and easier to implement and also to be able to distinguish in which layer the procedure possibly failed.

It is proposed to introduce a new RIR-ACK message with the same structure as the RI (including the application information) but with an additional mandatory RSN which shall mirror the RSN of the acknowledged RIR.

It may be discussed whether

1. To acknowledge the RIR-ACK with a RI-ACK. This seems to be easy to realise, is necessary to secure the transport of the first RI Information, costs only a few octets (one RI-ACK), is therefore highly recommended.

2. To allow the RIR-ACK without application information or with an empty application information. RIM would be allowed to issue the RIR-ACK after expiry of a timer if the application does not answer. The ides behind is that this empty RIR-ACK gives to the RIM the very useful information that the RIM transport was successful, even if problems in the application do not allow to answer with application information. In a system where the RIR message can disappear without warning or trace in the Bermuda triangle of the IP clouds around the destination SGSN it is in fact a very valuable information to know that the transport path is valid and that the destination BSS support the RIM.

6. RIM and Gb-flex

 [3] specifies in sub-clause 8c.2:

 “When required by an application, a BSS shall send a RAN-INFORMATION or a RAN-INFORMATION-REQUEST PDU to the SGSN.”

The wording indicates clearly that there is one and only one well known SGSN. Nothing is specified in [3] to handle the case of Gb-flex.

Several questions may be raised related to this issue:

1. Shall the destination BSS be reached always through the same SGSN ? Shall the BSS keep book about one Gb interface to reach another BSS ?

2. Shall the answer to a message of a procedure be routed on the same way back? If not how to handle the routing failure? If yes how to guarantee that?

3. May a procedure between 2 BSS´s overtake another procedure between the same BSS´s due to different routes?

4. May a report of a multiple report overtake another report of the same multiple report due to different routes?

The problem is quite complex since Gb-flex may be used to realise several different features like SGSN in pool or RAN sharing etc… and multiplies the number of possible configurations and various route combinations. Until an in-deep study is concluded whether RIM may be used to such network areas using Gb-flex the use of RIM should be ffs in such areas..

7. Routing issues

7.1.  Abnormal condition 8c.3 §1

[3] specifies in sub-clause 8c.3 in the paragraph §1:

„If a BSS receives a RAN-INFORMATION, RAN-INFORMATION-REQUEST or RAN-INFORMATION-ACK PDU with an unknown destination address, a RAN-INFORMATION-ERROR PDU shall be sent back to the originating BSS with Cause Value set to 'Unknown Destination Address' and containing the complete received PDU.“

It should be also noted that [3] specifies in sub-clause 8c.3 in the paragraph §2:

„If an SGSN receives a RIM message with invalid destination address or addressed to a BSS which not support the RIM procedures, the message shall be discarded without any further action. The discard action may be logged by the O&M procedures.“

One may ask how such a PDU “with an unknown destination address“ comes to the Destination BSS RIM if the destination is “unknown”. The only possibility seen is a major error in the routing function of the SGSN. It is not clear how such a case is related to RIM. Further in such a case there is no reason to trust any part of the message. Therefore sending a RIE back has a fair chance to generate a useless message, which will be routed somewhere generating more confusion than clarity. It is therefore proposed to delete the message without further specified action.

Further it should be noted that the reaction to a RIE “with an unknown destination address” is not specified at all. The RIE PDU shall probably be discarded without further specified action, and this is a good solution. It shall nevertheless be specified.

7.2. Abnormal condition 8c.3 §3

[3] specifies in sub-clause 8c.3 in the paragraph §3:

“A RIM message not recognised by a receiving SGSN or BSS shall be discarded without further action. The discard action may be logged by the O&M procedures.”

It is unclear what is a “not recognized” RIM message. To be recognized as RIM message the PDU type should at least be in the allowed range. To be routed to a RIM, Destination and Source CID have to be also correct. RIM Application Id is handled in the next paragraph, and RIM sequence number cannot be false. If other IE´s are  false this should be handled by the General Protocol Error Handling

It is therefore proposed to discard the sentence or to specify the error case more in detail.

7.3. Abnormal condition 8c.3 §5

[3] specifies in sub-clause 8c.3 in the paragraph §5:

“If a BSS receives a RAN-INFORMATION, RAN-INFORMATION-REQUEST or RAN-INFORMATION-ACK PDU and the application specific information is not available, the BSS shall send a RAN-INFORMATION-ERROR PDU with Cause Value set to 'Missing Mandatory IE' or 'Missing Mandatory Container IE' back to the originating BSS and containing the complete received PDU.”

The formulation “and the application specific information is not available” needs more explanation: If the application cannot give back to its peer application the required information, this should be handled at the application level (e. g. sending back to the specific Application a RI or better a new message like RIM APPLICATION ERROR with the received bad container), not at the RIM level. The RIE should handle the errors at the RIM level like 'Missing Mandatory IE', the inclusion of a cause 'Missing Mandatory Container IE'  is only confusing and without added value. 

If the RIE is chosen to transport the faulty application information, at least a new procedure and probably a new container should be defined, but the solution with a new message is clearly preferred.

7.4. Abnormal condition 8c.3 §7

[3] specifies in sub-clause 8c.3 in the paragraph §7:

“If a BSS receives a RAN-INFORMATION-ERROR PDU as a response to a RAN-INFORMATION, RAN‑INFORMATION-REQUEST or RAN-INFORMATION-ACK PDU, any possible ongoing repetitions of the PDU shall be terminated. Any further action to be taken is implementation dependent.”

Whenever the proposal to terminate any repetition makes sense it is a little bit strange to specify any further action as implementation specific, but to mandate to terminate the repetition. Furthermore it is nowhere specified what is going more wrong in the case the repetition is sent nevertheless, and it is not possible to test it.

This item is also treated under the sub-clause 5 

7.5. Abnormal condition 8c.3 §8

[3] specifies in sub-clause 8c.3 in the paragraph §8:

“If a BSS receives a RAN-INFORMATION PDU containing a report related to an unknown RAN Information Request, it shall ignore the respective report without further action.”

This formulation requires some clarification. Firstly the formulation “report related to an unknown RIR” is ambiguous. Secondly it is fully legal to concatenate in one RI the information related to several RIR. Thirdly it seems ok to discard the non-required information, but it should be clarified what should happen if a part of the information was required and another part not. Here the drawback to treat in one pass the routing information of the RIM and the application part in the application layer appears clearly. Note that in this case the layer issuing the RI-ACK (RIM or Application) becomes important: Should a RI-ACK be sent or not?

This raises also the question why the discard of the message is limited to the RI case and not also specified similarly for the RIA and the RIE.

7.6. Sending RI-ACK 

Sub-clause 8c.2 §5 specifies:

“When the PDU has reached the SGSN controlling the addressed BSS, the SGSN shall send the RAN-INFORMATION-ACK PDU to the destination BSS”.

It  is not seen why this sentence is needed in the specifications, it should be discarded.

8. RAI and CI Source cell in NACC container

[3] specifies in sub-clause 11.3.63.1 and 11.3.64.1 that the container units for NACC in RIR and RI contains a RAI and CI Source Cell.

Unfortunately the handling of such information is not specified anywhere in the main text body of [3].

But in the sub-clause 11.3.63.1 a note at the end of the sub-clause explains:

“NOTE:
If Number of "RAI + CI for Destination Cell" = 0, the destination BSS has to respond with all system information for all cells which has a neighbour cell relation to the Source cell.” 

It is first at all not correct to introduce a new addressing mechanism in a note to the description of an IE and not in the general part.

Further this note is only valid for the RIR container, not for the RI container.

Further it is not specified at all what should happen with RAI and CI Source cell if the Number of "RAI + CI for Destination Cell" is not null. Nevertheless RAI and CI Source cell is mandatory also in this case.

A further point is that this IE is mandatory, also in the case if “Number of RAI + CI for Destination Cell" is not null.

The main problem however is that this mechanism reverses the specified behaviour that the RIR has to specify the cells it wants to get information from. It raises a lot of questions about many  possible behaviours like:

· What happens if more cells report than expected? 

· What happens if less cells report as expected?

· What happens if the RIR is repeated and the number of reporting cells is different?

· What happens if there is in this BSS no cell which has to report? (see also chapter 2).

Note that all these cases are legal, first at all because the reciprocity of the neighbouring relationships is not required, and also because such configurations happen during the transition states when a cell is created or deleted. 

Further this addressing mechanism collides with the abnormal case specified under 8c.3 §8 which is treated in sub-clause 7.5 of the resent document.

It is postulated that the introduction of another addressing mechanism only complicates the specification without noticeable benefit. 

It is proposed to discard this information or at least to add a clarification specifying that RAI and CI Source cell in NACC container shall not be taken into account.

9. Extension capability of messages and IE´s

9.1. Extension capability of messages and IE´s

In order to be future proof messages and IE´s should be defined in such a way that extensions in future releases should be easily possible. For this aim the simplest way is to extend to the IE´s the rules of the BSSGP messages.

This is also valid for the Container Units of the various RIM Applications, e. g. the extension of NACC for the interaction 2G – 3G.

Therefore the mandatoriness of each IE should be checked. Some examples have been provided in the chapters above. And it is clear that the NACC containers do not follow the rules.

9.2. Multiple Cell Report in the NACC Container Units

[3] specifies in 8c.4 (bold marks set by the author):

“The RAN-INFORMATION PDU is used to send system information for one or more cells (one Container Unit is used per source cell) from a source BSS to a destination BSS. The Container Unit Disposition for the NACC application is specified in sub-clause 11.3.64.1.”

This clause is very useful to contribute to the transparency and modularity of the reported information.

Unfortunately sub-clause 11.3.64.1 specify that several cell reports may be included in the container.

It is believed that this is due to the issue raised under chapter 8, several cells have to be included in the container to indicate that they are related to the same RAI and CI Source Cell.

If the solution proposed in this chapter 7 is adopted the specification above should be followed and the information in the container unit restricted to one and only one cell.  

10. Conclusion

The present document lists some issues still pending in the R5 specifications for RIM and external NACC, mainly TS 48.018.

These features work typically in a multi-vendor environment, since source and target BSC as well as source and target SGSN may belong each to different vendors, and may be connected through IP clouds. Therefore inter-operability tests need to be carefully specified and for this aim the open issue should be closed.

The main issues are:

1. Unknown Cell in Cell-List

2. Cut-over of Cells

3. Activation/Deactivation of the application

4. Reliable Transmission and In Order Delivery

a. Should these functions be specified in the RIM or in the Application?

b. Improvement of the RIR procedure

c. Various abnormal cases

5. Interaction RIM and Gb-flex

6. Routing: Many issues in the abnormal cases

7. Addressing in the NACC containers

8. Extension capability of messages and IE´s
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