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3.4
Specification Notations

For the purposes of the present document, the following notations apply: XE "Format:Symbol"
Procedure
When referring to an elementary procedure in the specification the Procedure Name is written with the first letters in each word in upper case characters followed by the word  "procedure", e.g. RRC Estabilshment procedure.

Message
When referring to a message in the specification the MESSAGE NAME is written with all letters in upper case characters followed by the word  "message", e.g. CELL UPDATE message.

IE
When referring to an information element (IE) in the specification the Information Element Name is written with the first letters in each word in upper case characters and all letters in Italic font precedeed by the abbreviation "IE", e.g. IE “Initial MS Identity”.

Value of an IE
When referring to the value of an information element (IE) in the specification the "Value" is written as it is specified in subclause 9.2 enclosed by quotation marks, e.g. "Abstract Syntax Error (Reject)" or "Geographical Coordinates"
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8
Handling of unknown, unforeseen, and erroneous protocol data
8.1
General
This subclause specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving entity. These procedures are called "error handling procedures", but in addition to provide recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocol.

The error handling procedures specified in this subclause shall apply to all RRC messages. When there is a different handling for the same message received on different logical channels, this is specified.

For system information, the error handling procedures applied on system information messages are specified below.

When the MS receives an RRC message, it shall set the variable PROTOCOL_ERROR_REJECT to FALSE and then perform the checks in the order as defined below.

The error cases specified in the following include handling upon reception of spare values. This behaviour also applies in case the actual value of the IE results from mapping the originally sent IE value. Moreover, in certain error cases, as specified in the following, default values apply. In this case, the default values specified within the procedure specifications apply.

8.2
CSN.1 violation or encoding error

If the MS receives an RRC message on SRB 2, SRB 3 or SRB 4 for which the encoded message does not result in any valid syntax value (or "encoding error"), it shall perform the following. The MS shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
transmit an RRC STATUS message on SRB2. The IE "Protocol Error Information" shall contain an IE "Protocol Error Cause" set to "CSN.1 violation or encoding error";

1>
when RRC STATUS message has been submitted to lower layers for transmission:

2>
continue with any ongoing processes and procedures as if the invalid message had not been received.

If the MS receives an RRC message sent via a radio access technology other than GERAN, for which the encoded message does not result in any valid syntax, the MS shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
set the IE "Protocol Error Cause" in the variable PROTOCOL_ERROR_INFORMATION to "CSN.1 violation or encoding error";

1>
perform procedure specific error handling according to clause 7.

If a set of system information message received on SRB 1 does not result in any valid syntax value, the MS shall:
1>
ignore the set of system information message;

1>
treat the other sets of this system information message as if those sets were not present.

If the MS receives an RRC message on SRB 1 for which the encoded message does not result in any valid syntax value, it shall ignore the message.

8.3
Unknown or unforeseen message type

If a MS receives an RRC message on a SRB 2, SRB 3 or SRB 4 with a message type not defined for that SRB it shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
transmit an RRC STATUS message on SRB 2. The IE "Protocol Error Information" shall contain an IE "Protocol Error Cause" set to "Message type non-existent or not implemented";

1>
when the RRC STATUS message has been submitted to lower layers for transmission:

2>
continue with any ongoing processes and procedures as if the invalid message had not been received.

If the MS receives an RRC message on SRB 1 with a message type not defined for the logical channel type the message was received on, it shall ignore the message.

8.4
Unsolicited received message

If the MS receives any of the following messages, on SRB 2:

-
an RRC CONNECTION SETUP message addressed to the MS; or

-
an RRC CONNECTION REJECT message addressed to the MS; or

-
a MS CAPABILITY INFORMATION CONFIRM message; or

-
a CELL UPDATE CONFIRM message addressed to the MS; or

-
a GRA UPDATE CONFIRM message addressed to the MS

and no procedure is ongoing according to clause 7 which expects the message to be received:

the MS shall:

1>
ignore the received message.

8.5
Unexpected critical message extension

If the MS receives an RRC message on SRB 2, SRB 3 or SRB 4, or sent via a radio access technology other than GERAN, containing an undefined critical message extension indicated with the error label: ‘Critical extension’, the MS shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
set the IE "Protocol Error Cause" in the variable PROTOCOL_ERROR_INFORMATION to "Message extension not comprehended";

1>
if the IE "Message Type" of the received message is not present in the table "Rejected transactions" in the variable TRANSACTIONS:

2>
store the IE "Message Type" of the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

2>
set the IE "RRC Transaction Identifier" to zero in that table entry.

1>
perform procedure specific error handling according to clause 7.

If the MS receives an RRC message on the SRB 1, containing an undefined critical message extension, the MS shall:

1>
ignore the message.

8.6
Message with error label: ‘Content part error’

If the MS receives an RRC message containing the error label: ‘Content part error’, the MS shall:

1>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

1>
set the IE "Protocol Error Cause" in the variable PROTOCOL_ERROR_INFORMATION to "Message content part error";

1>
if the IE "Message Type" of the received message is not present in the table "Rejected transactions" in the variable TRANSACTIONS:

2>
store the IE "Message Type" of the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

2>
set the IE "RRC Transaction Identifier" to zero in that table entry;

1>
ignore the data corresponding to the description following the error label;

1>
perform procedure specific error handling according to clause 7.
8.7
Unknown or unforeseen information element value, mandatory information element

If the MS receives an RRC message on SRB 2, SRB 3 or SRB 4, or sent via a radio access technology other than GERAN, with a mandatory IE having a value, including choice, reserved for future extension (spare) or a value not used in this version of the specification (e.g. a dummy value), the MS shall:

1>
if a default value of the IE is defined in the procedure:

2>
treat the rest of the message using the default value of the IE.

1>
if no default value of the IE is defined in the procedure:

2>
set the variable PROTOCOL_ERROR_REJECT to TRUE;

2>
set the IE "Protocol Error Cause" in the variable PROTOCOL_ERROR_INFORMATION to "Information element value not comprehended";

2>
perform procedure specific error handling according to clause 7.

If the MS receives a system information message on SRB 1 with a mandatory IE having a value reserved for future extension (spare) or a value not used in this version of the specification (e.g. a dummy value), the MS shall:

1>
if a default value of the IE is defined in the procedure:

2>
treat the rest of the system information message using the default value of the IE.

1>
if no default value of the IE is defined in the procedure:

2>
ignore the system information message.

If the MS receives an RRC message on SRB 1 with a mandatory IE having a value reserved for future extension (spare) or a value not used in this version of the specification (e.g. a dummy value), the MS shall:

1>
if a default value of the IE is defined in the procedure:

2>
treat the rest of the message using the default value of the IE.

1>
if no default value of the IE is defined in the procedure:

2>
ignore the message.

8.8
Unexpected non-critical message extension

If the MS receives an RRC message on the SRB 2, SRB 3 or SRB 4, or sent via a radio access technology other than GERAN, containing an undefined non-critical message extension, the MS shall:

1>
ignore the content of the extension and the message contents after the extension, but treat the parts of the message up to the extension normally.

If the MS receives an RRC message on the SRB 1, containing an undefined non-critical message extension, the MS shall:

1>
ignore the content of the extension and the message contents after the extension, but treat the parts of the message up to the extension normally.

8.9
Message with error label: ‘Message escape’

If the MS receives an RRC message containing the error label: ‘Message escape’ where the number of bits of the extension is not defined in clause 9, the MS shall:
1>
ignore the message.

If the MS receives an RRC message containing the error label: ‘Message escape’ where the number of bits of the extension is defined in clause 9, the MS shall:
1>
ignore the extension by skiping the number of bits indicated in clause 9;
1>
treat the rest of the message as if the extension was not present.

8.10
Handling of errors in nested information elements

This subclause specifies the handling of errors in mandatory IEs as well as for conditional IEs for which the specified conditions for presence are met, that are nested in another IE.

In case the MS receives an IE (Information Element 1) that includes a mandatory IE (Information Field 1-1) having a value, including reserved for future extension (spare) or a value not used in this version of the specification (e.g. a dummy value), the MS shall:

1>
consider Information Element 1 to have an undefined value; and

1>
apply the corresponding generic error handling to Information Element 1.

In case there are many IE nesting levels, in all of which the IE is mandatory while no default value is defined, this treatment may need to be repeated several times. The following example illustrates the general principle.

Table 8.11.1: EXAMPLE MESSAGE information elements
	< EXAMPLE MESSAGE message content > ::=


{



{ 0 | 1 < Information Element 1 : < Information Element 1 IE > > }



< Information Element 2 : < Information Element 2 IE > >

! 
< content part error : bit (*) = < no string > > };


Table 8.11.2: Information Element 1 information element
	< Information Element 1 IE > ::=


{



{ 0 | 1 < Information Field 1-1 : bit (4) > }



< Information Element 1-2 : < Information Element 1-2 IE > >



< Information Element 1-3 : < Information Element 1-3 IE > >

};


Table 8.11.3: Information Element 1 information element details
	Information Field 1-1 (4 bit field) 
4 3 2 1
0 0 0 0

1
0 0 0 1

2
: : : : 
1 1 0 0

13
1 1 0 1

reserved for future extension
1 1 1 0

reserved for future extension
1 1 1 1

reserved for future extension

	Information Element 1-2
Definition of Information Element 1-2.

	Information Element 1-3 
Definition of Information Element 1-3.


If in the above example, GERAN would include Information Element 1 and set Information Field 1-1 to value 13, the MS experiences an error in a mandatory IE. The guideline outlined in the previous then means that the MS shall not discard the entire message but instead consider " Information Element 1" to have an unknown value. Since Information Element 1 is optional, the generic error handling would be to ignore " Information Element 1".

In case the MS receives an IE (Information Element 1) that includes a list of another IE (Information Field1-1) for which one or more entries in the list have a value, including reserved for future extension (spare) or a value not used in this version of the specification (e.g. a dummy value), the MS shall:

1>
consider the list as if these entries were not included.

9
Message functional definitions and contents

9.1
General

9.1.1
Introduction

Padding is not needed for RRC messages since RRC is not a transmission protocol.

For harmonization sake, it is assumed that GERAN RRC has to provide the same extension capability as UTRAN RRC. The management of extension for future releases is done at the message level or at Information Element (IE) level when the IE uses the { < Length of content > < Content > } format. The error handling is not defined at the IE level.

An IE can be structured or simple. A structured IE consists of other IEs and/or fields. A simple IE consists of one field. A field defines itself.

It was also agreed as working assumption that IEs in 3GPP TS 44.018 to be used in both modes (e.g. physical channel parameters) will not be copied from 3GPP TS 44.018 into 3GPP TS 44.018. Instead, in 3GPP TS 44.118, two fields will be defined: the length in octets, as bit(8), and a content placeholder with such length and whose definition points to the value part of the IE in 3GPP TS 44.018 should be included in the 3GPP TS 44.118. When the IE in 3GPP TS 44.018 is coded in CSN.1 (e.g. RR PACKET UPLINK ASSIGNMENT) and it already includes the length, a content placeholder with such length and whose definition points to the value part of the IE in 3GPP TS 44.018 should be included in the3GPP TS  44.118.
Bit fields within RRC messages shall have the highest numbered bit of the bit field in the highest numbered bit of the lowest number octet. The mapping of an 11 bit field is illustrated in figure 11.1.

	bit
	

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	
	
	
	
	
	
	
	Octet N

	
	
	
	
	bit 11
	bit 10
	bit 9
	bit 8
	Octet N+1

	bit 7
	bit 6
	bit 5
	bit 4
	bit 3
	bit 2
	bit 1
	
	Octet N+2

	
	
	
	
	
	
	
	
	Octet N+3


Figure 9.1.1: Field mapping within RRC messages

9.1.2
Repetitions of Structure, IE or field
The following coding shall be used for unbounded repetition:

{ { 1 < label : < IE > > } ** 0 } or,
{ { 1 < field : bit (integer) > } ** 0 } or,
{ { 1 < repeated struct > } ** 0 }

The following coding shall be used for bounded extension for optional structures, IE’s or fields:

{ 0 | 1
< number of repetition : bit (integer) >

< label : < IE > >* (n+val(number of repetition)) }

or

{ 0 | 1
< number of repetition : bit (integer) >

< field: bit (integer) >* (n+val(number of repetition)) }

or

{ 0 | 1
< number of repetition : bit (integer) >

< repeated struct >* (n+val(number of repetition)) }

where n ( 1.

The following coding shall be used for bounded extension for mandatory structures, IE’s or fields:

{
< number of repetition : bit (integer) >

< label : < IE > >* (n+val(number of repetition)) }

or

{
< number of repetition : bit (integer) >

< field : bit (integer) >* (n+val(number of repetition)) }

or

{
< number of repetition : bit (integer) >
< repeated struct >* (n+val(number of repetition)) }

where n ( 1.

9.1.3
Message format and error labels
9.1.3.1
General

The general format of messages, including these error labels, is:

	< General message format > ::=


< MESSAGE_TYPE : < bit (8)  >  >



{
< contents >



! 
< Content part error : bit (*) = < no string > > }


 ! 
< Unknown message type : bit (8) = < no string > ;


Message type shall be coded using 8 bits with separate message type for uplink and downlink, as follow:

	


< Uplink RRC messages > ::=


< MESSAGE_TYPE : 00000000 > < MESSAGE NAME1 message content > |


< MESSAGE_TYPE : 00000001 > < MESSAGE NAME2 message content > ;


The message content should be presented has follow:

9.2.x
MESSAGE NAME

Explanation of the message use.

Radio Bearer: SRBx

Direction: GERAN(MS and/or MS (GERAN

Table 9.3.x.1: MESSAGE NAME information elements
	< MESSAGE NAME message content > ::=


{



< IE1 : < IE1 > >



< IE2 : < IE2 > >


!
< Content part error : bit (*) = < no string > > } ;


Table 9.3.x.2: MESSAGE NAME information element details

	IE1
Definition of the IE1

	IE2
Definition of the IE2


9.1.3.2
Message extension for new protocol version in RRC

Non-Critical message extension and critical message extension mechanism from UTRAN RRC (3GPP TS 25.331 Table 10.1.1) are duplicated in GERAN RRC.

9.1.3.2.1
Non-Critical extension

Non-critical extensions will be achieved by adding in the optional references at the end of the message definition. The new elements introduced to specify the extensions should be grouped together in a structure with a name showing the version of the release.

Table 9.1.3.2.1.1: Coding non-critical extension in CSN.1 

	
{ null | 0 
bit ** = < no string >

-- Receiver compatible with earlier release


| 1






-- Additions in Release xx



< MessageLabel extension for R-XX: < Extension for R-XX struct > > }



Table 9.1.3.2.1.2: Example message coding using non-critical extension in CSN.1

	< MESSAGE NAME message content > ::=


{



< IE1 : < IE1 > >



< IE2 : < IE2 > >



{ null | 0 bit ** = < no string >



| 1 



< R6 IE1 : < R6 IE1 > >



< R6 IE2 : < R6 IE2 > >



{ null | 0 bit ** = < no string >



| 1 



< R7 IE1 : < R7 IE1 > >



< R7 IE2 : < R7 IE2 > >} }


!
< Content part error : bit (*) = < no string > >} ;


9.1.3.2.2
Critical extension

At the beginning of the message, which may require critical extensions, one bit is added for defining a choice of two branches. All Downlink messages shall enable critical extension with an escape bit at the beginning. One branch would include the message structure, the other branch would be an empty sequence with the comment ‘Message escape critical extensions'.

Table 9.1.3.2.2.1: Coding of critical extension in CSN.1 

	0
-- critical extension escape available


< Content >

! 
< Message escape critical extension: 1 bit (*) = < no string > >



Table 9.1.3.2.2.2: An example message coding containing critical extension bit in CSN.1
	< MESSAGE NAME message content > ::=


{ 0
-- critical extension escape available



{




< IE1 : < IE1 > >




< IE2 : < IE2 > >


! 
< content part error : bit (*) = < no string > > } 


!
< Message escape critical extension: 1 bit (*) = < no string 
> > };


When a new release is introduced, the empty sequence with 'Message escape critical extensions' will be replaced by a new structure that includes a new type containing the message extensions, and the same extension mechanism recursively for further extensions.

Table 9.1.3.2.2.3: An example message coding using critical extension bit in CSN.1
	< MESSAGE NAME message content > ::=


{ 0
-- critical extension escape available



{




< IE1 : < IE1 > >




< IE2 : < IE2 > >



! 
< Content part error : bit (*) = < no string > > } 


| 1
-- critical extension for R-7



{  0




{





<IE3 : < IE3 > >





<IE4 : < IE4 > >




! 
< Content part error : bit (*) = < no string > >}



!
< Message escape critical extension: 1 bit (*) = < no string 
> > }


};


The critical extension escape should be used as scarcely as possible in order to preserve backward compatibility.

9.1.3.2.3
Extension of IE’s

If an IE is expected to be extended, the addition of a fixed length extension length at the start of the IE, and <spare bits >** at the end will allow for future extension of the information element.

Table 9.1.3.2.3.1: Coding of IE extension in CSN.1

	< IE NAME message content > ::=


< IE Name Length : bit (n) >


< IE1 : < IE1 > >


< IE2 : < IE2 > >


< spare bit >** ;



Table 9.1.3.2.3.2: Example description of IE extension fields 
	IE Name Length (n bit field)
This field is the binary representation of the length in bits of the IE (excluding the length field) struct.  Range 0-2…


9.1.3.2.4
'Message escape' error label

The 'Message escape' error label is used to provide an escape for, e.g. a future modification of the message syntax. The generic description is:

	
0 < Content >


! < Message escape : 1 bit (N) = < no string > >


An 'Message escape' error label shall be applied by the receiver of a downlink RRC message when specified in the message description. The description on the left of the error branch needs to be correctly recognised. Otherwise, the error branch 'Message escape' is called. N should be an integer to enable the receiver to skip the exact number of information bits in the message in case of error.  N may also be ‘*’ when the number of bits are not defined.

9.2
Messages for Radio Resources management

9.2.1 General

Each definition given in the sub-clause 9.2 includes:

· a brief description of the message direction and use;

· a CSN.1 description of the message, information elements and fields (see CSN.1 Specification, Version 2.0 [41]). Definition of information elements may immediately follow the definition of the message. If the definition of an information element immediately follows the message definition, the information element name ends with 'struct'. Otherwise the information element name ends with 'IE' and the definition of the information element is defined in subclause 9.3 or in 3GPP TS 44.160. The definition of a 'struct' is valid only within the table in which it is defined. No references shall be made to a 'struct' definition from outside of the table in which it is defined or from outside the present document. The definition of an information element is valid throughout clause 9. ;

· a table follows which contains a definition for each field referenced in the message definition or in an information element struct immediately following the message definition. Presence requirement for information elements or fields may be indicated in this table to define when the information elements shall be included or not, what non-presence of such information elements or fields means, and, for IEs with conditional presence requirement, the static conditions for presence and/or non-presence of the information elements or fields. However, the normative text for the presence requirement for information elements or fields is specified in the appropriate procedure clause;

9.2.1.1
References

Table 9.2.1.1.1/3GPP TS 44.118 summarizes the messages for Radio Resources management.

NOTE:
New messages will be added in this table. 

Table 9.2.1.1.1/3GPP TS 44.118: Messages for Radio Resources management

	Messages
	Reference

	RRC connection mobility
	

	CELL UPDATE
	3GPP TS 44.118 sub-clause 9.2.2

	CELL UPDATE CONFIRM
	3GPP TS 44.118 sub-clause 9.2.3

	GERAN MOBILITY INFORMATION
	3GPP TS 44.118 sub-clause 9.2.8

	GERAN MOBILITY INFORMATION CONFIRM
	3GPP TS 44.118 sub-clause 9.2.9

	GERAN MOBILITY INFORMATION FAILURE
	3GPP TS 44.118 sub-clause 9.2.10

	GRA UPDATE 
	3GPP TS 44.118 sub-clause 9.2.11

	GRA UPDATE CONFIRM
	3GPP TS 44.118 sub-clause 9.2.12

	Handover
	

	HANDOVER ACCESS
	3GPP TS 44.118 sub-clause 9.2.13

	HANDOVER COMPLETE
	3GPP TS 44.118 sub-clause 9.2.14

	HANDOVER FAILURE
	3GPP TS 44.118 sub-clause 9.2.15

	HANDOVER FROM GERAN Iu COMMAND
	3GPP TS 44.118 sub-clause 9.2.16

	INTER SYSTEM TO CDMA2000 HANDOVER COMMAND
	3GPP TS 44.118 sub-clause 9.2.18

	INTER SYSTEM TO UTRAN HANDOVER COMMAND
	3GPP TS 44.118 sub-clause 9.2.19

	PHYSICAL INFORMATION
	3GPP TS 44.118 sub-clause 9.2.27

	LCS information
	

	LCS DOWNLINK INFORMATION
	3GPP TS 44.118 sub-clause 9.2.20

	LCS UPLINK INFORMATION
	3GPP TS 44.118 sub-clause 9.2.21

	MS Capability information
	

	MS CAPABILITY ENQUIRY
	3GPP TS 44.118 sub-clause 9.2.24

	MS CAPABILITY INFORMATION
	3GPP TS 44.118 sub-clause 9.2.25

	MS CAPABILITY INFORMATION CONFIRM
	3GPP TS 44.118 sub-clause 9.2.26

	Measurement
	

	EXTENDED MEASUREMENT ORDER
	3GPP TS 44.118 sub-clause 9.2.6

	EXTENDED MEASUREMENT REPORT
	3GPP TS 44.118 sub-clause 9.2.7

	MEASUREMENT INFORMATION
	3GPP TS 44.118 sub-clause 9.2.22

	MEASUREMENT REPORT
	3GPP TS 44.118 sub-clause 9.2.23

	Paging
	

	DEDICATED PAGING REQUEST
	3GPP TS 44.118 sub-clause 9.2.4

	Radio bearer control
	

	RADIO BEARER RECONFIGURATION
	3GPP TS 44.118 sub-clause 9.2.28

	RADIO BEARER RECONFIGURATION COMPLETE
	3GPP TS 44.118 sub-clause 9.2.29

	RADIO BEARER RECONFIGURATION FAILURE
	3GPP TS 44.118 sub-clause 9.2.30

	RADIO BEARER RELEASE
	3GPP TS 44.118 sub-clause 9.2.31

	RADIO BEARER RELEASE COMPLETE
	3GPP TS 44.118 sub-clause 9.2.32

	RADIO BEARER RELEASE FAILURE
	3GPP TS 44.118 sub-clause 9.2.33

	RADIO BEARER SETUP
	3GPP TS 44.118 sub-clause 9.2.34

	RADIO BEARER SETUP COMPLETE
	3GPP TS 44.118 sub-clause 9.2.35

	RADIO BEARER SETUP FAILURE
	3GPP TS 44.118 sub-clause 9.2.36

	RRC Connection Management
	

	RRC CONNECTION REJECT 
	3GPP TS 44.118  sub-clause 9.2.37

	RRC CONNECTION RELEASE 
	3GPP TS 44.118 sub-clause 9.2.38

	RRC CONNECTION RELEASE COMPLETE
	3GPP TS 44.118 sub-clause 9.2.39

	RRC CONNECTION REQUEST
	3GPP TS 44.118 sub-clause 9.2.40

	RRC CONNECTION SETUP
	3GPP TS 44.118 sub-clause 9.2.41

	RRC CONNECTION SETUP COMPLETE
	3GPP TS 44.118 sub-clause 9.2.42

	Security mode control
	

	SECURITY MODE COMMAND
	3GPP TS 44.118 sub-clause 9.2.45

	SECURITY MODE COMPLETE
	3GPP TS 44.118 sub-clause 9.2.46

	SECURITY MODE FAILURE
	3GPP TS 44.118 sub-clause 9.2.47

	Signalling flow
	

	SIGNALLING CONNECTION RELEASE 
	3GPP TS 44.118 sub-clause 9.2.48

	SIGNALLING CONNECTION RELEASE INDICATION
	3GPP TS 44.118 sub-clause 9.2.49

	System information
	

	SYSTEM INFORMATION 13
	3GPP TS 44.118 sub-clause 9.2.55

	SYSTEM INFORMATION 3
	3GPP TS 44.118 sub-clause 9.2.50

	SYSTEM INFORMATION 5
	3GPP TS 44.118 sub-clause 9.2.51

	SYSTEM INFORMATION 5bis
	3GPP TS 44.118 sub-clause 9.2.52

	SYSTEM INFORMATION 5ter
	3GPP TS 44.118 sub-clause 9.2.53

	SYSTEM INFORMATION 6
	3GPP TS 44.118 sub-clause 9.2.54

	
	

	Delivery of NAS
	

	DOWNLINK DIRECT TRANSFER
	3GPP TS 44.118 sub-clause 9.2.5

	INITIAL DIRECT TRANSFER
	3GPP TS 44.118 sub-clause 9.2.17

	UPLINK DIRECT TRANSFER
	3GPP TS 44.118 sub-clause 9.2.56

	Miscellaneous
	

	RRC STATUS
	3GPP TS 44.118 sub-clause 9.2.43

	RRC FAILURE INFO
	3GPP TS 44.118 sub-clause 9.2.44

	INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES
	3GPP TS 44.118 sub-clause 11.1.5

	SBSS RELOCATION INFO
	3GPP TS 44.118 sub-clause 11.1.5

	
	


9.2.1.2
Downlink RRC messages

The different types of messages are distinguished by the MESSAGE_TYPE field.

	< Downlink RRC messages > ::=


{


< MESSAGE_TYPE : 00000000 > < CELL UPDATE CONFIRM message content > |


< MESSAGE_TYPE : 00000001 > < DEDICATED PAGING REQUEST message content > |


< MESSAGE_TYPE : 00000010 > < DOWNLINK DIRECT TRANSFER message content > |


< MESSAGE_TYPE : 00000011 > < EXTENDED MEASUREMENT ORDER message content > |


< MESSAGE_TYPE : 00000100 > < GERAN MOBILITY INFORMATION message content > |


< MESSAGE_TYPE : 00000101 > < GRA UPDATE CONFIRM message content > |


< MESSAGE_TYPE : 00000111 > < HANDOVER FROM GERAN Iu COMMAND message content > |


< MESSAGE_TYPE : 00001000 > < INTERSYSTEM HANDOVER TO CDMA2000 message content > |


< MESSAGE_TYPE : 00001001 > < INTERSYSTEM HANDOVER TO UTRAN message content > |


< MESSAGE_TYPE : 00001010 > < LCS DOWNLINK INFORMATION message content > |


< MESSAGE_TYPE : 00001011 > < MEASUREMENT INFORMATION message content > |


< MESSAGE_TYPE : 00001100 > < MS CAPABILITY ENQUIRY message content > |


< MESSAGE_TYPE : 00001101 > < MS CAPABILITY INFORMATION CONFIRM message content > |


< MESSAGE_TYPE : 00001110 > < PHYSICAL INFORMATION message content > |


< MESSAGE_TYPE : 00001111 > < RADIO BEARER RECONFIGURATION message content > |


< MESSAGE_TYPE : 00010000 > < RADIO BEARER RELEASE message content > |


< MESSAGE_TYPE : 00010001 > < RADIO BEARER SETUP message content > |


< MESSAGE_TYPE : 00010010 > < RRC CONNECTION REJECT message content > |


< MESSAGE_TYPE : 00010011 > < RRC CONNECTION RELEASE message content > |


< MESSAGE_TYPE : 00010100 > < RRC CONNECTION SETUP message content > |


< MESSAGE_TYPE : 00010101 > < RRC STATUS message content > |


< MESSAGE_TYPE : 00010111 > < SECURITY MODE COMMAND message content > |


< MESSAGE_TYPE : 00011000 > < SIGNALLING CONNECTION RELEASE message content >


< spare bit >** }


! < Unknown message type : { bit (8) = < no string > } < Default downlink message content > > ;


9.2.1.3
Uplink RRC messages

The different types of messages are distinguished by the MESSAGE_TYPE field.

	< Uplink RRC messages > ::=


{


< MESSAGE_TYPE : 00000000 > < CELL UPDATE message content > |


< MESSAGE_TYPE : 00000001 > < EXTENDED MEASUREMENT REPORT message content > |


< MESSAGE_TYPE : 00000010 > < GERAN MOBILITY INFORMATION CONFIRM message content > |


< MESSAGE_TYPE : 00000011 > < GERAN MOBILITY INFORMATION FAILURE message content > |


< MESSAGE_TYPE : 00000100 > < GRA UPDATE message content > |


< MESSAGE_TYPE : 00000110 > < HANDOVER COMPLETE message content > |




< MESSAGE_TYPE : 00000111 > < HANDOVER FAILURE message content > |




< MESSAGE_TYPE : 00001000 > < INITIAL DIRECT TRANSFER message content > |


< MESSAGE_TYPE : 00001001 > < LCS UPLINK INFORMATION message content > |


< MESSAGE_TYPE : 00001010 > < MEASUREMENT REPORT message content > |


< MESSAGE_TYPE : 00001011 > < MS CAPABILITY INFORMATION message content > |


< MESSAGE_TYPE : 00001100 > < RADIO BEARER RECONFIGURATION COMPLETE message content > |


< MESSAGE_TYPE : 00001101 > < RADIO BEARER RECONFIGURATION FAILURE message content > |


< MESSAGE_TYPE : 00001110 > < RADIO BEARER RELEASE COMPLETE message content > |


< MESSAGE_TYPE : 00001111 > < RADIO BEARER RELEASE FAILURE message content > |


< MESSAGE_TYPE : 00010000 > < RADIO BEARER SETUP COMPLETE message content > |


< MESSAGE_TYPE : 00010001 > < RADIO BEARER SETUP FAILURE message content > |


< MESSAGE_TYPE : 00010010 > < RRC CONNECTION RELEASE COMPLETE message content > |


< MESSAGE_TYPE : 00010011 > < RRC CONNECTION REQUEST message content > |


< MESSAGE_TYPE : 00010100 > < RRC CONNECTION SETUP COMPLETE message content > |


< MESSAGE_TYPE : 00010101 > < RRC STATUS message content > |


< MESSAGE_TYPE : 00010110 > < SECURITY MODE COMPLETE message content > |


< MESSAGE_TYPE : 00010111 > < SECURITY MODE FAILURE message content > |


< MESSAGE_TYPE : 00011000 > < SIGNALLING CONNECTION RELEASE INDICATION message content > |


< MESSAGE_TYPE : 00011001 > < UPLINK DIRECT TRANSFER message content > 


< spare bits > ** } ;


The 'Default downlink message contents' consists an unspecified bit string that expands to the end of the message.

	< Default downlink message content > ::=

bit (*) = < no string > ;


***********************

next section modified

************************

9.2.4
DEDICATED PAGING REQUEST

In RRC-Cell_Dedicated state, GERAN sends this message to signal a core-network-originated page.

Radio Bearer : SRB2

Direction : GERAN ( MS

Table 9.2.4.1: DEDICATED PAGING REQUEST information elements
	< DEDICATED PAGING REQUEST message content > ::=


{ 0
-- critical extension escape available


{



< RRC Transaction Identifier : < RRC Transaction Identifier IE > >



{ 0 | 1 < Integrity Check Info : < Integrity Check Info IE > > }



< Paging Cause : < Paging Cause IE > >



< CN Domain Identity : < CN Domain Identity IE > >



< Paging Record Type Identifier : < Paging Record Type Identifier IE> >



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;


Table 9.2.4.2: DEDICATED PAGING REQUEST information element details
	RRC Transaction Identifier
This IE is defined in sub-clause 9.3.98.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36.

	Paging Cause 
This IE is defined in sub-clause 9.3.57.

	CN Domain Identity 
This IE is defined in sub-clause 9.3.15

	Paging Record Type Identifier 
This IE is defined in sub-clause 9.3.58.


***************************

next section modified

****************************

9.2.7a
ENHANCED MEASUREMENT REPORT

This message is defined in 3GPP TS 44.018 sub-clause 9.1.55
Radio Bearer : SRB1

Direction : MS ( GERAN
******************

next section modified

******************
9.2.16
HANDOVER FROM GERAN Iu COMMAND

This message is used for handover from GERAN Iu to GERAN A/Gb. 

Radio Bearer : SRB2

Direction : GERAN(MS

Table 9.2.16.1: HANDOVER FROM GERAN Iu COMMAND information elements
	< HANDOVER FROM GERAN Iu COMMAND message content > ::=


{ 0
-- critical extension escape available



{



-- MS Information Elements



< RRC Transaction Identifier : < RRC Transaction Identifier IE > >




< Activation Time : < Activation Time IE > >




{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }




{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }



-- RB Information Elements



{ 0 | 1
< RAB Information List : bit (4) >






< RAB Info : < RAB Info IE > > * (1 + val(RAB Information List) ) }




< Handover Command : < Handover Command struct > >



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;



	< Handover Command struct > ::=


{ 



< Handover Command Length : bit (8) >



< Handover Command : octet(val(Handover Command Length)) >


};


Table 9.2.16.2: HANDOVER FROM GERAN Iu COMMAND information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Activation Time
This IE is defined in sub-clause 9.3.1.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. The Integrity Check Info IE is included when integrity protection is applied.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39

	RAB Information List (4 bit field)
This field is used to repeat information on each RABto Setup, where 0 enables one RAB to be described.Range : 0 to maxRABsetup-1. Other values are reserved.

	RAB Information List 
The RAB Info IE is defined in sub-clause 9.3.73. 

	Handover Command struct
This structure contains the message HANDOVER COMMAND and the length of the message. The HANDOVER COMMAND message is defined in 3GPP TS 44.018.


*************************************************************************

*** NEXT MODIFIED SECTION ***

***************************************************************************

9.2.18
INTER SYSTEM TO CDMA2000 HANDOVER COMMAND

This message is used for handover from GERAN Iu mode to another system e.g. CDMA2000. One or several messages from the other system can be included in the Inter-RAT message information element in this message. These messages are structured and coded according to that systems specification.

Radio Bearer : SRB2

Direction : GERAN(MS

Table 9.2.18.1: INTER SYSTEM TO CDMA2000 HANDOVER COMMAND information elements
	< INTER SYSTEM TO CDMA2000 HANDOVER COMMAND message content > ::=


{ 0
--critical extension escape available


{



--MS information elements



< RRC Transaction Identifier : bit (2) >




< Activation Time : < Activation Time IE > >




{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }



{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }



-- RB information elements



{ 0 | 1
< RAB Information List : bit (4) >






< RAB Info : < RAB Info IE > > * (1+val(RAB Information List))}




< Handover to CDMA2000 Command : < Handover to CDMA2000 Command struct > >



!
< Content part error : bit (*) = < no string > > }

!
< Message escape critical extension : 1 bit (*) = < no string > > } ;


	< Handover to CDMA2000 Command struct > ::=


{ 



< Length of Handover to CDMA2000 Command contents : bit (8) >



< Handover to CDMA2000 Command : octet(val(Length of Handover to CDMA2000 Command contents)) >


};


Table 9.2.18.2 : INTER SYSTEM TO CDMA2000 HANDOVER COMMAND information element details
	RRC Transaction Identifier (2 bit field) 
This field is defined in sub-clause 9.3.98.

	Activation Time
This IE is defined in sub-clause 9.3.1.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39

	RAB Information List (4 bit field)
This field is the binary representation of the number of Radio Access Bearers to setup. Range : 0 to maxRABsetup-1. Other values are reserved.

	RAB Info
The RAB Info IE is defined in sub-clause 9.3.73. 

	Handover to CDMA2000 Command struct
This structure contains the message HANDOVER to CDMA2000 COMMAND and the length of the HANDOVER to CDMA2000 COMMAND message. The HANDOVER to CDMA2000 COMMAND message is defined in TIA/EIA/IS-833 and TIA/EIA/IS-2000-5.


NOTE:
The MSG_TYPE of the cdma2000 message used for the intersystem handover is included in the first octet of the Handover to CDMA2000 Command struct. It is specified in TIA/EIA/IS-2000 and in TIA/EIA/IS-833. (E.g. MSG_TYPE::= {00010001} if Extended Handoff Direction Message (EHDM) is used, MSG_TYPE::= {00011111} if General Handoff Direction Message is used, etc.). The order of the bits in this octet representing is given by the following example. If MSG_TYPE::={00010001} (EHDM), the bit number 1 of ‘cdma2000 MSG_TYPE IEI’ is ‘0’, the bit number 2 shall be ‘0’, etc., and the bit number 8 is ‘1’.

The remaining octets in the Handover to CDMA2000 Command struct is coded as the payload of the message used for the inter system handover, as specified in TIA/EIA/IS-2000-5 and in TIA/EIA/IS-833. The bit ordering  is similar to the case described above. The bit number 1 of ‘cdma2000 message payload’ is coded as the first bit of the first record of the message defined in TIA/EIA/IS-2000-5 and in TIA/EIA/IS-833, reading the records defined in TIA/EIA/IS-2000-5 and in TIA/EIA/IS-833 from left to right.

9.2.19
INTER SYSTEM TO UTRAN HANDOVER COMMAND

This message is used for handover from GERAN Iu mode to another system e.g. UTRAN. One or several messages from the other system can be included in the Inter-RAT message information element in this message. These messages are structured and coded according to that systems specification.

Radio Bearer : SRB2

Direction : GERAN(MS

Table 9.2.19.1: INTER SYSTEM TO UTRAN HANDOVER COMMAND information elements
	< INTER SYSTEM TO UTRAN HANDOVER COMMAND message content > ::=


{ 0
-- critical extension escape available


{



-- MS information elements



< RRC Transaction Identifier : < RRC Transaction Identifier IE > >




< Activation Time : < Activation Time IE > >




{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }




{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }



-- RB information elements



{ 0 | 1
< RAB Information List : bit (4) >






< RAB Info : < RAB Info IE > > * (1+val(RAB Information List)) }




< Handover to UTRAN Command : < Handover to UTRAN Command struct > >



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > > } ;



	< Handover to UTRAN Command struct > ::=


{ 



< Handover to UTRAN Command Length : bit (8) >



< Handover to UTRAN Command : octet(val(Handover to UTRAN Command Length)) >


};


Table 9.2.19.2: INTER SYSTEM TO UTRAN HANDOVER COMMAND information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Activation Time
This IE is defined in sub-clause 9.3.1.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. The integrity Check Info IE is included when integrity protection is applied.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39

	RAB Information List (4 bit field)
This field is the binary representation of the number of Radio Access Bearers setup. Range : 0 to maxRABsetup-1. Other values are reserved.

	RAB Information List 
The RAB Info IE is defined in sub-clause 9.3.73. 

	Handover to UTRAN Command struct
This structure contains the message HANDOVER to UTRAN COMMAND and the length of the HANDOVER to UTRAN COMMAND message. The HANDOVER to UTRAN COMMAND message is defined in 3GPP TS 25.331.


*************************************************************************

*** NEXT MODIFIED SECTION ***

***************************************************************************

9.2.20
LCS DOWNLINK INFORMATION

This message is used by the GERAN to convey embedded LCS RRLP PDUs between the SMLC and the MS.
Radio Bearer: SRB3

Direction: GERAN ( MS

Table 9.2.20.1: LCS DOWNLINK INFORMATION information elements

	< LCS DOWNLINK INFORMATION message content > ::=

{ 0
-- critical extension escape available


{




< RRC Transaction Identifier :< RRC Transaction Identifier IE > >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }



< RRLP PDU Length : bit (8) >




< RRLP PDU : octet(val(RRLP PDU Length)) >



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;



Table 9.2.21.2: LCS DOWNLINK INFORMATION information element details

	RRC Transaction Identifier 
This field is defined in clause 9.3.98.

	Integrity Check Info
This IE is defined in clause 9.3.36. The Integrity Check Info IE is included if integrity protection is applied.

	RRLP PDU Length (8 bit field)
This field is the binary representation of the length in octets of the following RRLP PDU field. Range: 0 to 241. All other values are reserved.

	RRLP PDU (variable length octet string)
This field contains an RRLP PDU as defined in 3GPP TS 44.031.


*************************************************************************

*** NEXT MODIFIED SECTION ***

***************************************************************************

9.2.28
RADIO BEARER RECONFIGURATION

This message is sent from GERAN to reconfigure parameters related to a change of QoS or change of physical channel. 

Radio Bearer : SRB2

Direction : GERAN ( MS

Table 9.2.28.1: RADIO BEARER RECONFIGURATION information elements

	< RADIO BEARER RECONFIGURATION message content > ::=


{ 0
-- critical extension escape available


{



-- MS information elements




< RRC Transaction Identifier : < RRC Transaction Identifier IE > >




< Activation Time : < Activation Time IE > >




< RRC State Indicator : < RRC State Indicator IE > >




< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }




{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }




{ 0 | 1
< Ciphering Mode Info : < Ciphering Mode Info IE > > }




{ 0 | 1
< New G-RNTI : < G-RNTI IE > > }



-- CN information elements



{ 0 | 1
< CN Information Info : < CN Information Info IE > > }



-- GERAN information elements



{ 0 | 1
< GRA Identity : < GRA Identity IE > > }


-- RB information elements



{ 0 | 1
< RAB Information to Reconfigure List : bit (4) >






< RAB Information to Reconfigure : < RAB Information to Reconfigure IE > > * (1+val(RAB Information to Reconfigure List)) }




{ 0 | 1
< RB Information to Reconfigure List : bit (5) >






{
< RB Information to Reconfigure : < RB Information to Reconfigure IE > >







{ 0 | 1 < Physical Information : < Physical Channel Configuration IE > > }

 




}* (1+val(RB Information to Reconfigure List))




}




{ 0 | 1
< RB Information to Be Affected List : bit (5) >






< RB Information to Be Affected : < RB Information to Be Affected IE > > *(1+val(RB Information to Be Affected List)) }



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;




Table 9.2.28.2: RADIO BEARER RECONFIGURATION information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Activation Time
The Activation Time IE is defined in sub-clause 9.3.1.

	Starting Time
This IE is defined in sub-clause 9.3.103.

	RRC State Indicator
This IE is defined in sub-clause 9.3.86.

	GERAN DRX Cycle Length Coefficient
This IE is defined in sub-clause 9.3.29.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. The integrity Check Info IE is included when integrity protection is applied.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39.

	Ciphering Mode Info 
This IE is defined in sub-clause 9.3.14.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in sub-clause 9.3.32.

	CN Information Info 
This IE is defined in sub-clause 9.3.17.

	GRA Identity
This IE is defined in sub-clause 9.3.30.

	RAB Information to Reconfigure List (4 bit field)
This field is used to repeat information on each RAB to reconfigure. Range: 0 to maxRABsetup-1, where 0 enables one RAB to be described.

	RAB Information to Reconfigure
This IE is defined in sub-clause 9.3.76.

	RB Information to Reconfigure List (5 bit field)
This field is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range : 0 to maxRB-1.

	RB Information to Reconfigure
This IE is defined in sub-clause 9.3.82.

	RB Information to Be Affected List (5 bit field)
This field is used to repeat information on each RB to be affected, where 0 enables one RB to be described. Range : 0 to maxRB-1.

	RB Information to Be Affected
This IE is defined in sub-clause 9.3.81.

	Physical Information
The Physical Channel Configuration IE is defined in sub-clause 9.3.62.


9.2.29
RADIO BEARER RECONFIGURATION COMPLETE

This message is sent from the MS when a RB and/or a physical channel reconfiguration has been done.

Radio Bearer : SRB2
Direction : MS( GERAN

Table 9.2.29.1: RADIO BEARER RECONFIGURATION COMPLETE information elements
	< RADIO BEARER RECONFIGURATION COMPLETE message content > ::=


{


-- MS information elements


< RRC Transaction Identifier : < RRC Transaction Identifier IE > >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }



{ 0 | 1
< Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > > }


-- RB information elements


{ 0 | 1
< COUNT-C Activation Time : < Activation Time IE > > }



{ 0 | 1
< Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE> > }



{ 0 | 1
< Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > > }


!
< Content part error : bit (*) = < no string > > } ;



	< Uplink Counter Synchronisation Info struct > ::=


{
< START List : bit (2) >



{
< CN Domain Identity : < CN Domain Identity IE > >



 
< START : < START IE > > } * (1+val(START List))



{ 0 | 1
< RB with PDCP Information List : bit (5) >





< RB with PDCP Information : < RB with PDCP Information IE > > * (1+val(RB with PDCP Information List)) }


};


Table 9.2.29.2: RADIO BEARER RECONFIGURATION COMPLETE information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. The Integrity Check Info IE is included if integrity protection is applied.

	Uplink Integrity Protection Activation Info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers. The Integrity protection activation info IE is defined in sub-clause 9.3.37. 

	COUNT-C Activation Time
The Activation Time IE is defined in sub-clause 9.3.1.

	Radio Bearer Uplink Ciphering Activation Time Info
This IE is coded as the RB activation time info IE defined in sub-clause 9.3.77.

	Uplink Counter Synchronisation Info struct
This structure enable to synchronise the Uplink security counters.

	START List (2 bit field)
START value to be used in this CN domain. This field is the binary representation of the number of RB to be affected. Range : 0 to maxCNdomains-1.

	CN Domain Identity
This IE is defined in sub-clause 9.3.15.

	START
This IE is defined in sub-clause 9.3.102.

	RB with PDCP Information List (5 bit field)
This field is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. . Range : 0 to maxRBallRABs-1.

	RB with PDCP Information
This IE is defined in sub-clause 9.3.86.


9.2.30
RADIO BEARER RECONFIGURATION FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if the MS failed to establish the physical channel(s).
Radio Bearer : SRB2 

Direction : MS(GERAN

Table 9.2.30.1: RADIO BEARER RECONFIGURATION FAILURE information elements
	< RADIO BEARER RECONFIGURATION FAILURE message content > ::=


{


-- MS information elements


< RRC Transaction Identifier : < RRC Transaction Identifier IE > >



< Failure Cause : < Failure Cause and Error Information IE > >


{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }


-- RB information elements


{ 0 | 1
< Potentially Succesful RB List : bit (5) >





< RB Identity : < RB Identity IE >> *(1 + val(Potentially Succesful RB List) ) }


!
< Content part error : bit (*) = < no string > > } ;


Table 9.2.30.2: RADIO BEARER RECONFIGURATION FAILURE information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. Integrity Check Info is included if integrity protection is applied.

	Failure Cause
This Failure Cause and Error Information IE is defined in sub-clause 9.3.25.

	Potentially Succesful RB List (5 bit field)
This field is the binary representation of the number of RB for which reconfiguration would have succeeded. 
Range : 0 to maxRB-1.

	RB Identity
This IE is defined in sub-clause 9.3.80.


*************************************************************************

*** NEXT MODIFIED SECTION ***

***************************************************************************

9.2.31
RADIO BEARER RELEASE

This message is used by GERAN to release a radio bearer. It can also include modifications to the configurations of physical channels. 

Radio Bearer : SRB2 

Direction : GERAN ( MS

Table 9.2.31.1: RADIO BEARER RELEASE information elements
	< RADIO BEARER RELEASE message content > ::=


{ 0
-- critical extension escape available


{



-- MS information elements



< RRC Transaction Identifier : < RRC Transaction IdentifierIE > >




< Activation Time : < Activation Time IE > >




< RRC State Indicator : < RRC State Indicator IE > >




< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }




{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }




{ 0 | 1
< Ciphering Mode Info : < Ciphering Mode Info IE > > }




{ 0 | 1
< New G-RNTI : < G-RNTI IE > > }



-- CN information elements




{ 0 | 1
< Signalling Connection Release Indication : < CN Domain Identity IE> > }




{ 0 | 1
< CN Information Info : < CN Information Info IE > > }



-- GERAN information elements




{ 0 | 1
< GRA Identity : < GRA Identity IE > > }


-- RB information elements




{ 0 | 1
< RAB Information to Reconfigure List : bit (4) >






< RAB Information to Reconfigure : < RAB Information to Reconfigure IE > > *(1+val(RAB Information to Reconfigure List)) }




{ 0 | 1
< RB Information to Release List : bit (5) >






{
< RB Information to Release : < RB Information to Release IE > >







{ 0 | 1 < Physical Information : < Physical Channel Configuration IE > > }

 




}*(1+val(RB Information to Release List))




}




{ 0 | 1
< RB Information to Be Affected List : bit (5) >






< RB Information to Be Affected : < RB Information to Be Affected IE > >*(1+val(RB Information to Be Affected List)) }




{ 0 | 1
< RB with PDCP Information List : bit (5) >






< RB with PDCP Information : < RB with PDCP Information IE > >*(1+val(RB with PDCP Information List))}



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;




Table 9.2.31.2: RADIO BEARER RELEASE information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Activation Time
The Activation Time IE is defined in sub-clause 9.3.1.

	RRC State Indicator
This IE is defined in sub-clause 9.3.97.

	GERAN DRX Cycle Length Coefficient
This IE is defined in sub-clause 9.3.29.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. Integrity Check Info is included if integrity protection is applied.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39

	Ciphering Mode Info 
This IE is defined in sub-clause 9.3.14.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in sub-clause 9.3.33.

	Signalling Connection Release Indication
The CN Domain Identity IE is defined in sub-clause 9.3.15.

	CN Information Info 
This IE is defined in sub-clause 9.3.17.

	GRA Identity
This IE is defined in sub-clause 9.3.30.

	RAB Information to Reconfigure List (4 bit field)
This field is used to repeat information on each RAB to reconfigure, where 0 enables one RAB to be described. Range: 0 to maxRABsetup-1.

	RAB Information to Reconfigure
This IE is defined in sub-clause 9.3.76.

	RB Information to Release List (5 bit field)
This field is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range: 0 to maxRB-1.

	RB Information to Release
This IE is defined in sub-clause 9.3.83.

	RB Information to Be Affected List (5 bit field)
This field is used to repeat information on each RB to be affected, where 0 enables one RB to be described. Range: 0 to maxRB-1.

	RB Information to Be Affected
This IE is defined in sub-clause 9.3.81.

	RB with PDCP Information List (5 bit field)
This field is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described. Range: 0 to maxRBallRABs-1.

	RB with PDCP Information
This IE is defined in sub-clause 9.3.86.

	Physical Information
The Physical Channel Configuration IE is defined in sub-clause 9.3.62.


*************************************************************************

*** NEXT MODIFIED SECTION ***

***************************************************************************

9.2.34
RADIO BEARER SETUP

This message is sent by GERAN to the MS to establish new radio bearer(s). 

Radio Bearer : SRB2
Direction : GERAN ( MS

Table 9.2.34.1: RADIO BEARER SETUP information elements
	< RADIO BEARER SETUP message content > ::=


{ 0
-- critical extension escape available


{



-- MS information elements



< RRC Transaction Identifier : < RRC Transaction Identifier IE > >




< Activation Time : < Activation Time IE > >




< RRC State Indicator : < RRC State Indicator IE > >




< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >



{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > > }




{ 0 | 1
< Integrity Protection Mode Info : < Integrity Protection Mode Info IE > > }




{ 0 | 1
< Ciphering Mode Info : < Ciphering Mode Info IE > > }




{ 0 | 1
< New G-RNTI : < G-RNTI IE > > }



-- CN information elements



{ 0 | 1
< CN Information Info : < CN Information Info IE > > }



-- GERAN information elements




{ 0 | 1
< GRA identity : < GRA identity IE > > }


-- RB information elements



{ 0 | 1
< RB Information to Setup List : bit (3) >






{
< RB Information to Setup : < Signalling RB Information to Setup IE > >







{ 0 | 1 < Physical Information : < Physical Channel Configuration IE > > }






} *(1+val(RB Information to Setup List))




}




{ 0 | 1
< RAB Information for Setup List : bit (4) >






< RAB Information for Setup : < RAB Information for Setup IE > > *(1+val(RAB Information for Setup List)) }




{ 0 | 1
< RB Information to Be Affected List : bit (5) >






< RB Information to Be Affected : < RB Information to Be Affected IE > > *(1+val(RB Information to Be Affected List)) }




{ 0 | 1
< RB with PDCP Information List : bit (5) >






< RB with PDCP Information : < RB with PDCP Information IE > >*(1+val(RB with PDCP Information List)) }



!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;




Table 9.2.34.2: RADIO BEARER SETUP information element details
	RRC Transaction Identifier 
This IE is defined in sub-clause 9.3.98.

	Activation Time
The Activation Time IE is defined in sub-clause 9.3.1.

	RRC State Indicator (2 bit field) 
This IE is defined in sub-clause 9.3.97.

	GERAN DRX Cycle Length Coefficient (3 bit field)
This IE is defined in sub-clause 9.3.29.

	Integrity Check Info
This IE is defined in sub-clause 9.3.36. The Integrity Check Info IE is included if integrity protection is applied.

	Integrity Protection Mode Info
This IE is defined in sub-clause 9.3.39

	Ciphering Mode Info 
This IE is defined in sub-clause 9.3.14.

	New G-RNTI
This IE assigns a new G-RNTI to the MS. This IE is coded as the G-RNTI IE defined in sub-clause 9.3.32.

	CN Information Info 
This IE is defined in sub-clause 9.3.17.

	GRA Identity 
This IE is defined in sub-clause 9.3.30.

	Signalling RB Information to Setup List (3 bit field)
This field is the binary representation of the number of SRB to setup. Range : 0 to maxSRBsetup-1.

	Signalling RB Information to Setup
This IE is present for each SRB to establish. This IE is defined in sub-clause 9.3.101. 

	RAB Information for Setup List (4 bit field)
This field is used to repeat information on each RAB to reconfigure, where 0 enables one RAB to be described. Range: 0 to maxRABsetup-1.

	RAB Information for Setup
This IE is present for each signalling RAB to establish. This IE is defined in sub-clause 9.3.75.

	RB Information to Be Affected List (5 bit field)
This field is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range: 0 to maxRB-1.

	RB Information to Be Affected
This IE is defined in sub-clause 9.3.72.

	RB with PDCP Information List (5 bit field)
This field is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described. Range: 0 to maxRBallRABs-1.

	RB with PDCP Information
This IE is defined in sub-clause 9.3.86.


	*** NEXT MODIFIED SECTION ***




9.3.69
Protocol Error Cause

The Protocol Error Cause IE indicates the cause of the incomprehension of a message or information.

Table 9.3.69.1: Protocol Error Cause information elements
	< Protocol Error Cause IE > ::= 

< Protocol Error Cause : bit (3) >;


Table 9.3.69.2: Protocol Error Cause information element details
	Protocol Error Cause (3 bit field) 
bit
3 2 1
0 0 0
CSN.1 violation or encoding error
0 0 1
Message type non-existent or not implemented
0 1 0
Message not compatible with receiver state
0 1 1
Information element value not comprehended
1 0 0
Message content part error
1 0 1
Message extension not comprehended

All other values are reserved.


	*** NEXT MODIFIED SECTION ***




11
Specific functions

11.1
Provision and reception of RRC information between network nodes

11.1.1
General

In certain cases, e.g., when performing handover to GERAN or when performing SBSS relocation, RRC information may need to be transferred between GERAN nodes, between GERAN and another RAT, between nodes within another RAT or between the MS and another RAT.

The RRC information exchanged between network nodes or between the MS and another RAT is typically transferred by means of RRC information containers. An RRC information container is a self-contained and extensible RRC information unit that may be used to transfer a number of different RRC messages, one at a time. As stated before, RRC information containers may be used to transfer RRC messages across interfaces other than the Um interface. The RRC messages that may be included in RRC information containers have similar characteristics as the RRC messages that are transferred across the Um interface.

The RRC messages tht are sent to/ from the MS, e.g RADIO BEARER RECONFIGURATION, INTER SYSTEM TO UTRAN HANDOVER COMMAND, HANDOVER FROM GERAN Iu MODE COMMAND are covered by (sub)clauses 7 and 9 of this specification. The following sub-clauses concern RRC messages exchanged between network nodes.

In future versions of this specification, it is possible to extend the RRC messages transferred across interfaces other than Um. For these RRC messages the same extension mechanism applies as defined for RRC messages transferred across the Um interface, as is specified in sub-clause 9, i.e., both critical and non-critical extensions may be added.

The transfer syntax for RRC information containers and RRC messages transferred between network nodes is derived from the description used in the target node. The resulting bit or octet string is, carried in a container, transferred between the network nodes.

When using a separate RRC information container for each endpoint, the receiving RRC protocol entity is able to interpret the received container; this means that the receiver need not take into account information about the (network interface) message used in transferring the container.

11.1.2
General error handling for RRC messages exchanged between network nodes

The error handling for RRC messages that are exchanged between network nodes applies the same principles as defined for other RRC messages.

Although the same principles apply for network nodes receiving unknown, unforeseen and erroneous RRC messages received in RRC information containers, the notification of the error should be done in a different manner, as specified in the following:

The network node receiving an invalid RRC message from another network node should:

1>
if the received RRC message was unknown, unforeseen or erroneous:

2>
prepare an RRC FAILURE INFO message, including the IE "Failure Cause" set to "Protocol error" and the IE "Protocol error information" including an IE "Protocol Error Cause" which should be set as follows:

3>
to "CSN.1 violation or encoding error" upon receiving an RRC message for which the encoded message does not result in any valid c syntax value;

3>
to "Message type non-existent or not implemented" upon receiving an unknown RRC message type;

3>
to "Message extension not comprehended" upon receiving an RRC message including an undefined critical message extension;

3>
to "Information element value not comprehended" upon receiving an RRC message including an mandatory IE for which no default value is defined and for which either the value is set to spare or for which the encoded IE does not result in a valid transfer syntax. The same applies for conditional IEs, for which the conditions for presence are met, the IE is present but has a value set to spare or for which the encoded IE does not result in a valid transfer syntax;

3>
to "Information element missing" upon receiving an RRC information container with an absent conditional IE for which the conditions for presence are met.

1>
if there was another failure to perform the operation requested by the received RRC message:

2>
prepare an RRC FAILURE INFO message, including the IE "Failure Cause" set to a value that reflects the failure cause.

1>
send the RRC FAILURE INFO message to the network node from which the invalid RRC protocol information was received.

NOTE 1:
The appropriate (failure) messages used across the network interfaces may not support the inclusion of a RRC information container. In this case, the information contained in the RRC FAILURE INFO message may need to be transferred otherwise e.g. by mapping to a cause value (e.g. a cause value in the RR-HANDOVER FAILURE message when there is a error associated with the RRC-RADIO BEAERER RECONFIGURATION message).

NOTE 2
In case the RRC procedure used to perform SBSS relocation fails e.g. due to non comprehension, the source BSS may notify the target BSS by including the diagnostics information (IEs "Protocol error" and "Protocol error information") in the "RRC message "SBSS Relocation" Info sent in the RRC information container" used for a subsequent relocation request.

11.1.3
RRC Information to target GERAN Iu mode BSS

The RRC information container "RRC Information to target  GERAN Iu mode BSS" may either be sent from source GERAN Iu mode BSS or from another RAT. In case of Handover to GERAN, this information originates from another RAT, while in case of SBSS relocation the RRC information originates from the source BSS. In case of handover to GERAN, the RRC information transferred may provide GERAN specific information, as defined in the INTER RAT HANDOVER INFO WITH INTER RAT CAPABILITIES message, that the target BSS needs when preparing the handover command message. In case of SBSS relocation, the RRC information transferred specifies the configuration of RRC and the lower layers it controls, e.g., including the radio bearer and RLC configuration. It is used by the target BSS to initialise RRC and the lower layer protocols to facilitate SBSS relocation in a manner transparent to the MS.

Table 11.1.3.1: RRC INFORMATION TO TARGET GERAN IU MODE BSS information elements
	< RRC INFORMATION TO TARGET GERAN IU MODE BSS message content > ::=


{ 0
-- critical extension escape available


{





{ 00 <Handover to GERAN: < INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES Message > >




| 01 < SBSS Relocation : < SBSS RELOCATION INFO > >




! < Message escape : { 1 bit(1) } bit** = < no string > >  
-- reserved for future extension




!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;


Table 11.1.3.2: RRC INFORMATION TO TARGET GERAN IU MODE BSS information element details
	INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES
This message is defined in sub-clause 11.1.5.

	SBSS RELOCATION INFO
This message is defined in sub-clause 11.1.5.

	


11.1.4
RRC information, target BSS to source BSS

There are 2 possible cases for BSS relocation:

1.
The MS is already under control of target BSS; and

2.
The SBSS Relocation with Handover (MS still under control of SBSS), but MS is moving to a location controlled by the target BSS (based on measurement information).

In case 1 the relocation is transparent to the MS and there is no "reverse" direction container. The SBSS just assigns the 'serving' function to the target BSS, which then becomes the Serving BSS.

In case 2 the relocation is initiated by SBSS, which also provides the RRC INFORMATION TO TARGET GERAN IU MODE BSS Container to the target BSS. Based upon this information, the target BSS prepares the RADIO BEARER RECONFIGURATION Message.

The source BSS then transmits the Handover Message to the MS, which then performs the handover.

In the successful case, the MS transmits a RADIO BEARER RECONFIGURATION COMPLETE message, using the new configuration, to the target BSS.

In case of failure, the MS transmits an RADIO BEARER RECONFIGURATION FAILURE, using the old configuration, to the source BSS and the RRC context remains unchanged (has to be confirmed and checked with the SBSS relocation procedure).

Table 11.1.4.1: RRC Information Target BSS To Souce BSS information elements
	< RRC Information Target BSS To Souce BSS message content > ::=


{ 0
-- critical extension escape available



{
00
< RADIO BEARER RECONFIGURATION : < RADIO BEARER RECONFIGURATION message > >




|
01
< RRC FAILURE INFO : < RRC FAILURE INFO message > >



! < Message escape : {10 | 11} bit (*) = <no string> > } -- reserved for future extension


!
< Content part error : bit (*) = < no string > > }


!
< Message escape critical extension : 1 bit (*) = < no string > >} ;


Table 11.1.4.1: RRC Information Target BSS To Souce BSS information element details
	RADIO BEARER RECONFIGURATION
This message is defined in sub-clause 9.3.28

	RRC FAILURE INFO
This message is defined in sub-clause 9.3.44
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