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TSG GERAN thanks TSG SA3 for their LS on integrity protection at RLC/MAC level.

TSG GERAN does not see that the requirement of having a 32-bit MAC-I in all possible cases for any of the RLC/MAC control messages listed in S3-010150 (GAHW-010245) can be fulfilled considering the needed additions for Release 5. Therefore TSG GERAN would like to inform TSG SA3 that integrity protection will not be applied at RLC/MAC level and that 3G TS 43.051 has been modified accordingly.

Following this decision, TSG GERAN however still considers the working assumption to cipher the RLC/MAC control messages listed in S3-010150, valid. In fact, radio resource related functions (i.e. resource request, assignment, reconfiguration, release; cell change) are performed at GERAN RLC/MAC and constitute the main functionality difference with UTRAN RLC/MAC where radio resource related functions are inexistent. Those functions should be secure, therefore the corresponding RLC/MAC control messages should at least be ciphered if not integrity protected. TSG GERAN kindly asks TSG SA3 to confirm this assumption.

