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Multiplexing for Operational Scenario 2

1. Introduction

GERAN release 2000 may introduce the new concept of operational scenario 2 (OS2) where one dedicated physical subchannel is shared between two flows, conversational and best effort data [5]. In the most probable scenario one PDTCH for background traffic will fill the silent periods of one TCH used for optimized voice. 

A precedent contribution already analyzed how the receiver can differentiate between these two flows using the stealing bits and the modulation [1]. On one hand, for all the proposed schemes, it appeared that changes to current channel coding might be necessary in order to ensure reliable identification through the stealing bits. On the other hand, multiplexing schemes based on the modulation do not require any change to current channel coding and could therefore offer restricted but straightforward OS2 solutions.

During the TSG GERAN meeting n(1, the speech channel coding was asked not be changed, in order not to impact negatively on quality and complexity. It follows therefrom that the amount of stealing bits should be kept as it is already defined in specification [2].

The purpose of this document is now to focus on multiplexing schemes for OS2, which do not require any changes to existing speech channel coding. The first section presents how stealing bits and modulation are used in order to perform multiplexing within existing speech and data channels. In the second section, solutions for OS2 are proposed.

2. Present Multiplexing

Figure 1 describes how the multiplexing is performed on existing speech and data channels. The very first thing the receiver has to be aware of is the type of traffic channel it is expecting. This information is inherently given through the channel setup phase. Then depending on the traffic channel, the receiver can check either the modulation or the stealing bits as depicted in Figure 1.
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Figure 1. Multiplexing on speech and data channels - full rate

2.1 Multiplexing through modulation

Blind detection of the modulation can be performed by the receiver thanks to the different phase rotation properties between 8PSK and GMSK, 3*(/8 and (/2 respectively [3]. That allows multiplexing to be done through modulation. For instance in ECSD, GMSK modulated bursts indicate FACCH, while 8PSK modulated bursts indicate E-TCH [2]. 

The performance of single burst identification is given in the following table (complete results available in Annex A). Note that the blind detection of the modulation is currently only performed on E-TCH and PDCTH, not on TCH.

Burst
C/Ico at 1% False Detection

GMSK
9 dB

8PSK
10 dB

Table 1. Single burst blind detection performance (TU3iFH - 900Mhz)
2.2 Multiplexing through stealing bits

When the same modulation is used over blocks or frames, stealing bits are required to differentiate between:

· coding schemes in GPRS (CS1-CS4)

· coding schemes in EGPRS (MCS1-4 & MCS5-9)

· traffic and control channels on TCH

In each burst, the stealing bits are defined as the two bits closest to the training sequence. Although stealing bits are defined for both TCH and PDTCH, their mapping differ. 

On speech traffic channels (TCH), stealing bits are only used to differentiate between speech and FACCH. A stealing bit set to one indicates FACCH while a stealing bit set to zero indicates speech. Because both speech and FACCH are diagonally interleaved, the stealing bits are always read over 8 consecutive bursts on FR channels, and over 4 consecutive bursts on HR channels. After deinterleaving that leaves for identification 8 stealing bits on FR channels, and 4 stealing bits on HR channels (see Table 2). The performance of the stealing bit decoding on speech TCH is given in Table 3 (complete results available in Annex B).

TCH
Full Rate
Half Rate

Speech
00000000
0000

FACCH
11111111
1111

Table 2. Stealing bit combinations after deinterleaving on speech TCH 
Channel
Detection
C/Ico at 1% False Detection

TCH/F
Speech / FACCH
< 0 dB

TCH/H
Speech / FACCH
3.1 dB

Table 3. Stealing bit decoding performance on speech TCH (TU3iFH - 900Mhz)
On packet data traffic channels, stealing bits are used to differentiate between several coding schemes. Identification is always performed over one radio block (four consecutive bursts) and therefore based on 8 stealing bits. Table 4 lists the codewords defined in specification [2]. The performance of the stealing bit decoding on PDTCH is given in Table 5 (complete results available in Annex B).

PDTCH
Codeword

GMSK
CS1 / PACCH
11111111


CS2
11001000


CS3
00100001


CS4 / MCS1-4
00010110

8PSK
MCS5-6
00000000


MCS7-9
11100111

 Table 4. Stealing bit combinations on PDTCH 
Modulation
Detection
C/Ico at 1% False Detection

GMSK
CS1 / CS2 / CS3 / CS4
4.2 dB

8PSK
MCS5-6 / MCS7-9
6.7 dB

Table 5. Stealing bit decoding performance on PDTCH (TU3iFH - 900Mhz)
3. Multiplexing for operational scenario 2

OS2 occurs on Dedicated Physical SubCHannel (DPSCH) only. It should use existing means in order to achieve the multiplexing of voice and best effort data. In other words, the multiplexing should be done through the modulation and the stealing bits. 

3.1 Multiplexing through the modulation

Blind detection of the modulation can be performed by the receiver (see §2.1 above). For both full rate and half rate dedicated physical subchannel, it provides one identification method, which do not require any change to existing channel coding. This offers restricted but straightforward OS2 solutions :

1) GMSK voice (TCH) + 8PSK best effort data (PDTCH)

2) 8PSK voice (TCH) + GMSK best effort data (PDTCH)

3.2 Multiplexing through the stealing bits

As described in the second section, there exists a difference in the way the stealing bits are read on a TCH and on a PDCTH. But when speech frames, associated signaling and best effort data packets are multiplexed within the same DPSCH, such a difference should no longer exist. The stealing bits should always follow the same mapping in order to allow stateless identification.

In a precedent contribution [1] it was shown that if the granularity follows the PDTCH one, the number of stealing bits should be increased in order to ensure a reliable identification. That of course requires changes to existing coding schemes and should not be considered as an option.

There are two main factors, which explain why the overall identification performance is worse when OS2 is introduced as in [1]:

· reduced interleaving depth for the stealing bits codewords compared to the normal TCH case (at least for the full rate case)

· new combinations have to be introduced in order to differentiate between speech and best effort data

It follows therefrom that OS2 should, if possible :

· not reduce the interleaving depth of the stealing bits codewords compared to the normal TCH case

· introduce as few new combinations as possible

In the following sections, the two principles above will be applied.

3.3 DPSCH Full Rate

3.3.1 GMSK Speech + GMSK Best Effort Data

When the same modulation is used for both speech and best effort data, the identification has to be based on the stealing bits. As described earlier, PDTCH and TCH can occur on the same DPSCH. Although both PDTCH and TCH rely on 8 stealing bits to identify the content of the frame/bloc, the way the stealing bits are interleaved differ (rectangular 4 bursts on PDTCH - diagonal 8 bursts on TCH). In order to keep the identification over 8 consecutive bursts, it is proposed to change the interleaving of the best effort data packets so as to follow the speech. In other words, the interleaving of the GMSK best effort data packets is done as specified for the TCH/FS [2] (diagonally over 8 consecutive bursts).
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Figure 2. GMSK Speech and EGPRS GMSK data on a DPSCH full rate
The detection performance of this scheme depends on the number of combinations required:

· FACCH vs. PACCH : there is may be no need to allow both to occur on the same DPSCH. As a matter of fact PACCH only could be enough to support OS2. However if both are needed, it may be possible to use only one combination of stealing bits [6]. In the following the FACCH/PACCH is assumed to require only one combination of stealing bits.


· Same stealing bit values : since the payload type field of the RLC/MAC header [8] allows to differentiate between CS-1 coding for control (PACCH) and CS-1 coding for user data, it is possible to convey best effort data using the existing combination of stealing bits (see Table 6). Limiting the GMSK best effort data packets to CS-1 channel coding, allows OS2 to be introduced without any effect on the overall detection performance.

Content
Stealing Bits
C/Ico at 1% False Detection

Speech
00000000
< 0 dB

FACCH / PACCH / CS-1
11111111


Table 6. Stealing bit combinations after deinterleaving for OS2 
on DPSCH full rate and GMSK Traffic - Set 1 (TU3iFH 900Mhz)
· New values of stealing bits : In order to allow the whole set of EGPRS coding schemes to be conveyed, one more combination of stealing bits is required. Note that if GPRS coding schemes were to be supported as well, it is not one but three more combinations which would be required, and for that reason it is suggested not to support GPRS coding schemes. To maximize the Hamming distance and therefore the detection performance, it is proposed to redefine the stealing bit values whenever OS2 is activated (see Table 7). The receiver will know the stealing bit usage based on the channel allocation message. Consequently the mode changes between OS1 and OS2 will be done through a handover command only. 

Simulations were run in order to assess the performance of these codewords. Table 7 sums up the result which are further detailed in Annex B. When compared to the normal TCH case, the introduction of OS2 degrades the detection performance by 3.3dB at 0.1% of false detection probability. However it remains below 10-4 at 1% BLER for FACCH. In other words in conditions where FACCH has 1% BLER (C/Ico=8.8dB), one false detection occurs at a rate above once every 200s on the average. In conditions where FACCH has 10% BLER (C/Ico=5.8dB), on false detection occurs every 27s on the average. Such values should not limit the performance of the system.

Content
Stealing Bits
C/Ico at 1% False Detection

Speech
10010010
2.3 dB

MCS1-4
01001001


FACCH / PACCH / CS-1
00100100


Table 7. Stealing bit combinations after deinterleaving for OS2 
on DPSCH full rate and GMSK Traffic - Set 2 (TU3iFH 900Mhz)
It therefore appears that the diagonal interleaving of data packets allows for OS2 multiplexing of GMSK voice and GMSK best effort data on full rate channels.

Nevertheless there exist several issues which are to be studied further :

· AMR DTX : in AMR the DTX ends/starts in a clean manner where the diagonal interleaving is ended/started as a rectangular one (4 half bursts filled with onset/sid_first frames). So when best effort data packets are diagonally sent over 8 bursts, the capacity associated to the initialization phase of the interleaver will be lost unless changes are introduced. Note that this problem only occurs with the AMR codec.


· SID_UPDATE : On AMR speech traffic channels, SID_UPDATE are sent during silent periods in order to update the generated comfort noise and to convey AMR in-band signaling [7]. SID_UPDATE are coded and interleaved over four consecutive GMSK bursts. They occur at fixed schedule :

· t = 0 ms

DTX starts

· t = 2*20ms

first SID_UPDATE 

· t = 2*20ms + n*8*20ms
SID_UPDATE (update every 160ms)

When the DTX is filled with best effort data packets, SID_UPDATE might overwrite some part of best effort data packets. For instance the four first bursts of a best effort data packet can be sent while the four last ones are erased by a SID_UPDATE. 

This has to be taken into account on the receive side and on the transmit side.


· Performance of (E)GPRS : because data blocks are now interleaved over 8 bursts, the link level performance of the MCSs will change. 

3.3.2 GMSK Speech + 8PSK Best Effort Data

Blind detection of the modulation can be performed by the receiver (see §2.1 above) to differentiate between speech and best effort data and that does not require any change to existing channel coding. 
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Figure 3. GMSK Speech and EGPRS 8PSK data on a DPSCH full rate
3.3.3 8PSK Speech + GMSK Best Effort Data

The full rate 8PSK voice bearers have not been defined yet. However blind detection of the modulation can be performed by the receiver (see §2.1 above) to differentiate between traffic types without any change to channel coding. 
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Figure 4. 8PSK Speech and EGPRS GMSK data on a DPSCH full rate
If the FACCH for the 8PSK voice bearers is GMSK modulated, the receiver will have to check the stealing bits of the GMSK block in order to differentiate between best effort data and signaling. If only EGPRS GMSK coding schemes are to be supported (i.e. no GPRS), two combinations of stealing bits are required : one for FACCH and one for MCS1-4. In order to maximize the Hamming distance and therefore the detection performance, it is proposed to redefine the stealing bit value of the MCS1-4 as described in Table 8. Note that it is possible to avoid checking the stealing bit values if best effort data is limited to CS1 channel coding as described earlier in §3.3.1. Simulations were run in order to assess the performance of these codewords. Table 8 sums up the result which are further detailed in Annex B. The false detection probability remains far below 10-4 at 1% BLER for FACCH. In other words in conditions where FACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs at a rate far above once every 200s on the average. In conditions where FACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 155s on the average. Such values should not limit the performance of the system.

It therefore appears that OS2 multiplexing of 8PSK voice and GMSK best effort data on full rate channels is possible whether the FACCH is GMSK modulated or not.

Content
Stealing Bits
C/Ico at 1% False Detection

FACCH / PACCH / CS1
11111111
1.0dB

MCS1-4
00000000


Table 8. Stealing bit combinations after deinterleaving for OS2 
on DPSCH full rate for GMSK Signaling and Data (TU3iFH 900Mhz)
3.3.4 8PSK speech + 8PSK Best Effort Data

When the same modulation is used for both speech and best effort data, the identification has to be based on the stealing bits. The amount and the mapping of the stealing bits for WB-AMR have not been defined yet. They should be as the EGPRS ones in order to allow multiplexing without changes of the EGPRS coding schemes (2 bits per burst).
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Figure 5. 8PSK Speech and EGPRS 8PSK data on a DPSCH full rate
Two different schemes were studied (Table 9 & Table 10) using the EGPRS burst structure. As for the GMSK full rate, the identification is performed diagonally over 8 bursts. 

Content
Stealing Bits
C/Ico at 1% False Detection

type a
00000000
3.7dB

type b
11111111


Table 9. Stealing bit combinations after deinterleaving for OS2 
on DPSCH full rate and 8PSK Traffic - Set 1 (TU3iFH 900Mhz)
Content
Stealing Bits
C/Ico at 1% False Detection

type a
10010010
7.8dB

type b
01001001


type c
00100100


Table 10. Stealing bit combinations after deinterleaving for OS2 
on DPSCH full rate and 8SK Traffic - Set 2 (TU3iFH 900Mhz)
Table 9 gives the codewords when two types of traffic are multiplexed through the stealing bits. Simulations were run in order to assess the performance of these codewords. Table 9 sums up the result which are further detailed in Annex B. The false detection probability remains below 10-4 at 1% BLER for SACCH. In other words in conditions where SACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs at a rate above once every 200s on the average. In conditions where SACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 5s on the average. It is questionable whether such values would limit the performance of the system or not. If it limited the performance, the number of the stealing bits would have to be increased (more than 2 per burst) and the 8PSK modulated EGPRS coding schemes would have to be changed.

Table 10 gives the codewords when three types of traffic are multiplexed through the stealing bits. Simulations were run in order to assess the performance of these codewords. Table 10 sums up the result which are further detailed in Annex B. The false detection probability is around 2x10-3 at 1% BLER for SACCH. In other words in conditions where SACCH has 1% BLER (C/Ico=10.5dB), one false detection once every 10s on the average. In conditions where SACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 1s on the average. Such values would most probably limit the performance of the system. In order to multiplex three types of traffic, the number of the stealing bits has to be increased (more than 2 per burst) and the 8PSK modulated EGPRS coding schemes have to be changed.

It therefore appears that OS2 multiplexing of 8PSK voice and 8PSK best effort data on full rate channels may require an increase of the stealing bits (more than 2 per burst), and consequently to change the 8PSK modulated EGPRS coding schemes (MCS5-9).

Besides because data blocks are now diagonally interleaved, the same issues as the ones raised in §3.3.1 apply here (concerning the AMR DTX, SID_UPDATE and performance of EGPRS coding schemes).

3.4 DPSCH Half Rate

3.4.1 GMSK Speech + GMSK Best Effort Data

When the same modulation is used for both speech and best effort data, the identification has to be based on the stealing bits. As described earlier, PDTCH and TCH can occur on the same DPSCH. TCH uses 4 stealing bits diagonally over 4 bursts to identify the content of the frame while PDTCH relies on 8 stealing bits over 4 bursts. 

Every 20ms, the receiver has to be able to tell whether it has received a speech frame or not. The only way it can be done is to keep the identification diagonally over 4 consecutive bursts. It requires more than 4 half bursts to transmit one best effort data packet. It is therefore proposed to change the interleaving of the best effort data packets so as to follow the FACCH one. In other words, the interleaving of the GMSK best effort data packets is done as specified for the FACCH/H [2] (over 6 consecutive bursts) as depicted in Figure 6. As for the FACCH, the receiver will read one data block as two consecutive frames, which do not contain speech but data.
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Figure 6. GMSK Speech and EGPRS GMSK data on a DPSCH half rate
As for the full rate (see §3.3.1), the detection performance of this scheme depends on the number of combinations required:

· FACCH vs. PACCH : there is may be no need to allow both to occur on the same DPSCH. As a matter of fact PACCH only could be enough to support OS2. However if both are needed, it may be possible to use only one combination of stealing bits [6]. In the following the FACCH/PACCH is assumed to require only one combination of stealing bits.


· Same stealing bit values : since the payload type field of the RLC/MAC header [8] allows to differentiate between CS-1 coding for control (PACCH) and CS-1 coding for user data, it is possible to convey best effort data using the existing combination of stealing bits (see Table 11). Limiting the GMSK best effort data packets to CS-1 channel coding, allows OS2 to be introduced without any effect on the overall detection performance.

Content
Stealing Bits
C/Ico at 1% False Detection

Speech
0000
3.0 dB

FACCH / PACCH / CS-1
1111 


Table 11. Stealing bit combinations after deinterleaving for OS2 
on DPSCH half rate and GMSK Traffic - Set 1 (TU3iFH 900Mhz)
· New values of stealing bits : In order to allow the whole set of EGPRS coding schemes to be conveyed, one more combination of stealing bits is required. Note that if GPRS coding schemes were to be supported as well, it is not one but three more combinations which would be required, and for that reason it is suggested not to support GPRS coding schemes. To maximize the Hamming distance and therefore the detection performance, it is proposed to redefine the stealing bit values whenever OS2 is activated (see Table 12). The receiver will know the stealing bit usage based on the channel allocation message. Consequently the mode changes between OS1 and OS2 will be done through a handover command only. 

Simulations were run in order to assess the performance of these codewords. Table 12 sums up the result which are further detailed in Annex B. When compared to the normal TCH case, the introduction of OS2 degrades the detection performance by 5.2dB at 0.1% of false detection probability. Besides the false detection probability is around 2.7x10-3 at 1% BLER for SACCH. In other words in conditions where SACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs every 7s on the average. In conditions where SACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 1s on the average. Such values would most probably limit the performance of the system. The best effort data should therefore be limited to CS-1 channel coding on half rate channels.

Content
Stealing Bits
C/Ico at 1% False Detection

Speech
1001
7.9 dB

MCS1-4
0100


FACCH / PACCH / CS-1
0010


Table 12. Stealing bit combinations after deinterleaving for OS2 
on DPSCH half rate and GMSK Traffic - Set 2 (TU3iFH 900Mhz)
It therefore appears that OS2 multiplexing of GMSK voice and GMSK best effort data on half rate channels is possible only if the best effort data packets are diagonally interleaved and limited to CS1 channel coding.

Besides, as for the full rate (see §3.3.1), there exist several issues which are to be studied further :

· AMR DTX : in AMR the DTX ends/starts in a clean manner where the diagonal interleaving is ended/started as a rectangular one. So when best effort data packets are diagonally sent over 6 bursts, the capacity associated to the initialization phase of the interleaver will be lost unless changes are introduced (e.g. suppression of the SID_FIRST_P2 frame). Note that this problem only occurs with the AMR codec.

· SID_UPDATE : When the DTX is filled with best effort data packets, SID_UPDATE might overwrite some part of best effort data packets. This has to be taken into account on the receive side and on the transmit side.

· Performance of (E)GPRS : because data blocks are now interleaved over 8 bursts, the link level performance of the MCSs will change.

· Granularity difference : it requires 4 half bursts to send a speech frame, while a data block needs 8 half bursts. As a result it will happen that a speech frame erases part of the best effort data block. It is actually already the case with the SID_UPDATE of which the two last bursts can be replaced by a speech frame [2].

3.4.2 GMSK Speech + 8PSK Best Effort Data

Blind detection of the modulation can be performed by the receiver (see §2.1 above) to differentiate between speech and best effort data and that does not require any change to existing channel coding. However because of the granularity difference (see 3.4.1 above), it may happen that only the two first bursts of a best effort data block can be sent.
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Figure 7. GMSK Speech and EGPRS 8PSK data on a DPSCH half rate
3.4.3 8PSK Speech + GMSK Best Effort Data

Blind detection of the modulation can be performed by the receiver (see §2.1 above) to differentiate between the types of traffic.
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Figure 8. 8PSK Speech and EGPRS GMSK data on a DPSCH half rate
If the FACCH for the 8PSK voice bearers is GMSK modulated, the receiver will have to check the stealing bits of the GMSK block in order to differentiate between best effort data and signaling. If only EGPRS GMSK coding schemes are to be supported (i.e. no GPRS), two combinations of stealing bits are required : one for FACCH and one for MCS1-4. In order to maximize the Hamming distance and therefore the detection performance, it is proposed to redefine the stealing bit value of the MCS1-4 as described in Table 13. Note that it is possible not to check the stealing bit values if best effort data is limited to CS1 channel coding as described earlier in §3.3.1.

Simulations were run in order to assess the performance of these codewords. Table 13 sums up the result which are further detailed in Annex B. The false detection probability remains far below 10-4 at 1% BLER for FACCH. In other words in conditions where FACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs at a rate far above once every 200s on the average. In conditions where FACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 155s on the average. Such values should not limit the performance of the system.

It therefore appears that OS2 multiplexing of 8PSK voice and GMSK best effort data on half rate channels is possible whether the FACCH is GMSK modulated or not.

Because of the granularity difference (see 3.4.1 above), it may happen that only the two first bursts of a best effort data block can be sent.

Content
Stealing Bits
C/Ico at 1% False Detection

FACCH / PACCH / CS1
11111111
1.0 dB

MCS1-4
00000000


Table 13. Stealing bit combinations after deinterleaving for OS2 
on DPSCH half rate for GMSK Signaling and Data (TU3iFH 900Mhz)
3.4.4 8PSK Speech + 8PSK Best Effort Data

The standardization process of the 8PSK half rate speech bearers is ongoing and the use of the stealing flags has not been decided yet. They should be as the EGPRS ones in order to allow multiplexing without changes of the EGPRS coding schemes (2 bits per burst).
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Figure 9. 8PSK Speech and EGPRS 8PSK data on a DPSCH half rate
Two different schemes were studied (Table 14 & Table 15) using the EGPRS burst structure. As for the GMSK half rate, the identification is performed diagonally over 4 bursts.

Table 14 gives the codewords when two types of traffic are multiplexed through the stealing bits. Simulations were run in order to assess the performance of these codewords. Table 14 sums up the result which are further detailed in Annex B. The false detection probability is 6.4x10-3 at 1% BLER for SACCH. In other words in conditions where SACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs every 3s on the average. In conditions where SACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 0.6s on the average. Such values will limit the performance of the system. So in order to multiplex two types of traffic, the number of the stealing bits has to be increased (more than 2 per burst) and the 8PSK modulated EGPRS coding schemes has to be changed.

Table 15 gives the codewords when three types of traffic are multiplexed through the stealing bits. Simulations were run in order to assess the performance of these codewords. Table 15 sums up the result which are further detailed in Annex B. The false detection probability is 3.5x10-2 at 1% BLER for SACCH. In other words in conditions where SACCH has 1% BLER (C/Ico=10.5dB), one false detection occurs once every 0.5s on the average. In conditions where SACCH has 10% BLER (C/Ico=6.6dB), on false detection occurs every 0.2s on the average. Such values will limit the performance of the system. So in order to multiplex three types of traffic, the number of the stealing bits has to be increased (more than 2 per burst) and the 8PSK modulated EGPRS coding schemes has to be changed.

Content
Stealing Bits
C/Ico at 1% False Detection

type a
0000
9.3dB

type b
1111


Table 14. Stealing bit combinations after deinterleaving for OS2 
on DPSCH half rate and 8PSK Traffic - Set 1 (TU3iFH 900Mhz)
Content
Stealing Bits
C/Ico at 1% False Detection

type a
1001
14.7dB

type b
0100


type c
0010


Table 15. Stealing bit combinations after deinterleaving for OS2 
on DPSCH half rate and 8SK Traffic - Set 2 (TU3iFH 900Mhz)
It therefore appears that OS2 multiplexing of 8PSK voice and 8PSK best effort data on half rate channels will require an increase of the amount of stealing bits (more than 2 per burst), and consequently to change the 8PSK modulated EGPRS coding schemes (MCS5-9).

Besides, because data blocks are now diagonally interleaved, the same issues as the ones raised in §3.4.1 apply here (concerning the AMR DTX, the SID_UPDATE, the performance of EGPRS coding schemes and the granularity difference).

Conclusion

This document has presented several solutions in order to introduce OS2 on DPSCH with a minimal effect on the overall detection performance (see table on the next page). In summary :
· in order to keep the detection performance as high as possible it is suggested not to support the GPRS coding schemes (with the exception of CS1).

· when a different modulation is used for both speech and best effort data, the blind detection of the modulation offer a straightforward multiplexing solution for OS2.

· when the same modulation is used for both speech and best effort data, it is suggested to change the interleaving of the best effort data packets so as to follow the speech frames :

· the diagonal interleaving of data packets allows for OS2 multiplexing of GMSK voice and GMSK best effort data on full rate channels.

· OS2 multiplexing of 8PSK voice and 8PSK best effort data on full rate channels may require an increase of the stealing bits (more than 2 per burst), and consequently to change the 8PSK modulated EGPRS coding schemes (MCS5-9).

· OS2 multiplexing of GMSK voice and GMSK best effort data on half rate channels is possible only if the best effort data packets are diagonally interleaved and limited to CS1 channel coding.

· OS2 multiplexing of 8PSK voice and 8PSK best effort data on half rate channels will require an increase of the amount of stealing bits (more than 2 per burst), and consequently to change the 8PSK modulated EGPRS coding schemes (MCS5-9).

· in general, allowing OS2 on half rate channels raises the question of available throughput for the best effort data. This should be assessed and compared to a DTM alike solution where two half-rate channels are allocated.

Besides, the proposed scheme :

· allows for stealing of the speech frames and could be used for sending “emergency data” such as SIP signaling.

· allows OS2 with EFR and FR speech codecs (not only AMR).

· has all the advantages of a stateless mechanism (simple error recovery, no increase in the complexity).

And it only requires to :

1) change the interleaving of the best effort data block when the same modulation is used for both speech and data.

2) change the stealing bits values in some cases.

Multiplexing for Operational Scenario 2

DPSCH
Modulation
Detection
Limitation
Changes
Comments


Speech
Data





FR
GMSK
GMSK
Stealing Bits
CS1 only for Data

only one combination for FACCH/PACCH
GMSK data packets interleaved as FACCH
same detection performance as a regular TCH





only one combination for FACCH/PACCH

no GPRS coding (with the exception of CS1)

only EGPRS coding
GMSK data packets interleaved as FACCH

new stealing bit values for MCS1-4 and for FACCH
good detection performance


GMSK
8PSK
Modulation
none
none
straightforward OS2


8PSK
GMSK
Modulation
no GPRS coding (with the exception of CS1)
new stealing bit values for MCS 1-4 if FACCH is GMSK modulated

none otherwise
stealing bits required to differentiate between data and FACCH (good detection performance)

straightforward OS2 otherwise


8PSK
8PSK
Stealing Bits
8PSK burst structure has to follow the EGPRS one
8PSK data packets interleaved as speech

new stealing bit values for MCS5-9
WB-AMR not defined yet

detection performance might not be good enough

HR
GMSK
GMSK
Stealing Bits
CS1 only for Data
GMSK data packets interleaved as FACCH/H
same detection performance as a regular TCH





no GPRS coding (with the exception of CS1)

only EGPRS
data packets interleaved as FACCH/H

new stealing bit values for MCS1-4
unacceptable detection performance


GMSK
8PSK
Modulation
none
none.
straightforward OS2


8PSK
GMSK
Modulation
no GPRS coding (with the exception of CS1)
new stealing bit values for MCS 1-4 if FACCH is GMSK modulated

none otherwise
stealing bits required to differentiate between data and FACCH (good detection performance)

straightforward OS2 otherwise


8PSK
8PSK
Stealing Bits
8PSK burst structure has to follow the EGPRS one
8PSK data packets interleaved as speech (2 frames)

new stealing bit values for MCS5-9
8PSK HR Speech not defined yet

unacceptable detection performance
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Annex A - Blind Detection of the Modulation 
Performance over TU3iFH - 900MHz

5. GMSK Burst
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6. 8PSK Burst
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Annex B - Stealing Bit Decoding 
Performance over TU3iFH - 900MHz

In order to assess the overall stealing bit decoding performance, simulations were performed where stealing bit codewords were generated in a random manner. For instance, in the case of GPRS, codewords indicating CS1, CS2, CS3 or CS4 were randomly produced, transmitted and then decoded.

7. GMSK Modulation

In the legend of the figure below :

· (1/x) means that x codewords are used

· xSB means that x stealing bits are used

· xB means that the codewords are mapped over x consecutive bursts 

FACCH, PACCH and SACCH curves are included for reference.
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8. 8PSK Modulation

In the legend of the figure below :

· (1/x) means that x codewords are used

· xSB means that x stealing bits are used

· xB means that the codewords are mapped over x consecutive bursts 

PACCH and SACCH curves are included for reference. 

The EGPRS bit swapping mechanism is included. In other words the stealing bits do not use the weak position of the 8PSK symbols.
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