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Mapping Of A Compressed IP Header To A Radio Bearer.

Introduction

This paper introduces a method of providing an efficient and reliable compressed IP header stream for use with GERAN radio bearers.

The intention is to provide a mechanism through which compressed header packet voice and data streams may be transmitted optimally over the Um achieving similar quality and spectral efficiency to that of existing circuit switched connections in GSM systems for voice calls.

The mechanism is general to real-time packet services being equally applicable to voice and data connections, is compatible with all standardized IETF header compression technologies and has a low implementation impact on existing GSM standards.

Header Compression Overview

There are many header compression algorithms in existence, and in general they operate on a similar basis: remove static and predictable header fields before transmission, and reconstruct the missing fields at the receiving end.

Typically a number of packets are sent with non-compressed or partially compressed header fields since a number of packets are required to determine which fields are static or predictable (i.e. increment by a fixed amount with each sequential packet). When all static and predictable fields have been identified and removed from the header then the header is fully (optimally) compressed.

The compressor at the transmitting end and the de-compressor at the receiving end use the same algorithm and hence the de-compressor is able to predict the values of the missing header fields based on the values of those fields received in preceding non-compressed or partially compressed packet headers without aid from the compressor.

If a transmitted packet is not received by the de-compressor (e.g. due to corruption during transmission) then this will lead to a difference in preceding header field values processed by the compressor and de-compressor – the de-compressor context is said to be ‘stale’. In this case it is necessary to re-establish the de-compression context, which can be achieved by the compressor sending packets with partially compressed headers. The de-compressor discards all packets until the context is re-established. The compressor is informed of the de-compressor state via an acknowledgement message.

The degree of compression achievable may vary during a session since some header fields may fleetingly traverse from a predictable or static nature to an unpredictable nature. The compressor and de-compressor will have a number of compression states, depending upon whether the header fields are to be compressed optimally, or the de-compressor context is being re-established following some arbitrary field changes.

As an example, the compression scheme described in RFC 2508 reduces a IP/UDP/RTP 40 bytes header by 50% simply be removing the static fields for the connection, and produces a fully compressed header of two bytes (assuming the UDP checksum is not used).

Proposal

The Method

The proposed method makes use of the predictability of some packet stream types  (e.g. packet voice streams) and the predictable and sequential nature of the packet delivery over the air interface (when a dedicated channel is being used to transport voice over the air interface) to allow complete elimination of the IP header before transmission, without loss of ability to reconstruct the header at the far end. 

There are two cases:

Case 1: Optimally compressed header containing predictable field changes

Here the IP sequence number increments by one for each packet. In this case the entire compressed header can be removed before transmission, and be fully reconstructed by the de-compressor. 

Case 2: Header Compression is non-optimal, or produces unpredictable field changes

For example, the behaviour of one or more fields of the optimally compressed headers may be unpredictable - the IP sequence number changing in random order. 

In either of the above cases, the PDCP de-compressor will be presented with a complete compressed header. Figure 1 shows the position of PDCP within the GERAN user plane protocol stack.
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Figure 1.
Were headers (or parts thereof) need to be sent to update the de-compressor context, Motorola proposes that these headers be sent over the FACCH. It is proposed that the FACCH flag bits in the Normal Burst are set to zero when the speech frame bits contains a header-less packet in need of full header re-generation. When a full or partially compressed header (or de-compression context update) is sent in a normal burst the FACCH bits are set to one so as to allow the de-compressor header context information to be updated from the speech frame data, and the speech vocoder to blank the lost frame in the same manner as for other FACCH messaging. 

In any packet network it is essential that any corruption of packet headers be discovered before the information is used. The use of the FACCH provides a safe delivery mechanism for header information as the channel coding used on the FACCH is the same as that of Class-1 speech bits (1/2 convolutional coding, 8 block interleaving) and additionally carries a 40-bit CRC.

This method retains 184 raw data bits (456 encoded bits) for speech frames and provides the same for compressed header context update information, as and when required for a header stripped packet voice stream. This is enough capacity to provide a header context update via a single speech frame allowing a maximum context update rate of once every 60ms for TCH/F (once every third speech frame) and every 120ms for TCH/H.

FACCH Usage

Details of the current and proposed usage of the FACCH flag and data bits are detailed in the following text. Figure 2 shows the construction of a GSM Normal Burst.
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Figure 2.

The hl and hu flags are used to indicate fast access control channel bursts (FACCH) as follows:

FACCH/F

A FACCH/F frame of 456 coded bits is mapped on 8 consecutive bursts. The even numbered bits in the first 4 bursts and the odd numbered bits of the last 4 bursts are stolen from the traffic channel.

To indicate this to the receiving device the flags hl(B) and hu(B) have to be set according to the following rule:

hu(B) = 1 for the first 4 bursts
(even numbered bits are stolen);

hl(B)  = 1 for the last 4 bursts
(odd numbered bits are stolen).

FACCH/H

A FACCH/H frame of 456 coded bits is mapped on 6 consecutive bursts by the rule:

e(B,j) = i(B,j)



and


e(B,59+j) = i(B,57+j)
for
j = 0,1,...,56

and

e(B,57) = hl(B)
and
e(B,58) = hu(B)

As a FACCH/H is transmitted on bits which are stolen from the traffic channel, the even numbered bits of the first 2 bursts, all bits of the middle 2 bursts and the odd numbered bits of the last 2 bursts are stolen.

To indicate this to the receiving device the flags hl(B) and hu(B) have to be set according to the following rule:


hu(B) = 1


for the first 2 bursts (even numbered bits are stolen)


hu(B) = 1 and hl(B) = 1
for the middle 2 bursts (all bits are stolen)


hl(B) = 1


for the last 2 bursts (odd numbered bits are stolen)

Therefore, a single full-rate speech frame is stolen by the FACCH/F frame, and two consecutive half-rate speech frames are stolen by the FACCH/H frame.

Transmission Description

It is envisaged that the necessity to transmit a full UDP/RTP/IP header will only be present during the establishment phase of many real-time packet connections (including that of voice). Thereafter minimal header information need be transmitted as required for de-compression context updates. 

Figure 3 shows a schematic diagram for the proposed processing of fully and partially compressed header real-time packets, together with their transmission and reception.

Where allowed by the radio bearer, packets with fully compressed headers are passed to the “PDCP Stripper” which removes the headers. Currently this is not envision for any bearer other than for the voice bearer. In the case of speech, the packet body is small enough (exactly the same assuming the same vocoders are used) to fit in a single speech frame (184 bits / 23 bytes) and is thus interleaved on the air interface as per circuit switched voice connections. 

The headers of packets with partially compressed headers (required for de-compression context updates) are sent to the RLC without stripping by PDCP. Only the header information from these packets is transmitted to the far end via the FACCH, with the packet body (speech data) being discarded either by PDCP or the RLC. 

At the far end the TCH or DCH data is sent by RLC to the PDCP Stripper for header re-construction. The PDCP Stripper then forwards the re-constructed compressed header packet to the PDCP de-compressor. Partially compressed packet headers received via the FACCH are sent directly to the PDCP de-compressor by RLC to provide de-compression context updates. 

A corrupted header received via the FACCH is discarded, and the speech frame is blanked by the vocoder. Updated headers will be sent at each scheduled FACCH frame until the de-compressor signals that is has a valid context to the compressor – again via in-band FACCH signalling.

An Example:

Taking a packet voice connection using RFC-2508 as an example: 

During the set-up of the packet voice connection the static fields of the IP/UDP/RTP headers are transferred to the de-compressor along with the session context identified (CID) so as to initialise the de-compressor context.

Initially after the connection establishment the compressor will generate a partially compressed header - the static fields of the header having been transferred to the de-compressor during connection set-up. If the remaining header is larger than 23 bytes after the static fields are removed (i.e. is too large to fit in a single FACCH frame) then it must be segmented .

The entire partially compressed header will be transferred to the de-compressor via the FACCH using one or more FACCH frames, where it will be used to update the de-compression context. The receiving vocoder will blank the speech after it receives a FACCH frame. This will continue until the compressor is producing optimally compressed headers of two byte length, and the de-compressor has indicated that it has a valid de-compression context via messaging on the reverse FACCH.

When the compressor produces a two byte length compressed header, the information in the compressed header will consist of a compression context identifier (CID) and a timestamp. However, the CID was sent to the de-compressor during connection establishment, along with the source and destination addresses… Similarly, the timestamp of each sequential packet will increment by exactly 20ms, and so both the CID and the timestamp can be removed before transmission, and be successfully recreated by the de-compressor. Note that DTX periods will also be accommodated using this mechanism without the de-compression context becoming stale since timestamp and RTP sequence number of the next packet can be calculated by the de-compressor at all times.

During handover, the non-synchronised nature of the GERAN network may lead to a difference between the expected and received timestamps of packets on the target cell, and so after handover the de-compressor context may be assumed stale, and need to be re-synchronised with the compressor.



Conclusion

This proposal provides an optimal mechanism for high quality and spectrally efficient support of real-time packet services on GERAN networks. The mechanism is compatible with all standardized IETF header compression technologies and has a low implementation impact on existing GSM standards.

It is therefore proposed that this mechanism be adopted in GERAN R00 for the support of real-time packet services, and as such be included in the GERAN PDCP specification sections. 
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Figure 3.
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