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References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. 

2.1
Normative references

[1] 3GPP TS 21.905: Vocabulary for 3GPP Specifications 

[2] 3GPP TS 22.071: Location Services (LCS); Service description - Stage 1

[3] 3GPP TS 22.101: Service principles

[4] 3GPP TS 23.007: Restoration Procedures

[5] 3GPP TS 23.032: Universal Geographical Area Description

[6] 3GPP TS 23.041: Technical Realization of Cell Broadcast Service (CBS)

[7] 3GPP TS 23.271: Functional stage 2 description of location services in UMTS and GSM

[8] 3GPP TS 24.008: Mobile Radio Interface Layer 3 Specificiation (CC/MM); Layer 3 specification 

[9] 3GPP TS 24.030:Location Services (LCS);Supplementary Service Operations  Stage 3

[10] 3GPP TS 24.080: Location Services (LCS); Mobile Radio Interface Layer 3, Supplementary services Specification; Formats Encoding

[11] 3GPP TS 43.051: Overall Stage 2 Description for GSM/EDGE Radio Access Network (GERAN)

[12] 3GPP TS 44.006: MS-BSS Interface Data Link (DL) Layer Specification

[13] 3GPP TS 44.012: Short Message Service Cell Broadcast (SMSCB) Support on the Mobile Radio Interface

[14] 3GPP TS 44.018: Mobile radio interface layer 3 specification; Radio Resource Control Protocol

[15] 3GPP TS 44.031: Mobile Station (MS) - Serving Mobile Location Centre (SMLC) Radio Resource LCS Protocol (RRLP)

[16] 3GPP TS 44.035: Location Services (LCS); Broadcast Network Assistance for Enhanced Observed Time Difference (E-OTD) and Global Positioning System (GPS) Positioning Methods

[17] 3GPP TS 44.071: Mobile Radio Interface Layer 3 Location Services Specification (LCS); Formats and Coding
[18] 3GPP TS 48.008: Mobile radio interface layer 3 specification; Layer 3 specification 

[19] 3GPP TS 48.031: Location Services (LCS); Serving Mobile Location Centre - Serving Mobile Location Centre (SMLC - SMLC); SMLCPP specification

[20] 3GPP TS 48.058: Base Station Controller - Base Transceiver Station (BSC - BTS) interface; Layer 3 specification.

[21] 3GPP TS 48.071: Location Services (LCS); Serving Mobile Location Center – Base Station Subsystem (SMLC-BSS) interface Layer 3 specification

[22] 3GPP TS 49.031: Location Services (LCS); Base Station System Application Part LCS Extension (BSSAP-LE)

[23] 3GPP TS 48.016: General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN) interface; Network Service
[24] 3GPP TS 48.018: General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)
[25] 3GPP TS 44.064: General Packet Radio Service (GPRS); Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) layer specification
4.1
Assumptions

-
SMLC is either an integrated functionality in BSS or a standalone network element within GERAN. 

· LMU is either an integrated functionality in BTS (Type B LMU) or a standalone network element  (Type A LMU) where communication is over the Um interface.


5
GERAN LCS Architecture

Figure 1, shows the general arrangement of the Location Service feature. This illustrates, generally, the relation of LCS Clients and servers in the core network with the GERAN. The definition and operation of LCS entities operating in the core network is outside the scope of the present document. The LCS entities within the GERAN communicate with the Core Network (CN) across the A and Gb interfaces. 

Communication among the GERAN LCS entities makes use of the messaging and signalling capabilities of the GERAN.

As part of their service or operation, the LCS Clients may request the location information of Mobile Station. There may be more than one LCS client. These may be associated with the core network, associated with the GERAN, operated as part of a MS application or accessed by the MS through its access to an application (e.g. through the Internet).

Within the GERAN, the BSC receives authenticated requests for LCS information from the core network across the A and Gb interfaces and passes these to the SMLC. The SMLC may be a standalone network element or functionality that is integrated to the BSC. LCS entities then manage the GERAN resources, including the base station, the LMU, the MS and calculation functions, to estimate the location of the MS and return the result to the Core Network. 
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Figure 1: Functional LCS Architecture in GERAN


6
Signalling Protocols and Interfaces

6.1
Protocol layering in CS domain (in A/Gb mode)
6.1.1
Generic Signalling Model for LCS in CS Domain 

Figure 4 shows the generic signalling model applicable to LCS for signalling interaction in which an SMLC forms at least one of the signalling end points in the circuit switched domain.
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Figure 4: Generic Model for LCS Signalling to an SMLC for CS domain

The functions performed by each protocol layer are as follows:

a)
LCS application protocol – this depends on the other signaling end point (e.g. whether a target MS or LMU) and may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions (e.g. positioning measurements, assistance measurements) and is independent of lower protocol layers.

b)
BSSAP-LE – this is an extension of BSSAP and carries the LCS application protocol signaling units. Necessary functions include identification of the LCS application protocol and identification, where not provided by the network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS application layer protocols.

c)
Network Layer – provides signaling transport between the SMLC and either the other end point or some intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support connection oriented or connectionless signaling. For second generation circuit oriented applications, the network layer is provided using MTP and SCCP. This layer supports segmentation of LCS application layer protocols.

d)
Physical Layer – for second generation circuit oriented applications, SS7 signaling links are supported by the physical layer.

e)
L3 – a protocol layer compatible with or the same as BSSAP-LE.

f)
L2 – logical link layer for the other endpoint

g)
L1 – physical layer for the other end point.

6.2
Protocol layering in PS domain (in A/Gb mode)

6.2.1
Generic Signalling Model for LCS in PS Domain 

The figure below shows the generic signalling model applicable to LCS for signalling interaction in which an SMLC forms at least one of the signalling end points in the packet switched domain.
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Figure x1: Generic Model for LCS Signalling to an SMLC for PS domain

The functions performed by each protocol layer are as follows:

a)
LCS application protocol – this depends on the other signaling end point (e.g. whether a target MS or LMU) and may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions (e.g. positioning measurements, assistance measurements) and is independent of lower protocol layers.

b)
BSSAP-LE – this is an extension of BSSAP and carries the LCS application protocol signaling units. Necessary functions include identification of the LCS application protocol and identification, where not provided by the network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS application layer protocols.

c)
Network Layer – provides signaling transport between the SMLC and either the other end point or some intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support connection oriented or connectionless signaling. For second generation circuit oriented applications, the network layer is provided using MTP and SCCP. This layer supports segmentation of LCS application layer protocols.

d)
Physical Layer – for second generation circuit oriented applications, SS7 signaling links are supported by the physical layer.

e)
L3 – a protocol layer compatible with or the same as BSSAP-LE.

f) L2 – logical link layer for the other endpoint
g) L1 – physical layer for the other end point.
6.2.2
Message Segmentation in PS Domain

Message segmentation is needed to transport any large LCS message that exceeds the message size limitation supported by any GSM interface over which transport is needed.

6.2.2.1
Network Level Segmentation

Segmentation and reassembly of large RRLP, SMLCPP and BSSLAP messages at the network (e.g. SCCP) level may be supported. For message transfer over any interface where network level segmentation is not supported, segmentation at the application level shall be used. This may require support of both network and intermediate level segmentation by certain intermediate entities.

6.2.2.2
Intermediate Level Segmentation

The segmentation of RRLP 3GPP TS 44.031[15], SMLCPP 3GPP TS 48.031[19], and BSSLAP 3GPP TS 48.071 [21] messages is supported by segmentation mechanisms defined in 3GPP TS 48.008 and 3GPP TS 49.031 [22]. Notice that the maximum allowed number of segments in BSSAP-LE [22] is two segments. The sending, receiving and all intermediate entities supporting segmentation shall ensure reliable and sequenced delivery of the message segments by appropriate use of the capabilities supported by lower transport and network level protocols.
6.2.2.3
RRLP Pseudo-Segmentation
The use of several RRLP messages to deliver a large amount of assistance data is called “RRLP pseudo-segmentation”. The maximum allowed size of individual RRLP messages in the PS domain is 400 octets.
6.2.3
Signaling between SMLC and MS

SMLC Signalling to a target MS is accomplished through the Um interface. The figure below shows the protocol layers used to support signaling between an SMLC and target MS.
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Note *: The transport layer may be IP instead of frame relay on the Gb interface, see 3GPP TS 48.016 [23], 3GPP TS 48.018 [24].


Figure x4: Signalling between an SMLC and Target MS
6.2.4
SMLC Signalling to a Type A LMU
Signalling to a Type A LMU is not supported using packet data channels on the Um interface. Notice that the signaling defined for Type A LMU in the CS domain is possible to use for positioning of an MS in the PS domain.
6.2.5
SMLC signaling to a Type B LMU
The same signaling is used for both CS and PS domain for Type B LMU, see section 6.1.6.
6.2.6
SMLC Signalling to a peer SMLC

The same signaling is used for both CS and PS domain for SMLC to SMLC signaling, see section 6.1.7.
6.3
Protocol layering in CS&PS domain (in Iu mode)

LCS in GERAN for Iu mode is FFS.
7.3
Usage of SCCP Connection on the Lb interface in the CS domain
SCCP connection oriented signaling between a SMLC and a BSC is used to support SMLC signaling to a Type A  LMU, a serving BSC, or a target MS. The types of SCCP connections are described below.
7.3.1
SCCP Connection for positioning of a target MS

The BSC establishes this connection when a request is received for a location estimate for a target MS. The BSC sends the BSSAP-LE Perform Location Request to the SMLC inside an SCCP Connection Request message. Signaling between the SMLC and target MS is then relayed by the BSC between this SCCP connection and the main signaling link to the MS. The same SCCP connection is also used to transfer BSSLAP messages between the SMLC and serving BSC. See figure below.
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Figure 14: SCCP based signalling for MS positioning with a SMLC

7.3.2
SCCP connection to access a Type A LMU

The BSC or SMLC establishes this connection to enable LCS messages to be transferred to or from a Type A LMU. The BSC or SMLC sends a BSSAP-LE LMU Connection Request message inside an SCCP Connection Request message. Signaling is subsequently relayed through the BSC using this SCCP connection as shown in the figure below. 
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Figure 15: SCCP based signalling to access a TypeA LMU with a SMLC

7.4
Usage of SCCP Connection on the Lb interface in the PS domain

SCCP connection oriented signaling between a SMLC and a BSS is used to support SMLC signaling to a serving BSS or a target MS. The types of SCCP connections are described below.

7.4.1
SCCP Connection for positioning of a target MS

The BSS establishes this connection when a request is received for a location estimate for a target MS. The BSS sends the BSSAP-LE Perform Location Request to the SMLC inside an SCCP Connection Request message. Signaling between the SMLC and target MS is then relayed by the BSS via the SGSN to the MS. The same SCCP connection is also used to transfer BSSLAP messages between the SMLC and serving BSS. See figure below. RRLP Messages between the SMLC and the MS are carried in BSSGP Position Command/Response messages (see 3GPP TS 48.018 [24]) across the Gb interface and in LLC UI frames (see 3GPP TS 44.064 [25]) across the Um interface.
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Figure y1: SCCP based signalling for MS positioning with a SMLC

8
Common Procedures to Support Positioning

The procedures described in this section enable an SMLC to obtain positioning related information or instigate positioning for a particular target MS. The procedures are applicable to all positioning methods after an SMLC receives a BSSAP-LE Perform Location request for a target MS until a BSSAP-LE Perform Location response is returned to the originator.

8.1
Information Transfer between a SMLC and a Target MS in the CS Domain
A SMLC uses the procedure shown below in order to obtain positioning measurements from a target MS or transfer location assistance information to a target MS in the CS domain after a request has been received from the BSC serving the target MS. More details of the location information transfer procedure between the BSC and MS can be found in 3GPP TS 24.008.
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Figure 16: Information Transfer between a SMLC and a Target MS in CS Domain
1)
The SMLC passes a BSSAP-LE Connection Oriented Information message to the serving BSC containing an embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using the SCCP connection established between the SMLC and BSC for positioning the target MS  If the BSSLAP message is too large to fit in a single BSSAP-LE Connection Oriented Information message, it may be segmented and transferred inside a sequence of BSSAP-LE messages with the last BSSAP-LE message containing a last segment indication and the last RRLP segment. The SMLC shall indicate in the first BSSLAP MS Position Command whether the embedded RRLP message contains a positioning command versus positioning assistance data.

2)
The BSC transfers the embedded RRLP message to the target MS inside an RR Application Information message. If the BSSLAP message was segmented by the SMLC, onward transfer to the MS shall be deferred until all segments have arrived and the complete BSSLAP message is reassembled. The embedded RRLP message shall then be re-segmented if necessary with each RRLP segment transferred in a separate RR Application Information message with the last RR message indicating the last RRLP segment. No later than when the last RR Application Information message has been transferred, the BSC shall start a positioning supervision timer if none is already in progress or restart this if already in progress. If the timer expires before the final response in step 3 is received, the BSC shall return a BSSAP-LE Connection oriented Information message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

3)
When the target MS has positioning information to return to the SMLC, it sends an RR Application Information message to the BSC containing an embedded RRLP message. If the RRLP message is too large to fit in a single RR Application Information message, it may be segmented and carried in a sequence of RR Application Information messages with the last message indicating the last RRLP segment. The last RR Application Information message shall indicate if this is the final response from the MS.

4)
If the timer started in step 2 has already expired, the BSC discards the RRLP message received in step 3. Otherwise, the BSC forwards the RRLP message to the SMLC inside a BSSLAP MS Positioning Response message contained in a BSSAP-LE Connection Oriented Information message. If the RRLP message was segmented, onward transfer to the SMLC shall be deferred until all segments have arrived and the complete RRLP message is reassembled. If the resulting BSSLAP message is too large to fit into a single BSSAP-LE Connection Oriented Information message (e.g. if the RRLP message was segmented),  it shall be segmented. Each segment is then transferred in a separate BSSAP-LE message with the last message containing the last BSSLAP segment. If the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSC may add additional measurement information to the BSSLAP MS Position Response in the last BSSAP-LE message – if necessary, creating a new BSSAP-LE message if message size limitations would be exceeded. The BSC shall stop the supervision timer started in step 2 when the final segment of the final response from the MS has been transferred. If the MS did not indicate a final response in step 2, the SMLC may transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1 and 2 and the MS may return a subsequent response according to steps 3 and 4.

8.1a
Information Transfer between a SMLC and a Target MS in the PS Domain

A SMLC uses the procedure shown below in order to obtain positioning measurements from a target MS or transfer location assistance information to a target MS in the PS domain after a request has been received from the BSC serving the target MS. More details of the location information transfer procedure between the BSC and MS can be found in 3GPP TS 44.064.
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Figure z1: Information Transfer between a SMLC and a Target MS in PS Domain
1) The SMLC passes a BSSAP-LE Connection Oriented Information message to the serving BSS containing an embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using the SCCP connection established between the SMLC and BSS for positioning the target MS. If the BSSLAP message is too large to fit in a single BSSAP-LE Connection Oriented Information message, it may be segmented and transferred inside a sequence of a maximum of two BSSAP-LE messages with the last BSSAP-LE message containing a last segment indication and the last RRLP segment. If the BSSLAP message is too large to fit in a single LLC UI frame (400 octets), the SMLC shall utilise the RRLP pseudo segmentation (see clause 6.2.2.3) and send the data in a sequence of RRLP messages. The SMLC shall indicate in the first BSSLAP MS Position Command whether the embedded RRLP message contains a positioning command versus positioning assistance data.
2) The BSS relays the embedded RRLP message to the target MS inside a BSSGP Position Command message. When the BSSGP Position Command message has been transferred, the BSS shall start a positioning supervision timer if  not already in progress or restart if already in progress. If the timer expires before the final response in step 5 is received, the BSS shall return a BSSAP-LE Connection oriented Information message to the SMLC containing a BSSLAP Abort with a cause of BSS timeout.
3) The SGSN receives the RRLP message in the BSSGP Position Command message and relays it to the MS in an LLC UI frame..
4) When the target MS has positioning information to return to the SMLC, it sends an LLC UI Frame to the SGSN containing an embedded RRLP message.
5) The SGSN relays the RRLP message to the BSS. The RRLP message is sent in a BSSGP Position Response message.
6) If the timer started in step 2 has already expired, the BSS discards the RRLP message received in step 5. Otherwise, the BSS forwards the RRLP message to the SMLC inside a BSSLAP MS Positioning Response message contained in a BSSAP-LE Connection Oriented Information message. If the resulting BSSLAP message is too large to fit into a single BSSAP-LE Connection Oriented Information message,  it shall be segmented into two BSSAP-LE messages. Each segment is then transferred in a separate BSSAP-LE message with the last message containing the last BSSLAP segment. If the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSS may add additional measurement information to the BSSLAP MS Position Response in the last BSSAP-LE message. The BSS shall stop the supervision timer started in step 2 when the final segment of the final response from the MS has been transferred. If the MS did not indicate a final response in step 2, the SMLC may transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1, 2, and 3 and the MS may return a subsequent response according to steps 4, 5, and 6.

8.2
Information Transfer between a SMLC and a BSC

A SMLC uses the procedure shown below in order to obtain positioning related information from the BSC serving a particular target MS after a positioning request has been received from the BSC.
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Figure 17: Information Transfer between a SMLC and a BSC

1)
The SMLC passes a BSSAP-LE Connection Oriented Information message to the BSC containing an embedded BSSLAP message. The BSSAP-LE message is transferred using the SCCP connection previously established between the SMLC and BSC when the positioning request for the target MS was initially sent to the SMLC. The BSC recognizes that it is the final destination due to the presence of the embedded BSSLAP message.

2)
When the BSC has positioning information for the target MS to return to the SMLC, it sends a BSSAP-LE Connection Oriented Information message to the SMLC containing an embedded BSSLAP message. The message is sent using the SCCP connection previously established for positioning the target MS.
8.3
Common Procedures to Support Access to an LMU

The procedures in this section support the transfer of positioning related information and O&M data between an SMLC and a particular LMU associated with the SMLC. These procedures applies to position of an MS in both the CS and the PS domains.
8.3.1
Location Update Procedure between a SMLC and a Type A LMU

The following procedure supports a normal location update from the perspective of a Type A LMU. The location update can occur periodically, on power up, following recovery from some failure condition and when an LMU in idle mode detects that its closest BTS is in another location area. 
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Figure 18: Location Update Procedure between a SMLC and a Type A LMU

1)
If the LMU does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request a SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP Location Updating request to the BSC. This shall indicate that a follow on request is pending if the LMU has more data to send.

2)
Because the BSC serving the LMU is associated with a SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the Location Updating request to the SMLC rather than MSC. If there was previously no SDCCH, this is sent inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

3)
The SMLC performs  normal authentication and ciphering if needed for the LMU. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.

4)
The SMLC returns a DTAP Location Updating Accept to the BSC. Unless the LMU indicated a follow on request, the SMLC may then initiate release of the SDCCH.

5)
The BSC forwards the DTAP message to the LMU. 
8.3.2
IMSI Detach Procedure between a SMLC and a Type A LMU

The following procedure supports a normal IMSI Detach from the perspective of a Type A LMU. This may be instigated if the LMU is to be deactivated – e.g. for offline maintenance.


[image: image13.wmf]LMU

BSC

SMLC

1. DTAP IMSI Detach Indication

2. SCCPCR[BSSMAP Complete Layer 3

Information [IMSI Detach Indication]]


Figure 19: IMSI Detach Procedure between a SMLC and a TypeA LMU

1)
If the LMU does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request a SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP IMSI Detach Indication to the BSC.

2)
Because the BSC serving the LMU is associated with a SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the IMSI Detach Indication to the SMLC rather than MSC. If there was previously no SDCCH, this is sent inside a BSSAP Complete Layer 3 Information message that is contained in an SCCP Connection Request. The SMLC marks the LMU as temporarily inactive and initiates release of the SDCCH.

8.3.3
LCS Information Transfer between a SMLC and a Type A LMU

8.3.3.1
Information Transfer using an SDCCH

The following procedure supports information transfer between a SMLC and a Type A LMU.
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Figure 20: Information Transfer between a SMLC and a Type A LMU

1)
If there is no signaling link yet for an LMU between the SMLC and the BSC serving the LMU, the SMLC sends a BSSAP Paging message to the serving BSC inside an SCCP Unitdata message.

2)
The serving BSC broadcasts an RR Paging Request.

3)
The LMU sends a Channel Request message containing an LMU establishment cause to request an SDCCH. After assignment of the SDCCH, the LMU returns an RR Paging Response.

4)
Because the BSC serving the LMU is associated with a SMLC and the Channel Request message in step 3 contained an LMU establishment cause, the BSC transfers the Paging Response to the SMLC, rather than MSC, in a BSSAP Complete Layer 3 Information message contained in an SCCP Connection Request.

5)
The SMLC performs normal authentication and ciphering if this is needed for the LMU. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.

6)
If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the BSC. Each DTAP-LE message contains an embedded LLP message and an indication of whether release of the SDCCH by the LMU is forbidden. Each DTAP-LE message is transferred by the BSC to the LMU.

7)
The SMLC may initiate release of the SDCCH to the LMU by sending a BSSAP Clear Command to the BSC.

8)
The BSC returns a BSSAP Clear Complete.

9)
The BSC orders release of the SDCCH by sending an RR Channel Release to the LMU.

10)
The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

11)
When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC.

12)
Because the BSC serving the LMU is associated with a SMLC and the Channel Request message contained an LMU establishment cause, the BSC forwards the CM Service Request with an indication that this came from an LMU to the SMLC, rather than MSC, inside a BSSAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

13)
The SMLC performs authentication and ciphering if needed for the LMU. Otherwise, a CM Service Accept is returned. The SMLC shall not assign a TMSI to the LMU to avoid duplicating a TMSI assigned to a normal MS by a VLR.

14)
The LMU sends one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the serving BSC each containing an embedded LLP message. The BSC forwards each DTAP-LE message to the SMLC.
8.3.3.2
Information Transfer using a TCH
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Figure 21: Information Transfer between a SMLC and a Type A LMU using a TCH

1)
The SMLC establishes a signaling connection to the LMU using an SDCCH.

2)
The SMLC sends a DTAP Setup to the LMU with the requested bearer capability.

3)
The LMU returns a DTAP Call Confirmed.

4)
The SMLC initiates traffic channel assignment by sending a BSSAP Assignment Request to the BSC.

5)
The BSC requests channel activation in the BTS and then sends an RR Assignment Command to the LMU.

6)
The LMU acknowledges TCH assignment.

7)
The BSC confirms TCH assignment.

8)
The LMU confirms call establishment.

9)
The SMLC acknowledges the LMU confirm.

10)
DTAP-LE Connection Oriented Information messages are transferred between the SMLC and LMU on the established TCH: these are transparent to the BSC.

11)
The SMLC initiates release of the TCH by sending a DTAP Disconnect to the LMU

12)
The LMU returns a DTAP Release.

13)
The SMLC sends a DTAP Release Complete.

14)
The SMLC initiates release of the TCH by sending  a BSSAP Clear Command to the BSC.

15)
The BSC returns a BSSAP Clear Complete.

16)
The BSC orders release of the TCH by sending an RR Channel Release to the LMU.

17)
The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

8.3.4
LCS Information Transfer between a SMLC and a Type B LMU

A SMLC uses the procedure shown below in order to exchange LCS information with a TypeB LMU.
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Figure 22: Information Transfer between a SMLC and a Type B LMU

1)
The SMLC passes a BSSAP-LE Connectionless Information message to the BSC containing an embedded LLP message and the LAC/CI cell address identifying the LMU. The BSSAP-LE message is transferred inside an SCCP Unitdata message.

2)
The BSC transfers the embedded LLP message to either the BTS associated with the LMU or the LMU itself inside a Location Information message. The BTS or LMU is identified using the LAC/CI received in step 1.

3)
When the LMU has positioning information to return to the SMLC, either it or its associated BTS transfers this to the BSC inside a Location Information message..

4) The serving BSC forwards the LLP message to the SMLC inside a BSSAP-LE Connectionless Information message contained in an SCCP Unitdata message. The BSSAP-LE message contains the LAC/CI address identifying the LMU.

8.5
Exception Procedures

The procedures in this section apply to all location procedures where a BSSAP-LE Perform Location Request has been sent to an SMLC by a BSS requesting some location service (e.g. provision of a location estimate for a target MS or transfer of assistance data to a target MS).

8.5.1

Procedures in the SMLC

When a request for a location estimate fails due to failure of a position method itself (e.g. due to inaccurate or insufficient position measurements and related data) and the SMLC is unable to instigate another positioning attempt (e.g. due to a requirement on response time), the SMLC may return a BSSAP-LE Perform Location response containing a less accurate location estimate (e.g. based on serving cell and timing advance). If a less accurate estimate is not available or will not meet the accuracy requirement, the SMLC shall instead return a BSSAP-LE Perform Location response message containing no location estimate and indicating the cause of failure. 

When a request for any other location service (e.g. transfer of assistance data to a target MS) fails for any reason and the SMLC is unable to reattempt the service, the SMLC shall return a BSSAP-LE Perform Location response message indicating the cause of failure.

When a location service request is interrupted by some other unrecoverable error event inside the SMLC, the SMLC shall immediately terminate the location service attempt and return a BSSAP Perform Location Response message containing the reason for the location service cancellation. In that case, any dialogue previously opened with an LMU or BSS for the purpose of instigating position measurements for any MS being located may also be aborted by the SMLC.

If the SMLC receives a BSSAP-LE Perform Location Abort indication for a previous location service request from the  BSS, it shall immediately terminate the location service attempt and may abort any dialogues used for the location service attempt that may still exist with any LMUs.  The circumstances of the abort may still ensure cancellation of any such procedure (see section on BSS).

If the SMLC has instigated any location releated procedure in the Target MS or its serving BSS and receives a BSSLAP Reject, BSSLAP Abort or BSSLAP Reset indication from the BSS, it shall cancel the location service attempt and may abort any dialogues for this that currently exist with any LMUs. For a BSSLAP Abort, the SMLC shall then either return any location estimate already derived, if this was requested and is sufficient for the requested QoS, or return a BSSAP-LE Perform Location response indicating failure of the location service and the cause of the failure in the BSSLAP Abort. For a BSSLAP Reject and BSSLAP Reset, the SMLC has the additional option of restarting the location service attempt and using the same or a different position method where a location estimate was requested. A decision to restart the location service shall take into account the cause of the location service failure as conveyed in the BSSLAP Reject or BSSLAP Reset and whether, in the case of successful intra-BSC handover, the new cell for the target MS is still associated with the SMLC. If the SMLC receives a BSSLAP Reject or BSSLAP Reset with a cause indicating intra-BSC handover and with a new cell identity for the target MS that is not associated with the SMLC, the SMLC shall return a BSSAP-LE Perform Location response containing either a location estimate, if requested, available and sufficient for the requested QoS, or a failure cause indicating “intra-BSC” handover.

8.5.2
Procedures in an LMU

An LMU shall return an error indication to its controlling SMLC when location measurements previously ordered by the SMLC cannot be provided due to any error condition.

8.5.3
Procedures in the BSC in the CS Domain
8.5.3.1
General Procedures

The BSC serving a target MS shall supervise any network or MS location service procedure, including transfer of positioning assistance data to an MS, and shall only allow one such procedure to be active at any time. If a new procedure is instigated by the SMLC for any target MS, the BSC shall cancel any previous procedure without notifying the SMLC or target MS. The new procedure shall then be treated according to the prevailing conditions. If a location information transfer to an MS initiated by an SMLC is not active, the BSC shall discard any RRLP message or message segment received from the MS.  This precludes the initiation of any location service procedure from an MS.

Depending on the location procedure and its current state of execution, a serving BSC may chose to defer certain radio related events (e.g. handover) to avoid interference with location – refer to the later sections for each position method. A serving BSC shall abort all existing location related procedures for a particular target MS without notifying a target MS if the DCCH to the target MS or the SCCP connection to the SMLC is released. In the event of an abort with a SMLC, the BSC shall attempt to notify the SMLC using a BSSAP-LE Perform Location Abort.

8.5.3.2
Rejection of an SMLC Positioning Request

The BSC may reject any request from an SMLC for positioning or transfer of assistance data for a target MS if the request cannot be performed for reasons other than interaction with handover or other RR management. If the request is rejected, the BSC shall return a BSSLAP Reject to the SMLC containing the cause of rejection.

8.5.3.3
Interaction with Inter-BSC Handover

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an inter-BSC handover procedure is ongoing and shall return a BSSLAP Abort to the SMLC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in progress if inter-BSC handover is needed and is not precluded by the particular location procedure and its current state. When a location procedure is terminated, the BSC shall return a BSSLAP Abort message to the SMLC after the BSSAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

8.5.3.4
Interaction with Intra-BSC Handover and other RR Management Procedures

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an intra-BSC handover or other intra-BSC RR management procedure involving the target MS is ongoing and shall return a BSSLAP Reset to the SMLC when the handover or other RR management procedure is complete or has timed out in the BSC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in progress if an intra-BSC handover or other intra-BSC RR management procedure is needed and is not precluded by the particular location procedure and its current state. When location procedure is terminated, the BSC shall return a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS (e.g. TA value).

8.5.3.5
Priority of Handover and Other RR Management Procedures

If the transfer of RRLP messages between an SMLC and target MS is interrupted by intra-BSC handover, inter-BSC handover or any other intra-BSC RR management procedure, the BSC shall avoid delay to the handover or RR management procedure by employing the preemption capability defined in 3GPP TS 44.006 and 3GPP TS 24.008. This allows an RR Handover Command or other RR management command sent to the target MS to be assigned a “high” priority at the data link level enabling preemption of “low” priority RR Application Information messages (carrying RRLP messages) which may have been sent earlier. This procedure ensures that any RRLP data still untransmitted to the MS will be preempted (and discarded) by the data link layer in the BTS prior to transmission of the Handover Command or other RR Management command.

8.5.3.6
Interaction with Segmentation

When requested to transfer a segmented RRLP message between an SMLC and target MS, the BSC shall discard all received RRLP segments if the transfer procedure in the BSC cannot be supported or is aborted. The BSC need not wait until all RRLP segments are received before notifying the SMLC of the failure of the RRLP procedure with a BSSLAP Abort, Reject or Reset message.

If a location service procedure for a target MS is not currently underway or previously failed, the BSC shall discard all BSSLAP segments received from an SMLC for this MS until it receives the first or only segment of a new BSSLAP message.  Once a location service procedure has been started involving RRLP message transfer to a target MS, the BSC shall discard all RRLP segments received from the MS until it receives the first or only segment of a new RRLP message. The new RRLP message shall then be treated according to the state of the RRLP message transfer as described in section 8.1.

Further details regarding transfer and segmentation of RRLP messages between a BSC and MS can be found in 3GPP TS 24.008.

8.5.3.7 
Overload

The BSC may indicate an inability to support location due to overload by rejecting with a cause indicating congestion a BSSAP Perform Location request received from the MSC. If a SMLC has rejected a request from the BSC to perform location with a cause indicating congestion, the BSC shall convey the rejection and cause to the MSC if the request was MSC initiated. If the request was initiated by the BSC, the BSC may reduce the frequency of its location requests to the SMLC according to the rules in 3GPP TS 49.031, which give precedence to location service requests with a higher priority.

8.5.4
Procedures in the BSS in the PS Domain

8.5.4.1
General Procedures

The BSS serving a target MS shall supervise any network or MS location service procedure, including transfer of positioning assistance data to an MS, and shall only allow one such procedure to be active at any time for any one TLLI. If a new procedure is instigated by the SMLC for any target MS, the BSS shall cancel any previous procedure without notifying the SMLC or target MS. The new procedure shall then be treated according to the prevailing conditions. If a location information transfer to an MS initiated by an SMLC is not active, the BSS shall discard any RRLP message or message segment received from the MS via the SGSN.

A serving BSS shall abort all existing location related procedures for a particular target MS without notifying a target MS if the SCCP connection to the SMLC is released. In the event of an abort when no BSSLAP procedure is active, but a location procedure is active, the BSS shall attempt to notify the SMLC using a BSSAP-LE Perform Location Abort.
A serving BSS shall abort all existing location related procedures for a particular target MS if the radio connection to the MS is lost. The SMLC shall be notified with a BSSAP-LE Perform Location Abort if no BSSLAP procedure is currently active. If there is an active BSSLAP procedure, the BSSLAP Abort message shall be sent to the SMLC.
8.5.4.2
Rejection of an SMLC Positioning Request

The BSS may reject any request from an SMLC for positioning or transfer of assistance data for a target MS if the request cannot be performed. If the request is rejected, the BSS shall return a BSSLAP Reject to the SMLC containing the cause of rejection.

8.5.4.3
Interaction with Segmentation

When requested to transfer a segmented RRLP message between an SMLC and target MS, the BSS shall discard all received RRLP segments if the transfer procedure in the BSS cannot be supported or is aborted.

If a location service procedure for a target MS is not currently underway or previously failed, the BSS shall discard all BSSLAP segments received from an SMLC for this MS until it receives the first or only segment of a new BSSLAP message.

8.5.4.4 
Overload

The BSS may indicate an inability to support location due to overload by rejecting with a cause indicating congestion a BSSAP Perform Location request received from the SGSN. If a SMLC has rejected a request from the BSS to perform location with a cause indicating congestion, the BSS shall convey the rejection and cause to the SGSN if the request was initiated by the SGSN. If the request was initiated by the BSS, the BSS may reduce the frequency of its location requests to the SMLC according to the rules in 3GPP TS 49.031, which give precedence to location service requests with a higher priority.
8.5.5 Procedures in the SGSN
When the SGSN receives a Cell Update during a location services procedure, it shall note the new cell for use in message delivery to the MS.

When the SGSN receives an Inter-BSC Routing Area Update request from an MS or a SGSN Context Request from a SGSN for an MS that is involved in a location services procedure, it shall send a BSSGP Perform Location Abort message to the old BSS.
If the SGSN receives an RRLP message in a BSSGP Position Command message for an MS in GMM State Stand-By, it shall page the MS before it delivers the RRLP message.
If the P-TMSI is reallocated during a location services procedure, the SGSN shall abort the procedure by sending the BSSGP Perform Location Abort message to the BSS (identifying the MS with the old TLLI).

If a GPRS Suspension Request is received for an MS currently involved in a location services procedure
, the SGSN shall abort the procedure by sending the BSSGP Perform Location Abort message to the BSS.
9.1.2
Positioning Procedure Initiation from an Internal LCS Client for CS Domain
The figure below illustrates how a serving BSC may obtain the location of a target MS that is already in dedicated mode on behalf of some PLMN operator LCS client in GERAN – e.g. to support handover.  The procedure is valid when local regulatory requirements do not require privacy checking for PLMN operator initiated location.
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Figure 27: Positioning Procedure Initiation from an Internal LCS Client  

1) An LCS client within the GERAN requests the current location of a target MS from the serving BSC

2) The common positioning procedures for CS domain are executed see Figure 28 below.  The BSC returns the MS location estimate to the requesting LCS client.

9.1.3
Core Network Position Procedure Initiation over the Gb interface

This procedure is used by the Core Network to start the positioning procedure in GERAN over the Gb interface.
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Figure zz: Positioning Procedure Initiation Over Gb Interface

1) The SGSN sends the BSSGP Perform Location Request message to request the BSC to start the positioning procedure. The TLLI, IMSI, DRX Parameters, Current BVCI for the MS, Current NSEI for the MS, Location Type, Current Cell Identifier, and LCS Capability IEs are always included. The IMSI, DRX Parameters, Current BVCI for the MS, Current NSEI for the MS shall be stored in the SCCP signaling context towards the SMLC for potential use in a TA Request procedure later on. Depending on the type of location request, additional parameters may be included in the BSSGP Perform Location Request message to provide LCS Client Type, LCS Priority, LCS Quality of Service, and GPS Assistance Data.

2) The common positioning procedures for PS domain are executed (see below).

3) The BSC sends the BSSGP Perform Location Response message to the SGSN. The TLLI is always included. A location estimate, positioning data, deciphering keys, or LCS Cause may be included.
9.1.4
Positioning Procedure Initiation from an Internal LCS Client for PS Domain

The figure below illustrates how a serving BSS may obtain the location of a target MS that is already in packet transfer mode on behalf of some PLMN operator LCS client in GERAN.  The procedure is valid when local regulatory requirements do not require privacy checking for PLMN operator initiated location.
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Figure zz: Positioning Procedure Initiation from an Internal LCS Client  

1) An LCS client within the GERAN requests the current location of a target MS from the serving BSS. The TLLI is used to identify the MS.
2) The common positioning procedures for PS domain are executed see below.

3) The BSS returns the MS location estimate to the requesting LCS client.
9.2
Common Positioning Procedure for CS Domain

This procedure is common to all positioning methods in the CS domain. 
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Figure 28 :Common Positioning Procedure for CS Domain

1) The BSC sends the BSSAP-LE Perform Location Request message to request the SMLC to start the positioning procedure.

2) If location information is requested and the location accuracy within the QoS, if provided, can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a BSSAP-LE Perform Location Response message immediately. Otherwise, the SMLC determines the positioning method and instigates the particular message sequence for this method defined in subsequent sections. If the position method returns position measurements, the SMLC uses them to compute a location estimate. If there has been a failure to obtain position measurements, the SMLC may use the current cell ID and, if available, TA value to derive an approximate location estimate. If a computed location estimate is returned for an MS based position method, the SMLC may verify consistency with the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested accuracy or the location attempt failed, e.g. due to missing data, and sufficient response time still remains, the SMLC may instigate a further location attempt using the same (e.g. providing more assistance data to MS) or a different position method. If a vertical location co-ordinate is requested but the SMLC can only obtain horizontal co-ordinates, these may be returned. Requirements on the geographic shape encoded within the ‘position information’ parameter may exist for certain LCS client types. The SMLC shall comply with any shape requirements defined in 3GPP. Note, some countries may want shape requirements defined for a specific LCS client type in relevant national standards.

If location assistance data is requested, the SMLC transfers this data to the MS as described in subsequent sections. The SMLC determines the exact location assistance data to transfer according to the type of data specified by the MS, the MS location capabilities and the current cell ID. If deciphering keys are requested the SMLC obtains the current keys.

3) The SMLC sends the BSSAP-LE Perform Location Response message to the BSC containing any location estimate or deciphering keys.  In case of failure the cause value may be included. 

9.2a
Common Positioning Procedure for PS Domain

This procedure is common to all positioning methods in the PS domain. 
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Figure zy1:Common Positioning Procedure for CS Domain

1) The BSC sends the BSSAP-LE Perform Location Request message to request the SMLC to start the positioning procedure. The TLLI, Location Type, and Current Cell Identifier, and LCS Capability IEs are always included. If the Timing Advance value for the MS is available in the BSS, it shall be included. Depending on the type of location request, additional parameters may be included to provide Measurement Report, LCS Client Type, LCS Priority, LCS Quality of Service, and GPS Assistance Data.
2) If location information is requested and the location accuracy within the QoS, if provided, can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a BSSAP-LE Perform Location Response message immediately. Otherwise, the SMLC determines the positioning method and instigates the particular message sequence for this method defined in subsequent sections. If the position method returns position measurements, the SMLC uses them to compute a location estimate. If there has been a failure to obtain position measurements, the SMLC may use the current cell ID and, if available, TA value to derive an approximate location estimate. If a computed location estimate is returned for an MS based position method, the SMLC may verify consistency with the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested accuracy or the location attempt failed, e.g. due to missing data, and sufficient response time still remains, the SMLC may instigate a further location attempt using the same (e.g. providing more assistance data to MS) or a different position method. If a vertical location co-ordinate is requested but the SMLC can only obtain horizontal co-ordinates, these may be returned. Requirements on the geographic shape encoded within the ‘position information’ parameter may exist for certain LCS client types. The SMLC shall comply with any shape requirements defined in 3GPP. Note, some countries may want shape requirements defined for a specific LCS client type in relevant national standards.

If location assistance data is requested, the SMLC transfers this data to the MS as described in subsequent sections. The SMLC determines the exact location assistance data to transfer according to the type of data specified by the MS, the MS location capabilities and the current cell ID. If deciphering keys are requested the SMLC obtains the current keys.

3) The SMLC sends the BSSAP-LE Perform Location Response message to the BSC. The TLLI is always included. A location estimate, positioning data, deciphering keys, or LCS Cause may be included.
9.3
TA Based Positioning in CS Domain

The TA is based on the existing Timing Advance (TA) parameter. The TA value is known for the serving BTS. To obtain TA values in case the MS is in idle mode a special call, not noticed by the GSM subscriber (no ringing tone), is set up. The cell-ID of the serving cell and the TA is returned as the result of the TA.

9.3.1
Definition of TA states

9.3.1.1
MS in IDLE State

In IDLE state the MS may be paged or may request an originating (e.g. emergency) call. The paging response message or CM Service Request, in each case respectively, received in COMPLETE_LAYER_3 message may contain location information that includes the TA value. If available, the TA value and other location information shall be provided to the SMLC by the requesting BSC along with the current serving cell ID in the BSSAP-LE Perform Location request. This enables TA based positioning in the SMLC without any further interactions.

9.3.1.2
MS in DEDICATED State

In DEDICATED state the SMLC shall send a TA_REQUEST to request the TA value from the serving BSC. The BSC shall respond with a TA_RESPONSE carrying the TA value and possibly other radio measurements from the MS. The associated procedure is described in the next section. 

9.3.2
TA Positioning Procedure in CS Domain
This TA positioning procedure is generic for a standalone SMLC or integrate SMLC in the BSC.
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Figure 29: TA Positioning Procedure for the SMLC in the CS Domain
1)
The SMLC sends a BSSAP-LE Connection Oriented Information message to the BSC serving a particular target MS. The APDU parameter in this message contains a BSSLAP TA Request.

2)
The BSC returns the current TA value and current serving cell for the target MS to the SMLC in a BSSLAP TA response contained within a BSSAP-LE Connection Oriented Information message. The TA response may also include the latest measurement results received from the target MS for the serving and neighbouring cells. The SMLC then derives a location estimate for the target MS based on the received serving cell ID, TA value and other measurement results if included.

9.3.3
Unsuccessful TA positioning procedure in BSC

There are three messages defined to handle error scenarios during positioning procedure in BSC. 
The messages  are 1) Reject, 2)  Abort and 3)  Reset.  Refer to 3GPP TS 48.071[21] for details.

After receiving the  BSSLAP TA Request  in BSC, a Reject will be sent with proper cause value from BSC to SMLC in "BSSAP-LE Connection Oriented Information Message" if TA positioning  cannot be performed in BSC at that time for reasons other than handover or another ongoing RR management procedure.

An Abort or Reset is possible if the TA positioning cannot be done in BSC during that time. Reset  is sent to SMLC to indicate when the positioning needs to be restarted after temporary interruption due to intra BSC HO or other intra-BSC RR management. Abort is used to indicate to SMLC the failure of the current TA positioning attempt (e.g. due to inter-BSC handover) and allowing a new one from application level.

9.5
TA Based Positioning in PS Domain

The TA is based on the existing Timing Advance (TA) parameter. The TA value is known for the serving BTS. To obtain TA values in case the MS is in packet idle mode and the value is not available in the BTS signalling is used to retrieve it. The cell-ID of the serving cell and the TA is returned as the result of the TA procedure.
If available, the TA value shall be provided to the SMLC by the requesting BSS in the BSSAP-LE Perform Location request. This enables TA based positioning in the SMLC without any further interactions. The current serving cell ID shall always be provided by the BSS to the SMLC.
9.5.1
Definition of PS Domain TA Modes

9.5.1.1
MS in Packet Idle Mode
When the BSS receives a TA Request message and the MS is in Packet Idle Mode the MS may be paged or may be sent a Packet Polling Request message. If there is a PBCCH allocated in the current cell, the BSS will send a Packet Polling Request message to the MS. If there is no PBCCH allocated in the current cell, the BSS will perform packet paging (sends a Paging Request Type 1, 2, or 3 message) for the MS.
The paging response message or Packet Control Acknowledgement message will provide the TA value to the BSS and this will be provided to the SMLC, possibly together with other radio measurements from the MS, in the TA Response message. The associated procedure is described below.
9.5.1.2
MS in Packet Transfer Mode
When the BSS receives a TA Request message and the MS is in Packet Transfer Mode the MS shall  be sent a Packet Polling Request message to the MS.

The Packet Control Acknowledgement message will provide the TA value to the BSS and it will be provided to the SMLC, possibly together with other radio measurements from the MS, in the TA Response message. The associated procedure is described in the next section.

9.5.2
TA Positioning Procedure

This TA positioning procedure is generic for a standalone SMLC or integrate SMLC in the BSS.
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Figure xz: TA Positioning Procedure for the SMLC in the PS Domain
1) If the SMLC has not already received the TA Value in the BSSAP-LE Perform Location Request message, the SMLC sends a BSSAP-LE Connection Oriented Information message to the BSS serving a particular target MS. The APDU parameter in this message contains a BSSLAP TA Request.
2) The BSS either performs a packet paging procedure or sends a Packet Polling Request message (for details, see clause 9.5.1).
3) The MS responds to the BSS.
4) The BSS returns the current TA value and current serving cell for the target MS to the SMLC in a BSSLAP TA response contained within a BSSAP-LE Connection Oriented Information message. The TA response may also include the latest measurement results received from the target MS for the serving and neighbouring cells. The SMLC then derives a location estimate for the target MS based on the received serving cell ID, TA value and other measurement results if included.

9.5.3
Unsuccessful TA positioning procedure in BSS
There are three messages defined to handle error scenarios during positioning procedure in BSS. 
The messages  are 1) Reject, 2)  Abort and 3)  Reset.  Refer to 3GPP TS 48.071[21] for details.

After receiving the  BSSLAP TA Request  in BSS, a Reject will be sent with proper cause value from BSS to SMLC in "BSSAP-LE Connection Oriented Information Message" if TA positioning cannot be performed in BSS at that time for reasons other than handover or another ongoing RR management procedure.

An Abort or Reset is possible if the TA positioning cannot be done in BSS during that time. Reset  is sent to SMLC to indicate when the positioning needs to be restarted after temporary interruption due to intra-BSS HO or other intra-BSS RR management. Abort is used to indicate to SMLC the failure of the current TA positioning attempt (e.g. due to inter-BSS handover) and allowing a new one from application level.
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