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Architecture Alternatives for supporting Generic Access to A/Gb interface
1. Introduction

This contribution presents a functional architecture proposal to support generic access to the A/Gb interface.

2. Proposed Option

2.1
Functional Architecture

An option for the Generic Access Network architecture is illustrated below. 
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Figure 1: GAN Functional Architecture

2.2
Functional Entities

2.2.1
Mobile Stations (MS)

The MS contains a new functional block to access a generic access network (GAN).

2.2.2
Generic Access Network Controller (GANC)

The Generic Access Controller (GANC) appears to the core network as a GERAN base station subsystem (BSS). This entity mimics the role of the BSC in the GERAN architecure as seen from the perspective of the A/Gb interface. Thus the CN to which the GANC is connected to, is unaware of the different access mechanism being supported by the GANC compared to the BSC. A generic IP access network provides connectivity between the MS and the GANC.
The functionality provided by the GANC includes the following:

-
User plane speech services: 

Inter-working speech bearers over Up interface to speech bearers over A-interface, including transcoding voice to/from the MS to PCM voice from/to the MSC (when TFO/TrFO features are not being utilized).

- 
User plane data services: 

Inter-working data transport channels over Up interface to packet flows over Gb interface

-
Control plane functionality 

-
Security Gateway (SGW) for the set-up of secure tunnel with MS for mutual authentication, encryption and data integrity

-
Registration for GAN service access and providing system information 

-
Set-up of GAN bearer paths for CS and PS services. This includes establishment, management, and teardown of signaling and user plane bearers between the MS and the GANC.  

-
GAN functions equivalent to GSM RR and GPRS RLC such as for paging and handovers. 

-
Transparent transfer of L3 messages between the MS and core network

Note: The AAA server is out of scope of the current study. It is used to authenticate the MS when it first sets up a secure tunnel to the GAN, specifically to the SGW. 

2.3
Interfaces

2.3.1
A/Gb Interfaces

The GAN co-exists with the GERAN and interconnects to the core network via the same interfaces used by a standard GERAN BSS network element:

-
GSM A-interface for circuit switched voice services 


No changes are seen necessary to the A interface protocols.

-
GPRS Gb-interface for packet data services 


No changes are seen necessary to the Gb interface protocols.

2.3.2
Up Interface

A single new interface, the Up interface, is defined between the GANC and the MS.
2.3.3
Wm Interface

The Wm interface is used between the GANC-SGW and AAA server, as defined by 3GPP TS 23.234. The Wm interface is out of scope of the current study. 

2.4
High Level Description of Generic Access 

The following provides a general outline for how an MS accesses a generic access network which in turn is connected to the core network through the A/Gb interfaces, using the proposed GAN functional architecture:

1. The MS shall first setup a secure tunnel over the new access interface Up, with the GANC-SGW. The identity of the GANC and its SGW, in terms of the IP address or equivalent shall be made known to the MS through any one of various mechanisms, such as provisioning in the terminal, etc. The MS shall be authenticated and authorized using SIM credentials, via the AAA server.

2. The MS shall then setup a signaling connection over the Up with the GANC and register with the GAN. During GAN registration, the MS provides information regarding its identity, location and capabilities. If the GAN accepts the registration, it provides system information to the MS, which is required for obtaining all the supported services and potentially handover functionality. The stored MS identity is used by the GAN, to support unicast paging using the Up signaling connection to the MS and other functions. 
3. At this point, the MS can switch from GERAN mode to GAN mode. Layer 3 messages (MM, CC, CM, SS) are transparently transferred to the core network through the signaling connection over the Up interface. When needed, the GANC and MS set up CS-domain and PS-domain user plane bearers over the GAN. GANC also provides additional functions to support handovers, etc.
Identification by the MS of availability of generic access is out of scope of the current study.

3. Proposal

It is proposed to capture the text in section 2.1 – 2.3 in the TR on the feasibility study as one architecture option for supporting Generic Access.
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