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Enhanced GAN architecture and proposed protocol stacks
1. General

The purpose of eGAN is to eliminate the inefficiency and hence latency for PS services.  It can be done by eliminating unnecessary interface between GANC and SGSN by combining GANC and SGSN into one box – an eGANC.   

By removing the Gb interface and unnecessary stacks, only IPsec layer and some intelligence is present between eGANC and client when the user is in WLAN.  Also, Gn is present for the north side of eGANC toward GGSN.  As a result, the eGANC will terminate IPsec from the client and provide Gn toward GGSN.  

2. Protocol stack

The proposed protocol stack is shown in Figure 1 and Figure 2 for control plane and user plane, respectively.
eGAN-PA (packet access) is the intelligent layer that provides the subset of TS 24.008’s SM functionality.  More specifically, eGAN-PA only handles ‘PDP context’ related messages.
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Figure 1 eGAN stack - Control plane
For user plane, the eGANC has the intelligence of identifying the flows (e.g. PDP contexts) inside one IPsec tunnel and mapping each flow to GTP tunnel based on the control plane signaling.  Flow identification can be done either via an IETF mechanism like RFC 2207 or some other mechanisms using IP header extension at the client and the eGANC.  The flow to GTP mapping is done at the eGANC using eGANC functionality.
Note that there are no extra layers needed in user plane, except the required IPsec layer.  This increases the efficiency from PS side greatly.
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Figure 2 eGAN stack - User plane

3. Client architecture
Inside the client, the intelligence lies in the GAN client.  The GAN client decides where to send the packets based on the access technology used.

For user plane, the client lies below application IP layer.  If the user is accessing the GPRS, then the client uses GPRS-SAP to send the packets to SNDCP layer.  If the user is accessing the WLAN, then the client uses WLAN-SAP to send the packets to remote IP layer for IPsec.  
This remote IP layer is terminated at the eGANC, and the IP address is assigned by the eGANC.  This layer has nothing to do with the application IP and only provides the IPsec transport to carry the application payloads.

GAN client behaves similar for the control plane, too.  When a user is accessing GPRS, then the client uses GPRS-SAP to access GMM/SM/SMS.  When a user is accessing WLAN, the client uses WLAN-SAP to access eGAN-PA, a subset of SM.  The client keeps track of control plane interaction to choose the user plane SAP.
Figure 3 shows the Client stack for user plane and control plane.
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Figure 3 Client protocol stack - User plane & control plane
4. Conclusion & Proposal
The PS efficiency can be greatly enhanced by removing unnecessary stacks, interfaces, and the conversion points.  By combining GANC with SGSN (resulting in eGANC), no conversion (between IP and non-IP) is needed and the number of user plane nodes are reduced.  There is much less protocol stack to support, too.
It is, therefore, proposed to adopt this approach as a technical solution for enhanced GAN.
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