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1
Introduction

During the current ad-hoc GERAN2 discussed various topics related to networks sharing, cell barring and access control for clean slate CIoT. It was desired to have a common operator view on those topics in order to accelerate the discussion and specification work taking into account the limited time frame to finalise the normative work while keeping the complexity and related cost significantly down.
2
Discussion

2.1

Support for Network Sharing 

The proponents think that network sharing for CIoT is essential in order to get a quick and cost efficient large scale coverage for CIoT. Also the guidance in 3GPP is that any new features shall support network sharing natively – which is already reflected in [TR 45.820].
Cellular radio systems like UMTS and LTE naturally support network sharing by allowing to transmit multiple PLMN identities on the systems BCCH. This principle denoted as “MOCN” is available in UMTS since Rel-6 and LTE since Rel-8.

For support of network sharing it is important that such a functionality is initially supported with a new system design like we have done in LTE, rather than adding it at a later stage like in UMTS. 
Proposal 1: The “MOCN” concept of LTE should be supported in CIoT by allowing transmission of more than one PLMN Id on the BCCH.
In UMTS and LTE the transmission of 6 PLMN id is possible from the system design. The same principle should be applied for network sharing in CIoT.

Proposal 2: It shall be possible to configure up to 6 PLMN ids for network sharing in CIoT (similar to LTE).

Network sharing is mandatory UE requirement for cellular 3GPP systems. The same shall apply for network sharing support with CIoT.

Proposal 3: Network sharing support is mandatory for CIoT UEs.

Due to the desired simplicity and efficiency of the clean slate CIoT system the coding of information messages should be optimised.
Proposal 4: The multiple PLMN list on the BCCH should use a compact coding as in LTE allowing a significant reduction of bits required to transmit the required PLMN id information.
2.2

Support Cell Barring 

For the operation of a cellular system there are a number of reasons to support the barring of a cell. Especially in base on maintenance there is a need to use principles for cell barring as in UMTS/LTE.

Proposal 5: The cell baring concept of LTE should be supported by using a cell baring indication (1 bit).
Especially for deployment purpose the concept of “cell reserved for operator usage” is a helpful tool at the hands of an operator. This allows UE equipped with an SIM/UICC containing AC11 or AC15 to select or reselect such a reserved cell. Hence this concept should also be supported in CIoT like in LTE.
Proposal 6: The “cell reserved for operator use” concept of LTE should be supported by using a cell baring indication (1 bit).

In order to allow a future introduction of functionality which required CIoT UEs to be kept out of a certain cell, one additional bit should be defined for future usage. A similar approach has been taken initially in UMTS.
Proposal 7: In order to allow a future specific usage of cells, a “cell reserved for future use” (1 bit) should be supported by the CIoT system with the default that UE do not select or reselect such as cell.
2.3

Support of Access Control 

Over the recent 3GPP releases multiple access control concepts where introduced for quite specific scenarios. The CIoT system design aims for simplicity and thus only a limited set of access control mechanisms should be supported.

There is no doubt that the CIoT system supports SIM/UICC as any other 3GPP system. This also means that the Access Class concept of GSM/UMTS/LTE applies for CIoT. This means that a SIM/UICC belongs to one AC out of AC 0..9 and specific AC in the range 11..15 can be assigned in addition. 
Proposal 8: The Access Control concept of CIoT should be based on the availability of Access Classes in the SIM/UICC like in GSM/UMTS/LTE.
In the light of this discussion the question remains, which control scheme should be applied for Access Control ?
GSM and UMTS use a per AC class bit indication if access of a certain AC is permitted or not. LTE uses a random draw functionality to gain access to the RACH.

While an individual bit per AC requires 10 bits on the BCCH to realise Access Control for the AC 0..9, the random draw with the probability factor (ac-BarringFactor) only requires 4 bits with improved barring granularity of 5% at the lower and upper end compared to the 10% steps of individual AC baring. 

Proposal 9: The Access Control for CIoT should support the LTE concept of Access Control with an AC-BarringFactor.
Rel-10 introduced Extended Access Barring (EAB) for delay tolerant low priority access. As the CIoT system design is targeted exactly on this use case and the expected capacity is quite high, there is no need to introduce a concept such as EAB for delay tolerant low priority access of MTC devices. Similar there is no need to distinguish between MO and MT calls, responses to paging or any application specific access control.
Proposal 10: The support of EAB or any other enhanced Access Barring feature is not needed for the CIoT system.

A further distinction for access control of devices with a “normal access” and a “exceptional access” should be introduced instead reusing the EAB. The simplest way is to introduce a dedicated bit which allows the UE to ignore access control if it initiates an exceptional report.
Proposal 11: It should be possible to allow exceptional reporting in case the access control for normal reporting would prevent a UE from access to the CIoT system. This is realised by a single bit which overwrites the access restriction. 
The applicability of cell reservation and access control per PLMN is FFS ..
3
Conclusion

It is proposed to agree on the proposals 1 to 11 as part of the CIoT study, capture the agreeable parts in a pCR and use this as a baseline for the normative work on the CIoT system … 
Deutsche Telekom would be happy to provide a corresponding pCR for the next GERAN meeting.
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