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NB M2M- Access Class Barring for Cellular IoT
Background
Access Class Barring is used when the network is suffering from overload and therefore RAN controller can prevent a certain portion of devices triggering accesses by setting specific access classes. This feature has been supported in legacy systems.
In the sourcing company’s understanding, the above mechanism is also needed for NB M2M solution and this paper proposes the specific mechanism.
Legacy Mechanism in GERAN
Access Class Control for Normal UEs
Currently, all UEs with an SIM are members of one of 10 access classes numbered 0 to 9. The access class number is stored in the SIM. In addition, UEs may be members of one or more out of 5 special access classes (access classes 11 to 15) [1], this is also held on the SIM card.
Access Classes are applicable as follows [1]:
Classes 0 - 9	    -	Home and Visited PLMNs;
Classes 11 and 15	-	Home PLMN only if the EHPLMN list is not present or any EHPLMN;
Classes 12, 13, 14	-	Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
The system information broadcasts the list of authorized access classes (0-9) and authorized special access classes (11-15). With the allocated AC, the UE shall first check if its AC is authorized in current serving cell just before any mobile originated/terminated access attempt. And if the AC allocated to the UE is not authorized, the access to the network in not allowed.
Even if the access class has been barred, the UE can still camp in the current serving cell. In normal cases, the UE is going to re-read the system information during every 30s. Consequently the UE could make a subsequent access attempts by getting an updated SI with the AC authorized.
When the network is shared, the ACC control can be PLMN specific.
Access Class Control for UEs with low access priority
A subscriber can by agreement with its operator be required to use UEs that are configured with low priority and/or EAB [2]. 
As defined in [1], Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. 
The UE behaviour is similar than ACC except that there is an additional justification for UEs to follow up the control: EAB Subcategory as follows:
EAB Subcategory is used to identify the targeted subcategory of UEs configured for EAB. It is coded as follows [3]:
00    	The EAB Authorization mask is applicable to all mobile stations configured for EAB.
01    	The EAB Authorization mask is only applicable to mobile stations configured for EAB and neither in their HPLMN nor in a PLMN that is equivalent to it.
10    	The EAB Authorization mask is only applicable to mobile stations configured for EAB and neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in an PLMN that is equivalent to it.
When the network is shared, the EAB control can be PLMN specific.
Access Control for NB M2M
Discussion
According to the observation in section 2, it is proposed to apply an Access baring mechanism to all UEs in NB M2M solution as below:
1. For NB M2M solution only M2M devices will be supported and therefore it is not necessary to have a low priority setting. Only one access control mechanism is sufficiently enough. Concerns may be raised when the CN is shared by human terminals via existing radio access network and M2M terminals via NB M2M. In this case, if there is any congestion in CN occurred, it is better to perform the access baring based on RAN level other than user level.
2. In the sourcing company’s view the original EAB Subcategory is useful to differentiate control between home and roaming users and therefore is better to be maintained.
3. There are normal AC 0-9 and special AC 11-15. AC 0-9 may be enough for Cellular IoT. However, operators’ opinions are encouraged to discuss if special access classes (11-15) is required. 
4. In urgent cases, e.g. exceptional reporting, for NB M2M is considered to ignore the access baring mechanism to support emergency data reporting.
5. In network sharing, the Access Class Barring could also be PLMN specific.
UE behaviour when its AC is not authorized
In legacy mechanism as defined in [4], the UE can still camp on the cell even with the Access Class is barred. For instance, in GERAN the UE could update the SI during at least every 30s till the AC is authorized. And in E-UTRAN, the UE can re-check the SI controlled by barring timer.
However considering power consumption requirement in Cellular IoT, if it is not an emergency data reporting, it is beneficial for the UE to go to sleep mode until next waking up in power consumption. 
Proposals and Conclusions
According to the discussion before, the Access Class Barring is helpful in any congestion, and it is proposed to NB M2M that:
Proposal 1: apply only one access baring mechanism with subcategory to identify the home and roaming users.
Proposal 2: apply normal AC (eg.0-9) to the users in NB M2M. 
Proposal 3: have a definition of emergency data reporting, in which case the access baring mechanism could be ignored. 
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