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Optimizations for Conversational Service in A/Gb
1 Introduction

The evolution of (E)GPRS (Enhanced A/Gb) shall include support for a conversational class service where packets are  transported by the (E)GPRS protocols both in the core and in the radio network.

This can be achieved in a two complementary ways. The first one is the Generic Conversational Service defined by the existing QoS parameters for the conversational class (Rel-6). In this case the GERAN has no knowledge of what kind of data that is transported and the full flexibility of IP multimedia is achieved. This service requires a minimum of user plane protocol changes and can support all Conversational QoS, however some services will not be supported in an efficient way.

The second way is the Optimized Conversational Service with support of IP based speech in the packet domain. In this case GERAN has knowledge of the specific characteristics of this kind of service and optimisations of the radio protocols can be done. Support of IP based speech is possible in both cases indicated above. The Optimized Conversational Service alternative is primary considered in this document. 

2 Characteristics 

The following characteristics are expected for Generic Conversational Service: 

· The service has an RTP/UDP/IP header that can be compressed by the ROHC scheme from 40 (Ipv4) or 60 (Ipv6) down to 1-2 octets.

· Transcoding services are supported outside the GPRS nodes.

The following characteristics additional characteristics are expected for Optimized Conversational Service: 

· The service is optimised for transmission of up to 50 IP-packets per sec, where each packet carries 20 msec of speech;

· User Data rates 4-12,2 kb/s, conforming with the AMR codec rates

· GPRS network delay < 150 msec.

· Information loss < 3% FER.

3 Protocol aspects 

This section describes attributes of the A/Gb mode user plane protocols in the case of an Optimized Conversational Service that comply with the characteristics listed in chapter 2. The functions of different protocols are discussed and possible enhancements to reduce the overhead are proposed. 



3.1 SNDCP functions.

-
Mapping of SNDCP primitives received from the network layer into corresponding LLC primitives to be passed to the LLC layer, and vice versa. 

 
This assumption is not changed for Optimized Conversational Service.
· Multiplexing of N‑PDUs from one or several NSAPIs onto one LLC SAPI. NSAPIs that are multiplexed onto the same SAPI shall use the same radio priority level, QoS traffic handling priority, and traffic class.

For an Optimized Conversational Service there is a one-to-one relation between N-SAPI and SAPI, which means that there is no multiplexing of flows from different NSAPIs to one SAPI. In addition there is a one-to-one relation between N-SAPI and PFI therefore there is not need to include any SAPIs in the SNDCP/LLC header (exact procedure FFS). 

· Compression of redundant protocol control information and user data.

As an addition to the available compression methods, the SNDCP has to be updated to include also the ROHC header compression. 

· Segmentation and reassembly. The output of the compression subfunctions are segmented to maximum-length LLC frames.

Neither segmentation nor reassembly is required for the Optimized Conversational Service. 

3.2 LLC functions.

· service primitives allowing the transfer of SNDCP PDUs between the SNDCP and the LLC layer;
This assumption is not changed for Optimized Conversational Service.

· procedures for transferring LL‑PDUs between the MS and SGSN, including:

· procedures for unacknowledged delivery of LL‑PDUs between the MS and the SGSN; and

· procedures for acknowledged, reliable delivery of LL‑PDUs between the M
     and SGSN;

For an Optimized Conversational Service only unacknowledged LLC is used.
· procedures for detecting and recovering from lost or corrupted LL‑PDUs;

No recovering from lost or corrupted LL-PDUs is required for Optimized Conversational Service. Detection of corrupted LL-PDUs might be needed depending on residual bit error ratio in QoS parameters (FFS). If no error detection is needed, the 3 octets FCS field can be removed. 
· procedures for flow control of LL‑PDUs between the MS and the SGSN;

Flow control is not required for Optimized Conversational Service.
· procedures for ciphering of LL‑PDUs. The procedures are applicable to both unacknowledged and acknowledged LL‑PDU delivery.
Multiple ciphering options exists for Optimized Conversational Service: 
- Keep the ciphering unchanged in LLC
- Keep it in LLC but reduce the header/overhead. (FFS)
- Move ciphering to lower layer. (FFS)

3.3 RLC/MAC/PHY layer enhancements

In GERAN A/Gb mode a new channel combination has been proposed that re-uses the SACCH channel together with a PDTCH and PACCH channel to support in an effective and flexible way the Generic Conversational service.

Assuming the MS is alone on a PDCH and has been assigned this channel combination, it will also be possible to introduce other enhancements to RLC/MAC/PHY layer thus making it possible to support Optimized Conversational Services in GERAN A/Gb mode.

These assumptions are similar to the enhancements that were introduced in GERAN Iu mode Rel-5. However, in Rel-5 there is no support for efficient channel coding (e.g. FLOC). Therefore it is assumed that future enhancements are needed on lower layers in both GERAN Iu and A/Gb in order to efficiently support Optimized Conversational Service.

It is assumed that all future enhancements on the Physical layer and most of the RLC/MAC layer enhancement are independent of mode of operation (e.g. Iu or A/Gb mode). The scope of these enhancements is not clear for the moment and is left FFS. 

4 Summary

SNDCP layer functions only needs to contain the compression of the RTP/UDP/IP header (as output from the ROHC) and the AMR speech frame which are send down to LLC as a single SDU. 

This can be seen as a transparent SNDCP layer with zero byte overhead compared to existing header of 4 octets for SN‑Unitdata PDU.

If the ciphering function, in case of an Optimized Conversational Service, can be removed from the LLC to lower layer is for further study.
Removing ciphering and error detection/CRC from LLC can be seen as a transparent LLC layer with zero byte overhead compared to existing header of 6 octets for LLC UI PDU. The error detection/CRC requires 3 octets and the LLC header requires another 3 octets. If ciphering is kept in LLC some reduction of overhead might still be possible in the 3 octet LLC header.
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