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	Reason for change:
	Currently the length of the GPI IE in the PROSE DIRECT LINK SECURITY MODE COMMAND message is set to "n-65538", i.e., the minimum length of GPI IE is set to "n".

But "n" is not defined and hence is not implementable. This needs to be fixed.
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	Consequences if not approved:
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[bookmark: _Hlk112876004]***** First change *****
[bookmark: _Toc68196374][bookmark: _Toc59209045][bookmark: _Toc51951269][bookmark: _Toc45882719][bookmark: _Toc45282333][bookmark: _Toc26193713][bookmark: _Toc106698511]10.3.13.1	Message definition
This message is sent by a UE to another peer UE when a 5G ProSe direct link security mode control procedure is initiated. See table 10.3.13.1.1.
Message type:	PROSE DIRECT LINK SECURITY MODE COMMAND
Significance:	dual
Direction:	UE to peer UE
Table 10.3.13.1.1: PROSE DIRECT LINK SECURITY MODE COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PROSE DIRECT LINK SECURITY MODE COMMAND message identity
	ProSe PC5 signalling message type
11.3.1.
	M
	V
	1

	
	Sequence number
	Sequence number
11.3.2
	M
	V
	1

	
	Selected security algorithms
	Selected security algorithms
11.3.22
	M
	V
	1

	
	UE security capabilities
	UE security capabilities
11.3.11
	M
	LV
	3-9

	59
	UE PC5 unicast signalling security policy
	UE PC5 unicast signalling security policy
11.3.12
	O
	TV
	2

	57
	Nonce_2
	Nonce
11.3.10
	O
	TV
	17

	5D
	LSB of KNRP-sess ID
	LSB of KNRP-sess ID
11.3.15
	O
	TV
	2

	74
	Key establishment information container
	Key establishment information container
11.3.9
	O
	TLV-E
	4-65538

	5A
	MSBs of KNRP ID
	MSBs of KNRP ID
11.3.16
	O
	TV
	3

	7A
	GPI
	GPI
11.3.35
	O
	TLV-E
	4n-65538
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