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Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc11247460][bookmark: _Toc27044584][bookmark: _Toc36033626][bookmark: _Toc45131763][bookmark: _Toc49776048][bookmark: _Toc51746968][bookmark: _Toc66360523][bookmark: _Toc68105028][bookmark: _Toc74755658][bookmark: _Toc75351369][bookmark: _Toc11247463][bookmark: _Toc27044587][bookmark: _Toc36033629][bookmark: _Toc45131766][bookmark: _Toc49776051][bookmark: _Toc51746971][bookmark: _Toc66360526][bookmark: _Toc68105031][bookmark: _Toc74755661][bookmark: _Toc75351372]*** 1st Change ***
[bookmark: _Toc11247852][bookmark: _Toc27044996][bookmark: _Toc36034038][bookmark: _Toc45132185][bookmark: _Toc49776470][bookmark: _Toc51747390][bookmark: _Toc66360966][bookmark: _Toc68105471][bookmark: _Toc74756101][bookmark: _Toc104513208]5.13.3.2.3.4	POST
The POST method creates a new configuration resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.
Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Parameters to create a new configuration to configure network parameters with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	201 Created
	The configuration was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	
	ProblemDetails
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in clause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



Table 5.13.3.2.3.4-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/3gpp-network-parameter-configuration/v1/{scsAsId}/configurations/{configurationId}



*** 2nd Change ***
[bookmark: _Toc11247873][bookmark: _Toc27045017][bookmark: _Toc36034059][bookmark: _Toc45132206][bookmark: _Toc49776491][bookmark: _Toc51747411][bookmark: _Toc66360990][bookmark: _Toc68105495][bookmark: _Toc74756125][bookmark: _Toc104513232][bookmark: _Toc11247362][bookmark: _Toc27044484][bookmark: _Toc36033526][bookmark: _Toc45131658][bookmark: _Toc49775943][bookmark: _Toc51746863][bookmark: _Toc66360411][bookmark: _Toc68104916][bookmark: _Toc74755546][bookmark: _Toc104512649]5.13.5.3	Application Errors
The application errors defined for the NpConfiguration API are listed in table 5.13.5.3-1. The SCEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.13.5.3-1.
Table 5.13.5.3-1: Application errors
	Application Error
	HTTP status code
	Description
	Applicability

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameter are out of range defined by operator policies.
	

	REQUEST_NOT_AUTHORIZED
	403 Forbidden
	Indicates that the AF specific UE ID retrieval request is not authorized.
	UEId_retrieval

	UE_ID_NOT_AVAILABLE
	404 Not Found
	Indicates that the AF specific UE ID is not available.
	UEId_retrieval

	UE_NOT_FOUND
	404 Not Found
	Indicates that the requested UE address is not found.
	UEId_retrieval



*** End of Changes ***

