

	
3GPP TSG-CT WG3 Meeting #123-e	C3-224425
E-Meeting, 18th – 26th August 2022
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.522
	CR
	0707
	rev
	-
	Current version:
	17.6.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Defining the service description clauses of the Nnef_MBSUserService API

	
	

	Source to WG:
	Huawei, Ericsson

	Source to TSG:
	CT3

	
	

	Work item code:
	5MBS
	
	Date:
	2022-08-11

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	As per S4-220862 agreed in the last SA4 meeting, the NEF is used to access the MBSF APIs when "the MBS Application Provider (AF/AS) lies outside the trusted DN". The reply LS in S4-220829 also indicates that the "NEF should expose similar (or even identical) APIs".

Therefore, the Nnef_MBSUserService API needs to be defined in order to expose the corresponding Nmbsf_MBSUserService API in the case of an external untrusted AF, i.e. external untrusted MBS Application Provider.

[bookmark: _GoBack]Related CRs: C3-224426, C3-224427, C3-224428, C3-224429 and C3-224430.

	
	

	Summary of change:
	This CR proposes to:
· Reuse the existing clause 4.4.29 to incorporate the service description of the Nnef_MBSUserService API in order to have all 5MBS related procedures grouped in the same clause.
· Define the description of the service operations of the Nnef_MBSUserService API.

	
	

	Consequences if not approved:
	· The NEF is not enhanced to support stage 2 requirements on MBS user service for the case of external/untrusted AF (i.e. MBS Application Provider).

	
	

	Clauses affected:
	2, 4.4.29, 4.4.29.1, 4.4.29.2, 4.4.29.4 (new clause)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ...

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ...

	
	

	Other comments:
	This CR does not impact the OpenAPI descriptions defined in this specification.

	
	

	This CR's revision history:
	



Page 1


* * * * Start of changes * * * *
[bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443][bookmark: _Toc68169449][bookmark: _Toc104478613][bookmark: _Toc104478687][bookmark: _Toc104478688][bookmark: _Toc104478694][bookmark: _Toc76042707]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[20]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[24]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD); Stage 3".
[25]	3GPP TS 29.542: "5G System, Session management services for Non-IP Data Delivery (NIDD); Stage 3".
[26]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[27]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[28]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G system (5GS)".
[29]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[30]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[31]	Void
[32]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[33]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[34]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[35]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[36]	3GPP TS 23.273: "5G System Location Services (LCS)". 
[37]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[38]	3GPP TS 29.535: "5G System; AKMA Anchor Services; Stage 3".
[39]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[40]	IETF RFC 7542: "The Network Access Identifier".
[41]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[42]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[43]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[44]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[45]	IEEE Std 1588-2019: "IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control".
[46]	IEEE Std 802.1AS-2020: "IEEE Standard for Local and metropolitan area networks--Timing and Synchronization for Time-Sensitive Applications".
[47]	3GPP TS 29.536: "5G System; Network Slice Admission Control Services; Stage 3".
[48]	3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[49]	3GPP TS 24.555: "Proximity based services (ProSe) in 5G system (5GS); User Equipment (UE) policies; Stage 3".
[50]	3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization Function Services; Stage 3".
[51]	IEEE 802.1Q: "Virtual Bridged Local Area Networks".
[52]	3GPP TS 29.532: "5G System; 5G Multicast-Broadcast Session Management Services; Stage 3".
[53]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[54]	IETF RFC 6733: "Diameter Base Protocol".
[55]	3GPP TS 23.003: "Numbering, addressing and identification".
[56]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[57]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[58]	3GPP TS 29.517: "5G System; Application Function (AF) event exposure service".
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[60]	3GPP TS 26.532: "Data Collection and Reporting; Protocols and Formats".
[62]	3GPP TS 26.502: "5G multicast–broadcast services; User Service architecture".
* * * * Next changes * * * *
4.4.29	Procedures for MBS Session Management
* * * * Next changes * * * *
4.4.29.1	General
The procedures described in the clauses below are used by an AF to interact with the 5GC for MBS session(s) management as defined in 3GPP TS 23.247 [53] and 3GPP TS 26.502 [62],. in order to carry out the following procedures:
-	MBS TMGI management procedures.
-	MBS Session management procedures.
-	MBS User Service management procedures.
-	MBS User Data Ingest Session management procedures.
[bookmark: _Toc104478689]* * * * Next changes * * * *
4.4.29.2	Procedures for MBS TMGI management
* * * * Next changes * * * *
4.4.29.4	Procedures for MBS User Service management
[bookmark: _Toc104478695][bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc81558543]4.4.29.4.1	General
The procedures described in the clauses below are used by an external/untrusted AF (e.g. MBS Application Provider that lies outside the trusted DN) to manage MBS User Services via the NEF, i.e. create, retrieve, update and delete an MBS User Service, as defined in 3GPP TS 26.502 [62].
[bookmark: _Toc104478696][bookmark: _Toc81558542][bookmark: _Toc85876993]4.4.29.4.2	Procedure for MBS User Service creation
This procedure is used by an AF to request the creation of a new MBS User Service at the NEF.
In order to request the creation of an MBS User Service, an AF shall send a Nnef_MBSUserService_Create request to the NEF using the HTTP POST method and targeting the "MBS User Services" collection resource, with the request message body including the MBSUserService data structure, as specified in clause 5.26.2.2.3.2.
The NEF shall then check whether the AF is authorized to perform this operation or not. If the AF is authorized, the NEF shall then trigger the Nmbsf_MBSUserService service API of the MBSF to request the creation of the corresponding MBS User Service at the MBSF, as specified in 3GPP TS 29.580 [61].
Upon reception of a successful response from the MBSF, as defined in 3GPP TS 29.580 [61], the NEF shall return a Nnef_MBSUserService_Create response with an HTTP "201 Created" status code including a "Location" header field that shall contain the URI of the created resource, and the response body containing a representation of the created "Individual MBS User Service" resource within the MBSUserService data structure, as specified in clause 5.26.2.2.3.2.
On failure or if the NEF receives an error response from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.26.7, and respond to the AF with an appropriate error status code.
[bookmark: _Toc104478697][bookmark: _Toc81558545][bookmark: _Toc81558544][bookmark: _Toc85876995]4.4.29.4.3	Procedure for MBS User Service retrieval
This procedure is used by an AF to request the retrieval of an existing MBS User Service at the NEF.
In order to request the retrieval of an existing MBS User Service, an AF shall send a Nnef_MBSUserService_Retrieve request using the HTTP GET method and targeting the URI of the concerned "Individual MBS User Service" resource, as specified in clause 5.26.2.3.3.1.
The NEF shall then check whether the AF is authorized to perform this operation or not. If the AF is authorized, the NEF shall then trigger the Nmbsf_MBSUserService service API of the MBSF to request the retrieval of the corresponding MBS User Service at the MBSF, as specified in 3GPP TS 29.580 [61].
Upon reception of a successful response from the MBSF, as defined in 3GPP TS 29.580 [61], the NEF shall return a Nnef_MBSUserService_Retrieve response with an HTTP "200 OK" status code and the response body containing a representation of the requested Individual MBS User Service resource within the MBSUserService data structure, as specified in clauses 5.26.2.3.3.1.
On failure or if the NEF receives an error code from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.26.7, and respond to the AF with an appropriate error status code.
4.4.29.4.4	Procedure for MBS User Service update/modification
This procedure is used by an AF to request the update/modification of an existing MBS User Service at the NEF.
In order to request the update of an existing MBS User Service, an AF shall send a Nnef_MBSUserService_Update request using the HTTP PUT method and targeting the URI of the corresponding "Individual MBS User Service" resource, with the request body including the MBSUserService data structure, as specified in clause 5.26.2.3.3.2.
In order to request the modification of an existing MBS User Service, an AF shall send a Nnef_MBSUserService_Update request using the HTTP PATCH method and targeting the URI of the corresponding "Individual MBS User Service" resource, with the request body including the MBSUserServicePatch data structure, as specified in clause 5.26.2.3.3.3.
The NEF shall then check whether the AF is authorized to perform this operation or not. If the AF is authorized, the NEF shall then trigger the Nmbsf_MBSUserService service API of the MBSF to request the update/modification of the corresponding MBS User Service at the MBSF, as specified in 3GPP TS 29.580 [61].
Upon reception of a successful response from the MBSF, as defined in 3GPP TS 29.580 [61], the NEF shall return a Nnef_MBSUserService_Update response with an HTTP "200 OK" status code with the response body containing a representation of the updated Individual MBS User Service resource within the MBSUserService data structure, or an HTTP "204 No Content" status code, as specified in clause 5.26.2.3.3.2 or clause 5.26.2.3.3.3.
On failure or if the NEF receives an error code from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.26.7, and respond to the AF with an appropriate error status code.
[bookmark: _Toc104478698]4.4.29.4.5	Procedure for MBS User Service deletion
This procedure is used by an AF to request the deletion of an existing MBS User Service at the NEF.
In order to request the deletion of an existing MBS User Service, an AF shall send a Nnef_MBSUserService_Delete request using the HTTP DELETE method and targeting the URI of the concerned "Individual MBS User Service" resource, as specified in clause 5.26.2.3.3.4.
NOTE:	The Nnef_MBSUserService_Delete service operation corresponds to the stage 2 Nnef_MBSUserService_Destroy service operation defined in 3GPP TS 26.502 [62].
The NEF shall then check whether the AF is authorized to perform this operation or not. If the AF is authorized, the NEF shall then trigger the Nmbsf_MBSUserService service API of the MBSF to request the deletion of the corresponding MBS User Service at the MBSF, as specified in 3GPP TS 29.580 [61].
Upon reception of a successful response from the MBSF, as defined in 3GPP TS 29.580 [61], the NEF shall return a Nnef_MBSUserService_Delete response with an HTTP "204 No Content" status code, as specified in clause 5.26.2.3.3.4.
On failure or if the NEF receives an error code from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.26.7, and respond to the AF with an appropriate error status code.
* * * * End of changes * * * *
