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	Reason for change:
	TS 23.503, table 6.4.1 states: “There is always an unconditional value for the Authorized Session-AMBR and Authorized default 5QI/ARP available at the SMF. The initial value is received as Subscribed Session-AMBR/Subscribed default 5QI/ARP”. 
TS 23.501, clause 5.7.2.7 states: “For each PDU Session Setup, the SMF retrieves the subscribed Session-AMBR values as well as the subscribed default values for the 5QI and the ARP and optionally, the 5QI Priority Level, from the UDM”.
TS 29.512, clause 4.2.2.2 indicates that the NF service consumer shall include (if available) the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized Session-AMBR and also the subscribed Default QoS Information. 
However, clauses 4.2.2.5 and 4.2.2.6 says that the SMF “may” include these parameters. This inconsistency opens to interpretation about the conditions on which this information is to be provided. In order to make the TS consistency and considering that this information is available in the SMF, the “may” is changed to “shall, if available”.
Besides Table 5.6.2.7-1 defines authSessAmbr and authDefQoS attributes as conditional. However, the condition reason for the presence of these attributes is not specified. 

	
	

	Summary of change:
	Change “may” to “shall, if available” in 4.2.2.5 and 4.2.2.6
Explain the conditions when the authSessAmbr and authDefQoS attributes shall be included in SessionRule.

	U
	

	Consequences if not approved:
	The SMF may not include the authorized session AMBR or the authorized default QoS in Npcf_SMPolicyControl_Create request and therefore PCF may not include them in a session rule if there is not any operator policy.
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	4.2.2.5, 4.2.2.6, 5.6.2.7
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	Other comments:
	This CR does not impact the OpenAPI file.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012045][bookmark: _Toc34122895][bookmark: _Toc36037845][bookmark: _Toc38875226][bookmark: _Toc43191705][bookmark: _Toc45133099][bookmark: _Toc51316603][bookmark: _Toc51761783][bookmark: _Toc56674760][bookmark: _Toc56675151][bookmark: _Toc59016137][bookmark: _Toc63167735][bookmark: _Toc66262243][bookmark: _Toc68166749][bookmark: _Toc73537866][bookmark: _Toc75351742]4.2.2.5	Policy provisioning and enforcement of authorized AMBR per PDU session
The SMF may shall, if available include either the UDM subscribed AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized AMBR per PDU session within the "subsSessAmbr" attribute in the SmPolicyContextData data structure, as defined in subclause 4.2.2.2. When both the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the DN-AAA authorized Session-AMBR shall take precedence over the UDM subscribed Session-AMBR.
In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the session-AMBR constraints received from the VPLMN, if available, within the "vplmnQos" attribute.
The PCF shall authorize the session AMBR based on the operator's policy and, in the home routed scenario, shall ensure that the authorized session AMBR value does not exceed the session AMBR value provided by the VPLMN, if available.
NOTE:	If the SMF does not provide the session AMBR constraints in the VPLMN to the PCF, the PCF considers that no session AMBR constrains apply unless operator policies define any.
The PCF shall provision the authorized session AMBR to the SMF in the response to the received HTTP POST message, as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon reception of the authorized session AMBR from the PCF, the SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the AMBR for the concerned PDU session.

*** 2nd Change ***
[bookmark: _Toc28012046][bookmark: _Toc34122896][bookmark: _Toc36037846][bookmark: _Toc38875227][bookmark: _Toc43191706][bookmark: _Toc45133100][bookmark: _Toc51316604][bookmark: _Toc51761784][bookmark: _Toc56674761][bookmark: _Toc56675152][bookmark: _Toc59016138][bookmark: _Toc63167736][bookmark: _Toc66262244][bookmark: _Toc68166750][bookmark: _Toc73537867][bookmark: _Toc75351743]4.2.2.6	Policy provisioning and enforcement of authorized default QoS
During PDU session establishment, as defined in subclause 4.2.2.2, the SMF mayshall, if available, include the subscribed default QoS within the "subsDefQos" attribute.
In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the default QoS constraints received from the VPLMN, if available, within the "vplmnQos" attribute.
The PCF shall authorize the default QoS based on the operator's policy and, in the home routed scenario, shall ensure that the authorized default QoS contains a 5QI and ARP value, and MBR/GBR value, if applicable, supported by the VPLMN, if available.
NOTE 1:	If the SMF does not provide the default QoS constraints in the VPLMN to the PCF, the PCF considers that no default QoS constrains apply unless operator policies define any.
The PCF shall provision the authorized default QoS to the SMF in the response to the received HTTP POST message, as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon reception of the authorized default QoS, the SMF enforces it, which may lead to the change of the subscribed default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for this enforcement of the authorized default QoS for the concerned PDU session.
NOTE 2:	If dynamic PCC is not deployed, the SMF can have a DNN based configuration to enable the establishment of a GBR resource type default QoS flow. This configuration contains a standardized GBR 5QI as well as GFBR and MFBR for UL and DL.
NOTE 3:	GBR resource type is not applicable to the default QoS flow of a PDU session that is interworking with EPS.

*** 3rd Change ***
[bookmark: _Toc28012218][bookmark: _Toc34123071][bookmark: _Toc36038021][bookmark: _Toc38875403][bookmark: _Toc43191884][bookmark: _Toc45133279][bookmark: _Toc51316783][bookmark: _Toc51761963][bookmark: _Toc56674950][bookmark: _Toc56675341][bookmark: _Toc59016327][bookmark: _Toc63167925][bookmark: _Toc66262435][bookmark: _Toc68166941][bookmark: _Toc73538059][bookmark: _Toc75351935]5.6.2.7	Type SessionRule
Table 5.6.2.7-1: Definition of type SessionRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	authSessAmbr
	Ambr
	C
	0..1
	Authorized Session-AMBR. (NOTE 1)
	

	authDefQos
	AuthorizedDefaultQos
	C
	0..1
	Authorized default QoS information. (NOTE 1)
	

	sessRuleId
	string
	M
	1
	Univocally identifies the session rule within a PDU session.
	

	refUmData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type. It is the umId described in subclause 5.6.2.12. (NOTE 2)
	UMC

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in subclause 5.6.2.9. 
	

	refUmN3gData
	string
	O
	0..1
	A reference to UsageMonitoringData policy decision type to apply for Non-3GPP access. It is the umId described in subclause 5.6.2.12.
(NOTE 2)
	UMC, ATSSS

	NOTE 1:	The PCF shall provide both "authSessAmbr" and the "authDefQos" attributes the first time the session rule is provisioned. The PCF shall ensure that a session rule enforced in the SMF contains the "authSessAmbr" and the "authDefQos" attributes.
NOTE 2:	For a MA PDU session, if the "refUmN3gData" is omitted, the attribute "refUmData" contains the reference to the UsageMonitoringData policy decision to apply for both, 3GPP and Non-3GPP, accesses.



*** End of Changes ***

