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*** First Change ***
[bookmark: _Toc493237236]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TR 29.817: "Study on XML based access of AF to the PCRF".
[3]	3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".
[4]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[5]	3GPP TS 23.203: "Policy and Charging Control architecture".
[6]	Void.
[7]	Void.
[8]	IETF RFC 793: "Transmission Control Protocol".
[9]	Void.IETF RFC 2616: "Hypertext Transfer Protocol – HTTP/1.1".
[10]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[11]	IETF RFC 1035: "Domain Names – Implementation and Specification".
[12]	IETF RFC 2131: "Dynamic Host Configuration Protocol".
[13]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[14]	IETF RFC 2818: "HTTP Over TLS".
[15]	IETF RFC 1786: "Uniform Resource Locators (URL)".
[16]	Void.
[17]	IETF RFC 6733: "Diameter Base Protocol".
[nr1]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[nr2]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[nr3]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[nr4]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[nr5]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[nr6]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".

*** Next Change ***
[bookmark: _Toc493237259]5.1	Introduction
The following layers of the protocol stack for the Rx reference point between AF and PC are described in sub-clauses:
-	TCP as defined in IETF RFC 793 [8] provides the communication service at the transport layer.
-	An optional communication security layer can be added between the transport and the application delivery layer (see sub-clause  7).
-	The application delivery layer provides the transport of the specific application communication data using HTTP/1.1 as defined in IETF RFC 7230 [nr1], IETF RFC 7231 [nr2], IETF RFC 7232 [nr3], IETF RFC 7233 [nr4], IETF RFC 7234 [nr5] and IETF RFC 7235 [nr6].HTTP [9].
-	The specific application communication layer constitutes the transport of the XML documents. The XML schema describes the data structure, which is accepted by the Rx software applications.
Figure 5.1.1 illustrates the protocol stack of the RESTful Rx reference point.


Figure 5.1.1: Protocol stack of the RESTful Rx reference point

*** Next Change ***
[bookmark: _Toc493237262]5.3.1	Methods
Methods indicate to the server what action has to be performed. Every HTTP request message has a method. The following HTTP methods as defined in IETF RFC 7231 [nr2] can be used [9]:
-	POST: Used to create a resource state. The URI defines the address responsible for the creation of the resource.
-	PUT: Used to modify a resource state. The URI defines the resource which will be modified.
-	DELETE: Used to delete a resource state.
Every HTTP request results in a response message that comes back with a status code and further information in its body, if required. The AF waits for this response before initiating a further request for the same AF session.

*** End of Changes ***
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