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	Reason for change:
	SA2 has agreed CR2964 of TS 23.502 (S2-2106864) clarifies the procedure of redirection to dedicated frequency band(s) at the end of NSSAA, which allows the AMF to provide the rejected S-NSSAIs for the RA in network selection procedure:

[bookmark: _Toc20203943][bookmark: _Toc27894628][bookmark: _Toc36191695][bookmark: _Toc45192781][bookmark: _Toc47592413][bookmark: _Toc51834494][bookmark: _Toc75411248]4.2.4.2	UE Configuration Update procedure for access and mobility management related parameters
…
If the UE is needed to be redirected to the dedicated frequency band(s) for S-NSSAI(s), the AMF may determine a Target NSSAI, as described in clause 5.3.4.3.3 of TS 23.501 [2], itself or by interacting with the NSSF using Nnssf_NSSelection_Get which includes e.g. the Rejected S-NSSAI(s) for RA and Allowed NSSAI. The AMF may determine RFSP index associated to the Target NSSAI by interacting with the PCF using Npcf_AMPolicyControl_Update which includes the Target NSSAI to retrieve a corresponding RFSP index or based on local configuration in case PCF is not deployed. The Target NSSAI and the RFSP index associated with the Target NSSAI are provided to the NG-RAN within the N2 message carrying the UE Configuration Update Command message.
…
[bookmark: _Toc20204706][bookmark: _Toc27895420][bookmark: _Toc36192523][bookmark: _Toc45193625][bookmark: _Toc47593257][bookmark: _Toc51835344][bookmark: _Toc75412183]5.2.16.2.1	Nnssf_NSSelection_Get service operation
Service operation name: Nnssf_NSSelection_Get
…
Inputs, Optional:
If this service operation is invoked during Registration procedure for Network Slice selection or UE Configuration Update procedure, then the following inputs are provided if available:
-	Requested NSSAI, Mapping Of Requested NSSAI, Default Configured NSSAI Indication, NSSRG Information, Allowed NSSAI for current Access Type, Allowed NSSAI for the other Access Type, and the corresponding Mapping Of Allowed NSSAIs for current Access Type and other Access Type, Rejected S-NSSAI(s) for RA.
If this service operation is invoked during PDU Session Establishment procedure, then the following input is optional:
-	HPLMN S-NSSAI that maps to the S-NSSAI from the Allowed NSSAI of the Serving PLMN.
…
This CR add the information element to allow AMF to pass the information to NSSF.


	
	

	Summary of change:
	1/ Add new IE to carry the rejected S-NSSAIs of the RA, in SliceInfoForUEConfigurationUpdate data type.

2/ Update Nnssf_NSSelection service operation during UE configuration update procedure

3/ Update OpenAPI accordingly.

4/ specify new feature "TargetNssai"

	
	

	
	

	Consequences if not approved:
	Misalignment with stage 2.
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	Other comments:
	This CR introduces backward compatible new feature in OpenAPI file of Nnssf_NSSelection APIs.

	
	

	This CR's revision history:
	Rev1:

1/ Clarify the target NSSAI condition on rejected NSSAI of RA.

2/ Define new feature of Target NSSAI handling

3/ Clarify the rejected NSSAI for RA be provided if Requested NSSAI is not available.

4/ Add a NOTE to clarify the AMF behavior for determine the target NSSAI using UE configuration update procedure.
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In this procedure, the NF Service Consumer (e.g. AMF) retrieves network slice configuration information (e.g. the Allowed NSSAI and the Configured NSSAI) during the UE configuration update procedure.



Figure 5.2.2.2.4-1: Retrieve the network slice information during UE configuration update procedure
1	The NF Service consumer (e.g. AMF) shall send a GET request to the NSSF. The request shall include query parameters: Subscribed S-NSSAI(s) with the indication if the S-NSSAI is marked as default S-NSSAI and the associated subscribed NSSRG information and optionally UE support of subscription-based restrictions to simultaneous registration of network slice feature Indication, Rejected S-NSSAI(s) for the Registration Area, PLMN ID of the SUPI, TAI, NF type of the NF service consumer and the NF instance ID of the requester NF.
NOTE:	When the AMF invokes UE Configuration Update procedure to determine the target NSSAI to redirect the UE to the dedicated frequency band(s) for an S-NSSAI (as specified in clause 5.3.4.3.3 of 3GPP TS 23.501 [2]), the AMF provides the allowed NSSAI and the rejected S-NSSAI(s) for the current Registration Area to the NSSF; the allowed NSSAI and Rejected S-NSSAI(s) for the RA does not include any S-NSSAI that failed for Network Slice-Specific Authentication and Authorization. The AMF does not include the Requested NSSAI to the NSSF in this procedure, thus the NSSF will not provide allowed NSSAI again to the AMF in the response.
2a	On success, "200 OK" shall be returned when the NSSF is able to find authorized network slice information for the requested network slice selection information, the response body shall include a payload body containing at least the Allowed NSSAI, Configured NSSAI and optionally target NSSAI. If subscribed NSSRG list is provided, the NSSF shall provide the compatible S-NSSAIs in the Allowed NSSAI and Configured NSSAI as defined in the clause 5.15.12 of 3GPP TS 23.501 [2].
2b	If no slice instances can be found for the requested slice selection information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED" (cf. Table 6.1.7.3-1).
On failure or redirection, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

* * * Next Change * * * *
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Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall be included if:
-	the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s); or
-	the "requestMapping" flag in the corresponding request was set to "true".

When present, this IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type if the Requested NSSAI and the subscribed S-NSSAI(s) received, or this IE shall contain the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s) if requestMapping flag was set to "true".

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded.
	

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall be included if:

-	the NSSF did not receive any Requested NSSAI; or
-	the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN; or
-	the NSSF has received "defaultConfiguredSnssaiInd" set to "true".

When present, this IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN.

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded.
	

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set which shall be constructed from PLMN-ID (i.e. three decimal digits MCC and two or three decimal digits MNC), AMF Region Id (8 bit), and AMF Set Id (10 bit).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
Pattern: '^[0-9]{3}-[0-9]{2-3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'
(NOTE)
	

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
	

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded. Such slices may be included in this attribute.
	

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.

NSSF may consider load level information of a Network Slice instance, provided by the NWDAF, to exclude slices that are overloaded. Such slices may be included in this attribute.
	

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI. (i.e. during PDU session establishment procedure in non-roaming or LBO roaming).
This IE shall also be included by the hNSSF and forwarded by the vNSSF if the hNSSF received the S-NSSAI. (i.e. during PDU session establishment procedure in HR roaming).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported
	

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.
When present, this IE shall contain the API URI of the NRF NFDiscovery Service (see clause 6.2.1 of 3GPP TS 29.510 [13]) to be used to determine the list of candidate AMF(s) from the AMF Set.

	

	nrfAmfSetNfMgtUri
	Uri
	C
	0..1
	This IE should be present if the nrfAmfSet is present. When present, it shall contain the API URI of the NRF NFManagement Service (see clause 6.1.1 of 3GPP TS 29.510 [13]). 
	

	nrfAmfSetAccessTokenUri
	Uri
	O
	0..1
	When present, this IE shall contain the API URI of the NRF Access Token Service (see clause 6.3.2 of 3GPP TS 29.510 [13]).
	

	targetAmfServiceSet
	NfServiceSetId
	O
	0..1
	When present, this IE shall contain the target AMF service set. (NOTE)
	

	targetNssai
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and TAI, or the NSSF received the rejected NSSAI of current Registration Area.

When present, this IE shall contain S-NSSAI(s) as defined in clause 5.3.4.3.3 of 3GPP TS 23.501 [2].
	TargetNssai

	NOTE:	The NF Service Consumer uses the PLMN ID, AMF Region, AMF Set and AMF Service Set to perform a NF Discovery to the NRF.  



* * * Next Change * * * *
6.1.6.2.13	Type: SliceInfoForUEConfigurationUpdate
Table 6.1.6.2.13-1: Definition of type SliceInfoForUEConfigurationUpdate
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscribedNssai
	array(SubscribedSnssai)
	C
	1..N
	This IE shall be included during UE configuration update procedure in 5GS. When present, this IE shall contain the list of subscribed S-NSSAIs along with an indication for each S-NSSAI if it is a default S-NSSAI. 
	

	allowedNssaiCurrentAccess
	AllowedNssai
	O
	0..1
	This IE may be included during UE configuration update procedure in 5GS. When present, this IE shall contain the list of allowed S-NSSAIs in the AMF for the current access type of the UE.
	

	allowedNssaiOtherAccess
	AllowedNssai
	O
	0..1
	This IE may be included during UE configuration update procedure in 5GS. When present, this IE shall contain the list of allowed S-NSSAIs in the AMF for the other access type of the UE.
	

	defaultConfiguredSnssaiInd
	boolean
	O
	0..1
	This IE may be present if the UE included the Default Configured NSSAI Indication during the recent Registration procedure.
	

	requestedNssai
	array(Snssai)
	O
	1..N
	This IE may contain the set of S-NSSAIs requested by the UE in the recent registration procedure.
	

	mappingOfNssai

	array(MappingOfSnssai)
	O
	1..N
	This IE may be present when the network slice information is requested during UE configuration update procedure. If present, this IE shall contain the mapping of S-NSSAI of the VPLMN to corresponding HPLMN S-NSSAI, for the S-NSSAIs included in the requestedNssai and the allowedNssai IEs for the current and other access types.
	

	ueSupNssrgInd
	boolean
	O
	0..1
	This IE shall be present in the request towards an NSSF in the serving PLMN when UE has indicated the support of NSSRG feature. When present, this IE shall contain the indication of UE support of subscription-based restrictions to simultaneous registration of network slice feature.
This IE shall be set as follows:
- true: the UE supports NSSRG feature
- false: the UE does not support NSSRG feature.
	

	rejectedNssaiRa
	array(Snssai)
	O
	1..N
	This IE maybe present when the UE is needed to be redirected to the dedicated frequency band(s) for an S-NSSAI (as specified in clause 5.3.4.3.3 of 3GPP TS 23.501 [2]).

When present, this IE shall indicate the rejected S-NSSAI(s) of the Registration Area.
	TargetNssai



* * * Next Change * * * *
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The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the NSSF and the NF Service Consumer, for the Nnssf_NSSelection service, if any.
The NF Service Consumer shall indicate the optional features it supports for the Nnssf_NSSelection service, if any, by including the supportedFeatures attribute in the HTTP GET request when requesting the NSSF to provide the allowed NSSAI information.
The NSSF shall determine the supported features for the requested network slice information resource as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in the allowed NSSAI information it returns in the HTTP response.
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [7].
The following features are defined for the Nnssf_NSSelection service.
Table 6.1.8-1: Features of supportedFeatures attribute used by Nnssf_NSSelection service
	Feature Number
	Feature
	M/O
	Description

	1
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. AMF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Nnssf_NSSelection service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release 15.

	x
	TargetNssai
	O
	Target NSSAI

An NF Service Consumer (e.g. AMF) and NSSF that supports this feature shall support handling of Target NSSAI as specified in clause 5.3.4.3.3 and clause 5.15.5.2.1 of 3GPP TS 23.501 [2].

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
A.2	Nnssf_NSSelection API
openapi: 3.0.0

**************** Text Skipped for Clarity *****************

    SliceInfoForUEConfigurationUpdate:
      description: Contains the slice information requested during UE configuration update procedure
      type: object
      properties:
        subscribedNssai:
          type: array
          items:
            $ref: '#/components/schemas/SubscribedSnssai'
          minItems: 1
        allowedNssaiCurrentAccess:
          $ref: '#/components/schemas/AllowedNssai'
        allowedNssaiOtherAccess:
          $ref: '#/components/schemas/AllowedNssai'
        defaultConfiguredSnssaiInd:
          type: boolean
        requestedNssai:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        mappingOfNssai:
          type: array
          items:
            $ref: '#/components/schemas/MappingOfSnssai'
          minItems: 1
        ueSupNssrgInd:
          type: boolean
        rejectedNssaiRa:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1

**************** Text Skipped for Clarity *****************

* * * End of Changes * * * *
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