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[bookmark: _Toc20155560][bookmark: _Toc27500715][bookmark: _Toc36048840][bookmark: _Toc45209603][bookmark: _Toc51860428][bookmark: _Toc75450786]6.2.8.3	MCData emergency private (one-to-one) communication conditions
[bookmark: _Toc20155561][bookmark: _Toc27500716][bookmark: _Toc36048841][bookmark: _Toc45209604][bookmark: _Toc51860429][bookmark: _Toc75450787]6.2.8.3.1	Authorisations
[bookmark: _Toc20155562][bookmark: _Toc27500717][bookmark: _Toc36048842][bookmark: _Toc45209605][bookmark: _Toc51860430][bookmark: _Toc75450788]6.2.8.3.1.1	Determining authorisation for initiating an MCData emergency private communication
If the MCData client receives a request from the MCData user to originate an MCData emergency private communication and:
1)	if the <allow-emergency-private-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <One‑to‑One‑Communication> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and if the <uri-entry> element of the <entry> element of the <MCDataPrivateRecipient> element contains the MCData ID of the MCData user targeted by the calling MCData user; or
b)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <One‑to‑One‑Communication> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
then the MCData client shall consider the MCData emergency private communication request to be an authorised request for an MCData emergency private communication. In all other cases the MCData client shall consider the MCData emergency private communication request to be an unauthorised request for an MCData emergency private communication.
[bookmark: _Toc20155563][bookmark: _Toc27500718][bookmark: _Toc36048843][bookmark: _Toc45209606][bookmark: _Toc51860431][bookmark: _Toc75450789]6.2.8.3.1.2	Determining authorisation for cancelling an MCData emergency private communication
If the MCData client receives a request from the MCData user to cancel an MCData emergency private communication and if the <allow-cancel-private-emergency-call> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency private communication cancellation request shall be considered to be an authorised request for an MCData emergency private communication cancellation.
In all other cases, the MCData emergency private communication cancellation request shall be considered to be an unauthorised request for an MCData emergency private communication cancellation.
[bookmark: _Toc20155564][bookmark: _Toc27500719][bookmark: _Toc36048844][bookmark: _Toc45209607][bookmark: _Toc51860432][bookmark: _Toc75450790]6.2.8.3.1.3	Determining authorisation for initiating or cancelling an MCData emergency alert to a MCData user
If the MCData client receives a request from the MCData user to send an MCData emergency alert to an MCData user and:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling MCData user as specified in 3GPP TS 24.484 [12] is set to a value of "true"; and
2)	if the "entry-info" attribute of the <entry> element of the <One‑to‑One‑EmergencyAlert> element contained within the <OnNetwork> element of the <mcdata-user-profile> element within the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of: 
a)	"UsePreConfigured", and if the <uri-entry> element of the <entry> element of the <One‑to‑One‑EmergencyAlert> element of the <OnNetwork> element of the <mcdata-user-profile> element within the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) contains the MCData ID of the targeted MCData user; or
b)	"LocallyDetermined";
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert. In all other cases, it shall be considered to be an unauthorised request for an MCData emergency alert.
If the MCData client receives a request from the MCData user to cancel an MCData emergency alert to an MCData user, and if the <allow-cancel-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling MCData user, as specified in 3GPP TS 24.484 [12], is set to a value of "true", then the MCData emergency alert cancellation request shall be considered to be an authorised request to cancel an MCData emergency alert. In all other cases, it shall be considered to be an unauthorised request to cancel an MCData emergency alert.
[bookmark: _Toc20155565][bookmark: _Toc27500720][bookmark: _Toc36048845][bookmark: _Toc45209608][bookmark: _Toc51860433][bookmark: _Toc75450791]6.2.8.3.2	SIP request for originating MCData emergency private communications
This subclause is referenced from other procedures.
When the MCData emergency private communication state is set to "MDEPC 1: emergency-pc-capable" and this is an authorised request for an MCData emergency private communication, as determined by the procedures of subclause 6.2.8.3.1.1, the MCData client:
1)	shall set the MCData emergency state if not already set;
2)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP request an <emergency-ind> element set to "true" and set the MCData emergency private communication state to "MDEPC 2: emergency-pc-requested";
3)	if the MCData user has also requested an MCData emergency alert to be sent and this is an authorised request for MCData emergency alert, as determined by the procedures of subclause 6.2.8.3.1.3, shall:
a)	include in the application/vnd.3gpp.mcdata-info+xml MIME body the <alert-ind> element set to "true" and set the MCData private emergency alert state to "MDPEA 2: emergency-alert-confirm-pending"; and
b)	include in the SIP request the specific location information for MCData emergency alert as specified in subclause 6.2.5.1;
4)	if the MCData user has not requested an MCData emergency alert to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body to "false"; and
5)	if the MCData emergency private priority state of this private communication is set to a value other than "MDEPP 2: in-progress" shall set the MCData emergency private priority state to "MDEPP 3: confirm-pending".
[bookmark: _Toc20155566][bookmark: _Toc27500721][bookmark: _Toc36048846][bookmark: _Toc45209609][bookmark: _Toc51860434][bookmark: _Toc75450792]6.2.8.3.3	Resource-Priority header field for MCData emergency private communications
This subclause is referenced from other procedures.
If the MCData emergency private communication state is set to either "MDEPC 2: emergency-pc-requested" or "MDEPC 3: emergency-pc-granted" and this is an authorised request for an MCData emergency private communication as determined by the procedures of subclause 6.2.8.3.1.1, or the MCData emergency private priority state of the communication is set to "MDEPP 2: in-progress", the MCData client shall include in the SIP request a Resource-Priority header field populated with the values for an MCData emergency private communication as specified in subclause 6.2.8.1.15.
NOTE:	The MCData client ideally would not need to maintain knowledge of the in-progress emergency state of the communication (as tracked on the MCData client by the MCData client emergency private state) but can use this knowledge to provide a Resource-Priority header field set to emergency level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.
If this is an authorised request to cancel the MCData emergency private communication as determined by the procedures of subclause 6.2.8.3.1.2, or the MCData emergency private priority state of the private communication is "MDEPP 1: no-emergency" or "MDEPP 3: cancel-pending", the MCData client shall include in the SIP request a Resource-Priority header field populated with the values for a normal MCData private communication as specified in subclause 6.2.8.1.15.
[bookmark: _Toc20155567][bookmark: _Toc27500722][bookmark: _Toc36048847][bookmark: _Toc45209610][bookmark: _Toc51860435][bookmark: _Toc75450793]6.2.8.3.4	Receiving a SIP 2xx response to a SIP request for an MCData emergency private communication 
This subclause is referenced from other procedures.
On receiving a SIP 2xx response to a SIP request for an MCData emergency private communication, and, if the MCData emergency private communication state is set to "MDEPC 2: emergency-pc-requested" or "MDEPC 3: emergency-pc-granted", the MCData client:
1)	shall set the MCData emergency private priority state of the communication to "MDEPP 2: in-progress" if it was not already set;
2)	shall set the MCData emergency private communication state to "MDEPC 3: emergency-pc-granted"; and
3)	if the MCData private emergency alert state is set to "MDPEA 2: emergency-alert-confirm-pending" and the SIP 2xx response to the SIP request for a priority private communication does not contain a Warning header field as specified in subclause 4.9 with the warning text containing the mcdata-warn-code set to "149", shall set the MCData private emergency alert state to "MDPEA 3: emergency-alert-initiated".
[bookmark: _Toc20155568][bookmark: _Toc27500723][bookmark: _Toc36048848][bookmark: _Toc45209611][bookmark: _Toc51860436][bookmark: _Toc75450794]6.2.8.3.5	Receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to a SIP request for an MCData emergency private communication 
Upon receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to a SIP request for an MCData emergency private communication, and, if the MCData emergency private communication state is set to "MDEPC 2: emergency-pc-requested" or "MDEPC 3: emergency-pc-granted", the MCData client:
1)	shall set the MCData emergency private communication state to "MDEPC 1: emergency-pc-capable";
2)	if the MCData emergency private priority state of the private communication is "MDEPP 3: confirm-pending" shall set the MCData emergency private priority state of the private communication to "MDEPP 1: no-emergency"; and
3)	if the sent SIP request for an MCData emergency private communication contained an application/vnd.3gpp.mcdata-info+xml MIME body with an <alert-ind> element set to a value of "true", shall set the MCData private emergency alert state to "MDPEA 1: no-alert".
[bookmark: _Toc20155569][bookmark: _Toc27500724][bookmark: _Toc36048849][bookmark: _Toc45209612][bookmark: _Toc51860437][bookmark: _Toc75450795]6.2.8.3.6	SIP re-INVITE request for cancelling MCData emergency private communication state 
This subclause is referenced from other procedures.
When the MCData emergency private communication state is set to "MDEPC 3: emergency-pc-granted" and the MCData emergency alert state is set to "MDPEA 1: no-alert", the MCData client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5] with the clarifications given below.
NOTE 1:	This procedure assumes that the MCData client in the calling procedure has verified that the MCData user has made an authorised request for cancelling MCData the in-progress emergency private communication state of the communication.
The MCData client:
1)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body, as defined in subclause D.1, with the <emergency-ind> element set to "false";
2)	shall clear the MCData emergency state; and
3)	shall set MCData emergency private priority state of the MCData emergency private communication to "MDEPP 3: cancel-pending".
NOTE 2:	This is the case of an MCData user who has initiated an MCData emergency private communication and wants to cancel it.
When the MCData emergency private communication state is set to "MDEPPC 3: emergency-pc-granted" and the MCData emergency alert state is set to a value other than "MDPEA 1: no-alert" and the MCData user has indicated only the MCData emergency private communication should be cancelled, the MCData client:
1)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body, as defined in subclause D.1, with the <emergency-ind> element set to "false"; and
2)	shall set the MCData emergency private priority state of the MCData emergency private communication to "MDEPP 3: cancel-pending";
NOTE 3:	This is the case of an MCData user has initiated both an MCData emergency private communication and an MCData emergency alert and wishes to only cancel the MCData emergency private communication. This leaves the MCData emergency state set.
When the MCData emergency private communication state is set to "MDEPC 3: emergency-pc-granted" and the MCData emergency alert state is set to a value other than "MDPEA 1: no-alert" and the MCData user has indicated that the MCData emergency alert on the MCData private communication should be cancelled in addition to the MCData emergency private communication, the MCData client:
1)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body as defined in annex D.1 with the <emergency-ind> element set to "false";
2)	shall, if this is an authorised request to cancel an MCData emergency alert as determined by the procedures of subclause 6.2.8.3.1.3:
a)	include in the application/vnd.3gpp.mcdata-info+xml MIME body an <alert-ind> element set to "false"; and
b)	set the MCData private emergency alert state to "MDPEA 4: emergency-alert-cancel-pending";
3)	if this is not an authorised request to cancel an MCData emergency alert as determined by the procedures of subclause 6.2.8.3.1.3, should indicate to the MCData user they are not authorised to cancel the MCData emergency alert;
4)	shall set the MCData emergency private priority state of the MCData to "MDEPP 3: cancel-pending"; and
5)	shall clear the MCData emergency state.
NOTE 4:	This is the case of an MCData user that has initiated both an MCData emergency private communication and an MCData emergency alert and wishes to cancel both.
[bookmark: _Toc20155570][bookmark: _Toc27500725][bookmark: _Toc36048850][bookmark: _Toc45209613][bookmark: _Toc51860438][bookmark: _Toc75450796]6.2.8.3.7	Receiving a SIP INFO request in the dialog of a SIP request for a priority private communication
This subclause is referenced from other procedures.
Upon receiving a SIP INFO request within the dialog of the SIP request for a priority private communication:
-	with the Info-Package header field containing the g.3gpp.mcdatainfo package name;
-	with the application/vnd.3gpp.mcdata-info+xml MIME body associated with the info package according to IETF RFC 6086 [21]; and
-	with one or more of the <alert-ind>, <imminentperil-ind> and <emergency-ind> elements set in the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body;
the MCData client:
1)	if the MCData private emergency alert state is set to "MDPEA 2: emergency-alert-confirm-pending":
a)	if the <alert-ind> element is set to a value of "false", shall set the MCData private emergency alert state to "MDPEA 1: no-alert"; and
b)	if the <alert-ind> element set to a value of "true", shall set the MCData private emergency alert state to "MDPEA 3: emergency-alert-initiated"; and
2)	if the MCData private emergency alert state is set to "MDPEA 4: Emergency-alert-cancel-pending":
a)	if the <alert-ind> element is set to a value of "true", shall set the MCData private emergency alert state to "MDPEA 3: emergency-alert-initiated"; and
b)	if the <alert-ind> element is set to a value of "false", shall set the MCData private emergency alert state to "MDPEA 1: no-alert".
[bookmark: _Toc20155571][bookmark: _Toc27500726][bookmark: _Toc36048851][bookmark: _Toc45209614][bookmark: _Toc51860439][bookmark: _Toc75450797]6.2.8.3.8	SIP re-INVITE request for cancelling the MCData emergency private communication state by a third-party
This subclause is referenced from other procedures.
Upon receiving a request to cancel the MCData emergency private communication state from an MCData user other than the originator of the MCData emergency private communication, the MCData client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5], with the clarifications given below.
The MCData client:
NOTE 1: This procedure assumes that the calling procedure has verified that the MCData user has made an authorised request for cancelling the MCData emergency private communication state of the communication.
1)	shall include in the SIP re-INVITE request an application/vnd.3gpp.mcdata-info+xml MIME body, as defined in subclause D.1, with the <emergency-ind> element set to "false";
2)	shall set the MCData emergency private priority state of the MCData emergency private communication to "MDEPP 3: cancel-pending"; and
3)	if the MCData user has indicated that an MCData emergency alert associated with the MCData emergency private communication originated by another MCData user should be cancelled and this is an authorised request for an MCData emergency alert cancellation, as determined by the procedures of subclause 6.2.8.3.1.3:
a)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <alert-ind> element set to a value of "false"; and
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <originated-by> element set to the MCData ID of the MCData user who originated the MCData emergency alert.
NOTE 2:	When an MCData emergency alert is cancelled by a MCData user other than its originator, the <originated-by> element is needed to identify which MCData emergency alert is being cancelled, as conceivably each participant in the MCData emergency private communication could have originated an MCData emergency alert.
[bookmark: _Toc20155572][bookmark: _Toc27500727][bookmark: _Toc36048852][bookmark: _Toc45209615][bookmark: _Toc51860440][bookmark: _Toc75450798]6.2.8.3.9	Retrieving a KMS URI associated with an MCData ID
If the MCData client needs to retrieve a KMS URI associated to an identified MCData ID for on network operation, the MCData client:
1)	shall search for the <One‑to‑One‑CommunicationListEntry> entry of the <One‑to‑One‑Communication> element of the <Common> element of the <mcdata-user-profile> element within the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) where the <One‑to‑One‑CommunicationListEntry> entry includes a <MCData-ID> element with the <uri-entry> element containing the identified MCData ID;
a)	if the <One‑to‑One‑CommunicationListEntry> entry identified by MCData ID is found and contains in the <anyExt> element a non‑empty <MCData‑ID‑KMSURI> element, shall retrieve the KMS URI contained therein; or
b)	if the <One‑to‑One‑CommunicationListEntry> entry identified by MCData ID is not found or the <MCData‑ID‑KMSURI> element is empty, shall retrieve the <kms> element of the <App-Server-Info> element of the <on-network> element of the UE initial configuration document (see the UE initial configuration document in 3GPP TS 24.484 [12]) and consider that to be the KMS URI associated with the MCData ID.
If the MCData client needs to retrieve a KMS URI associated to an identified MCData ID for off network operation, the MCData client:
1)	shall search for /<x>/<x>/Common/OneToOne/UserList/<x>/Entry/MCDataID leaf node containing the identified MCData ID (see the MCData user profile MO in 3GPP TS 24.483 [42]);
a)	if the identified MCData ID is found:
i)	shall retrieve the /<x>/<x>/Common/OneToOne/UserList/<x>/Entry/MCDataIDKMSURI leaf node (see the MCData user profile MO in 3GPP TS 24.483 [42]); and
ii)	if the MCDataIDKMSURI leaf node in the same /<x>/<x>/Common/OneToOne/UserList/<x>/Entry/ interior node as the MCDataID leaf node containing the identified MCData ID is not empty, shall consider its value to be the KMS URI associated with the MCData ID; and
b)	if the identified MCData ID is not found or if the /<x>/<x>/Common/OneToOne/UserList/<x>/Entry/MCDataIDKMSURI leaf node is empty:
i)	shall retrieve /<x>/OnNetwork/AppServerInfo/KMS leaf node (see the MCS UE initial configuration document in 3GPP TS 24.483 [42]); and
ii)	shall consider the value of the /<x>/OnNetwork/AppServerInfo/KMS leaf node to be the KMS URI associated with the MCData ID.
6.2.8.4	Procedures for modifying ongoing communications
[bookmark: _Toc20156134][bookmark: _Toc27501291][bookmark: _Toc36049417][bookmark: _Toc45210183][bookmark: _Toc51861008][bookmark: _Toc75451372]6.2.8.4.1	Cancelling or ending ongoing client terminating procedures
Upon receiving a SIP CANCEL request cancelling a received SIP INVITE request for which a dialog exists at the MCData client and if a SIP 200 (OK) response has not yet been sent to the received SIP INVITE request, then the MCData client:
1) shall send a SIP 200 (OK) response to the SIP CANCEL request according to 3GPP TS 24.229 [5];
2) if the values of the MDEG, MDIG or MDEPP were changed due to the processing of the received  SIP INVITE, shall restore those variable to the values they held prior to the processing of the received SIP INVITE; and 
3)	shall send a SIP 487 (Request Terminated) response to the received SIP INVITE request according to 3GPP TS 24.229 [5].
Upon receiving a SIP BYE request for an established dialog, the MCData client:
1) shall release the associated allocated resources; and
2) shall send SIP 200 (OK) response towards the received SIP BYE request according to 3GPP TS 24.229 [5].
[bookmark: _Toc20156135][bookmark: _Toc27501292][bookmark: _Toc36049418][bookmark: _Toc45210184][bookmark: _Toc51861009][bookmark: _Toc75451373]6.2.8.4.2	Client terminating procedures for handling SIP re-INVITE for an existing one-to-one communication session
This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request for an existing one-to-one communication session, the MCData client shall:
1)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <emergency-ind> element set to a value of "true":
a)	should display to the MCData user an indication that this is a SIP re-INVITE request to upgrade this MCData one-to-one communication to an MCData emergency one-to-one communication, and:
i)	should display the MCData ID of the originator of the MCData emergency one-to-one communication contained in the <mcdata-calling-user-id> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	if the <alert-ind> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body is set to "true", should display to the MCData user an indication of the MCData emergency alert and associated information; and
b)	shall set the MCData emergency private priority state to "MDEPP 2: in-progress" for this one-to-one communication;
2)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <emergency-ind> element set to a value of "false":
a)	should display to the MCData user an indication that this is a SIP re-INVITE request to downgrade this emergency one-to-one communication to a normal priority one-to-one communication, and:
i)	should display the MCData ID of the sender of the SIP re-INVITE request contained in the <mcdata-calling-user-id> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
ii)	if the <alert-ind> element of the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body is set to "false", should display to the MCData user an indication that the MCData emergency alert is cancelled;
iii)	if the SIP re-INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body including an <originated-by> element:
A)	should display to the MCData user the MCData ID of the originator of the MCData emergency alert, as indicated by the <originated-by> element; and
B)	if the MCData ID contained in the <originated-by> element is the MCData ID of the receiving MCData user, shall set the MCData emergency alert state to "MDPEA 1: no-alert";
b)	shall set the MCData emergency private priority state to "MDEPP 1: no-emergency" for this one-to-one communication; and
c)	if the MCData emergency private communication state of the communication is set to "MDEPC 3: emergency-pc-granted", shall set the MCData emergency private communication state of the communication to "MDEPC 1: emergency-pc-capable";
3)	may display to the MCData user the MCData ID of the inviting MCData user, if not already done so in the preceding steps; 
3A)	may display to the MCData user the functional alias of the inviting MCData user, if provided;
4)	shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
6)	if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5], with the clarifications given in subclauses 9.2.4.2.2 (for SDS) or 10.2.5.2.2 (for FD);
7)	if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [5], based upon the parameters already negotiated for the pre-established session;
NOTE:	The SIP re-INVITE request can be received within an on-demand session or a pre-established session. If the SIP re-INVITE request is received within a pre-established session, the value settings for the media are expected to be the same as was negotiated in the existing pre-established session.
8)	shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5]; and
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15].
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This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCData user to cancel the in-progress emergency condition on an MCData emergency one-to-one communication, the MCData client shall generate a SIP re-INVITE request by following the UE session procedures specified in 3GPP TS 24.229 [5], with the clarifications given below.
The MCData client:
1)	if the MCData user is not authorised to cancel the in-progress emergency condition on an MCData emergency one-to-one communication as determined by the procedures of subclause 6.2.8.3.1.2:
a)	should indicate to the MCData user that they are not authorised to cancel the in-progress emergency condition on an MCData emergency one-to-one communication; and
b)	shall skip the remaining steps of the current subclause;
2)	shall, if the MCData user is cancelling an in-progress emergency condition and optionally an MCData emergency alert originated by the MCData user, include an application/vnd.3gpp.mcdata-info+xml MIME body by executing the procedure in subclause 6.2.8.3.6;
3)	shall, if the MCData user is cancelling an in-progress emergency condition and optionally an MCData emergency alert originated by another MCData user, include an application/vnd.3gpp.mcdata-info+xml MIME body by executing the procedure in subclause 6.2.8.3.8;
4)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3;
5)	shall include in the SIP re-INVITE request an SDP offer with the media parameters set as currently established;
NOTE 1:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCData communication. If the SIP re-INVITE request is sent within a pre-established session, the settings of the media parmeters are expected to be the same as it was negotiated in the existing pre-established session.
6)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [5].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCData client:
1)	shall interact with the user plane as specified in 3GPP TS 24.582 [15];
2)	shall set the MCData emergency private priority state of the MCData private call to "MDEPP 1: no-emergency";
3)	shall set the MCData emergency private communication state of the call to "MDEPC 1: emergency-pc-capable"; and
4)	if the MCData emergency alert state is set to "MDPEA 4: emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element of the <mcdata-Params> element in the application/vnd.3gpp.mcdata-info+xml MIME body and the SIP 2xx response to the SIP request for a priority communication does not contain a Warning header field as specified in subclause 4.9 with the warning text containing the <mcdata-warn-code> element set to "149", shall set the MCData emergency alert state to "MDPEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:
1)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdata-Params> element containing an <emergency-ind> element set to a value of "true", the MCData client shall set the MCData emergency private priority state as "MDEPP 2: in-progress";
2)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcdata-info+xml MIME body with an with an <mcdata-Params> element containing an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body, the MCData client shall set the MCData emergency alert state to "MDPEA 3: emergency-alert-initiated"; and
3)	if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcdata-info+xml MIME body, shall set the MCData emergency private priority state as "MDEPP 2: in-progress" and the MCData emergency alert (MDPEA) state shall revert to its value prior to entering the current procedure.
NOTE 2:	If the in-progress emergency private priority state cancel request is rejected, the state of the session does not change, i.e., continues with MCData emergency private communication level priority.
On receiving a SIP INFO request where the Request-URI contains an MCData session ID identifying an ongoing session, the MCData client shall follow the actions specified in subclause 6.2.8.3.7.
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This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCData user to upgrade the ongoing MCData one-to-one communication to an MCData emergency one-to-one communication, the MCData client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [5], with the clarifications given below.
1)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body populated as specified in subclause 6.2.8.3.2;
2)	shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3.
3)	shall include an SDP offer with the media parameters as currently established according to 3GPP TS 24.229 [5]; and
NOTE:	The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCData private call. If the SIP re-INVITE request is sent within a pre-established session, the settings of the media parmeters are expected to be the same as it was negotiated in the existing pre-established session.
4)	shall send the SIP re-INVITE request according to 3GPP TS 24.229 [5].
On receiving a SIP 2xx response to the SIP re-INVITE request the MCData client:
1)	shall interact with the user plane as specified in 3GPP TS 24.582 [15]; and
2)	shall perform the actions specified in subclause 6.2.8.3.4.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request, the MCData client shall perform the actions specified in subclause 6.2.8.3.5.
On receiving a SIP INFO request where the Request-URI contains an MCData session ID identifying an ongoing session, the MCData client shall follow the actions specified in subclause 6.2.8.3.7
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