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	Reason for change:
	There are some unclear descriptions about AT command +C5GPDUAUTHS in TS27.007, which makes it difficult for implementation. 
1. The MT is needed to report all the authentication EAP message in (PDU session authentication command message, PDU session authentication result message, PDU session establishment accept message, and PDU session establishment reject message, PDU session release command message) from the network during or after a UE-requested non-emergency PDU establishment request has been sent, see below:

<is_last_msg>: integer type, specifies if this is the last authenticate EAP message from network for the <cid> mentioned.

   Thus, the following that only the EAP message receiving in an authentication request (PDU session authentication command message) will be reported to the TE is incorrect.
The set command controls the presentation of an unsolicited result code +C5GPDUAUTHU: <cid>, <is_last_msg>, <len>, <eap_msg> which will be displayed on receiving an authentication request in the form of Extensible Authentication Protocol (EAP) message from network during or after a UE-requested non-emergency PDU establishment request has been sent. The purpose of the PDU session authentication and authorization is to enable the data network (DN) to authenticate and authorize the upper layers of UE. This procedure happens through EAP as specified in IETF RFC 3748 [32] and 3GPP TS 24.501 [161] clause 6.3.1.
2. It is not clear about the usage purpose of “<is_last_msg>”. Each EAP message in the PDU session authentication result message, or in the PDU session establishment accept message, or in the PDU session establishment reject message, or in the PDU session release command message can be regarded as the last EAP message, the TE can figure it out by itself, there is no need for the MT to inform. 
<is_last_msg>: integer type, specifies if this is the last authenticate EAP message from network for the <cid> mentioned.
3. The length of the whole EAP message IE is in the range(7, 1503) according to the TS24.501, see below:
9.11.2.2
EAP message

The purpose of the EAP message information element is to transport an EAP message as specified in IETF RFC 3748 [34].

The EAP message information element is coded as shown in figure 9.11.2.2.1 and table 9.11.2.2.1.

The EAP message is a type 6 information element with minimum length of 7 octets and maximum length of 1503 octets.
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Figure 9.11.2.2.1: EAP message information element

Table 9.11.2.2.1: EAP message information element

EAP message (octet 4 to n)

An EAP message as specified in IETF RFC 3748 [34].

    The length of the EAP message is in the range (4, 1500). The MT reports the EAP message (not EAP message IE) to the TE, thus, the maximum of the length is 1500, not 1503, see below:

<len>: integer type, indicates the length of the EAP message content. It can be of max 1503 according to 3GPP TS 24.501 [161] clause  9.11.2.2.
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*****First change *****
10.1.73
5G PDU Session Authentication Setting +C5GPDUAUTHS

Table 10.1.73-1: +C5GPDUAUTHS parameter command syntax

	Command
	Possible response(s)

	+C5GPDUAUTHS=<n>
	+CME ERROR: <err>

	+C5GPDUAUTHS?
	+C5GPDUAUTHS: <n>

	+C5GPDUAUTHS=?
	+C5GPDUAUTHS: (list of supported <n>s)


Description

The set command controls the presentation of an unsolicited result code +C5GPDUAUTHU: <cid>, <len>, <eap_msg> which will be displayed on receiving an authentication message in the form of Extensible Authentication Protocol (EAP) message from network during or after a UE-requested non-emergency PDU establishment request has been sent. The purpose of the PDU session authentication and authorization is to enable the data network (DN) to authenticate and authorize the upper layers of UE. This procedure happens through EAP as specified in IETF RFC 3748 [32] and 3GPP TS 24.501 [161] clause 6.3.1.

There can be several sessions of exchange of an EAP-request and EAP-response message for the DN to complete the authentication and authorization of the request for a PDU session. The network shall start a timer (T3590) once the EAP-request message has been sent and expects the EAP-response message from UE to stop the timer. On expiry of the timer, network shall re-transmit the message after restarting the timer. This can be retransmitted for four times.
Read command returns the current setting of value <n>.

Test command returns the range of supported <n>.

Defined values
<n>: integer type. Enables or disables reporting of authentication indication from network consisting of the EAP-message for a particular <cid>.

0
disable reporting.

1
enable reporting.

<cid>: integer type, specifies a particular QoS flow definition (see the +CGDCONT and +CGDSCONT commands).



<len>: integer type, indicates the length of the EAP message content. It can be of max 1500 according to 3GPP TS 24.501 [161] clause  9.11.2.2.

<eap_msg>: string type in hexadecimal format, consists of the EAP message from network, as defined in IETF RFC 3748 , IETF RFC 4187  and IETF RFC 5448. This parameter shall not be subject to conventional character conversion as per +CSCS.
Implementation

Optional.

***** End of changes *****
*****Next change *****
Annex B (normative):
Summary of result codes

ITU‑T Recommendation V.250 [14] result codes which can be used in the present document and result codes defined in the present document:

Table B.1: Result codes

	Verbose result code

(V.250 command V1 set)
	Numeric

(V0 set)
	Type
	Description

	+C5GPDUAUTHU
	as verbose
	unsolicited
	refer clause 10.1.73

	+C5GUSMS
	as verbose
	unsolicited
	refer clause 10.1.59

	+CABTSRI
	as verbose
	unsolicited
	refer clause 10.1.41

	+CACSP
	as verbose
	unsolicited
	refer clause 11.1.7

	+CALV
	as verbose
	unsolicited
	refer clause 8.16

	+CANCHEV
	as verbose
	unsolicited
	refer clause 11.1.8

	+CAPPLEVMC
	as verbose
	unsolicited
	refer clause 8.78

	+CAPTT
	as verbose
	unsolicited
	refer clause 11.1.4

	+CAULEV
	as verbose
	unsolicited
	refer clause 11.1.5

	+CBCAP
	as verbose
	unsolicited
	refer clause 8.59

	+CBCHG
	as verbose
	unsolicited
	refer clause 8.61

	+CBCON
	as verbose
	unsolicited
	refer clause 8.60

	+CCCM
	as verbose
	unsolicited
	refer clause 7.16 

	+CCSFBU
	as verbose
	unsolicited
	refer clause 8.76

	+CCSTATEREQU
	as verbose
	unsolicited
	refer clause 10.1.72

	+CCWA
	as verbose
	unsolicited
	refer clause 7.12

	+CCWV
	as verbose
	unsolicited
	refer clause 8.28

	+CDEV
	as verbose
	unsolicited
	refer clause 8.10

	+CDIP
	as verbose
	unsolicited
	refer clause 7.9

	+CDUT
	as verbose
	intermediate
	refer clause 13.2.1

	+CDUU
	as verbose
	unsolicited
	refer clause 13.2.1

	+CECN
	as verbose
	unsolicited
	refer clause 6.28

	+CEDRXSP
	as verbose
	unsolicited
	refer clause 7.40

	+CEMBMSRI
	as verbose
	unsolicited
	refer clause 14.2.2

	+CEMBMSSAII
	as verbose
	unsolicited
	refer clause 14.2.6

	+CEMBMSSRVI
	as verbose
	unsolicited
	refer clause 14.2.3

	+CEN1
	as verbose
	intermediate

unsolicited
	refer clause 8.67

	+CEN2
	as verbose
	intermediate

unsolicited
	refer clause 8.67

	+CEN3
	as verbose
	intermediate

unsolicited
	refer clause 8.67

	+CEN4
	as verbose
	intermediate

unsolicited
	refer clause 8.67

	+CEPTT
	as verbose
	unsolicited
	refer clause 11.1.10 

	+CEPSFBS
	as verbose
	unsolicited
	refer clause 8.81

	+CEREG
	as verbose
	unsolicited
	refer clause 10.1.22

	+CPBW
	as verbose
	intermediate
	refer clause 8.14

	+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	+CGBRRREP
	as verbose
	unsolicited
	refer clause 10.1.69

	+CGDEL
	as verbose
	intermediate
	refer clause 10.1.29

	+CGEV
	as verbose
	unsolicited
	refer clause 10.1.19

	+CGREG
	as verbose
	unsolicited
	refer clause 10.1.20

	+CHSR
	as verbose
	intermediate
	refer clause 6.16

	+CIEV
	as verbose
	unsolicited
	refer clause 8.10

	+CCIOTOPTI
	as verbose
	unsolicited
	refer clause 7.42

	+CIREGU
	as verbose
	unsolicited
	refer clause 8.71

	+CIREPH
	as verbose
	unsolicited
	refer clause 8.64

	+CIREPI
	as verbose
	unsolicited
	refer clause 8.64

	+CKEV
	as verbose
	unsolicited
	refer clause 8.10

	+CLADNU
	as verbose
	unsolicited
	refer clause 10.1.61

	+CLAV
	as verbose
	unsolicited
	refer clause 8.31

	+CLIP
	as verbose
	unsolicited
	refer clause 7.6

	+CMCCSI
	as verbose
	unsolicited
	refer clause 8.73

	+CMCCSS<x>
	as verbose
	unsolicited
	refer clause 8.73

	+CMCCSSEND
	as verbose
	unsolicited
	refer clause 8.73

	+CME ERROR
	as verbose
	final
	refer clause 9.2.0

	+CMICO
	as verbose
	unsolicited
	refer clause 10.1.55

	+CMOLRE
	as verbose
	unsolicited
	refer clause 9.3.1

	+CMOLRG
	as verbose
	unsolicited
	refer clause 8.50

	+CMOLRN
	as verbose
	unsolicited
	refer clause 8.50

	+CMTLR
	as verbose
	unsolicited
	refer clause 8.57

	+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	+CMWN
	as verbose
	unsolicited
	refer clause 7.36

	+CNAP
	as verbose
	intermediate

unsolicited
	refer clause 7.30

	+CNEC_MM
	as verbose
	unsolicited
	refer clause 9.1b

	+CNEC_GMM
	as verbose
	unsolicited
	refer clause 9.1b

	+CNEC_GSM
	as verbose
	unsolicited
	refer clause 9.1b

	+CNEC_EMM
	as verbose
	unsolicited
	refer clause 9.1b

	+CNEC_ESM
	as verbose
	unsolicited
	refer clause 9.1b

	+CNEMIU
	as verbose
	unsolicited
	refer clause 7.33

	+CNEMS1
	as verbose
	unsolicited
	refer clause 7.33

	+CNEM5G
	as verbose
	unsolicited
	refer clause 7.33

	+CNRREG
	as verbose
	unsolicited
	refer clause 10.1.47

	+COEV
	as verbose
	unsolicited
	refer clause 8.10

	+COLP
	as verbose
	intermediate

unsolicited
	refer clause 7.8

	+CPINR
	as verbose
	intermediate
	refer clause 8.65

	+CPINRE
	as verbose
	intermediate
	refer clause 8.65

	+CPOSR
	as verbose
	unsolicited
	refer clause 8.56

	+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	+CPNSTAT
	as verbose
	unsolicited
	refer clause 7.28

	+CPSB
	as verbose
	unsolicited
	refer clause 7.29

	+CR
	as verbose
	intermediate
	refer clause 6.9

	+CREG
	as verbose
	unsolicited
	refer clause 7.2

	+CRING
	as verbose
	unsolicited
	refer clause 6.11

	+CRLOSPU
	as verbose
	unsolicited
	refer clause 10.1.65

	+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	+CRUEPOLICYU
	as verbose
	unsolicited
	refer clause 10.1.51

	+CSBTSRI
	as verbose
	unsolicited
	refer clause 10.1.56

	+CSCON
	as verbose
	unsolicited
	refer clause 10.1.30

	+CSDBTSRI
	as verbose
	unsolicited
	refer clause 10.1.58

	+CSSI
	as verbose
	intermediate
	refer clause 7.17

	+CSSU
	as verbose
	unsolicited
	refer clause 7.17

	+CTEV
	as verbose
	unsolicited
	refer clause 8.10

	+CTZE
	as verbose
	unsolicited
	refer clause 8.41

	+CTZEU
	as verbose
	unsolicited
	refer clause 8.41

	+CTZV
	as verbose
	unsolicited
	refer clause 8.41

	+CUSATEND
	as verbose
	unsolicited
	refer clause 12.2.4

	+CUSATP
	as verbose
	unsolicited
	refer clause 12.2.4

	+CUSATS
	as verbose
	unsolicited
	refer clause 12.2.3

	+CUSD
	as verbose
	unsolicited
	refer clause 7.15

	+CUUS1I
	as verbose
	intermediate
	refer clause 7.26

	+CUUS1U
	as verbose
	unsolicited
	refer clause 7.26

	+CWLANOLADI
	as verbose
	unsolicited
	refer clause 10.1.39

	+CWLANOLCMI
	as verbose
	unsolicited
	refer clause 10.1.40

	+DR
	as verbose
	intermediate
	refer clause 6.26

	+ILRR
	as verbose
	intermediate
	refer clause 4.3

	BUSY
	7
	final
	busy signal detected

	CONNECT
	1
	intermediate
	connection has been established

	CONNECT <text>
	manufacturer specific
	intermediate
	as CONNECT but manufacturer specific <text> gives additional information (e.g. connection data rate)

	ERROR
	4
	final
	command not accepted

	NO ANSWER
	8
	final
	connection completion timeout

	NO CARRIER
	3
	final
	connection terminated

	NO DIALTONE
	6
	final
	no dialtone detected

	OK
	0
	final
	acknowledges execution of a command line

	RING
	2
	unsolicited
	incoming call signal from network

	NOTE:
From v6.2.0 onwards, ATV0 numeric result codes 5, 6, 7 for NO DIALTONE, BUSY and NO ANSWER respectively, have been replaced by numeric result codes 6, 7, 8 respectively, to be aligned with the values listed in ITU-T Recommendation V.250 [14] (previously V.25ter).


NOTE:
The table B.1 is as an overview of the result codes, hence the complete syntax of the result codes is not shown.
***** End of changes *****
