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	Reason for change:
	Based on a GSMA request (S2-2105243), SA2 has removed the limitation to not allow DNN in both Traffic Descriptor and Route Selection Descriptor in the URSP rule. The UE shall use the DNN Selection in Route Selection Descriptor when DNN component is also in Traffic Descriptor.
In addition TS 23.503 introduces the following clarification: 

NOTE 2: To provide uniform service experience for UEs from earlier Releases, when a USRP rule with a DNN in both, Traffic descriptor and Route Selection Descriptor, is provided to the UEs, the DNN(s) used in the Traffic descriptor would also need to be included in the policy for DNN replacement in the network. In addition, a lower priority Route Selection Descriptor without a DNN would also need to be provided to the UEs.
This note is added since in previous releases the DNN selection in the Route Selection Descriptor was not included when the Traffic descriptor included a DNN.
It means that, for backward compatibility reasons, when the PCF creates the list of candidate DNNs for replacement it should consider the DNN(s) that are part of the Traffic descriptor of the URSP rules in adition to the DNNs included in the Route Selection Descriptor since there could be UEs routing towards a DNN that was part of the Traffic descriptor. 
It is proposed to clarify that in TS 29.507.

	
	

	Summary of change:
	A new note is introduced to clarify how the PCF will create the DNN replacement list when URSP rules include DNN selection information.

	
	

	Consequences if not approved:
	It is unclear what DNN information will be used when creating the candidate DNN replacement list and URSP rules have been provided to the UE.
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
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[6]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[7]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[12]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[13]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[bookmark: _Hlk518260138][14]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[15]	void.
[16]	void.
[17]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for Exposure; Stage 3".
[18]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[19]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[20]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[21]	IETF RFC 7807: "Problem Details for HTTP APIs".
[22]	3GPP TR 21.900: "Technical Specification Group working methods".
[23]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)". 
[24]	3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3".
[25]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[26]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[xx]	3GPP TS 29.525: "UE Policy Control Service; Stage 3".
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[bookmark: _Toc28011067][bookmark: _Toc34137930][bookmark: _Toc36037525][bookmark: _Toc39051627][bookmark: _Toc43363219][bookmark: _Toc45132826][bookmark: _Toc49871557][bookmark: _Toc50023447][bookmark: _Toc51761127][bookmark: _Toc67492610][bookmark: _Toc74838343][bookmark: _Toc83229868]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-BRG	5G Broadband Residential Gateway
5G-RG	5G Residential Gateway
5GC	5G Core Network
5G-CRG	5G Cable Residential Gateway
5GS	5G System 
AMBR	Aggregated Maximum Bit Rate
AMF	Access and Mobility Management Function
BBF	Broadband Forum
DNN	Data Network Name
EPS	Evolved Packet System
FN-BRG	Fixed Network Broadband Residential Gateway
FN-CRG	Fixed Network Cable Residential Gateway
FN-RG	Fixed Network Residential Gateway 
FQDN	Fully Qualified Domain Name
GBR	Guaranteed Bit Rate
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber-Coaxial
JSON	JavaScript Object Notation
LBO	Local Break Out (roaming) 
MBR	Maximum Bit Rate
NID	Network Identifier
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
PCF	Policy Control Function
PEI	Permanent Equipment Identifier
PRA	Presence Reporting Area 
QoS	Quality of Service
RFSP	RAT Frequency Selection Priority 
SMF	Session Management Function
[bookmark: _Hlk16691672]S-NSSAI	Single Network Slice Selection Assistance Information
SNPN	Stand-alone Non-Public Network
SUPI	Subscription Permanent Identifier 
UDM	Unified Data Management
URSP	UE Route Selection Policy
V-PCF	Visited Policy Control Function
W-5GAN	Wireline 5G Access Network 
W-5GBAN	Wireline BBF Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function
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[bookmark: _Toc28011087][bookmark: _Toc34137950][bookmark: _Toc36037545][bookmark: _Toc39051647][bookmark: _Toc43363239][bookmark: _Toc45132846][bookmark: _Toc49871577][bookmark: _Toc50023467][bookmark: _Toc51761147][bookmark: _Toc67492630][bookmark: _Toc74838363][bookmark: _Toc83229888]4.2.2.3.4	SMF Selection Management
If the "DNNReplacementControl" feature is supported, when SMF Selection Management is enabled, the SMF selection information is encoded using the "SmfSelectionData" data type, which consists of:
-	the conditions upon which the AMF shall request to the PCF the replacement of SMF selection data, which may include:
a)	an indication of whether the AMF shall request DNN replacement when the UE requested an unsupported DNN during PDU session establishment encoded in the "unsuppDnn" attribute; and/or
b)	a list of candidate DNNs for replacement encoded in the "candidates" map, where: 
i)	the key of the map is the S-NSSAI; and
ii)	each entry of the map is of "CandidateForReplacement" data type, which:
-	shall include the S-NSSAI encoded in the "snssai" attribute; and
-	may include the list of candidate DNNs for the S-NSSAI encoded in the "dnns" attribute; 
NOTE 1:	The S-NSSAIs included in the map are S-NSSAIs of the allowed NSSAI valid in the serving network. The PCF keeps updated information of the allowed NSSAI valid in the serving network by subscribing to the policy control request trigger Change of allowed NSSAI of the served UE.
NOTE x1:	When the PCF provides URSP rules (see 3GPP TS 29.525 [xx]) to the UE with new DNN information and in order to provide uniform service experience for UEs from earlier Releases, the candidate DNNs for replacement will consider those included within the traffic descriptors in addition to those included as part of the Route Selection Descriptor(s) of the URSP rule(s) provided to the UE.
-	and, 
a)	when included within the Npcf_AMPolicyControl_Update request, the UE requested DNN and S-NSSAI at PDU session establishment that matched an entry of the "candidates" map, encoded in the "dnn" attribute and in the "snssai" attribute respectively, and the mapping to the home S-NSSAI encoded in the "mappingSnssai" attribute if available; and
b)	when included within the Npcf_AMPolicyControl_Update response, the PCF selected DNN encoded in the "dnn" attribute;
NOTE x22:	The PCF can select the same DNN and S-NSSAI as the UE requested DNN and S-NSSAI. When the PCF returns an unsupported DNN, the AMF applies internal policies to reject the PDU session establishment.
When the "dnns" attribute is omitted in an entry of the "candidates" map it represents that the AMF shall invoke the procedure for any UE request matching the S-NSSAI value included in the "snssai" attribute. 
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