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	Abstract:
	This liaison statement invites feedback from relevant groups on a new work item within ITU-T Study Group 2 (SG2), a Technical Report on spoofing using national numbers (TR.SPN).

During the ITU-T Study Group 2 (SG2) meeting, Question 3/2 held a meeting on 9 November 2021, at which discussions took place on contribution C362 (Egypt), relating to spoofing using national numbers.
The contribution provided a technical solution to avoid spoofing using national numbers. The solution is based on using a firewall on an international gateway to block all international calls with national numbers except for roaming subscribers. Therefore, no national number with international format should call unless it is a real roamer number. 
Q3/2 created a new work item, a Technical Report on spoofing using national numbers (TR.SPN). The objective of this new Technical Report is to study the technical and security aspects that Member States and operators may face while applying this solution. (Please refer to the A.13 justification at SG2-TD90R1/PLEN.)
Q3/2 would welcome comments and views on these documents, and kindly requests that you provide us with the technical and security aspects that may be considered.
Attach:
-	SG2-C362, "Spoofing using national number".
-	SG2-TD090R1/PLEN, "A.13 justification for the new work item TR.SPN: " Spoofing using national number""
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