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* * * First Change * * * *
[bookmark: _Toc20142384][bookmark: _Toc34217330][bookmark: _Toc34217482][bookmark: _Toc39051845][bookmark: _Toc43210417][bookmark: _Toc49853324][bookmark: _Toc56530114][bookmark: _Toc82714530][bookmark: _Toc20120547][bookmark: _Toc21623425][bookmark: _Toc27587120][bookmark: _Toc36459182][bookmark: _Toc45028429][bookmark: _Toc51870108][bookmark: _Toc51870230][bookmark: _Toc82684211][bookmark: _Toc19702460][bookmark: _Toc27751616][bookmark: _Toc35971702][bookmark: _Toc35975951][bookmark: _Toc44849408][bookmark: _Toc51853049][bookmark: _Toc51859722][bookmark: _Toc83139648]6.2.5.2.3.1	POST
This method shall support the request data structures specified in table 6.2.5.2.3.1-1 and the response data structures and response codes specified in table 6.2.5.2.3.1-2.
Table 6.2.5.2.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NssfEventNotification
	M
	1
	Representation of the data to be sent to the NF service consumer (e.g. AMF) to update NSSAI availability information, authorized by the NSSF in the serving PLMN.



Table 6.2.5.2.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful update of the NF service consumer (e.g. AMF)with NSSAI availability information. 

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	The "cause" attribute may be used to indicate one of the following application errors:
- RESOURCE_CONTEXT_NOT_FOUND

See table 6.2.7.3-1 for the description of this error.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- RESOURCE_URI_STRUCTURE_NOT_FOUND

See table 6.2.7.3-1 for the description of this error.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc20142406][bookmark: _Toc34217352][bookmark: _Toc34217504][bookmark: _Toc39051867][bookmark: _Toc43210439][bookmark: _Toc49853346][bookmark: _Toc56530136][bookmark: _Toc82714552]* * * Next Change * * * *
6.2.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nnssf_NSSAIAvailability service. The following application errors listed in Table 6.1.7.3-1 are specific for the Nnssf_NSSAIAvailability service.
Table 6.2.7.3-1: Application errors
	[bookmark: _Hlk510519236]Application Error
	HTTP status code
	Description

	RESOURCE_CONTEXT_NOT_FOUND
	400 Bad Request
	Indicates that the NF Service Consumer (e.g. AMF) received a notification request from NSSF on an existing callback URI, but the corresponding context does not exist at the NF Service Consumer.

	SNSSAI_NOT_SUPPORTED
	403 Forbidden
	The request is rejected due to the SNSSAI provided in the request is not supported in the PLMN.


	NOT_AUTHORIZED
	403 Forbidden
	The request is rejected due to the NF service consumer is not authorized to update the NSSAI availability information, or subscribe for the NSSAI availability information notification.

	RESOURCE_NOT_FOUND
	404 Not Found
	The request is rejected due to the NF service consumer is authorized, but the resource related to the NF Id for which the NSSAI availability information is updated or deleted is unavailable.

	SUBSCRIPTION_NOT_FOUND
	404 Not Found
	Indicates the modification of subscription has failed due to an application error when the subscription is not found in the NSSF.

	RESOURCE_URI_STRUCTURE_NOT_FOUND
	404 Not Found
	Indicates that the NF Service Consumer (e.g. AMF) received a notification request from NSSF on a callback URI that is not known to the NF Service Consumer.




[bookmark: _Toc20120527][bookmark: _Toc21623405][bookmark: _Toc27587100][bookmark: _Toc36459162][bookmark: _Toc45028409][bookmark: _Toc51870088][bookmark: _Toc51870210][bookmark: _Toc82684191]* * * Next Change * * * *
[bookmark: _Toc20142412][bookmark: _Toc34217358][bookmark: _Toc34217510][bookmark: _Toc39051873][bookmark: _Toc43210445][bookmark: _Toc49853352][bookmark: _Toc56530143][bookmark: _Toc82714559]A.3	Nnssf_NSSAIAvailability API

(... text not shown for clarity ...)

  /nssai-availability/subscriptions:
    post:
      summary: Creates subscriptions for notification about updates to NSSAI availability information
      tags:
        - Subscriptions (Collection)
      operationId: NSSAIAvailabilityPost
      parameters:
        - name: Content-Encoding
          in: header
          description: Content-Encoding, described in IETF RFC 7231
          schema:
            type: string
      requestBody:
        description: Subscription for notification about updates to NSSAI availability information
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/NssfEventSubscriptionCreateData'
      callbacks:
        nssaiAvailabilityNotification:
          '{request.body#/nfNssaiAvailabilityUri}':
            post:
              parameters:
                - name: Content-Encoding
                  in: header
                  description: Content-Encoding, described in IETF RFC 7231
                  schema:
                    type: string
              requestBody:  # contents of the callback message
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/NssfEventNotification'
              responses:
                '204':
                  description: No Content (successful notification)
                  headers:
                    Accept-Encoding:
                      description: Accept-Encoding, described in IETF RFC 7694
                      schema:
                        type: string
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error

(... text not shown for clarity ...)

* * * End of Changes * * * *
