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[bookmark: _Toc81940833]>>>>>>>>>> Next change <<<<<<<<<<
6.2.X	Network assisted UE-to-UE communications resource managment
[bookmark: _Toc34303572][bookmark: _Toc34403854][bookmark: _Toc45281876][bookmark: _Toc51933104][bookmark: _Toc68195159][bookmark: _Toc81940834]>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.1	General
This clause describes the QoS management procedures by a server and clients, while the clients are in communications with each other. The QoS management consists of fulfilling the requirements for the QoS parameters i.e. latency, throughput, reliability and jitter, while the clients communicating with each other via the server. The network assisted QoS management procedures may be performed by a VAL server and VAL clients for a VAL application. The network assisted QoS management may be performed by the SNRM-S acting as application server and to manage QoS in a communication between two or more SNRM-Cs acting as application clients.
The network assisted UE-2-UE communications resource management contains of the following steps:
a)	network assisted QoS management initiation, where an SNRM-C initiates the procedure by providing an SNRM-S a set of end-to-end QoS requirements for a service area and a validity period and requesting a QoS management for communications with one or more SNRM-Cs; and
b)	network assisted QoS management provisioning, where the S-NRM-S receives a QoS downgrade information from one or more SNRM-Cs engaged in a communication and therefore notifies the SNRM-Cs with a QoS change. The SNRM-S may also get the downgrade information from 5GCN and may act upon it by communicating to 5GCN to modify the QoS profile or update the PCC rules to apply new traffic policy for the ongoing communications based on subscription information.
>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.2	Network assisted QoS management initiation
[bookmark: _Toc81940835]>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.2.1	Client procedure
In order to initiate the network assisted QoS management for UE comminications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [7]. In the HTTP POST request message, the SNSCM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-C;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-managment-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml"; and
d)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity or IP address of the SNRM-C acting as the VAL UE and performing the request;
2)	shall include a <VAL-ue-list> element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs which are nodes for the end-to-end application within the VAL service, for which the end-to-end QoS management applies;
3)	may include a <VAL-service-id> element set to the VAL service identity of the VAL application;
4)	may include <end-to-end-QoS-requirements> element set to the QoS requirements for latency, throughput, reliability and jitter for the VAL application for the end-to-end session;
5)	may include a <service-area> element set to the geographical area or topological area where an end-to-end QoS management request applies; and
6)	may include a <validity-period> element set to the period of time during which an end-to-end requirement is valid.
>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.2.2	Server procedure
Upon receipt an HTTP POST request from the SNRM-C for the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925859][bookmark: _Hlk83750313][bookmark: _Hlk83750338][bookmark: _Hlk84925786]1)	shall initiate the network assisted QoS management for the communications between the SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element with SNRM-Cs of the VAL UEs with the identities listed as values in the <VAL-ue-list> element for the VAL service, identified by the value of the  <VAL-service-id > element by using the values for the <end-to-end-QoS-requirements> element, <service-area> element and <validity-period> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 7231 [15], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-response> element which:
A)	shall include a <result> element set to the outcome of the end-to-end QoS management response which indicates either a success or a failure; and
B)	may include a <QoS-configuration> element set to QoS downgrade reported by the SNRM-C or for QoS change requested by SNRM-S.
>>>>>>>>>> Next change <<<<<<<<<<
[bookmark: _Hlk83755868]6.2.X.3	Network assisted QoS management provisioning
>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.3.1	Client procedure
In order to provision the network assisted QoS management for UE comminications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [15]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-C;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-managment-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml";
d)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body and with the <network-QoS-management-info> root element including the <QoS-management-provision-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity of the SNRM-C acting as the VAL UE and performing the request; and
2)	may include <QoS-downgrade-report> element set to the report indicating a QoS downgrade of the end-to-end QoS parameters (latency, throughput, reliability and jitter) which may be reported based on QoS configuration parameter from the end-to-end QoS management response.
[bookmark: _Hlk83838221]>>>>>>>>>> Next change <<<<<<<<<<
6.2.X.3.2	Server procedure
Upon receipt an HTTP POST request from the SNRM-C for provisioning the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925996]1)	shall provision the network assisted QoS management for SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element by using the value for <QoS-downgrade-report> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 7231 [15], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-provision-response> element which:
A)	shall include a <server- id> element set to the identity of the VAL server; and
B)	shall include a <requested-QoS-parameters> element set to change request for the end-to-end QoS management, imposed by the VAL server on one or more VAL UEs, engaged in a network-assisted communication.
[bookmark: _Toc68197139]>>>>>>>>>> End of changes <<<<<<<<<<

