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*** First Change ***
[bookmark: _Toc423004243]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: REF_3GPPTR21905][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: REF_3GPPTS22141][2]	3GPP TS 22.141: "Presence Service; Stage 1".
[bookmark: REF_3GPPTS23002][3]	3GPP TS 23.002: "Network architecture".
[bookmark: REF_3GPPTS23141][4]	3GPP TS 23.141: "Presence service; Architecture and functional description; Stage 2".
[bookmark: REF_3GPPTS23218][5]	3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".
[bookmark: REF_3GPPTS23228][6]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[bookmark: REF_3GPPTS24109][7]	3GPP TS 24.109: "Bootstrapping interface (Ub) and Network application function interface (Ua); Protocol details".
[bookmark: REF_3GPPTS24228][8]	3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[bookmark: REF_3GPPTS24229][9]	3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[bookmark: REF_3GPPTS29228][10]	3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".
[bookmark: REF_3GPPTS33141][11]	3GPP TS 33.222: "Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)".
[bookmark: REF_RFC1594][12]	IETF RFC 2664 (1999): "FYI on Questions and Answers - Answers to Commonly asked New Internet User Questions".
[bookmark: REF_RFC2246][13]	Void.
[bookmark: REF_RFC2387][14]	IETF RFC 2387 (August 1998): "The MIME Multipart/Related Content-type".
[bookmark: REF_RFC2616][15]	Void.IETF RFC 2616 (June 1999): "Hypertext Transfer Protocol -- HTTP/1.1".
[15A]	Void.IETF RFC 2617 (June 1999): " HTTP Authentication: Basic and Digest Access Authentication".
[bookmark: REF_RFC2778][16]	IETF RFC 2778 (2000): "A Model for Presence and Instant Messaging".
[bookmark: REF_RFC3261][17]	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".
[bookmark: REF_RFC3263][18]	IETF RFC 3263 (June 2002): "Session Initiation Protocol (SIP): Locating SIP Servers".
[bookmark: REF_RFC3265][19]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[bookmark: REF_RFC3310][20]	IETF RFC 3310 (2002): "Hypertext Transfer Protocol (HTTP) Digest Authentication Using Authentication and Key Agreement (AKA)".
[bookmark: REF_DRAFT_IETF_IMPP_CPIM_PIDF_08][21]	IETF RFC 3863 (August 2004): "Presence Information Data Format (PIDF)".
[bookmark: REF_DRAFT_IETF_SIMPLE_EVENT_LIST_04][22]	IETF RFC 4662 (August 2006): "A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists".
[bookmark: REF_DRAFT_IETF_SIP_PUBLISH_03][23]	IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) for Event State Publication".
[bookmark: REF_DRAFT_IETF_SIMPLE_PARTIAL_NOTIFY_01][24]	IETF RFC 5263 (September 2008): "Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information".
[bookmark: REF_DRAFT_IETF_SIMPLE_PRESCAPS_EXT_00][25]	IETF RFC 5196 (September 2008): "Session Initiation Protocol (SIP) User Agent Capability Extension to Presence Information Data Format (PIDF)".
[bookmark: REF_DRAFT_IETF_SIMPLE_RPID_03][26]	IETF RFC 4480 (July 2006): "RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)".
[bookmark: REF_DRAFT_IETF_SIMPLE_PRESENCE_10][27]	IETF RFC 3856 (August 2004): "A Presence Event Package for the Session Initiation Protocol (SIP)".
[bookmark: REF_DRAFT_IETF_SIMPLE_WINFO_PACKAGE_05][28]	IETF RFC 3857 (August 2004): "A Watcher Information Event Template-Package for the Session Initiation Protocol (SIP)".
[bookmark: REF_DRAFT_IETF_SIMPLE_WINFO_FORMAT_04][29]	IETF RFC 3858 (August 2004): "An Extensible Markup Language (XML) Based Format for Watcher Information".
[bookmark: REF_DRAFT_IETF_SIMPLE_FILTER_FORMAT_00][30]	IETF RFC 4661 (September 2006): "An Extensible Markup Language (XML) Based Format for Event Notification Filtering".
[bookmark: REF_DRAFT_IETF_SIMPLE_EVENT_FILTER_FUNCT][31]	IETF RFC 4660 (September 2006): "Functional Description of Event Notification Filtering".
[bookmark: REF_DRAFT_IETF_SIMPLE_CIPID_01][32]	IETF RFC 4482 (July 2006): "CIPID: Contact Information for the Presence Information Data Format".
[bookmark: REF_DRAFT_IETF_SIMPLE_XCAP_02][33]	IETF RFC 4825 (May 2007): "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[bookmark: REF_DRAFT_ISOMAKI_SIMPLE_XCAP_PIDF_MANIP][34]	IETF RFC 4827 (May 2007): "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence Document Contents".
[bookmark: REF_DRAFT_IETF_SIMPLE_XCAP_PRESENCE_RULE][35]	IETF RFC 5025 (December 2007): "Presence Authorization Rules".
[35A]	IETF RFC 4745 (February 2007): "Common Policy: A Document Format for Expressing Privacy Preferences".
[bookmark: REF_DRAFT_IETF_SIMPLE_XCAP_LIST_USAGE_02][36]	IETF RFC 4826 (May 2007): "An Extensible Markup Language (XML) Formats for Representing Resource Lists".
[bookmark: REF_DRAFT_IETF_GEOPRIV_PIDF_LO_01][37]	IETF RFC 4119 (December 2005): "A Presence-based GEOPRIV Location Object Format".
[bookmark: REF_DRAFT_IETF_SIMPLE_PARTIAL_PIDF_FORMA][38]	IETF RFC 5262 (September 2008): "Presence Information Data Format (PIDF) Extension for Partial Presence".
[bookmark: REF_DRAFT_IETF_SIMPLE_XCAP_PACKAGE_01][39]	IETF RFC 5874 (May 2010): "An Extensible Markup Language (XML) Document Format for Indicating a Change in XML Configuration Access Protocol (XCAP) Resources".
[bookmark: REF_DRAFT_IETF_SIP_CONTENT_INDIRECT_MECH][40]	IETF RFC 4483 (May 2006): "A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages".
[41]	Void.
[42]	Void.
[43]	IETF RFC 5875 (May 2010): "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package".
[44]	IETF RFC 4479 (July 2006): "A Data Model for Presence".
[45]	IETF RFC 5264 (September 2008): "Publication of Partial Presence Information".
[46]	3GPP2 X.S0027-004: "Network Presence".
[47]	Void
[48]	3GPP2 S.S0109: "Generic bootstrapping architecture"
[49]	3GPP2 S.S0114: "Security mechanisms using GBA"
[50]	Void
[51]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[nr1]	IETF RFC 7231 (June 2014): "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[nr2]	IETF RFC 7616 (September 2015): "HTTP Digest Access Authentication".

*** Next Change ***
[bookmark: _Toc423004258]5.3.1.4	Storing presence attributes by multipart/related or content indirection
The PUA shall implement the "multipart/related" content type as described in RFC 2387 [14] if it wants to aggregate other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type. 
When a presence attribute has a value of a MIME object, the PUA shall either:
a)	publish the presence document and the MIME object utilizing the "multipart/related" content-type in the PUBLISH request; or
b)	make use of content indirection.
When the PUA decides to use the content indirection mechanism for publishing an initial or modified value of a presence attribute the PUA shall:
a)	store the MIME object behind an HTTP URI on the PS or ensure that the MIME object and a HTTP URL pointing to that MIME object already exists on the PS; or
b)	use the "multipart/related" content type as described in RFC 2387 [14] with the content indirection mechanism as specified in RFC 4483 [40] for the publication of presence information format as follows:
-	set a CID URI referencing to other MIME multipart body. The other multipart body contains the content indirection information which is represented as the value of an XML element;
-	include the presence document of the format "application/pidf+xml" or "application/pidf-diff+xml" in the root of the body of the "multipart/related" content; and
-	specify the part having information about the MIME object by using the "message/external-body" content type, defining the HTTP URI, versioning information and other information about the MIME object as described in RFC 4483 [40].
NOTE 1:	The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not;
When storing a MIME object on the PS the PUA shall:
a)	construct as many HTTP URIs as the number of objects to be stored; and
b)	formulate every HTTP URI according to a predefined directory structure.
NOTE 2:	The PUA  has the root directory for storing the MIME objects on the PS preconfigured.
NOTE 3:	The PUA needs to store the MIME objects on the PS behind the HTTP URI(s) created previously using standard HTTP procedures as defined in RFC 7231 [nr1]RFC 2616 .

*** Next Change ***
[bookmark: _Toc423004270]5.3.3.3	Publication acceptance of presence information
The PS shall act as an Event State Compositor (ESC).
When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful authentication and authorization, the PS shall process the PUBLISH request in accordance with RFC 3903 [23].
If the PUBLISH request contains the "application/pidf-diff+xml" content-type as described in RFC 5262 [38], the PS shall process the PUBLISH request in accordance with RFC 3903 [23] and RFC 5264 [45].
If the PUBLISH request contains the "multipart/related" content type and the PS supports the content type, the PS shall process the content as follows:
-	if a MIME multipart contains a MIME object of a content type supported by the PS, either store the MIME object in case of initial publication or replace an existing content in case of modify operation; and
-	if a multipart includes the "message/external-body" content type and the content indirection as described in RFC 4483 [40] is supported by the PS, ensure that it has access to the MIME object indicated by the URI and that the MIME object exists; and associate the value of the presence attribute that refers to the MIME object with the MIME object and additional information about it.
If the PS does not support the content type used for publishing MIME objects then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the Accept header.
NOTE:	If the PS receives a HTTP request for storing a MIME object on the PS , meaning that the HTTP URI points to a predefined directory reserved for storing MIME objects and the request is an HTTP PUT request, the PS replaces any existing content referenced by the Request-URI with the content of the request. If the Request-URI points to an uncreated directory, the PS creates the directory, stores the content there and associates the content with the Request-URI. For all requests, i.e. HTTP PUT, HTTP GET and HTTP DELETE requests, the PS generates an appropriate response in accordance with RFC 7231 [nr1]RFC 2616 [15].
To receive 3GPP2 IP-CAN network presence information from the PNA, the PS shall support the XML extension defined in 3GPP2 X.S0027-004 [46].

*** Next Change ***
[bookmark: _Toc423004285]6.2.1	User Equipment (UE)
The UE implements the XCAP client role as described in subclause 6.3.1. 
For accessing presence servers in 3GPP system:
1)	The UE shall implement HTTP digest AKA (see RFC 3310 [20]) and it shall initiate a bootstrapping procedure with the bootstrapping server function located in the home network, as described in 3GPP TS 24.109 [7].
2)	The UE shall acquire the subscriber's certificate from PKI portal by using a bootstrapping procedure, as described in 3GPP TS 24.109 [7];
3)	The UE shall implement HTTP digest authentication (see RFC 7616 [nr2]RFC 2617 [15A]); and
4)	The UE shall implement Transport Layer Security (TLS) according to the TLS profile specified in 3GPP TS 33.310 [r33310] annex E. The UE shall be able to authenticate the network application function based on the received certificate during TLS handshaking phase.
For accessing presence servers in 3GPP2 system, the subscriber shall be authenticated by the presence server. subscriber authentication may be performed by the operator using proprietary or non-3G standardized methods. GBA defined in 3GPP2 S.S0109 [48] may also be used. If GBA based subscriber authentication is used, then the following shall apply:
1)	The UE shall implement bootsrapping procedures as specified in 3GPP2 S.S0109 [48]; and
2)	The UE shall implement TLS with pre-shared keys method specified in clause 5 of 3GPP2 S.S0114 [49].

*** Next Change ***
[bookmark: _Toc423004286]6.2.2	Application Server (AS)
If an AS implements the role of a PS (see subclause 5.3.3) or of a RLS (see subclause 5.3.4), then the AS shall also implement the role of a XCAP server (see subclause 6.3.2).
If there is no authentication proxy in the network, then the AS in 3GPP system shall:
1)	implement the role of a network application function, as described in 3GPP TS 24.109 [7]; 
2)	implement TLS according to the TLS profile specified in 3GPP TS 33.310 [51] annex E;
3)	implement HTTP digest authentication (see RFC 7616 [nr2]RFC 2617 [15A]); and 
4)	support certificate authentication.
For 3GPP2 system, the authentication proxy does not apply. If GBA based authentication is used by an AS in 3GPP2 system, then the AS shall:
1)	implement the role of a network application function, as described in 3GPP2 S.S0114 [49]; and
2)	implement TLS with pre-shared keys method specified in clause 5 of 3GPP2 S.S0114 [49]. 

*** Next Change ***
[bookmark: refmanippresencelist][bookmark: _Toc423004291]6.3.1.2	Manipulating a resource list
When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 7231 [nr1]RFC 2616 [15], RFC 4825 [33] and RFC 4826 [36].

*** Next Change ***
[bookmark: _Toc423004292]6.3.1.3	Manipulating the subscription authorization policy
When the XCAP client intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 7231 [nr1]RFC 2616 [15], RFC 4825 [33], RFC 4745 [35A], and RFC 5025 [35].
When the XCAP client intends to authorize particular watchers or watcher groups, the XCAP client shall authorize those watchers in <one> and <many> child elements of the <identity> element as specified in RFC 4745 [35A].
When the XCAP client intends to time-restrict presence attributes, the XCAP client shall define time periods in <validity> elements as specified in RFC 4745 [35A].
When the XCAP client intends to provide certain presence attributes to particular watchers or watcher groups and not others, the XCAP client shall permit those presence attributes in the <transformations> element as specified in RFC 5025 [35].
When the XCAP client intends to authorize providing a particular presence attribute to different watchers or watcher groups depending on the value of that attribute, the XCAP client shall specify those attribute values in the <transformations> element as specified in RFC 5025 [35].

*** Next Change ***
[bookmark: _Toc423004293]6.3.1.4	Publishing hard state presence information
The XCAP client shall implement RFC 4827 [34] in order to be able to manipulate  hard state presence information. Hard state presence information uses the same format as soft state information, namely "application/pidf+xml" content type as described in RFC 3863 [21] together with any of its extensions.
When the hard state presence information contains one or more MIME objects to be aggregated with the "application/pidf+xml" content type and any of its extensions, the XCAP client shall:
a)	construct as many HTTP URIs as the number of objects to be stored and formulate every HTTP URI according to a predefined directory structure;
NOTE:	In order to be able to manipulate data stored on the XCAP server, the XCAP client has the root directory on the XCAP server pre-configured or use some means to discover it. Discovery mechanisms are outside the scope of the present document.
b)	store the objects on the XCAP server behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 7231 [nr1]RFC 2616 [15];
c)	include every HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object(s) in the previous step; and
d)	publish the hard state presence information according to RFC 4827 [34].

*** Next Change ***
[bookmark: _Toc423004296]6.3.2.2	Resource list manipulation acceptance
When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching a resource list, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with RFC 7231 [nr1]RFC 2616 [15], RFC 4825 [33] and RFC 4826 [36].

*** Next Change ***
[bookmark: _Toc423004297]6.3.2.3	Subscription authorization policy manipulation acceptance
When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching of the subscription authorization policy, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with RFC 7231 [nr1]RFC 2616 [15], RFC 4825 [33], RFC 4745 [35A], and RFC 5025 [35].

*** Next Change ***
[bookmark: _Toc423004298]6.3.2.4	Publication acceptance of hard state presence information
When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for publishing, fetching or deleting of hard state presence information, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then perform authorization. Afterwards the XCAP server shall:
a)	if the HTTP URI points to a predefined directory reserved for storing MIME objects and the request is an HTTP PUT request, replace any existing content referenced by the Request-URI with the content of the request;
b)	if the Request-URI points to an uncreated directory and the request is HTTP PUT, create the directory, store the content there and associate the content with the Request-URI. For all requests, i.e. HTTP PUT, HTTP GET and HTTP DELETE requests, generate an appropriate response in accordance with RFC 7231 [nr1]RFC 2616 [15]; or
c)	if the HTTP URI points to an XCAP directory and the Application Unique ID (AUID) part of the HTTP URI is set to "pidf-manipulation", process the request and generate an appropriate response in accordance with RFC 4825 [33], RFC 4827 [34] and RFC 7231 [nr1]RFC 2616 [15].

*** End of Changes ***

