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	Reason for change:
	23.203, H.4, specifies that at IP-CAN session set up over S2b it is possible to indicate the serving network for the untrusted WLAN access. This requirement was implemented in 29.212, specifying in D4 that:
“At IP-CAN Session Establishment the PCEF provides the PCRF with the IP-CAN-Type AVP indicating Non-3GPP-EPS, the RAT-Type AVP indicating the access technology type as provided by the access network, the ePDG address used as IPSec tunnel endpoint with the UE within the AN-GW-Address AVP, the serving network identifier in 3GPP-SGSN-MCC-MNC AVP and the AN-Trusted AVP set to "Untrusted".”
23.203 clause 6.2 also specifies that “ If the Access Network Information report parameter for the User Location Report is set and the user location (e.g. cell) is not available to the ERF, the ERF shall provide the serving PLMN identifier to the PCRF which shall forward it to the AF” 
This requirement is implemented in 29.214 , 4.4.6.7, where it is specified that when the Netloc feature is supported, the PCRF forwards the serving network identifier in the 3GPP-SGSN-MCC-MNC AVP if the location information is not available.
However, clause 5.4.0, when specifies the applicability of the 3GPP-SGSN-MCC-MNC AVP indicates it is applicable for NetLoc, Netloc-Trusted-WLAN, which is redundant on one hand (if the AVP applies for Netloc it also applies for Netloc-Trusted) and confussing (does it mean that the AVP does not apply for Netloc-Untrusted-WLAN feature? No, the AVP applies because it applies for Netloc.).

	
	

	Summary of change:
	Update clause 5.4.0 to remove in the concerned AVPs the Netloc-Trusted-WLAN and/or Netloc-Untrusted-WLAN applicability when it is already indicated Netloc support. 
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	Incorrect specification, where it is not clearly reflected that the serving identifier can be sent to the AF in the report of access network information for an untrusted WLAN network.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28001469][bookmark: _Toc36036853][bookmark: _Toc36037043][bookmark: _Toc44592164][bookmark: _Toc45132356][bookmark: _Toc51760014][bookmark: _Toc4490378][bookmark: _Toc9864081][bookmark: _Toc4485719][bookmark: _Toc10453583][bookmark: _Toc28011078][bookmark: _Toc28012040]5.4.0	General
Table 5.4.0.1 lists the Diameter AVPs re-used by the Rx reference point from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their usage within the Rx reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.4.0.1, but they are re-used for the Rx protocol. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. Where 3GPP Radius VSAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as described in RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
Table 5.4.0.1: Rx re-used Diameter AVPs
	Attribute Name
	Reference
	Comments
	Applicability (notes 1, 2)

	3GPP-MS-TimeZone
	3GPP TS 29.061 [34]
	Indicates the offset between universal time and local time in steps of 15 minutes of where the MS currently resides.
This AVP shall have the 'M' bit cleared.
	NetLoc
RAN-NAS-Cause
Netloc-Trusted-WLAN


	3GPP-SGSN-MCC-MNC
	3GPP TS 29.061 [34]
	Indicates the serving core network operator ID. For GPRS accesses the MCC and the MNC of the SGSN.
For EPS 3GPP/non-3GPP accesses, the MCC and the MNC provided by the SGW, ePDG or TWAG.
This AVP shall have the 'M' bit cleared.
	NetLoc, Netloc-Trusted-WLAN
RAN-NAS-Cause

	3GPP-User-Location-Info
	3GPP TS 29.061 [34]
	Indicates details of where the UE is currently located (e.g. SAI or CGI), Coding shall be done as defined in 3GPP TS 29.274 [33]. The values "NCGI" and "TAI and NCGI" (which are not applicable in some specification using this AVP) shall be applicable.
This AVP shall have the 'M' bit cleared.
	NetLoc
RAN-NAS-Cause

	AN-GW-Address
	3GPP TS 29.212 [8]
	Carries the IP address of the ePDG used as IPSec tunnel endpoint with the UE.
This AVP shall have the ‘M’ bit cleared.
	

	AN-Trusted
	3GPP TS 29.273 [39]
	Indicates whether the access network is trusted or untrusted for the Non-3GPP access network. This AVP shall have the 'M' bit cleared.
	

	Called-Asserted-Identity
	3GPP TS 32.299 [24]
	The address (Public User ID: SIP URI, E.164, etc.) of the finally asserted called party.
	VBCLTE

	Called-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI, Tel URI or URN) of the party to whom the call is addressed.
	VBCLTE

	Called-Station-Id
	IETF RFC 4005 [12]
	The PDN the user is connected to. For GPRS and EPS the APN. When used to contain the APN, the APN is composed of the APN Network Identifier only, or the APN Network Identifier and the APN Operator Identifier as specified in TS 23.003 [38], clause 9.1. The inclusion of the APN Operator Identifier can be configurable.
	Rel8

	Calling-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI or Tel URI) which identifies the party (Public User Identity or Public Service Identity) initiating a SIP transaction.
This information may be used by the PCRF, for example, to provide the caller information in the PCC rule decision for further volume based charging.
	VBCLTE

	DRMP
	IETF RFC 7944 [43]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	Final-Unit-Action
	IETF RFC 4006 [14]
	The action applied by the PCEF when the user’s account cannot cover the service cost.
	Rel8

	Framed-IP-Address
	IETF RFC 4005 [12]
	The valid routable Ipv4 address that is applicable for the IP Flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP‑CAN session (session binding). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW. The values
0xFFFFFFFF and 0xFFFFFFFE are not applicable as described in RFC 4005 [12].
	

	Framed-Ipv6-Prefix
	IETF RFC 4005 [12]
	A valid full Ipv6 address that is applicable to an IP flow or IP flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP-CAN session (session binding, refer to TS 29.213 [9]). For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW.
The encoding of the value within this Octet String type AVP shall be as defined in RFC 3162 [20], clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order. The AF shall set the "Prefix Length" to 128 and encode the Ipv6 address of the UE within the "Prefix" field.
	

	Granted-Service-Unit (NOTE 3)
	IETF RFC 4006 [14]
	The volume and/or time thresholds for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.
This AVP shall have the ‘M’ bit cleared.
	SponsoredConnectivity,
SCTimeBasedUM

	IP-CAN-Type
	3GPP TS 29.212 [8]
	IP-CAN type of the user.
	

	Load
	IETF RFC 8583 [51]
	The AVP used to convey load information between Diameter nodes.
This AVP and all AVPs within this grouped AVP shall have the 'M' bit cleared.
	

	Max-PLR-DL
	3GPP TS 29.212 [8]
	indicates ratio of lost packets per number of packets sent in unit of tenth of percent for a downlink voice service data flow.
	CHEM

	Max-PLR-UL
	3GPP TS 29.212 [8]
	indicates ratio of lost packets per number of packets sent in unit of tenth of percent for an uplink voice service data flow.
	CHEM

	NetLoc-Access-Support
	3GPP TS 29.212 [8]
	Indicates the level of support for NetLoc procedures provided by the current access network.
	NetLoc
Netloc-Trusted-WLAN
NetLoc- Untrusted-WLAN

	OC-OLR
	IETF RFC 7683 [35]
	Contains the necessary information to convey an overload report
	

	OC-Supported-Features
	IETF RFC 7683 [35]
	Defines the support for the Diameter overload indication conveyence by the sending node
	

	Pre-emption-Capability
	3GPP TS 29.212 [8]
	Indicates whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.
	MCPTT-Preemption

	Pre-emption-Vulnerability
	3GPP TS 29.212 [8]
	Indicates whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.
	MCPTT-Preemption

	RAN-NAS-Release-Cause
	3GPP TS 29.212 [8]
	Indicates RAN and/or NAS release cause code information. TWAN release cause code information or untrusted WLAN release cause code information.
	RAN-NAS-Cause

	RAT-Type
	3GPP TS 29.212 [8]
	Indicate which Radio Access Technology is currently serving the UE.
	Rel8

	Requested-Party-Address
	3GPP TS 32.299 [24]
	The address (SIP URI, Tel URI or URN) of the party to whom the call was originaly addressed.
	VBCLTE

	Reference-Id
	3GPP TS 29.154 [47]
	Indicates the transfer policy stored in the SPR.
	

	Reservation-Priority
	3GPP TS 183.017 [15]
	The vendor-id shall be set to ETSI (13019) [15].
The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP. 
	

	Subscription-Id
	IETF RFC 4006 [14]
	The identification of the subscription (IMSI, MSISDN, etc.)
	

	Supported-Features
	3GPP TS 29.229 [25]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	Rel8

	TCP-Source-Port
	3GPP TS 29.212 [8]
	Contains the TCP source port number in the case that a NAT and firewall are detected and the IKEv2 messages exchanged between the UE and the ePDG are transported using the firewall traversal tunnel as described in 3GPP TS 24.302 [50].This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	
TWAN-Identifier

	3GPP TS 29.061 [34]
	Indicates the UE location in a Trusted WLAN or Untrusted WLAN Access Network.
This AVP shall have the ‘M’ bit cleared.

	Netloc-Trusted-WLAN
RAN-NAS-Cause
NetLoc- Untrusted-WLAN

	ToS‑Traffic‑Class
	3GPP TS 29.212 [8]
	Indicates the DSCP code to be used for packet filter. The first octet contains the DSCP code and the second octet contains the mask field set to 11111100.
	DSCP

	UDP-Source-Port
	3GPP TS 29.212 [8]
	Contains the UDP source port number in the case that NAT is detected and the IKEv2 messages exchanged between the UE and the ePDG are encapsulated in the UDP messages according to IETF RFC 3948 [49].
This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	UE-Local-IP-Address
	3GPP TS 29.212 [8]
	Indicates the local IP address of the UE.
This AVP shall have the ‘M’ bit cleared.
	NetLoc-Untrusted-WLAN

	Used-Service-Unit
(NOTE 3)
	IETF RFC 4006 [14]
	The measured volume and/or time for sponsored data connectivity. Only CC-Total-Octets, one of the CC-Input-Octets and CC-Output-Octets, or CC-Time AVPs are reused.
This AVP shall have the ‘M’ bit cleared.
	SponsoredConnectivity
SCTimeBasedUM

	User-Equipment-Info 
	IETF RFC 4006 [14]
	The identification and capabilities of the terminal (IMEISV, etc.)
When the User-Equipment-Info-Type is set to IMEISV(0), the value within the User-Equipment-Info-Value shall be a UTF-8 encoded decimal.
	

	User-Location-Info-Time
	3GPP TS 29.212 [8]
	Indicates the time the UE was last known to be in the location.
	NetLoc
RAN-NAS-Cause
NetLoc- Untrusted-WLAN

	NOTE 1:	AVPs marked with "Rel8" are applicable as described in clause 5.4.1.
NOTE 2:	AVPs marked with "SponsoredConnectivity" are applicable for sponsored data connectivity.
NOTE 3:	Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature. Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.



*** End of Changes ***
