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*  *  *  *  *  FIRST CHANGE  *  *  *  *  *
[bookmark: _Toc20215494][bookmark: _Toc27495961][bookmark: _Toc36107700][bookmark: _Toc44598451][bookmark: _Toc44602306][bookmark: _Toc45197483][bookmark: _Toc45695516][bookmark: _Toc51850972][bookmark: _Toc68189441]6.5.3.1	General
Integrity protection can be applied to a whole XML MIME body. When integrity protection is enabled, all XML MIME bodies transported in SIP requests and responses are integrity protected. The following XML MIME bodies used in the present specification in SIP signalling can be integrity protected:
-	application/vnd.3gpp.mcdata-info+xml;
-	application/vnd.3gpp.mcdata-mbms-usage-info+xml;
-	application/vnd.3gpp.mcdata-location-info+xml;
-	application/poc-settings+xml;
-	application/resources-list+xml; and
-	application/vnd.3gpp.mcdata-affiliation-command+xml.;
[bookmark: _Hlk71015578]-	application/pidf+xml; and
-	application/xcap-diff+xml.
If integrity protection is enabled, and one or more of the XML MIME bodies complying to the types listed above are included in a SIP request or SIP response, then a MIME body of type application/vnd.3gpp.mcptt-signed+xml specified in 3GPP TS 24.379 [10] is included in the SIP request or SIP response containing one or more signatures pointing to those XML MIME bodies as illustrated in Figure 6.5.3.1-1.
In order to integrity protect the XML MIME bodies listed above in this subclause in SIP requests and SIP responses, the MCData client and MCData server shall, for each MIME body, include the Content-ID header field as specified in IETF RFC 2045 [32] containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33].


Figure 6.5.3.1-1: Integrity Protection of XML MIME bodies in SIP requests and SIP responses
Each MIME body that is integrity protected is assigned a unique signature.
Configuration for applying integrity protection is not selective to a specific MIME body. If configuration for integrity protection is turned on, then all XML MIME bodies in SIP requests and responses are integrity protected. If configuration for integrity protection is turned off, then no XML MIME bodies in SIP requests and SIP responses are integrity protected.
*  *  *  *  *  END CHANGES  *  *  *  *  *
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