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Editor’s note: In the current release, support for emergency groups and emergency group communications may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality. 
Upon receipt of a "SIP MESSAGE request for emergency notification for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field in the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the MCData user is not affiliated with the MCData group as determined by clause 8.3.2.11, shall perform the actions specified in clause 8.3.2.12 for implicit affiliation;
4)	if the actions for implicit affiliation specified in step 3) above were performed but not successful in affiliating the MCData user due to the MCData user already having N2 simultaneous affiliations, shall reject the "SIP MESSAGE request for emergency notification for originating participating MCData function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in clause 4.9 and skip the rest of the steps;
NOTE 3:	N2 is the total number of MCData groups that an MCData user can be affiliated to simultaneously as specified in 3GPP TS 23.282 [2].
NOTE 4:	As this is a request for MCData emergency services, the participating MCData function can choose to accept the request.
5)	shall determine the public service identity of the controlling MCData function associated with the group identity in the received SIP MESSAGE request;
6)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
7)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function associated with the group identified by the <mcdata-request-uri> element contained in the <mcdatainfo> element containing the <mcdata-Params> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the incoming SIP MESSAGE request;
8)	shall copy the contents of the application/vnd.3gpp.mcdata-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 included in the outgoing SIP MESSAGE request;
9)	shall set the <mcdata-calling-user-id> element of the <mcdatainfo> element containing the <mcdata-Params> element to the MCData ID determined in step 2) above;
10)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-location-info+xml MIME body as specified in clause D.4, shall copy the contents of the application/vnd.3gpp.mcdata-location-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcdata-location-info+xml MIME body included in the outgoing SIP MESSAGE request;
11)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P‑Asserted-Identity header field contained in the received SIP MESSAGE request; and
[bookmark: _Hlk70423141]12)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
132)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 12):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5] with the follow clarifications:
a)	shall include the public user identity received in the P-Asserted-Identity header field of the incoming SIP 2xx response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
2)	if the procedures of clause 8.3.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of clause 8.3.2.13; and
3)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the sent SIP MESSAGE request and if the implicit affiliation procedures of clause 8.3.2.12 were invoked in the present subclause, the participating MCData function shall perform the procedures of subclause 8.3.2.14.
[bookmark: _Hlk70422984]*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
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Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCData function", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field in the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps. Otherwise, continue with the rest of the steps;
NOTE:	If the SIP MESSAGE request contains an alert indication set to a value of "true", the controlling MCData function can, according to local policy, choose to accept the request.
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata", "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" or "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
3)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false", shall perform the procedures specified in clause 16.2.3.2 and skip the rest of the steps; and
4)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "true":
a)	if the received SIP MESSAGE request is an unauthorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [5] with the following clarifications:
i)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <alert-ind> element set to a value of "false"; and
ii)	shall send the SIP 403 (Forbidden) response as specified in TS 24.229 [5] and skip the rest of the steps; and
b)	if the received SIP MESSAGE request is an authorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1:
i)	if the sending MCData user identified by the <mcdata-calling-user-id> element included in the application/vnd.3gpp.mcdata-info+xml MIME body is not affiliated with the MCData group identified by the <mcdata-request-uri> element of the MIME body as determined by the procedures of subclause 6.3.5:
I)	shall check if the MCData user is eligible to be implicitly affiliated with the MCData group as determined by subclause 8.3.3.6;
II)	if the MCData user is determined not to be eligible to be implicitly affiliated to the MCData group shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.9 and skip the rest of the steps below; or
III)	if the procedures of clause 8.3.3.6 determined the MCData user to be eligible to be implicitly affiliated to the MCData group, shall perform the implicit affiliation as specified in clause 8.3.3.7;
ii)	for each of the other affiliated members of the group: 
A)	generate an outgoing SIP MESSAGE request notification of the MCData user's emergency alert indication as specified in subclause 6.3.7.1.2 with the clarifications of subclause 6.3.7.1.3;
B)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-calling-user-id> element set to the value of the <mcdata-calling-user-id> element in the received SIP MESSAGE request; and
C)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
DC)	send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [5];
iii)	shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [5] with the following clarifications:
A)	shall cache the information that the MCData user has initiated an MCData emergency alert;
iv)	shall send the SIP 200 (OK) response to the received SIP MESSAGE according to rules and procedures of 3GPP TS 24.229 [5];
v)	shall generate a SIP MESSAGE request as described in subclause 6.3.7.1.5 to indicate successful receipt of an emergency alert, and shall include in the application/vnd.3gpp.mcdata-info+xml MIME body:
A)	the <alert-ind> element set to a value of "true"; 
B)	the <alert-ind-rcvd> element set to a value of "true"; and
C)	the <mcdata-client-id> element with the MCData client ID that was included in the incoming SIP MESSAGE request; and
vi)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCData function shall follow the procedures specified in 3GPP TS 24.229 [5].
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
20.3.1	Originating participating MCData function procedures
Upon receipt of a "SIP INVITE request for IP Connectivity session for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "one-to-one-ipconn", shall determine the public service identity of the controlling MCData function hosting the one-to-one IP Connectivity service for the calling user.
5)	if unable to identify the controlling MCData function for IP Connectivity session, shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
7)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the "SIP INVITE request for IP Connectivity session for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
14)	shall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request; 
15)	shall include an SDP offer according to 3GPP TS 24.229 [5] based on the clause  20.1.2; and
[bookmark: _Hlk70423172]16)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element; and
176)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; 
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.ipconn media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn”; and
c)	the isfocus media feature tag;
5)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
6)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
7)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
8)	shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
10)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
11)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 15) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
D.1.3	Semantic
Editor’s note: In the current release, support for emergency groups and emergency group communications (in particular the use of the <emergency-ind> element) may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
The <mcdatainfo> element is the root element of the XML document. The <mcdatainfo> element can contain subelements.
NOTE 1:	The subelements of the <mcdata-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcdata-info> element
If the <mcdatainfo> contains the <mcdata-Params> element then:
1)	the <mcdata-access-token>, <mcdata-request-uri>, <mcdata-controller-psi>, <mcdata-calling-user-id>, <mcdata-called-party-id>, <mcdata-calling-group-id>, <alert-ind>, <originated-by>, and <mcdata-client-id> and <functional-alias-URI> can be included with encrypted content;
2)	for each element in 1) that is included with content that is not encrypted:
a)	the element has the "type" attribute set to "Normal";
b)	if the element is the <mcdata-request-uri>, <mcdata-calling-user-id>, <mcdata-called-party-id>, or <mcdata-calling-group-id>, or <originated-by> or <functional-alias-URI>  then the <mcdataURI> element is included;
c)	if the element is the <mcdata-access-token> or <mcdata-client-id>, then the <mcdataString> element is included; and
d)	if the element is <alert-ind> then the <mcdataBoolean> element is included;
3)	for each element in 1) that is included with content that is encrypted:
a)	the element has the "type" attribute set to "Encrypted";
b)	the <xenc:EncryptedData> element from the "http://www.w3.org/2001/04/xmlenc#" namespace is included and:
i)	can have a "Type" attribute can be included with a value of "http://www.w3.org/2001/04/xmlenc#Content";
ii)	can include an <EncryptionMethod> element with the "Algorithm" attribute set to value of "http://www.w3.org/2009/xmlenc11#aes128-gcm";
iii)	can include a <KeyInfo> element with a <KeyName> element containing the base 64 encoded XPK-ID; and
iv)	includes a <CipherData> element with a <CipherValue> element containing the encrypted data.
NOTE 2:	When the optional attributes and elements are not included within the <xenc:EncryptedData> element, the information they contain is known to sender and the receiver by other means.
If the <mcdatainfo> contains the <mcdata-Params> element then:
1)	the <mcdata-access-token> can be included with the access token received during authentication procedure as described in 3GPP TS 24.382 [49];
2)	the <request-type> can be included with:
a)	a value of "one-to-one-sds" to indicate that the MCData client wants to initiate a one-to-one SDS request;
b)	a value of "group-sds" to indicate the MCData client wants to initiate a group SDS request;
c)	a value of "one-to-one-fd" to indicate that the MCData client wants to initiate a one-to-one FD request;
d)	a value of "group-fd" to indicate that the MCData client wants to initiate a group FD request;
e)	a value of "msf-disc-req" to indicate that the MCData client wishes to discover the absoluteURI of the media storage function for HTTP requests;
f)	a value of "msf-disc-res" when the participating MCData function sends the absolute URI to the MCData client;
g)	a value of "notify" when the controlling MCData function needs to send a notification to the MCData client;
h)	a value of "one-to-one-sds-session" to indicate that the MCData client wants to initiate a one-to-one SDS session; and
i)	a value of "group-sds-session" to indicate the MCData client wants to initiate a group SDS session.
3)	the <mcdata-request-uri> can be included with an MCData group ID;
4)	the <mcdata-calling-user-id> can be included, set to MCData ID of the originating user;
5)	the <mcdata-called-party-id> can be included, set to the MCData ID of the terminating user;
6)	the <mcdata-calling-group-id> can be included to indicate the MCData group identity to the terminating user;
7)	the <alert-ind> can be:
a)	set to "true" to indicate that an alert to be sent; or
b)	set to "false" to indicate that an alert to is be cancelled;
8)	the <originated-by> can be included, set to the MCData ID of the originating user of an MCData emergency alert when being cancelled by another authorised MCDATA user;
9)	the <mcdata-client-id>: can be included, set to the MCData client ID of the MCData client that originated a SIP INVITE request, SIP REFER request or SIP MESSAGE request; and
10)	the <mcdata-controller-psi> can be included, set to the PSI of the controlling MCData function that handled the one-to-one or group MCData data request; and
11)	the <anyExt> can be included with the following elements not declared in the XML schema:
a)	a <pre-established-session-ind> of type "xs:Boolean":
i)	set to a value of "true" by MCData client in pre-established session setup request to indicate MCData participating function about initiation of pre-established session.
b)	a <mcdata-communication-state> of type "xs:string" can be included to indicate state of MCData communication within pre-established session. The <mcdata-communication-state> can be set to:
i)	a value of "establish-request" by MCData participating function to indicate to the MCData client about MCData communication establishement request within pre-established session; 
ii)	a value of "establish-success" by MCData participating function or MCData client to indicate that the MCData communication is established successfully;
iii)	a value of "establish-fail" by MCData participating function or MCData client to indicate that the MCData communication establishement is failed or rejected;
iv)	a value of "terminate-request" by MCData participating function to indicate to the MCData client about MCData communication termination request within pre-established session; and
v)	a value of "terminated" by MCData participating function or MCData client to indicate MCData communication is terminated.
c)	an <emergency-ind> of type "xs:Boolean" can be included and set to:
i)	"true" to indicate that the communication that the MCData client is initiating is an emergency MCData communication; or
ii)	"false" to indicate that the MCData client is cancelling an emergency MCData communication (i.e. converting it back to a non-emergency communication);
d)	an  <alert-ind-rcvd> of type "xs:Boolean":
i)	may be set to “true” and included in a SIP MESSAGE to indicate that the emergency alert or cancellation was received successfully;
e)	an <mc-org> of type “xs:string” may be:
i)	set to the MCData user's Mission Critical Organization and included in an emergency alert sent by the MCData server to terminating MCData clients; and
f)	a <functional-alias-URI> of type "mcdatainfo:contentType" set to a value of the functional alias that is used together with the "mcdata-calling-user-id".
The recipient of the XML ignores any unknown element and any unknown attribute.
*  *  *  *  *  END CHANGES  *  *  *  *  *


