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***** First change *****
[bookmark: _Toc11257951][bookmark: _Toc27493812]

[bookmark: _Toc11257990][bookmark: _Toc27493851][bookmark: _Toc51772116]5.4.2.6.1	General
The originator and receiver may support the handling specified in subclause 5.4.2.6.
The MANAGE_PORT command and response is used to manage association of applications with source and destination port numbers between originator and receiver in both acknowledged and unacknowledged mode of transfer. The MANAGE_PORT command and response can be used to:
-	reserve a combination of source and destination port numbers for use with a specific application;
-	release a combination of source and destination port numbers that are reserved;
-	query the list of port numbers that are reserved for use with a specific application; and
-	notify the list of port numbers that are reserved for use with a specific application.
Port number 0 shall not be reserved at the originator or receiver. If an application at the originator communicates with multiple applications at the receiver, then the application does not reserve a port number at destination and shall set the Destination Port to 0. The ADS bit in the U frame header of MANAGE_PORT command and response is set to 0. Table 5.4.2.6.1-1 lists the parameters used in MANAGE_PORT command and response frames.
Table 5.4.2.6-1: MANAGE_PORT parameters
	Action (Bits 1 to 4, octet 1)
This field indicates the operation that the originator or receiver performs as part of MANAGE_PORT command or response and can have the following values

	Bits
4 3 2 1
0 0 0 1 	Reserve port
0 0 1 0 	Release port
0 0 1 1 	Query port
0 1 0 0 	Notify port

All other values are reserved.

Application Id
This field shall be encoded as a sequence of a sixteen octet OS Id field, a one octet    OS App Id length field, and an OS App Id field. The OS Id is the operating system    Identifier and it contains a UUID as specified in IETF RFC 4122 [3]. The OS App Id    field contains an OS specific application identifier of variable length octets.

	

	Status (octet 2)
This field is used only in the response frame in the direction from the receiver to the   originator. It specifies the status of the operation and can have the following values:
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0	Success
0 0 0 0 0 0 0 1	Port not free
0 0 0 0 0 0 1 0	Port not associated with specified application

All other values are reserved.

Requested port numbers
This field indicates the destination port numbers that the originator wants to query and shall be encoded as a bitmap of two octets as indicated below in subclause 5.4.2.6.1.1.

Port numbers not available
This field indicates the port numbers that are reserved and for which information is not included in the command or response frame. This field shall be encoded as a bitmap of two octets as indicated belowin subclause 5.4.2.6.1.2.

	



a) [bookmark: _Toc51772117]5.4.2.6.1.1	Requested port numbers: 
The port numbers that are requested are coded in the first and second octet of the Requested port numbers bitmap as follows:
	bit 8
	7
	6
	5
	4
	3
	2
	bit 1
	

	Port 7
	Port 6
	Port 5
	Port 4
	Port 3
	Port 2
	Port 1
	(reserved)
	Octet 1



	bit 16
	15
	14
	13
	12
	11
	10
	bit 9
	

	Port 15
	Port 14
	Port 13
	Port 12
	Port 11
	Port 10
	Port 9
	Port 8
	Octet 2



A port number is requested, if the corresponding bit is set to "1". All reserved bits shall be set to "0".

b)	
[bookmark: _Toc51772118]5.4.2.6.1.2	Port numbers not available: 
The port numbers that are not available are coded in the first and second octet of the Port numbers not available bitmap as follows:
	bit 8
	7
	6
	5
	4
	3
	2
	bit 1
	

	Port 7
	Port 6
	Port 5
	Port 4
	Port 3
	Port 2
	Port 1
	(reserved)
	Octet 1



	bit 16
	15
	14
	13
	12
	11
	10
	bit 9
	

	Port 15
	Port 14
	Port 13
	Port 12
	Port 11
	Port 10
	Port 9
	Port 8
	Octet 2



A port number is not available, if the corresponding bit is set to "1". All reserved bits shall be set to "0".


***** Next change *****

[bookmark: _Toc11257993][bookmark: _Toc27493854][bookmark: _Toc51772121]5.4.2.6.4	Query port numbers
If the originator wants to query the destination port numbers that are reserved, the originator shall send a MANAGE_PORT command as shown in figure 5.4.2.6.4-1 by setting the Action field to "Query port" and indicating the destination port numbers that it intends to query in the optional Requested port numbers. If the originator intends to query all the port numbers, then it shall not include the Requested port numbers.


Figure 5.4.2.6.4-1: MANAGE_PORT command field format for Action "Query port"
The receiver shall send a MANAGE_PORT response as shown in figure 5.4.2.6.4-2, by setting the Action field in response frame to "Query port". For each destination port included in the Requested port numbers in the MANAGE_PORT command that is reserved on the receiver and is associated with an application, the receiver shall include an entry in the MANAGE_PORT response. The receiver shall set the Num Entries field in the MANAGE_PORT response to the number of destination ports entries that are included in the MANAGE_PORT response. For each destination port entry, the receiver shall include the Source Port number that the destination port is paired with and the associated Application ID. If the receiver does not have any reserved source port number for the associated Application ID, the Source Port number shall be set to 0. In the case that the entries for all the destination port numbers requested by the originator do not fit in the MANAGE_PORT response, the receiver shall include as many entries for destination port numbers as possible in the MANAGE_PORT response. For all the destination port numbers that are reserved on the receiver, for which the originator has requested information in Requested port numbers in the MANAGE_PORT command and for which information cannot be included in the MANAGE_PORT response, the receiver shall set the corresponding entry in the optional Port numbers not available bitmap. The originator can subsequently query information on these destination port numbers by sending another MANAGE_PORT command and setting Requested port numbers to Port numbers not available in the received MANAGE_PORT response. If the entries for all the destination port numbers requested by the originator fit in the MANAGE_PORT response, the receiver shall not include the optional Port numbers not available.
NOTE:	The entries for all the destination port numbers requested by the originator will fit in the MANAGE_PORT response for cases where the maximum length of the OS specific application identifier is equal-to or less-than 64 octets.


Figure 5.4.2.6.4-2: MANAGE_PORT response field format for Action "Query port"
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