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Overview
Within the 3GPP Technical Specification Group Core Network and Terminals (TSG CT), the main objectives of the 3GPP TSG CT WG3 (CT3) are the specification, the enhancement and the maintenance of detailed functionality and related protocols for:

· [bookmark: _Hlk30168545]Interworking between a 3GPP Core Network and external Networks, interworking between PLMNs as well as interworking between PLMN domains. 
· Interworking between IP Multimedia Core Network subsystem and IP Multimedia Core Network subsystems / Circuit Switch networks / external IP networks.
· Policy and charging control, end-to-end QoS mechanisms.
· Exposure and provisioning of external application related data to the 3GPP network.
·  Exposure of network analytic information, session management and network and policy related events within the Core Network and towards external applications making use of Northbound APIs. Data model specification for Policy, Application and Structured data for Exposure.
· Middleware layer and common services between the applications and the underlying 3GPP system for supporting the application layer and allowing the access to service and network capabilities and the provisioning of data.

CT3 is currently tasked for the design and specification of the Northbound APIs between the application servers and the Core Network and the APIs that conform the middleware between vertical applications and the underlying 3GPP network.


Scope of Responsibilities
The TSG CT WG3 is responsible for the specification, enhancement and maintenance of the aspects described below for the following areas:

· Circuit Switch (CS) domain
· Transport protocols from the Core Network towards the UE.
· Data call signalling from the Core Network towards the UE. 
· Control plane and user plane interworking towards the fixed network.
· User plane protocols between Media Gateways.
· Packet Switch (PS) domain and WLAN 
· Interworking between the Packet Core Network and external Data Networks and Applications. Functional requirements and protocol specification responsibility for bearer/QoS flow level and AAA and DHCP functionality.
· Interworking between PLMNs with WLAN access and external Data Networks, including bearer/QoS flow level and AAA functionality.
· Interworking between Packet Data Network Gateways (e.g. GGSN, P-GW, MBMS GW) and 3GPP entities working as entry points with the service network (e.g. BM-SC, Presence Network Agent).
· Protocols and signalling to support Packet Switched services between the Terminal Equipment and the Mobile Terminal (R-reference point).
· IM CN subsystem (IMS) of the Packet Switch (PS) domain
· Interworking with Circuit Switch (CS) networks.
· Interworking with external IP networks.
· Specification of bearer related network entities, including functional specification of H.248 interfaces for interworking cases. 
· Next Generation Networking related interworking.
· Inter-IMS protocol profiles and procedures.
· CS/IMS Services
· Circuit switched data services, incl. multimedia, facsimile and text telephony.
· Service Change and UDI Fallback (SCUDIF), stage 2.
· Service interworking.
· Exposure and Provisioning Services inside the 3GPP network
· Internal exposure of application or user related information. 
· Exposure of Core Network analytic information.
· Exposure of Session Management events. 
· Exposure of internal collected network status information.
· Exposure of policy data. 
· Data model for Application data and structured data for Exposure.
· Provisioning of configuration information received from a network exposure function towards the 3GPP system (e.g. UE radio capability information to be provisioned into the UE radio Management Function (UCMF)).
· Policy and Charging Control, QoS handling
· Policy and Charging Control within a PLMN and between PLMNs.
· Policy and Charging Control support towards internal and external applications (IMS networks, V2X applications, TSN Application Functions, etc.).
· QoS mapping between service layer and access network bearer/QoS flow layer. 
· End-to-end QoS mapping and negotiation.
· Usage of QoS protocols (such as DiffServ, RSVP and NSIS).
· Provisioning of QoS rules and QoS policy at access network gateways. 
· User layer application detection and related control functionality.
· Spending Limit Control.
· Binding Support Management for Policy and Charging Control.
· Background Data Transfer Policy Control.
· Policy Control Event Exposure.
· Packet Flow Description Management.
· Policy Control on collected User Plane Congestion and/or analytic event information.
· Management for access and mobility related policies.
· Management for UE access selection and PDU Session selection related policies.
· Data model for Policy Data and Application Data for Policy Control.
· Interactions with external policy control functions (e.g. Support for BroadBand Forum Accesses Interworking).
· Northbound interfaces and Application layer support
· Interworking between the Machine Type Communication (MTC) Interworking function in the 3GPP system and the Service Capability Server.
· Interworking between the Proximity-services (ProSe) function to the ProSe application server.
· Northbound APIs for the 3GPP network to expose access services and capabilities to external applications.
· Northbound APIs for external applications to provide application event information to the 3GPP network.
· Northbound APIs for external applications to provision application related information (e.g. configuration data for Vertical services, network parameter configuration, etc.).
· Northbound interfaces (MB2-C, xMB) to provide service descriptions and control data to the BM-SC to set up and manage MBMS User Service(s) from the BM-SC to MBMS clients.
· Data model for Application data and structured data for Exposure.
· Common API Framework for 3GPP Northbound APIs.
· APIs to allow application specific servers to access services and capabilities provided by a middleware layer (e.g. Service Enabler Architecture Layer) to be reused across vertical applications.
· APIs to allow applications (e.g. V2X services) to access the capabilities of an application enabler layer (e.g. offered by VAE server) that are necessary to ensure efficient use and deployment of the services over 3GPP systems.


Annex (informative):
1. Dependencies with other groups

CT3 has important dependencies with the following work performed in other 3GPP groups:

· CT1: The radio interface layer 3 procedures and protocols, including UE policy delivery protocol message, encoding of UE policies, protocol messages for TSN AF and DS-TT/NW-TT, IMS signalling
· CT4: Service Based Architecture realization coordination, Diameter coordination, stage 2 for the split CS architecture and TrFO, Mc and Mn and Ix interfaces, GTP, PMIP, DSMIP, RESTful based APIs
· RAN3: Iu-Cs interface 
· SA1: Service requirements
· SA2: Overall architecture 
· SA3: Security Aspects
· SA4: PS services e.g. MBMS user services, enhanced TV services, conversational, streaming services used in IMS and Non-IMS networks.
· SA5: Gy/Gyn interfaces and Nchf service based interface for Flow Based Charging, and Application Based Charging. 
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]SA6: Mission Critical services over LTE protocol aspects, Common API Framework (CAPIF), Application Layer Support (e.g. SEAL server, VAE server) in Vertical industry.
Furthermore, CT3 has important dependencies with work performed in the following external entities: ITU-T, IETF, ETSI TISPAN and Broadband Forum.

2. Specifications

CT3 is responsible for the technical specifications and reports listed under the following link: http://www.3gpp.org/ftp/Specs/html-info/TSG-WG--C3.htm


