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Name

Name, Acronym and short label/short name that can be used to identify the WG
This will be used in the figure/schema describing the 3GPP structure

Name:		3GPP TSG CT WG6
Acronym:	CT6
Label:		Smart Card Application Aspects

Overview
This part will be used on the 3GPP website to describe the WG (e.g. WG homepage)

This overview is divided into two parts: 
· Brief overview of the main responsibilities of the WG activities.
· Current activities of WG
This overview should be in a simple and accessible language that makes it easy to understand for everyone
Avoid the use of terms like stage 1, stage 2, stage 3 and use instead e.g. service requirements, functional requirements/functional architecture, protocol specification, etc.
Avoid as much as possible the use of (too much) acronyms, except when there are well known (e.g. 5G, IP, HTTP, etc.).

Within the 3GPP Technical Specification Group Core Network and Terminals, the main objectives of the 3GPP TSG CT WG6 (CT6) are:

The development and maintenance of specifications and associated test specifications for the 3GPP secure access applications, which are based on secure platforms (e.g. UICC) developed by ETSI TC SCP and the interface between these applications with the Mobile Terminal. 
Including: 
· Subscriber Identity Module (SIM), which is used by 2G systems;
· Universal Subscriber Identity Module (USIM) application, which is used by 3GPP systems;
· IP Multimedia Services Identity Module (ISIM) application with the exception of the security algorithms (developed by SA WG3);
· Hosting Party Subscription Identity Module (HPSIM) application.

[bookmark: _GoBack]CT WG6 is currently responsible for the design and specifications of the evolution of the USIM application, for instance:
· for securely accessing 5G networks over 3GPP and Non-3GPP accesses;
· providing user privacy by concealing the users identity in 5G networks;
· to support configuration capabilities for 5G services, e.g. steering of roaming, V2X, wireless wireline convergence, multi device multi identity;
· specification of 5G related conformance tests for the interface between UICC applications and mobile devices..


Scope of Responsibilities
This part is mainly for 3GPP internal purpose (e.g. WG coordination)
This part would not be used on the 3GPP website, except if deemed requested. 
Instead the following text will be found on the 3GPP website:
"The latest terms of reference were approved at TSG#xx in document CP/RP/SP-xxxxxx."
including a hypertext link to download the full document approved by the parent TSG. People interested by the technical details will have access to them by clicking on the hypertext link.

The 3GPP TSG CT WG6 is responsible for the development and maintenance of specifications and associated test specifications for the 3GPP secure access applications (including SIM, USIM, ISIM and HPSIM), and the interface between secure access applications with the Mobile Equipment.

The main tasks of TSG CT WG6 are:
· to specify and maintain requirements for 3GPP secure access applications (including USIM, ISIM and HPSIM) (TS 21.111);
· to design and maintain 3GPP applications (including USIM, ISIM and HPSIM) to support 3GPP security requirements;
· to maintain the 3GPP SIM Application;
· to provide capabilities for service creation (e.g. evolution of USIM Application Toolkit, APIs);
· to specify remote management mechanisms for 3GPP secure access applications;
· to specify the 3GPP applications as part of a multi-application card;
· to specify and maintain test specifications for the 3GPP secure access applications and related enablers;
· to maintain current service capabilities and develop new services, maintaining backwards compatibility where required. 

Annex (informative):
Any additional relevant information, including:
-	coordination with other 3GPP WGs
-	coordination with other SDO/MRP (e.g. ITU (-T, -R), IETF, GSMA, TC SCP, etc.)

Within 3GPP, CT WG6 coordinates with other working groups as required.
CT WG6 has a close relationship with ETSI Technical Committee SCP for the interface with the secure platform (e.g. UICC) hosting the 3GPP secure access applications.
As the test specifications developed by CT WG6 are used as a basis for mobile equipment certification, CT WG6 is cooperating with GCF and PTCRB.
CT WG6 liaises with other groups as required (e.g. OMA SpecWorks, GSMA, oneM2M, Trusted Connectivity Alliance).




