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	Reason for change:
	The specification contains a number of miscellaneous errors which should be corrected:
(1)	when the announce request procedure is not accepted by the ProSe function, the specification provides duplicated requirements for sending a DISCOVERY_RESPONSE message with cause #14 "Missing Application Level Container"; and
(2)	the optional information elements (IEs) GPI and Encrypted payload of the DIRECT_SECURITY_MODE_COMMAND message are indicated as “variable” but the specification fails in the definition of this message to indicate the actual minimum length of the IEs. Note that for IEs of variable length in NAS messages, the style of the NAS protocol specifications (TS 24.008, 24.301 and 24.501) is to provide clear indication to readers of minimum length and maximum length in the message definition.
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	Summary of change:
	The duplication of requirement when the ProSe function sends a DISCOVERY_RESPONSE message with cause #14 is removed. Also, the length of the optional GPI and Entrypted payload IEs in the DIRECT_SECURITY_MODE_COMMAND message is indicated as per other NAS specifications.
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	Duplication of requirement when the ProSe function sends a DISCOVERY_RESPONSE message with cause #14 remains in the specification when this is unnecessary. Lack of clear indication of length of the optional IEs GPI and Encrypted payload in the DIRECT_SECURITY_MODE_COMMAND message definition. This makes more difficult for readers of the specification to know the length of those IEs and it is not aligned with other NAS specifications.
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[bookmark: _Toc525230985]6.2.2.5	Announce request procedure not accepted by the ProSe Function
If the DISCOVERY_REQUEST message cannot be accepted by the ProSe Function, the ProSe Function sends a DISCOVERY_RESPONSE message containing a <response-reject> element to the UE including an appropriate PC3 Control Protocol cause value.
If the application corresponding to the Application Identity contained in the DISCOVERY_REQUEST message is not authorised for open ProSe direct discovery announcing, the ProSe Function shall send the DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #1 "Invalid application".
If the ProSe Application ID contained in the DISCOVERY_REQUEST message is unknown to the ProSe Function, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #2 "Unknown ProSe Application ID".
If the UE is not authorised for open ProSe direct discovery announcing, the ProSe Function shall send the DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #3 "UE authorisation failure".
If the UE is not authorised to use the ProSe Application ID contained in the DISCOVERY_REQUEST message, the ProSe Function shall send the DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #3 "UE authorisation failure".
If the UE requests a country-specific ProSe Application ID for a country that does not correspond to the country of its HPLMN, and the ProSe Function has not authorized the UE to announce in that country, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #8 "Scope Violation in Prose Application ID".
If the UE requests a country-specific ProSe Application ID for a country that does not correspond to the country of its HPLMN, and the ProSe Function has no agreement to access the country-wide ProSe Application ID database of that country, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #8 "Scope Violation in Prose Application ID".
If the Discovery Entry ID contained in the DISCOVERY_REQUEST message is unknown to the ProSe Function and the Requested Timer is set to zero, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value # 10 "Unknown or invalid Discovery Entry ID".
If the UE is not authorised to use ACE, but the DISCOVERY_REQUEST message contains the ACE Enabled Indicator set to "application-controlled extension enabled", the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #12 "UE unauthorised for discovery with Application-Controlled Extension".
If the DISCOVERY_REQUEST message contains the ACE Enabled Indicator set to "application-controlled extension enabled", but does not contain the Application Level Container parameter, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #14 "Missing Application Level Container".
If the ProSe Application Server indicates to the ProSe Function that the Application Level Container in the DISCOVERY REQUEST message contains invalid information, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #15 "Invalid Data in Application Level Container".
If the DISCOVERY_REQUEST message contains the ACE Enabled Indicator set to "application-controlled extension enabled", but does not contain the Application Level Container parameter, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #14 "Missing Application Level Container".
If the DISCOVERY_REQUEST message does not contain the ACE Enabled Indicator and the requested application only uses application-controlled extension, the ProSe Function shall send a DISCOVERY_RESPONSE message containing a <response-reject> element with PC3 Control Protocol cause value #1 "Invalid Application".

[bookmark: _Toc525231372]* * * Next Change * * * *
11.4.12A.1	Message definition
This message is sent by a commanding UE to a peer UE to establish the security for a direct link. See table 11.4.12A.1.1.
Message type:	DIRECT_SECURITY_MODE_COMMAND
Table 11.4.12A.1.1: DIRECT_SECURITY_MODE_COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	DIRECT_SECURITY MODE COMMAND message identity
	PC5-SP Message Type
12.5.1.1.
	M
	V
	1

	
	Sequence Number
	Sequence Number
12.5.1.2
	M
	V
	2

	
	UE Security Capabilities
	UE Security Capabilities
12.5.1.22
	M
	V
	2

	
	Nonce 2
	Nonce 2
12.5.1.31
	M
	V
	16

	
	Chosen Algorithms
	Chosen Algorithms
12.5.1.23
	M
	V
	1

	
	LSB of KD-sess ID
	LSB of KD-sess
12.5.1.24
	M
	V
	1

	16
	MSB of KD ID
	MSB of KD ID
12.5.1.27
	O
	TV
	3

	18
	KD Freshness 
	KD Freshness 
12.5.1.30
	O
	TV
	17

	24
	GPI
	GPI
12.5.1.18
	O
	TLV
	3-nVariable

	1
	User Info
	User Info
12.5.1.3
	O
	TLV
	3-253

	22
	Signature
	Signature
12.5.1.33
	O
	TV
	130

	23
	Encrypted Payload
	Encrypted Payload
12.5.1.34
	O
	TLV
	3-nVariable




* * * End of Change * * * *

