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*** 1st Change ***

4.2.3.2
Modification of service information

This procedure is used to modify an existing application session context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.3.2-1 illustrates the modification of service information using HTTP PATCH method.
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Figure 4.2.3.2-1: Modification of service information using HTTP PATCH

The AF may modify the application session context information at any time (e.g. due to an AF session modification or internal AF trigger) and invoke the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request message to the resource URI representing the "Individual Application Session Context" resource, as shown in figure 4.2.3.2-1, step 1, with the modifications to apply.

The JSON body within the PATCH request shall include the "AppSessionContextUpdateData" data type and shall be encoded according to "JSON Merge Patch", as defined in IETF RFC 7396 [21].

The AF may include the updated service information in the "medComponents" attribute. 

If the "AuthorizationWithRequiredQoS" feature as defined in subclause 5.8 is supported, the AF may provide within the MediaComponentRm data structure an update of the required QoS information as specified in subclause 4.2.3.30.
The AF may include in the "AppSessionContextUpdateData" data type an AF application identifier in the "afAppId" attribute to trigger the PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in 3GPP TS 29.512 [8].

If the "TimeSensitiveNetworking" feature is supported the AF may provide TSN information as specified in subclauses 4.2.3.24 and 4.2.3.25.

The AF may also create, modify or remove events subscription information by sending the HTTP PATCH request message to the resource URI representing the "Individual Application Session Context" resource.

The AF shall create event subscription information by including in the "AppSessionContextUpdateData" data type the "evSubsc" attribute of "EventsSubscReqDataRm" data type with the corresponding list of events to subscribe to; and the "notifUri" attribute with the notification URI where the PCF shall send the notifications.

The AF shall update existing event subscription information by including in the "AppSessionContextUpdateData" data type and updated value of the "evSubsc" attribute of the "EventsSubscReqDataRm" data type as follows:

-
The "events" attribute shall include the new complete list of subscribed events.

-
When the AF requests to update the additional information related to an event (e.g. the AF needs to provide new thresholds to the PCF in the "usgThres" attribute related to the "USAGE_REPORT" event) the AF shall include the additional information, which shall completely replace the previously provided one.

NOTE 1:
Note that when the AF requests to remove an event, this event is not included in the "events" attribute.

NOTE 2:
When an event is included in the "events" attribute and its related additional information is set to null, the PCF considers the subscription to this event is active, but the related procedures stop applying. 

NOTE 3:
When an event is removed from the "events" attribute but its related information is not set to null, the PCF considers the subscription to this event is terminated, the related additional information is removed, and the related procedures stop applying.

The AF shall remove existing event subscription information by setting to null the "evSubsc" attribute included in the "AppSessionContextUpdateData" data type.

Events with "notifMethod" set to "ONE_TIME" shall only apply at the time the AF requests their subscription. Once the event report is performed, the subscription to this event is automatically terminated in the PCF and the related information is removed. The presence of a one-time event, together with its related additional information when applicable, during an update procedure shall represent the recreation of the subscription to this event in the PCF.

If the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error in the HTTP PATCH request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, the PCF shall process the received service information according the operator policy and may decide whether the HTTP request message is accepted or not.

If the updated service information is not acceptable (e.g. the subscribed guaranteed bandwidth for a particular user is exceeded), the PCF shall include in an HTTP "403 Forbidden" response message the "cause" attribute set to "REQUESTED_SERVICE_NOT_AUTHORIZED".

If the service information provided in the HTTP PATCH request is rejected due to a temporary condition in the network (e.g. the NWDAF reported the network slice selected for the PDU session is congested), the PCF may include in the "403 Forbidden" response the "cause" attribute set to "REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED". The PCF may also provide a retry interval within the "Retry-After" HTTP header field. When the AF receives the retry interval within the "Retry-After" HTTP header field, the AF shall not send the same service information to the PCF again (for the same application session context) until the retry interval has elapsed. The "Retry-After" HTTP header is described in 3GPP TS 29.500 [5] subclause 5.2.2.2.

The PCF may additionally provide the acceptable bandwidth within the attribute "acceptableServInfo" included in the "ExtendedProblemDetails" data structure returned in the rejection response message.
If the request is accepted, the PCF shall update the service information with the new information received. Due to the updated service information, the PCF may need to create, modify or delete the related PCC rules as specified in 3GPP TS 29.513 [7] and provide the updated information towards the SMF following the corresponding procedures specified in 3GPP TS 29.512 [8].

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications or may modify the existing subscription to event notifications, for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8].
The PCF shall reply with the HTTP response message to the AF and may include the "AppSessionContext" data type payload body with the representation of the modified "Individual Application Session Context" resource and may include the "Events Subscription" sub-resource.

The PCF shall include in the "evsNotif" attribute:

-
if the AF subscribed to the "PLMN_CHG" event in the HTTP PATCH request, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN identifier and, if available, the NID if the PCF has previously requested to be updated with this information in the SMF;

-
if the AF subscribed to the event "ACCESS_TYPE_CHG" event in the HTTP PATCH request, the "event" attribute set to "ACCESS_TYPE_CHG" and: the attributes

i.
the "accessType" attribute including the access type, and the "ratType" attribute including the RAT type when applicable for the notified access type; and

ii.
if the "ATSSS" feature is supported, the "addAccessInfo" attribute with the additional access type information if available, where the access type is encoded in the "accessType" attribute, and the RAT type is encoded in the "ratType" attribute when applicable for the notified access type; and 

NOTE 4:
For a MA PDU session, if the "ATSSS" feature is not supported by the AF the PCF includes the "accessType" attribute and the "ratType" attribute with a currently active combination of access type and RAT type (if applicable for the notifed access type). When both 3GPP and non-3GPP accesses are available, the PCF includes the information corresponding to the 3GPP access.

iii.

the "anGwAddr" attribute including access network gateway address when available, 

if the PCF has previously requested to be updated with this information in the SMF; and

-
if the "IMS_SBI" feature is supported and if the AF subscribed to the "CHARGING_CORRELATION" event in the HTTP PATCH request, the "event" attribute set to "CHARGING_CORRELATION" and may include the "anChargIds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute containing the access network charging address.

The AF subscription to other specific events using the Npcf_PolicyAuthorization_Update request is described in the related subclauses. Notification of events when the applicable information is not available in the PCF when receiving the Npcf_PolicyAuthorization_Update request is described in subclause 4.2.5.

The HTTP response message towards the AF should take place before or in parallel with any required PCC rule provisioning towards the SMF.

If the PCF does not have an existing application session context for the application session context being modified (such as after a PCF failure), the PCF shall reject the HTTP request message with the HTTP response message with the applicable rejection cause.

*** 2nd Change ***

4.2.3.23
Modification of Subscription to Service Data Flow QoS Monitoring Information

This procedure is used by AF to modify the PCF subscription for notification about packet delay between UPF and RAN.

The AF shall use the HTTP PATCH method to update the "Events Subscription" sub-resource together with the modifications to the "Individual Application Session" sub-resource.

The AF shall include in the HTTP PATCH request message described in subclause 4.2.3.2 the updated values of the "evSubsc" attribute of "EventsSubscReqDataRm" data type, as follows:

-
to create a subscription to QoS monitoring information:

a)
shall include the "events" array with an array that contains a new entry with the "event" attribute set to "QOS_MONITORING", and notification related information as described in subclause 4.2.2.23; and

b)
when the "notifMethod" of the new entry is "EVENT_DETECTION", shall include a "qosMon" attribute with the QoS monitoring information as described in subclause 4.2.2.23.
c)
shall include the new requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute;
-
to remove a subscription to QoS monitoring information:

a)
shall include the "events" array containing an array that shall omit the corresponding entry with the "event" attribute value "QOS_MONITORING"; and

b)
when the "notifMethod" of the removed entry is "EVENT_DETECTION", it shall contain the "qosMon" attribute set to null. 


As result of this action, the PCF shall set the appropriate subscription to QoS monitoring information for the corresponding active PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.3.2.

*** 3rd Change ***

4.2.5.14
Notification about Service Data Flow QoS Monitoring control

When the PCF gets the information about any one of the following items for one or more SDFs from the SMF:

-
uplink packet delay(s); or

-
downlink packet delay(s); or

-
round trip delay(s);

the PCF shall inform the AF accordingly if the AF has previously subscribed as described in subclauses 4.2.2.23 and 4.2.3.23 and 4.2.6.8.

The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as described in subclause 4.2.5.2.

The PCF shall include:

-
within the "evNotifs" attribute an event entry of the "AfEventNotification" data type with the matched event "QOS_MONITORING" in the "event" attribute; and

-
the "qosMonReports" array with:

a)

the identification of the affected service flows (if not all the flows are affected) encoded in the "flows" attribute if applicable; and

b)
one or two uplink packet delays within the "ulDelays" attribute; or

c)
one or two downlink packet delays within the "dlDelays" attribute; or

d)
one or two round trip packet delays within the "rtDelays" attribute.

*** 4th Change ***

4.2.6.8
Subscription to Service Data Flow QoS Monitoring Information

This procedure is used by AF to subscribe and/or modify the PCF subscription for notification about packet delay between UPF and RAN.

The AF shall include in the HTTP PUT request message described in subclause 4.2.6.2 the "EventsSubscReqData" data type, that shall contain:

-
to create a subscription to QoS monitoring information:

a)
shall include the "events" array with an array that contains a new entry with the "event" attribute set to "QOS_MONITORING", and notification related information as described in subclause 4.2.2.23; and

b)
when the "notifMethod" of the new entry is "EVENT_DETECTION", shall include a "qosMon" attribute with the QoS monitoring information as described in subclause 4.2.2.23. 

c)
shall include the new requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute;

-
to remove a subscription to QoS monitoring information:

a)
shall include the "events" array containing an array that shall omit the corresponding entry with the "event" attribute value "QOS_MONITORING"; and

b)
when the "notifMethod" of the removed entry is "EVENT_DETECTION", it shall omit the "qosMon".

The AF shall include other events related information that shall remain unchanged.

As result of this action, the PCF shall set the appropriate subscription to QoS monitoring information for the corresponding active PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.6.2.

*** 5th Change ***

5.6.2.34
Type QosMonitoringInformation

Table 5.6.2.34-1: Definition of type QosMonitoringInformation

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repThreshDl
	integer
	O
	0..1
	Unsigned integer identifying a threshold in units of milliseconds for DL packet delay. Only applicable when the "notifMethod" attribute is not supplied or the "notifMethod" is supplied and set to "EVENT_DETECTION".
	QoSMonitoring

	repThreshUl
	integer
	O
	0..1
	Unsigned integer identifying a threshold in units of milliseconds for UL packet delay. Only applicable when the "notifMethod" attribute is not supplied or the "notifMethod" is supplied and set to "EVENT_DETECTION".
	QoSMonitoring

	repThreshRp
	integer
	O
	0..1
	Unsigned integer identifying a threshold in units of milliseconds for round trip packet delay. Only applicable when the "notifMethod" attribute is not supplied or the "notifMethod" is supplied and set to "EVENT_DETECTION".
	QoSMonitoring

	NOTE:
The "repThreshDl" attribute and/or the "repThreshUl" attribute and/or the "repThreshRp" attribute shall be present.


*** End of Changes ***
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