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6.2.2	Transmission of V2X communication over Uu from UE to V2X application server
The upper layers can request the UE to send a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu. The request from the upper layers includes:
a)	the V2X message;
b)	the V2X service identifier of the V2X service for the V2X message;
c)	the type of data in the V2X message (IP or non-IP); and
d)	if the V2X message contains non-IP data, the V2X message family (see clause 7.1 of 3GPP TS 24.386 [5]) of data in the V2X message.
Upon a request from upper layers to send a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu:
a)	if the registered PLMN of the UE is not in the list of PLMNs in which the UE is configured to use V2X communication over Uu as specified in clause 5.2.4, the UE shall determine that the transmission of V2X communication over Uu from UE to V2X application server is not configured and shall not continue with the rest of the steps; and
b)	if:
1)	the type of data in the V2X message is non-IP; or
2)	the type of data in the V2X message is IP, and the V2X service identifier is not included in the list of V2X service identifiers of the V2X services configured for V2X communication over Uu using existing unicast routing as specified in clause 5.2.4;
	then:
1)	the UE shall determine the mapping rule in the list of V2X service identifier to PDU session parameters mapping rules specified in clause 5.2.4, such that the mapping rule contains the V2X service identifier provided by upper layers;
2)	the UE shall consider the PDU session type, the SSC mode (if indicated in determined mapping rule), an S-NSSAI (if indicated in determined mapping rule) and a DNN (if indicated in determined mapping rule) indicated in the determined mapping rule as the UE local configuration and request information of the PDU session via which to send a PDU according to 3GPP TS 24.526 [22];
3)	if the PDU session is of "IPv4", "IPv6" or "IPv4v6" PDU session type:
i)	the UE shall discover the V2X application server address for uplink transport as described in clause 6.2.6. If the V2X application server address cannot be discovered, the UE shall determine that the transmission of V2X communication over Uu from UE to V2X application server is not possible and shall not continue with the rest of the steps;
ii)	if UDP is to be used for the determined V2X application server address, the UE shall generate a UDP message as described in IETF RFC 768 [14]. In the UDP message, the UE shall include the V2X message provided by upper layers in the data octets field. The UE shall send the UDP message to the determined V2X application server address; and
iii)	if TCP is to be used for the determined V2X application server address:
A)	if a TCP connection with the determined V2X application server address is not established yet, the UE shall establish a TCP connection with the determined V2X application server address; and
B)	the UE shall generate a TCP message as described in IETF RFC 793 [rfc793]. In the TCP message, the UE shall include the V2X message provided by upper layers in the data octets filed. The UE shall send the TCP message to the determined V2X application server address via the TCP connectioncreate a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall include the V2X message and the V2X message family (if the V2X message is non-IP based) provided by upper layers. The UE shall send the V2X envelope via the TCP connection; and
4)	if the PDU session is of "Unstructured" PDU session type and the type of data in the V2X message is non-IP, the UE shall generate a UDP message as described in IETF RFC 768 [14]. In the UDP message, the UE shall encapsulate the V2X message provided by upper layers in the data octets field. The UE shall send the UDP message to the determined V2X application server address. the UE shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall include the V2X message and the V2X message family (if the V2X message is non-IP based) provided by upper layers. The UE shall send the V2X envelope as data of "Unstructured" PDU Session type via the PDU session.
* * * Next Change * * * *
* * * Next Change * * * *
[bookmark: _Toc34388675][bookmark: _Toc34404446][bookmark: _Toc45282291][bookmark: _Toc45882677]6.2.3	Reception of V2X communication over Uu from UE to V2X application server
If the V2X application server is configured with one or more UDP ports for uplink transport or one or more TCP ports for bidirectional transport, of V2X message(s) of V2X service(s) identified by V2X service identifier(s) using the V2X communication over Uu as specified in clause 6.2.7:
1)	if the V2X application server is configured with a UDP port for uplink transport, the V2X application server shall extract a V2X message of the V2X service from a UDP message received on a local IP address and a UDP port; and
2)	if the V2X application server is configured with a TCP port for bidirectional transport, the V2X application server shall listen for incoming TCP connection(s) on a local IP address and the TCP port, shall accept the incoming TCP connection(s), shall receive one or more TCP message(s)V2X envelope(s) specified in clause 9.2.1 via the accepted TCP connection(s) and shall extract a V2X message of the V2X service and the V2X message family (if the V2X message is non-IP based) from the received TCP message. V2X envelope.
If the V2X application server is configured to handle data of "Unstructured" PDU Session type for transport of V2X message(s) of V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in clause 6.2.7, the V2X application server shall receive one or more UDP message(s) V2X envelope(s) specified in clause 9.2.1 as data of a point-to-point tunnel established over N6 and shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelopeUDP message.
* * * Next Change * * * *
[bookmark: _Toc34388676][bookmark: _Toc34404447][bookmark: _Toc45282292][bookmark: _Toc45882678]6.2.4	Transmission of V2X communication over Uu from V2X application server to UE
The V2X application server shall be configured with UDP port(s), TCP port(s) or any combination of them for transport of the V2X communication over Uu to the UE.
If the V2X application server supports V2X messages of IP type of data and of non-IP type of data, then the V2X application server shall be configured with different UDP ports or TCP ports for V2X messages of different types of data.
If the V2X application server supports V2X messages of several V2X message families, then the V2X application server shall be configured with different UDP ports or TCP ports for V2X messages of different V2X message families.
If the V2X application server determines to use UDP for transmission of the V2X message identified by a V2X service identifier, the V2X application server shall generate a UDP message. If the V2X message is of "Unstructured" PDU Session type, then the V2X application server shall encapsulate the V2X message into IP type data. In the UDP message, the V2X application server:
a)	shall set data octets field to the V2X message if the V2X message is of IP type; 
a)	shall set data octets field to the encapsulated IP type data if the V2X message is of "Unstructured" PDU Session type; and
c)	shall set the destination IP address and the destination UDP port to the UE’s IP address and the configured UDP port associated the type of data of the V2X message and the V2X message family of the data of the V2X message (in case of non-IP).
The V2X application server sends the UDP message as the user plane data to the UE.
If the V2X application server determines to use TCP for transmission of the V2X message identified by a V2X service identifier, the V2X application server establishes a TCP connection with the UE if no TCP connection exists, then the V2X application server shall generate a TCP message. In the TCP message, the V2X application server:
a)	shall set data octets field to the V2X message; and
b)	shall set the destination IP address and the destination TCP port to the UE’s IP address and the configured TCP port associated the type of data of the V2X message and the V2X message family of the data of the V2X message (in case of non-IP).
The V2X application server sends the TCP message as the user plane data to the UE.
If the V2X application server is configured with one or more UDP ports for downlink transport of V2X message(s) of a V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in clause 6.2.7 and the V2X application server receives a UDP packet on a local IP address and the UDP port and the UDP packet contains a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the V2X application server accepts the request, the V2X application server shall select a validity time according to the V2X application server local policy, shall start timer Ty set to the selected validity time, shall associate the UDP session described by the source IP address, the source UDP port, the destination IP address and the destination UDP port of the UDP packet with the timer Ty and shall send a V2X envelope indicating subscribe accept via the UDP session otherwise the V2X application server shall send a V2X envelope indicating subscribe reject via the UDP session. In the V2X envelope indicating subscribe accept, the V2X application server shall indicate the selected validity time.
If the V2X application server received via a UDP session and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the time Ty associated with the UDP session has not expired yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family (if the V2X message is non-IP based). The V2X application server shall send the V2X envelope via the UDP session.
If the V2X application server is configured with one or more TCP ports for bidirectional transport of V2X message(s) of a V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in clause 6.2.7, the V2X application server shall listen for incoming TCP connection(s) on a local IP address and the TCP port configured for the V2X service(s), and shall accept the incoming TCP connection(s). If the V2X application server receives via an accepted TCP connection a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), and the V2X application server accepts the request, the V2X application server shall send a V2X envelope indicating subscribe accept via the TCP connection otherwise the V2X application server shall send a V2X envelope indicating subscribe reject via the TCP connection.
If the V2X application server received via a TCP session and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) and the TCP connection has not been released yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family (if the V2X message is non-IP based). The V2X application server shall send the V2X envelope via the TCP connection.
If the V2X application server is configured to handle data of "Unstructured" PDU Session type for transport of non-IP based V2X message(s) of V2X service(s) identified by V2X service identifier(s) using V2X communication over Uu as specified in clause 6.2.7 and the V2X application server receives a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s), as data via the point-to-point tunnel established over N6 and the V2X application server accepts the request, the V2X application server shall send a V2X envelope indicating subscribe accept as data via the point-to-point tunnel established over N6 otherwise the V2X application server shall send a V2X envelope indicating subscribe reject as data via the point-to-point tunnel established over N6.
If the V2X application server received via a point-to-point tunnel established over N6 and accepted a V2X envelope with subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) and the point-to-point tunnel established over N6 has not been released yet, then when a V2X message of one of those V2X services needs to be sent, the V2X application server shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the V2X application server shall include the V2X message and the V2X message family. The V2X application server shall send the V2X envelope as data via the point-to-point tunnel established over N6.
* * * Next Change * * * *
[bookmark: _Toc34388677][bookmark: _Toc34404448][bookmark: _Toc45282293][bookmark: _Toc45882679]6.2.5	Reception of V2X communication over Uu from V2X application server to UE
The upper layers can request the UE to receive a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu. The request from the upper layers includes:
a)	the V2X service identifier of the V2X service for the V2X message to be received;
b)	the type of data in the V2X message to be received (IP or non-IP); and
c)	if the V2X message to be received contains non-IP data, the V2X message family (see clause 9.2.1) of data in the V2X message to be received.
[bookmark: _Hlk26195811]Upon a request from upper layers to receive a V2X message of a V2X service identified by a V2X service identifier using V2X communication over Uu:
a)	if the registered PLMN of the UE is not in the list of PLMNs in which the UE is configured to use V2X communication over Uu as specified in clause 5.2.4, the UE shall determine that the transmission of V2X communication over Uu from V2X application server to UE is not configured and shall not continue with the rest of the steps; and
b)	if:
1)	the type of data in the V2X message is non-IP; or
2)	the type of data in the V2X message is IP, and the V2X service identifier is not included in the list of V2X service identifiers of the V2X services configured for V2X communication over Uu using existing unicast routing as specified in clause 5.2.4;
	then:
1)	the UE shall determine the mapping rule in the list of V2X service identifier to PDU session parameters mapping rules specified in clause 5.2.4, such that the mapping rule contains the V2X service identifier provided by upper layers;
2)	the UE shall establish a PDU session with the PDU session type, the SSC mode (if indicated in determined mapping rule), an S-NSSAI (if indicated in determined mapping rule) and a DNN (if indicated in determined mapping rule) indicated in the determined mapping rule, if such PDU session does not exist yet;
3)	if the PDU session is of "IPv4", "IPv6" or "IPv4v6" PDU session type:
i)	the UE shall discover the V2X application server address for downlink transport as described in clause 6.2.6. If the V2X application server address cannot be discovered, the UE shall determine that the transmission of V2X communication over Uu from V2X application server to UE is not possible and shall not continue with the rest of the steps; and
ii)	if UDP is to be used for the determined V2X application server address:
A)	the UE shall select a local UDP portselect the UDP port for downlink transport based on configuration parameters for V2X communication as defined in clause 5.2.4; and
B)	the UE shall listen for UDP packets over the determined UDP port, and provide the UDP packets to the upper layers if receivedcreate a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive on the UE's IP address and the selected local UDP port from the determined V2X application server address. The UE shall send the V2X envelope from the UE's IP address and the selected local UDP port to the determined V2X application server address.
	Upon reception of a V2X envelope indicating subscribe accept on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible and shall start timer Tx set to the validity time indicated in the V2X envelope.
	Upon reception of a V2X envelope indicating subscribe reject on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in clause 9.2.1 with a V2X message on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers.
	Upon expiration of the timer Tx, the UE shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the UDP session. The UE shall send the V2X envelope from the UE's IP address and the selected local UDP port to the determined V2X application server address.
	Upon reception of a V2X envelope indicating subscribe accept on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible and shall start timer Tx set to the validity time indicated in the V2X envelope.
	Upon reception of a V2X envelope indicating subscribe reject on the UE's IP address and the selected local UDP port from the determined V2X application server address, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible; and
iii)	if TCP is to be used for the determined V2X application server address:
A)	if a TCP connection with the determined V2X application server address is not established yet, the UE shall establish a TCP connection with the determined V2X application server address; and
B)	the UE shall listen for TCP packets over the established TCP connection, and provide the TCP packets to the upper layers if received create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the TCP connection. The UE shall send the V2X envelope via the TCP connection.
	Upon reception of a V2X envelope indicating subscribe accept via the TCP connection, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible.
	Upon reception of a V2X envelope indicating subscribe reject via the TCP connection, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in clause 9.2.1 with a V2X message via the TCP connection, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers; and
4)	if the PDU session is of "Unstructured" PDU session type and the type of data in the V2X message is non-IP, the UE shall proceed as UDP is to be used for the determined V2X application server address with the exeption that the V2X message is encapsulated as IP type data packets:
i)	the UE shall create a V2X envelope specified in clause 9.2.1. In the V2X envelope, the UE shall indicate subscribe request with one or more V2X service identifier(s) of the one or more V2X service(s) which the UE wants to receive via the PDU session is of "Unstructured" PDU session type. The UE shall send the V2X envelope as data of "Unstructured" PDU Session type via the PDU session.
	Upon reception of a V2X envelope indicating subscribe accept in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall consider that downlink transport for the V2X messages of the V2X services is possible.
	Upon reception of a V2X envelope indicating subscribe reject in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall consider that downlink transport for the V2X messages of the V2X services is not possible.
	Upon reception of a V2X envelope specified in clause 9.2.1 with a V2X message in the data of "Unstructured" PDU Session type received over the PDU session, the UE shall extract a V2X message and a V2X message family (if the V2X message is non-IP based) from the received V2X envelope and provide them to the upper layers.

* * * Next Change * * * *
[bookmark: _Toc34388727][bookmark: _Toc34404498][bookmark: _Toc45282408][bookmark: _Toc45882794]9.2.1	VoidV2X envelope
The V2X envelope is coded according to figure 9.2.1.1, figure 9.2.1.2, figure 9.2.1.3, figure 9.2.1.4, figure 9.2.1.5, figure 9.2.1.6 and table 9.2.1.1.
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Figure 9.2.1.1: General format of V2X envelope
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	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	
IP based V2X message
	octet 4
octet n


Figure 9.2.1.2: Format of V2X envelope for IP based V2X message
	8
	7
	6
	5
	4
	3
	2
	1
	

	Type = {non-IP based V2X message type}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	V2X message family
	octet 4

	
non-IP based V2X message
	octet 5
octet n


Figure 9.2.1.3: Format of V2X envelope for non-IP based V2X message
	8
	7
	6
	5
	4
	3
	2
	1
	

	Type = {subscribe request}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	Number of V2X service identifiers
	octet 4

	
V2X service identifier 1
	octet 5*

octet 8*

	
V2X service identifier 2
	octet 9*

octet 12*

	...
	

	
V2X service identifier x
	octet (x*4+1)*

octet (x*4+4)*


Figure 9.2.1.4: Format of V2X envelope with subscribe request
	8
	7
	6
	5
	4
	3
	2
	1
	

	Type = {subscribe accept}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3

	Validity time
	octet 4
octet 5


Figure 9.2.1.5: Format of V2X envelope with subscribe accept
	8
	7
	6
	5
	4
	3
	2
	1
	

	Type = {subscribe reject}
	octet 1

	
Length of V2X envelope contents
	octet 2
octet 3


Figure 9.2.1.6: Format of V2X envelope with subscribe reject
Table 9.2.1.1: V2X envelope
	Type (octet 1)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IP based V2X message type

	0
	0
	0
	0
	0
	0
	1
	0
	
	non-IP based V2X message type

	0
	0
	0
	0
	0
	0
	1
	1
	
	subscribe request

	0
	0
	0
	0
	0
	1
	0
	1
	
	subscribe accept

	0
	0
	0
	0
	0
	1
	1
	0
	
	subscribe reject

	All other values are reserved. 

	Receiving entity shall ignore a V2X envelope with the type field set to a reserved value.

	

	Length of V2X envelope contents (octets 2 and 3)
The length of V2X envelope contents field indicates binary encoding of length of the V2X envelope contents field.

	

	If the length of V2X envelope contents field indicates a length bigger than indicated in figure 9.2.1.4, figure 9.2.1.5 or figure 9.2.1.6, receiving entity shall ignore any superfluous octets located at the end of the V2X envelope contents.

	

	IP based V2X message (octet 4 to octet n)
The IP based V2X message field contains an IP based V2X message.

	

	V2X message family (octet 4)
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	IEEE 1609, see IEEE 1609.3 [13]

	0
	0
	0
	0
	0
	0
	1
	0
	
	ISO, see ISO 29281-1 [17]

	0
	0
	0
	0
	0
	0
	1
	1
	
	ETSI-ITS, see ETSI EN 302 636-3 [12]

	0
	0
	0
	0
	0
	1
	0
	0
	
	CCSA, see CCSA YD/T 3707-2020 [24]

	All other values are reserved. 

	

	Non-IP based V2X message (octet 5 to octet n)
The non-IP based V2X message field contains a non-IP based V2X message of the V2X message family indicated by the V2X message family field.

	

	Number of V2X service identifiers (octet 4)

	The number of V2X service identifiers field indicates number of the included V2X service identifier fields.

	

	V2X service identifier

	The V2X service identifier field contains a V2X service identifier as specified in ISO TS 17419 ITS-AID AssignedNumbers [18].

	

	Validity time (octet 4 to octet 5)

	The validity time field contains binary coded validity time of UDP session in seconds.



* * * End of Changes * * * *
