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Additional discussion(if needed):
Proposed changes:
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc517273800][bookmark: _Toc44588725][bookmark: _Toc45130662][bookmark: _Toc45131061][bookmark: _Hlk47605775]16.4.1	Access-Request message (sent from GGSN/P-GW to AAA server)
Table 1 describes the attributes of the Access-Request message.
Table 1: The attributes of the Access-Request message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username is provided to the GGSN/P-GW by the user in Protocol Configuration Options (PCO) or for the case of the P-GW when multiple authentications are supported in the Additional Protocol Configuration Options (APCO) received during IP-CAN session establishment procedure. If PPP PDP type is used, it is provided to the GGSN by the user during PPP authentication phase. If no username is available, a generic username, configurable on a per APN basis, shall be present. 
	String
	Mandatory

	2
	User-Password
	User password is provided to the GGSN/P-GW by the user in the PCO or for the case of the P-GW when multiple authentications are supported in the APCO received during IP-CAN session establishment procedure if PAP is used, If PPP PDP type is used, it is provided to the GGSN by the user during PPP authentication phase. If no password is available a generic password, configurable on a per APN basis, shall be present.
	String
	Conditional
Note 1

	3
	CHAP-Password
	CHAP password is provided to the GGSN/P-GW by the user in the PCO or for the case of the P-GW when multiple authentications are supported in the APCO received during IP-CAN session establishment procedure, If PPP PDP type is used, it is provided to the GGSN by the user during PPP authentication phase.
	String
	Conditional
Note 2

	4
	NAS-IP-Address
	Ipv4 address of the GGSN/P-GW for communication with the AAA server.
	Ipv4
	Conditional
Note 3 and 7

	95
	NAS-Ipv6-Address
	Ipv6 address of the GGSN/P-GW for communication with the AAA server.
	Ipv6
	Conditional
Note 3 and 7

	32
	NAS-Identifier
	Hostname of the GGSN/P-GW for communication with the AAA server.
	String
	Conditional
Note 3

	6
	Service-Type
	Indicates the type of service for this user
	2 (Framed)
or 
17 (Authorize Only)
Note 9
	Optional

	7
	Framed-Protocol 
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 8

	8
	Framed-IP-Address
	Ipv4 address allocated for this user
	Ipv4
	Conditional Note 4

	9
	Framed-IP-Netmask
	Netmask for the user Ipv4 address
	Ipv4
	Conditional Note 4

	97
	Framed-IPpv6-Prefix
	IPpv6 prefix allocated for this user 
	Ipv6
	Conditional
Note 4

	123
	Delegated-Ipv6-Prefix
	Ipv6 prefix delegated to the user.
	Ipv6
	Conditional Note 10

	96
	Framed-Interface-Id
	Ipv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach.
	64 bits as per IETF RFC 3162 [50]
	Optional Note 5

	30
	Called-Station-Id
	Identifier for the target network
	APN (UTF-8 encoded characters)
	Mandatory

	31
	Calling-Station-Id
	This attribute is the identifier for the MS, and it shall be configurable on a per APN basis.
	MSISDN in international format according to 3GPP TS 23.003 [40], UTF-8 encoded decimal character. (Note 6)
	Optional

	60
	CHAP-Challenge
	CHAP Challenge is provided to the GGSN/P-GW by the user in the PCO or for the case of the P-GW when multiple authentications are supported in the APCO received during the IP-CAN session establishment procedure. If PPP PDP type is used, it is provided to the GGSN by the user durng PPP authentication phase.
	String
	Conditional
Note 2

	61
	NAS-Port-Type
	Port type for the GGSN/P-GW
	As per RFC 2865 [38]
	Optional

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according subclause 16.4.7
	See subclause 16.4.7
	Optional except sub-attribute 3 and 27 which are conditional

	NOTE 1:	Shall be present if PAP is used.
NOTE 2:	Shall be present if CHAP is used.
NOTE 3:	Either NAS-IP-Address or NAS-Identifier shall be present.
NOTE 4: 	Ipv4 address and/or Ipv6 prefix attributes shall be present. The IP protocol version for end-user and network may be different.
NOTE 5: 	As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of 3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its Ipv6 address(es) other than link-local without involving the network . 
NOTE 6: 	There are no leading characters in front of the country code.
NOTE 7: 	Either Ipv4 or Ipv6 address attribute shall be present.
NOTE 8: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 9: 	Service-Type attribute value of "Authorize Only" (RFC 5176 [93]) is only applicable for P-GW/GGSN when deferred Ipv4 addressing for a UE needs to be performed for PDN/PDP type Ipv4v6. In this use case, the Access Request at UE’s initial access shall have Service-Type value "Framed", but the subsequent Access Request shall have Service-Type value of "Authorize Only". In both Access-Request messages, the 3GPP-Allocate-IP-Type sub-attribute shall be present. See subclause 16.4.7.2 for the typical uses cases how 3GPP-Allocate-IP-Type subattribute is utilised in Access-Request messages.
NOTE 10: Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix from a local pool.



[bookmark: _Hlk47901659]*** 2nd Change ***
[bookmark: _Toc517273801][bookmark: _Toc44588726][bookmark: _Toc45130663][bookmark: _Toc45131062][bookmark: _Hlk47606035]16.4.2	Access-Accept (sent from AAA server to GGSN/P-GW)
Table 2 describes the attributes of the Access-Accept message. See RFC 2548 [51] for definition of MS specific attributes.
Table 2: The attributes of the Access-Accept message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username received in the Access-Request message or a substitute username provided by the AAA server. If the User-Name has been received in the Access-Accept message, this user-name shall be used in preference to the above
	String
	Optional

	6
	Service-Type
	Indicates the type of service for this user
	Framed
	Optional

	7
	Framed-Protocol 
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 4

	8
	Framed-IP-Address
	Ipv4 address allocated for this user, if the AAA server is used to allocate IP address.
	Ipv4
	Conditional Note 2

	9
	Framed-IP-Netmask
	Netmask for the user Ipv4 address, if the AAA server is used to allocate IP netmask.
	Ipv4
	Conditional Note 2

	97
	Framed-IPpv6-Prefix
	IPpv6 address prefix allocated for this user, if the AAA server is used to allocate Ipv6 address prefixes.
	Ipv6
	Conditional
Note 2

	123
	Delegated-Ipv6-Prefix
	Ipv6 prefix delegated to the user.
	Ipv6
	Conditional Note 6

	96
	Framed-Interface-Id
	Ipv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach.
	64 bits as per IETF RFC 3162 [50]
	Optional
Note 7

	100
	Framed-IPpv6-Pool
	Name of the IPpv6 prefix pool for the specific APN
	String
	Optional
Note 2

	12
	Framed-MTU
	Maximum Transmission Unit of the PDP PDUs, between the MS and GGSN/P-GWs (Note 5)
	String
	Optional

	25
	Class
	Identifier to be used in all subsequent accounting messages.
	String
	Optional (Note 1)

	27
	Session-Timeout
	Indicates the timeout value (in seconds) for the user session
	32 bit unsigned Integer
	Optional

	28
	Idle-Timeout
	Indicates the timeout value (in seconds) for idle user session
	32 bit unsigned Integer
	Optional

	26/311
	MS- Primary-DNS-Server
	Contains the primary DNS server address for this APN
	Ipv4
	Optional 
Note 3

	26/311
	MS-Secondary-DNS-Server
	Contains the secondary DNS server address for this APN
	Ipv4
	Optional 
Note 3

	26/311
	MS-Primary-NBNS-Server
	Contains the primary NetBIOS name server address for this APN
	Ipv4
	Optional 
Note 3

	26/311
	MS-Secondary-NBNS-Server
	Contains the secondary NetBIOS server address for this APN
	Ipv4
	Optional 
Note 3

	26/10415
/17
	3GPP-Ipv6-DNS-Servers

	List of Ipv6 addresses of DNS servers for this APN
	Ipv6
	Optional 
Note 3

	NOTE 1:	The presence of this attribute is conditional upon this attribute being received in the Access-Accept message 
NOTE 2:	Ipv4 address and/or Ipv6 prefix attributes shall be present.The IP protocol version for end-user and network may be different.
NOTE 3:	Depending on IP address(es) allocated to the user, either or both Ipv4 and Ipv6 address attributes shall be present.
NOTE 4: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 5:  In network deployments that have MTU size of 1500 octets in the transport network, providing a link MTU value of 1358 octets to the MS as part of the IP configuration information from the network will prevent the IP layer fragmentation within the transport network between the MS and the GGSN/P-GW. Link MTU considerations are discussed further in Annex C of 3GPP TS 23.060 [3].
NOTE 6:  Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix. 
NOTE 7: 	As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its Ipv6 address(es) other than link-local without involving the network.



*** 3rd Change ***
[bookmark: _Toc517273802][bookmark: _Toc44588727][bookmark: _Toc45130664][bookmark: _Toc45131063]16.4.3	Accounting-Request START (sent from GGSN/P-GW to AAA server)
Table 3 describes the attributes of the Accounting-Request START message.
Table 3: The attributes of the Accounting-Request START message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username is provided to the GGSN/P-GW by the user in received during IP-CAN session establishment procedure. If PPP PDP type is used, it is provided to the GGSN by the user during PPP authentication phase. If no username is available a generic username, configurable on a per APN basis, shall be present. If the User-Name has been received in the Access-Accept message, this user-name shall be used in preference to the above
	String
	Optional

	4
	NAS-IP-Address
	GGSN/P-GW Ipv4 address for communication with the AAA server.
	Ipv4
	Conditional
Notes 1 and 7

	95
	NAS-Ipv6-Address
	GGSN/P-GW Ipv6 address for communication with the AAA server.
	Ipv6
	Conditional
Notes 1 and 7

	32
	NAS-Identifier
	Hostname of the GGSN/P-GW for communication with the AAA server.
	String
	Conditional
Note 1

	6
	Service-Type
	Indicates the type of service for this user
	Framed
	Optional

	7
	Framed-Protocol
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 8

	8
	Framed-IP-Address
	User Ipv4 address
	Ipv4
	Conditional Note 3

	97
	Framed-IPpv6-Prefix
	User IPpv6 Prefix 
	Ipv6
	Conditional
Note 3

	123
	Delegated-Ipv6-Prefix
	Delegates Ipv6 Prefix to the user
	Ipv6
	Conditional Note 9

	96
	Framed-Interface-Id
	Ipv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach.
	64 bits as per IETF RFC 3162 [50]
	Optional
Note 4

	25
	Class
	Received in the Access-Accept
	String
	Conditional (Note 2)

	30
	Called-Station-Id
	Identifier for the target network
	APN (UTF-8 encoded)
	Mandatory

	31
	Calling-Station-Id
	This attribute is the identifier for the MS, and it shall be configurable on a per APN basis.
	MSISDN in international format according to 3GPP TS 23.003 [40], UTF-8 encoded decimal character. (Note 6)
	Optional

	40
	Acct-Status-Type
	Type of accounting message
	START
	Mandatory

	41
	Acct-Delay-Time
	Indicates how many seconds the GGSN/P-GW has been trying to send this record for, and can be subtracted from the time of arrival on the AAA server to find the approximate time (in seconds) of the event generating this Accounting-Request. 
	32 unsigned integer

	Optional

	44
	Acct-Session-Id
	User session identifier. 

	GGSN/P-GW IP address (Ipv4 or Ipv6) and Charging-ID concatenated in a UTF-8 encoded hexadecimal character.
(Note 5)
	Mandatory

	45
	Acct-Authentic
	Authentication method
	RADIUS or LOCAL
	Optional

	61
	NAS-Port-Type
	Port type for the GGSN/P-GW
	As per RFC 2865 [38]
	Optional

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according subclause 16.4.7.
	See subclause 16.4.7
	Optional except sub-attribute 3 which is conditional

	NOTE 1:	Either NAS-IP-Address or NAS-Identifier shall be present. 
NOTE 2:	The presence of this attribute is conditional upon this attribute being received in the Access-Accept message
NOTE 3: 	Ipv4 address and/or Ipv6 prefix attributes shall be present.The IP protocol version for end-user and network may be different.
NOTE 4: 	As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of 3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its Ipv6 address(es) other than link-local without involving the network .
NOTE 5:	The GGSN/P-GW IP address is the same one that is used in the CDRs generated by the GGSN/P-GW.
NOTE 6: 	There are no leading characters in front of the country code.
NOTE 7: 	Either Ipv4 or Ipv6 address attribute shall be present.
NOTE 8: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 9:  Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix from a local pool.



*** 4th Change ***
[bookmark: _Toc517273803][bookmark: _Toc44588728][bookmark: _Toc45130665][bookmark: _Toc45131064]16.4.4	Accounting Request STOP (sent from GGSN/P-GW to AAA server)
Table 4 describes the attributes of the Accounting-Request STOP message.
Table 4: The attributes of the Accounting-Request STOP message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username is provided to the GGSN/P-GW by the user in the PCO or for the case of the P-GW when multiple authentications are supported in the APCO received during IP-CAN session establishment procedure. If PPP PDP type is used, it is provided to the GGSN by the user during PPP authentication phase. If no username is available a generic username, configurable on a per APN basis, shall be present. If the User-Name has been received in the Access-Accept message, this username shall be used in preference to the above.
	String
	Optional

	4
	NAS-IP-Address
	Ipv4 address of the GGSN/P-GW for communication with the AAA server. 
	Ipv4
	Conditional
Notes 1 and 7

	95
	NAS-Ipv6-Address
	Ipv6 address of the GGSN/P-GW for communication with the AAA server. 
	Ipv6
	Conditional
Notes 1 and 7

	32
	NAS-Identifier
	Hostname of the GGSN/P-GW for communication with the AAA server.
	String
	Conditional
Note 1

	6
	Service-Type
	Indicates the type of service for this user
	Framed
	Optional

	7
	Framed-Protocol
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 8

	8
	Framed-IP-Address
	User Ipv4 address
	Ipv4
	Conditional Note 3

	97
	Framed-IPpv6-Prefix
	User IPpv6 Prefix 
	Ipv6
	Conditional
Note 3

	123
	Delegated-Ipv6-Prefix
	Delegated Ipv6 Prefix to the user
	Ipv6
	Conditional Note 9

	96
	Framed-Interface-Id
	Ipv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach
	64 bits as per IETF RFC 3162 [50]
	Optional
Note 4

	25
	Class
	Received in the Access-Accept
	String
	Optional (Note 2)

	30
	Called-Station-Id
	Identifier for the target network
	APN (UTF-8 encoded characters)
	Mandatory

	31
	Calling-Station-Id
	This attribute is the identifier for the MS, and it shall be configurable on a per APN basis.
	MSISDN in international format according to 3GPP TS 23.003 [40], UTF-8 encoded characters. (Note 6)
	Optional

	40
	Acct-Status-Type
	Indicates the type of accounting request
	STOP
	Mandatory

	41
	Acct-Delay-Time
	Indicates how many seconds the GGSN/P-GW has been trying to send this record for, and can be subtracted from the time of arrival on the AAA server to find the approximate time of the event generating this Accounting-Request
	Second
	Optional

	42
	Acct-Input-Octets
	GGSN/P-GW counted number of octets sent by the user for the IP-CAN bearer
	32 bit unsigned integer
	Optional

	43
	Acct-Output-Octets
	GGSN/P-GW counted number of octets received by the user for the IP-CAN bearer
	32 bit unsigned integer
	Optional

	44
	Acct-Session-Id
	User session identifier. 
	GGSN/P-GW IP address (Ipv4 or Ipv6) and Charging-ID concatenated in a UTF-8 encoded hexadecimal character. 
(Note 5)
	Mandatory

	45
	Acct-Authentic
	Authentication method
	RADIUS or LOCAL
	Optional

	46
	Acct-Session-Time
	Duration of the session 
	Second
	Optional

	47
	Acct-Input-Packets
	GGSN/P-GW counted number of packets sent by the user
	Packet
	Optional
(Note 10)

	48
	Acct-Output-Packets
	GGSN/P-GW counted number of packets received by the user
	Packet
	Optional
(Note 10)

	49
	Acct-Terminate-Cause
	Indicate how the session was terminated
	See IETF RFC 2866 [39]
	Optional

	52
	Acct-Input-Gigawords
	It indicates how many times the Acct-Input-Octets counter has wrapped around 2^32 and is present if the Acct-Input-Octets counter has wrapped around 2^32. 
	32 bit unsigned integer
See IETF RFC 2869 [116]
	Conditional

	53
	Acct-Output-Gigawords
	It indicates how many times the Acct-Output-Octets counter has wrapped around 2^32 and is present if the Acct-Output-Octets counter has wrapped around 2^32.
	32 bit unsigned integer
See IETF RFC 2869 [116]
	Conditional

	61
	NAS-Port-Type
	Port type for the GGSN/P-GW
	As per IETF RFC 2865 [38]
	Optional

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according to subclause 16.4.7.
	See subclause 16.4.7
	Optional except sub-attribute 3 which is conditional

	NOTE 1:	Either NAS-IP-Address or NAS-Identifier shall be present. 
NOTE 2:	The presence of this attribute is conditional upon this attribute being received in the Access-Accept message 
NOTE 3: 	Ipv4 address and/or Ipv6 prefix attributes shall be present. The IP protocol version for end-user and network may be different.
NOTE 4: 	As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of 3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its Ipv6 address(es) other than link-local without involving the network .
NOTE 5:	The GGSN/P-GW IP address is the same one that is used in the CDRs generated by the GGSN/P-GW.
NOTE 6: 	There are no leading characters in front of the country code.
NOTE 7: 	Either Ipv4 or Ipv6 address attribute shall be present.
NOTE 8: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 9: 	Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix from a local pool. 
NOTE 10: 	This information is not available in Rel-14 and subsequent releases up to the present release if the P-GW is split into a user plane node and control plane node according to 3GPP TS 29.244 [114].



[bookmark: _Hlk47901972]*** 5th Change ***
[bookmark: _Toc517273809][bookmark: _Toc44588734][bookmark: _Toc45130671][bookmark: _Toc45131070]16.4.8	Accounting Request Interim-Update (sent from GGSN/P-GW to AAA server)
Table 8 describes the attributes of the Accounting-Request Interim-Update message.
Table 8: The attributes of the Accounting-Request Interim-Update message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username is provided to the GGSN/P-GW by the user in the PCO or for the case of the P-GW when multiple authentications are supported in the APCO received during IP-CAN session establishment procedure. If PPP PDN type is used, it is provided to the GGSN by the user during PPP authentication phase. If no username is available, a generic username, configurable on a per APN basis, shall be present. If the User-Name has been received in the Access-Accept message, this username shall be used in preference to the above.
	String
	Optional

	4
	NAS-IP-Address
	Ipv4 address of the GGSN/P-GW for communication with the AAA server. 
	Ipv4
	Conditional
Notes 1 and 7

	95
	NAS-Ipv6-Address
	Ipv6 address of the GGSN/P-GW for communication with the AAA server. 
	Ipv6
	Conditional
Notes 1 and 7

	32
	NAS-Identifier
	Hostname of the GGSN/P-GW for communication with the AAA server.
	String
	Conditional
Note 1

	6
	Service-Type
	Indicates the type of service for this user
	Framed
	Optional

	7
	Framed Protocol
	Indicates the type of protocol for this user 
	7 (GPRS PDP Context)
	Optional
Note 8

	8
	Framed-IP-Address
	User Ipv4 address
	Ipv4
	Conditional Note 3

	97
	Framed-IPpv6-Prefix
	User IPpv6 prefix
	Ipv6
	Conditional Note 3

	123
	Delegated-Ipv6-Prefix
	Delegated Ipv6 prefix to the user
	Ipv6
	Conditional Note 9

	96
	Framed-Interface-Id
	User Ipv6 Interface Identifier
	Ipv6
	Conditional
Notes 3 and 4

	25
	Class
	Received in the Access-Accept
	String
	Optional (Note 2)

	30
	Called-Station-Id
	Identifier for the target network
	APN (UTF-8 encoded)
	Mandatory

	31
	Calling-Station-Id
	This attribute is the identifier for the MS, and it shall be configurable on a per APN basis.
	MSISDN in international format according to 3GPP TS 23.003 [40], UTF-8 encoded characters. (Note 6)
	Optional

	40
	Acct-Status-Type
	Indicates the type of accounting request
	Interim-Update
	Mandatory

	41
	Acct-Delay-Time
	Indicates how many seconds the GGSN/P-GW has been trying to send this record for, and can be subtracted from the time of arrival on the AAA server to find the approximate time of the event generating this Accounting-Request
	Second
	Optional

	42
	Acct-Input-Octets
	GGSN/P-GW counted number of octets sent by the user for the IP-CAN bearer
	32 bit unsigned integer
	Optional

	43
	Acct-Output-Octets
	GGSN/P-GW counted number of octets received by the user for the IP-CAN bearer
	32 bit unsigned integer
	Optional

	44
	Acct-Session-Id
	User session identifier. 
	GGSN/P-GW  IP address (Ipv4 or Ipv6) and Charging-ID concatenated in a UTF-8 encoded hexadecimal characters. 
(Note 5)
	Mandatory

	45
	Acct-Authentic
	Authentication method
	RADIUS or LOCAL
	Optional

	46
	Acct-Session-Time
	Duration of the session 
	Second
	Optional

	47
	Acct-Input-Packets
	GGSN/P-GW counted number of packets sent by the user
	Packet
	Optional
(Note 10)

	48
	Acct-Output-Packets
	GGSN/P-GW counted number of packets received by the user
	Packet
	Optional
(Note 10)

	52
	Acct-Input-Gigawords
	It indicates how many times the Acct-Input-Octets counter has wrapped around 2^32 and is present if the Acct-Input-Octets counter has wrapped around 2^32. 
	32 bit unsigned integer
See IETF RFC 2869 [116]
	Conditional

	53
	Acct-Output-Gigawords
	It indicates how many times the Acct-Output-Octets counter has wrapped around 2^32 and is present if the Acct-Output-Octets counter has wrapped around 2^32.
	32 bit unsigned integer
See IETF RFC 2869 [116]
	Conditional

	61
	NAS-Port-Type
	Port type for the GGSN/P-GW
	As per RFC 2865 [38]
	Optional

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according to subclause 16.4.7.
	See subclause 16.4.7
	Optional except sub-attribute 3 which is conditional

	NOTE 1:	Either NAS-IP-Address or NAS-Identifier shall be present. 
NOTE 2:	The presence of this attribute is conditional upon this attribute being received in the Access-Accept message
NOTE 3: 	Ipv4 and/or Ipv6 address/prefix attributes shall be present. The IP protocol version for end-user and network may be different.
NOTE 4: 	Included if the prefix alone is not unique for the user. This may be the case, for example, if a static Ipv6 address is assigned.
NOTE 5:	The GGSN/P-GW IP address is the same one that is used in the CDRs generated by the GGSN/P-GW.
NOTE 6:	There are no leading characters in front of the country code.
NOTE 7: 	Either Ipv4 or Ipv6 address attribute shall be present.
NOTE 8: 	Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.
NOTE 9:  Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix from a local pool.
NOTE 10: 	This information is not available in Rel-14 and subsequent releases up to the present release if the P-GW is split into a user plane node and control plane node according to 3GPP TS 29.244 [114].



[bookmark: _Hlk47901995]*** 6th Change ***
[bookmark: _Toc517273810][bookmark: _Toc44588735][bookmark: _Toc45130672][bookmark: _Toc45131071]16.4.9	Disconnect Request (optionally sent from AAA server to GGSN/P-GW)
Table 9 describes the attributes of the Disconnect-Request message.
Table 9: The attributes of the Disconnect-Request message
	Attr #
	Attribute Name
	Description
	Content
	Presence Requirement

	1
	User-Name
	Username provided by the user (extracted from the PCO/APCO field received during PDN connection establishment) or PPP authentication phase (if PPP PDP type is used). If no username is available a generic username, configurable on a per APN basis, shall be present. If the User-Name has been sent in the Access-Accept message, this user-name shall be used in preference to the above
	String
	Optional

	8
	Framed-IP-Address
	User Ipv4 address
	Ipv4
	Conditional Note 2

	97
	Framed-IPpv6-Prefix
	User IPpv6 prefix
	Ipv6
	Conditional Note 2

	123
	Delegated-Ipv6-Prefix
	Delegated Ipv6 prefix to the user.
	Ipv6
	Conditional Note 4

	96
	Framed-Interface-Id
	User Ipv6 Interface Identifier
	Ipv6
	Conditional
Notes 1and 2

	44
	Acct-Session-Id
	User session identifier. 
	GGSN/P-GW IP address (Ipv4 or Ipv6) and Charging-ID concatenated in a UTF-8 encoded hexadecimal characters. 
(Note 3)
	Mandatory

	26/10415
	3GPP Vendor-Specific
	Sub-attributes according to subclause 16.4.7.
	See subclause 16.4.7
	Optional 

	NOTE 1: 	Included if the prefix alone is not unique for the user. This may be the case, for example, if a static Ipv6 address is assigned.

NOTE 2: 	Either Ipv4 or Ipv6 address/prefix attribute shall be present. See subclause 16.3.4.
NOTE 3:	The GGSN/P-GW IP address is the same one that is used in the CDRs created by the GGSN/P-GW.
NOTE 4:  Delegated Ipv6 prefix shall be present if the user was delegated an Ipv6 prefix from a local pool.



*** 7th Change ***
[bookmark: _Toc517273824][bookmark: _Toc44588749][bookmark: _Toc45130686][bookmark: _Toc45131085]16a.4.1	AAR Command
The AAR command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field. It may be sent by the GGSN to a Diameter server, during Primary PDP Context activation only, in order to request user authentication and authorization. In the case of P-GW, the AAR may be sent upon reception of an initial access request (e.g. Create Session Request or Proxy Binding Update) message for a given APN to request user authentication and authorization.
The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi, or modified existing AVPs. For Sgi, some of the optional 3GPP vendor-specific AVPs listed in the message format below are not applicable. See table 9a in subclause 16a.5 to see the list of vendor-specific AVPs that are applicable to the GGSN and the P-GW.
Message Format:
<AA-Request> ::= < Diameter Header: 265, REQ, PXY >
					< Session-Id >
                       	{ Auth-Application-Id }
                       	{ Origin-Host }
                       	{ Origin-Realm }
                       	{ Destination-Realm }
                       	{ Auth-Request-Type }
                       	[ Destination-Host ]
                       	[ NAS-Port ]
                       	[ NAS-Port-Id ]
                       	[ NAS-Port-Type ]
                       	[ Origin-State-Id ]
                       	[ Port-Limit ]
                       	[ User-Name ]
                       	[ User-Password ]
                       	[ Service-Type ]
                       	[ Authorization-Lifetime ]
                       	[ Auth-Grace-Period ]
                       	[ Auth-Session-State ]
                       	[ Callback-Number ]
                       	[ Called-Station-Id ]
                       	[ Calling-Station-Id ]
                       	[ Originating-Line-Info ]
                       	[ Connect-Info ]
                       	[ CHAP-Auth ]
                       	[ CHAP-Challenge ]
                      *	[ Framed-Compression ]
                       	[ Framed-Interface-Id ]
                       	[ Framed-IP-Address ]
                      *	[ Framed-IPpv6-Prefix ] 
                      *	[ Delegated-Ipv6-Prefix ]
                       	[ Framed-IP-Netmask ]
                       	[ Framed-MTU ]
                       	[ Framed-Protocol ]
                      *	[ Login-IP-Host ]
                      *	[ Login-Ipv6-Host ]
                       	[ Login-LAT-Group ]
                       	[ Login-LAT-Node ]
                       	[ Login-LAT-Port ]
                       	[ Login-LAT-Service ]
                      *	[ Tunneling ]
                      *	[ Proxy-Info ]
                      *	[ Route-Record ]
                       	[ 3GPP-IMSI]
                       	[ External-Identifier]
                       	[ 3GPP-Charging-ID ]
                       	[ 3GPP-PDP-Type ]
                       	[ 3GPP-CG-Address ]
                       	[ 3GPP-GPRS-Negotiated-QoS-Profile ]
                       	[ 3GPP-SGSN-Address ]
                       	[ 3GPP-GGSN-Address ]
                       	[ 3GPP-IMSI-MCC-MNC ]
                       	[ 3GPP-GGSN-MCC-MNC ]
                       	[ 3GPP-NSAPI ]
                       	[ 3GPP-Selection-Mode ]
                       	[ 3GPP-Charging-Characteristics ]
                       	[ 3GPP-CG-Ipv6-Address ]
                       	[ 3GPP-SGSN-Ipv6-Address ]
                       	[ 3GPP-GGSN-Ipv6-Address ]
                       	[ 3GPP-SGSN-MCC-MNC ]
                       	[ 3GPP-User-Location-Info ]
                       	[ 3GPP-RAT-Type ]
                       	[ 3GPP-CAMEL-Charging-Info ]
                       	[ 3GPP-Negotiated-DSCP ]
                       	[ 3GPP-Allocate-IP-Type ]
                       	[ TWAN-Identifier ]
                      *	[ AVP ]

*** 8th Change ***
[bookmark: _Toc517273825][bookmark: _Toc44588750][bookmark: _Toc45130687][bookmark: _Toc45131086]16a.4.2	AAA Command
The AAA command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags field., It is sent by the Diameter server to the GGSN/P-GW in response to the AAR command.
The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi, or modified existing AVPs.
Message Format:
<AA-Answer> ::= < Diameter Header: 265, PXY >
                      	< Session-Id >
                      	{ Auth-Application-Id }
                      	{ Auth-Request-Type }
                      	{ Result-Code }
                      	{ Origin-Host }
                      	{ Origin-Realm }
                      	[ User-Name ]
                      	[ Service-Type ]
                      *	[ Class ]
                      	[ Acct-Interim-Interval ]
                      	[ Error-Message ]
                      	[ Error-Reporting-Host ]
                       	[ Failed-AVP ]
                      	[ Idle-Timeout ]
                      	[ Authorization-Lifetime ]
                      	[ Auth-Grace-Period ]
                      	[ Auth-Session-State ]
                      	[ Re-Auth-Request-Type ]
                      	[ Multi-Round-Time-Out ]
                      	[ Session-Timeout ]
                      *	[ Reply-Message ]
                      	[ Origin-State-Id ]
                      *	[ Filter-Id ]
                      	[ Port-Limit ]
                      	[ Prompt ]
                      	[ Callback-Id ]
                      	[ Callback-Number ]
                      *	[ Framed-Compression ]
                      	[ Framed-Interface-Id ]
                      	[ Framed-IP-Address ]
                      *	[ Framed-IPpv6-Prefix ]
                      	[ Framed-IPpv6-Pool ]
                      *	[ Framed-IPpv6-Route ]
                      *	[ Delegated-Ipv6-Prefix ]
                     	[ Framed-IP-Netmask ]
                      *	[ Framed-Route ]
                      	[ Framed-Pool ]
                      	[ Framed-IPX-Network ]
                      	[ Framed-MTU ]
                      	[ Framed-Protocol ]
                      	[ Framed-Routing ]
                      *	[ Login-IP-Host ]
                      *	[ Login-Ipv6-Host ]
                      	[ Login-LAT-Group ]
                      	[ Login-LAT-Node ]
                      	[ Login-LAT-Port ]
                      	[ Login-LAT-Service ]
                      	[ Login-Service ]
                      	[ Login-TCP-Port ]
                      *	[ NAS-Filter-Rule ]
                      *	[ QoS-Filter-Rule ]
                      *	[ Tunneling ]
                      *	[ Redirect-Host ]
                      	[ Redirect-Host-Usage ]
                      	[ Redirect-Max-Cache-Time ]
                      *	[ Proxy-Info ]
                      	[ 3GPP-Ipv6-DNS-Servers ]
                      *	[ External-Identifier]
                      *	[ AVP ]

*** 9th Change ***
[bookmark: _Toc517273826][bookmark: _Toc44588751][bookmark: _Toc45130688][bookmark: _Toc45131087]16a.4.3	ACR Command
The ACR command, defined in IETF RFC 6733 (Diameter Base) [111], is indicated by the Command-Code field set to 271 and the ‘R’ bit set in the Command Flags field. It is sent by the GGSN/P-GW to the Diameter server to report accounting information for a certain IP-CAN bearer (e.g. PDP context) or an IP-CAN session of a certain user.
The relevant AVPs that are of use for the Gi/Sgi interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gi/Sgi purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate optional AVPs for Gi/Sgi, or modified existing AVPs. For Sgi, some of the optional 3GPP vendor-specific AVPs listed in the message format below are not applicable. See table 9a in subclause 16a.5 to see the ones that are applicable.
Message Format:
<AC-Request> ::= < Diameter Header: 271, REQ, PXY >
                      	< Session-Id >
                      	{ Origin-Host }
                      	{ Origin-Realm }
                      	{ Destination-Realm }
                      	{ Accounting-Record-Type }
                      	{ Accounting-Record-Number }
                      	[ Acct-Application-Id ]
                      	[ User-Name ]
                      	[ Origin-State-Id ]
                      	[ Destination-Host ]
                      	[ Event-Timestamp ]
                      	[ Acct-Delay-Time ]
                      	[ NAS-Identifier ]
                      	[ NAS-IP-Address ]
                      	[ NAS-Ipv6-Address ]
                      	[ NAS-Port ]
                      	[ NAS-Port-Id ]
                      	[ NAS-Port-Type ]
                      *	[ Class ]
                      	[ Service-Type ]
                      	[ Accounting-Input-Octets ]
                      	[ Accounting-Input-Packets ]
                      	[ Accounting-Output-Octets ]
                      	[ Accounting-Output-Packets ]
                      	[ Acct-Authentic ]
                      	[ Accounting-Auth-Method ]
                      	[ Acct-Session-Time ]
                      	[ Acct-Tunnel-Connection ]
                      	[ Acct-Tunnel-Packets-Lost ]
                      	[ Callback-Id ]
                      	[ Callback-Number ]
                      	[ Called-Station-Id ]
                      	[ Calling-Station-Id ]
                      *	[ Connection-Info ]
                      	[ Originating-Line-Info ]
                      	[ Authorization-Lifetime ]
                      	[ Session-Timeout ]
                      	[ Idle-Timeout ]
                      	[ Port-Limit ]
                      	[ Accounting-Realtime-Required ]
                      	[ Acct-Interim-Interval ]
                      *	[ Filter-Id ]
                      *	[ NAS-Filter-Rule ]
                      *	[ Qos-Filter-Rule ]
                      	[ Framed-Compression ]
                      	[ Framed-Interface-Id ]
                      	[ Framed-IP-Address ]
                      	[ Framed-IP-Netmask ]
                      *	[ Framed-IPpv6-Prefix ]
                      	[ Framed-IPpv6-Pool ]
                      *	[ Framed-IPpv6-Route ] 
                      *	[ Delegated-Ipv6-Prefix ]
                      	[ Framed-IPX-Network ]
                      	[ Framed-MTU ]
                      	[ Framed-Pool ]
                      	[ Framed-Protocol ]
                      *	[ Framed-Route ]
                      	[ Framed-Routing ]
                      *	[ Login-IP-Host ]
                      *	[ Login-Ipv6-Host ]
                      	[ Login-LAT-Group ]
                      	[ Login-LAT-Node ]
                      	[ Login-LAT-Port ]
                      	[ Login-LAT-Service ]
                      	[ Login-Service ]
                      	[ Login-TCP-Port ]
                      *	[ Tunneling ]
                      *	[ Proxy-Info ]
                      *	[ Route-Record ]
                      	[ 3GPP-IMSI]
                      	[ External-Identifier]
                      	[ 3GPP-Charging-ID ]
                      	[ 3GPP-PDP-Type ]
                      	[ 3GPP-CG-Address ]
                      	[ 3GPP-GPRS-Negotiated-QoS-Profile ]
                      	[ 3GPP-SGSN-Address ]
                      	[ 3GPP-GGSN-Address ]
                      	[ 3GPP-IMSI-MCC-MNC ]
                      	[ 3GPP-GGSN-MCC-MNC ]
                      	[ 3GPP-NSAPI ]
                      	[ 3GPP-Selection-Mode ]
                      	[ 3GPP-Charging-Characteristics ]
                      	[ 3GPP-CG-Ipv6-Address ]
                      	[ 3GPP-SGSN-Ipv6-Address ]
                      	[ 3GPP-GGSN-Ipv6-Address ]
                      	[ 3GPP-SGSN-MCC-MNC ]
                      	[ 3GPP-IMEISV ]
                      	[ 3GPP-RAT-Type ]
                      	[ 3GPP-User-Location-Info ]
                      	[ 3GPP-MS-Time-Zone ]
                      	[ 3GPP-CAMEL-Charging-Info ]
                      	[ 3GPP-Packet-Filter ]
                      	[ 3GPP-Negotiated-DSCP ]
                      	[ TWAN-Identifier ]
                      	[ 3GPP-User-Location-Info-Time ]
                     *	[ 3GPP-Secondary-RAT-Usage ]
                     *	[ AVP ]

*** 10th Change ***
[bookmark: _Toc517273855][bookmark: _Toc44588780][bookmark: _Toc45130717][bookmark: _Toc45131116]17.6.1	AAR Command
The AAR command, defined in Diameter NASREQ (IETF RFC 4005 [67]), is indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field. It, is sent by the GGSN to the BM-SC to request user authorization (authorize the activating UE to receive Data) , to modify an MBMS UE Context in the BM-SC or to register the GGSN for a particular multicast MBMS bearer service. When used for these purposes, the Additional-MBMS-Trace-Info AVP shall not be included.
When the AAR command is used by the GGSN to modify an MBMS UE context in the BM-SC, it shall include all the parameters that have been changed according to the triggering Update MBMS Context Request, ref. fig. 35. The inclusion of CGI/SAI in the 3GPP-User-Location-Info AVP shall be according to the rules detailed in subclause 15.1.1a in 3GPP TS 23.060 [3]). The Called-Station-Id AVP, Calling-Station-Id AVP, Framed-IP-Address AVP, Framed-IPpv6-Prefix AVP and Framed-Interface-Id AVP shall not be included,
The AAR command is also used when the GGSN needs to activate a Trace Session in the BM-SC. In this case the Called-Station-Id AVP, Calling-Station-Id AVP, Framed-IP-Address AVP, Framed-IPpv6-Prefix AVP, Framed-Interface-Id AVP, and RAI AVP shall not be included. For more detailed description of Trace Session activation/deactivation procedures see 3GPP TS 32.422 [69].
The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate new optional AVPs for Gmb, or modified existing AVPs.
Message Format:
<AA-Request> ::= < Diameter Header: 265, REQ, PXY >
				 	< Session-Id >
				 	{ Auth-Application-Id }
				 	{ Origin-Host }
				 	{ Origin-Realm }
				 	{ Destination-Realm }
				 	{ Auth-Request-Type }
				 	[ Destination-Host ]
					[ Called-Station-Id ]
					[ Calling-Station-Id ]
					[ Framed-IP-Address]
					[ Framed-IPpv6-Prefix ]
					[ Framed-Interface-Id ]
				*	[ Proxy-Info ]
				*	[ Route-Record ]
					[ 3GPP-IMSI]
					[ RAI ]
					[ 3GPP-IMEISV ]
					[ 3GPP-RAT-Type ]
					[ 3GPP-User-Location-Info ]
					[ 3GPP-MS-TimeZone ]
					[ Additional-MBMS-Trace-Info ]

The GGSN shall allocate a new Session-Id each time an AAR command is sent, except for the case when the AAR is sent to modify an existing MBMS UE Context in the BM-SC.
A request for user authorisation for an MBMS bearer service is indicated by the presence of the MSISDN within the Calling-Station-Id AVP and the 3GPP-IMSI. Otherwise the request is for the GGSN to be authorised (i.e. registered) to receive the MBMS bearer service.The Framed-IPpv6-Prefix AVP contains the Ipv6 prefix of the multicast address identifying the MBMS bearer service.
The Framed-Interface-Id AVP contains the Ipv6 interface identifier of the multicast address identifying the MBMS bearer service.
The Framed-IP-Address AVP contains the Ipv4 multicast address identifying the MBMS bearer service.
The Called-Station-Id AVP contains the Access Point Name (APN) on which the MBMS bearer service authorisation request was received.

*** 11th Change ***
[bookmark: _Toc517273859][bookmark: _Toc44588784][bookmark: _Toc45130721][bookmark: _Toc45131120]17.6.5	Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 258 and the message flags’ ‘R’ bit set. 
The relevant AVPs that are of use for the Gmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for Gmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate new optional AVPs for Gmb, or modified existing AVPs.
Message Format:
      <RAR>  ::= < Diameter Header: 258, REQ, PXY >
                 	< Session-Id >
                 	{ Origin-Host }
                 	{ Origin-Realm }
                 	{ Destination-Realm }
                 	{ Destination-Host }
                 	{ Auth-Application-Id }
                 	{ Re-Auth-Request-Type }
                 	[ Called-Station-Id ]
                 	[ Framed-IP-Address]
                 	[ Framed-IPpv6-Prefix ]
                 	[ Framed-Interface-Id ]
                 	[ MBMS-StartStop-Indication ]
                 	[ MBMS-Service-Area ]
                 	[ MBMS-Required-QoS ]
                 	[ MBMS-Session-Duration ]
                 	[ MBMS-Service-Type ]
                 	[ MBMS-Counting-Information ]
                 	[ MBMS-Session-Identity ]
                 	[ MBMS-Session-Repetition-number ]
                 	[ TMGI ]
              *  	[ 3GPP-SGSN-Address ]            ; broadcast case only
              *  	[ 3GPP-SGSN-Ipv6-Address ]       ; broadcast case only
                 	[ MBMS-2G-3G-Indicator ]
                 	[ MBMS-Time-To-Data-Transfer ]
                 	[ MBMS-User-Data-Mode-Indication ]
                 	[ MBMS-BMSC-SSM-IP-Address ]
                 	[ MBMS-BMSC-SSM-Ipv6-Address ]
                 	[ MBMS-Flow-Identifier ]
                 	[ CN-IP-Multicast-Distribution ]   
                 	[ MBMS-HC-Indicator ]
                 	[ Origin-State-Id ]
                 *	[ Proxy-Info ]
                 *	[ Route-Record ]

The MBMS-StartStop-Indication AVP will indicate if the command is indicating an MBMS Session Start procedure, an MBMS Session Update procedure or an MBMS Session Stop procedure. 
The Diameter Session-Id is used in subsequent procedures to identify the corresponding MBMS session.
In the multicast case, the BM-SC shall use the Diameter Session-Id that was received during the GGSN Registration procedure. In the broadcast case, the BM-SC shall allocate a Diameter Session-Id for the first RAR message that is used for the first MBMS Session Start procedure of the MBMS bearer service. Then this Diameter Session-Id will be used for the subsequent MBMS sessions of the same MBMS bearer service. The BM-SC will create a new Diameter Session-Id for a subsequent Session Start procedure if, in exceptional cases, the Diameter session for the MBMS bearer service has been deleted.
BM-SC shall not initiate a new Session Start procedure for a certain MBMS bearer service until the previous MBMS session for that service has been stopped.
For the MBMS Session Start procedure, RAR is sent by the BM-SC to the GGSN(s) that will deliver the MBMS service (e.g. in the multicast case these are the GGSNs that have previously registered for the corresponding multicast MBMS bearer service), when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data and to notify interested UEs of the imminent start of the transmission. For broadcast MBMS bearer services the RAR message contains either an Ipv4 address or an Ipv6 address for each participating SGSN.
For the MBMS Session Update procedure, RAR is sent by the BM-SC in order for  the GGSN(s) to update their session attributes. The updated MBMS-Service-Area AVP shall be included. The MBMS-StartStop-Indication AVP with the value UPDATE shall be included. The MBMS-Time-To-Data-Transfer with the value set to 0 shall be included. The MBMS-Session-Duration AVP shall be included to indicate the duration of the remaining part of the MBMS session. The 3GPP-SGSN-Address AVP and the 3GPP-SGSN-Ipv6-Address AVP shall be included if the related lists of downstream nodes in the GGSN(s) have changed. The other bold marked AVPs shall be included as given by the previous, corresponding MBMS Session Start procedure.
For the MBMS Session Stop procedure, RAR is sent by the BM-SC to the GGSN(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. 
For the MBMS Session Start procedure, the MBMS-Required-QoS indicates the QoS that is required for the MBMS bearer service for the actual MBMS session. The information of the MBMS-2G-3G-Indicator, the MBMS-Service-Area and the MBMS-Counting-Information is passed from BM-SC transparently through GGSN to the SGSN(s) that are relevant for the actual MBMS bearer service.
According to 3GPP TS 23.246 [65], a specific MBMS bearer service is uniquely identified by its IP multicast address and an APN. For the MBMS Session Start procedure for broadcast  MBMS bearer services, the following AVPs are  included (either Ipv4 or Ipv6 address) to enable GGSN to relate incoming payload packets to the actual MBMS bearer service and distribute the packets to the downstream SGSNs related to this service:
-	The Framed-IPpv6-Prefix AVP contains the Ipv6 prefix of the multicast address. 
-	The Framed-Interface-Id AVP contains the Ipv6 interface identifier of the multicast address.
-	The Framed-IP-Address AVP contains the Ipv4 multicast address.
-	The Called-Station-Id AVP contains the Access Point Name (APN) for which the MBMS bearer service is defined.
According to 3GPP TS 23.246 [65], the MBMS-Flow-Identifier is optional, used only for broadcast services with location dependent content. For such services, several sessions with the same TMGI, but different MBMS-Flow-Identifiers, may be going on in parallel. However, at any specific location only one version of the content may be available at any point in time. Hence, the MBMS-Service-Areas of the related MBMS bearer contexts shall not overlap.

*** 12th Change ***
[bookmark: _Toc517273864][bookmark: _Toc44588789][bookmark: _Toc45130726][bookmark: _Toc45131125]17.7.0	General
Table 10 describes the Gmb specific Diameter AVPs. The Vendor-Id header of all Gmb specific AVPs defined in the present specification shall be set to 3GPP (10415).
The Gmb specific AVPs require to be supported to be compliant to the present specification. All AVPs in table 10 are mandatory within Gmb interface unless otherwise stated. 

Table 10: Gmb specific AVPs
	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	TMGI
	900
	17.7.2
	OctetString
	M,V
	P
	
	
	Y

	Required-MBMS-Bearer-Capabilities
	901
	17.7.3
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-StartStop-Indication
	902
	17.7.5
	Enumerated
	M,V
	P
	
	
	Y

	MBMS-Service-Area
	903
	17.7.6
	OctetString
	M,V
	P
	
	
	Y

	MBMS-Session-Duration
	904
	17.7.7
	OctetString
	M,V
	P
	
	
	Y

	3GPP-IMSI
	1
	16.4.7
(see Note)
	UTF8String
	M.V
	P
	
	
	Y

	Alternative-APN
	905
	17.7.8
	UTF8String
	M,V
	P
	
	
	Y

	MBMS-Service-Type
	906
	17.7.9
	Enumerated
	M,V
	P
	
	
	Y

	3GPP-SGSN-Address
	6
	16.4.7 (see note)
	OctetString
	M, V
	P
	
	
	Y

	3GPP-SGSN-Ipv6-Address
	15
	16.4.7 (see note)
	OctetString
	M, V
	P
	
	
	Y

	MBMS-2G-3G-Indicator
	907
	17.7.10
	Enumerated
	M, V
	P
	
	
	Y

	MBMS-Session-Identity
	908
	17.7.11
	OctetString
	M.V
	P
	
	
	Y

	RAI
	909
	17.7.12
	UTF8String
	M, V
	P
	
	
	Y

	3GPP-IMEISV
	20
	16.4.7
(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-RAT-Type
	21
	16.4.7
(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-User-Location-Info
	22
	16.4.7
(see Note)
	OctetString
	M,V
	P
	
	
	Y

	3GPP-MS-TimeZone
	23
	16.4.7
(see Note)
	OctetString
	M,V
	P
	
	
	Y

	Additional-MBMS-Trace-Info
	910
	17.7.13
	OctetString
	M,V
	P
	
	
	Y

	MBMS-Time-To-Data-Transfer
	911
	17.7.14
	OctetString
	M,V
	P
	
	
	Y

	MBMS-Session-Repetition-Number
	912
	17.7.15
	OctetString
	M.V
	P
	
	
	Y

	MBMS-Required-QoS
	913
	17.7.16
	UTF8String
	M.V
	P
	
	
	Y

	MBMS-Counting-Information
	914
	17.7.17
	Enumerated
	M.V
	P
	
	
	Y

	MBMS-User-Data-Mode-Indication
	915
	17.7.18
	Enumerated
	M.V
	P
	
	
	Y

	MBMS-GGSN-Address
	916
	17.7.19
	OctetString
	M.V
	P
	
	
	Y

	MBMS-GGSN-Ipv6-Address
	917
	17.7.20
	OctetString
	M.V
	P
	
	
	Y

	MBMS-BMSC-SSM-IP-Address
	918
	17.7.21
	OctetString
	M.V
	P
	
	
	Y

	MBMS-BMSC-SSM-Ipv6-Address
	919
	17.7.22
	OctetString
	M.V
	P
	
	
	Y

	MBMS-Flow-Identifier
	920
	17.7.23
	OctetString
	M,V
	P
	
	
	Y

	CN-IP-Multicast-Distribution
	921
	17.7.24
	Enumerated
	M,V
	P
	
	
	Y

	MBMS-HC-Indicator
	922
	17.7.25
	Enumerated
	M,V
	P
	
	
	Y

	NOTE: 	The use of Radius VSA as a Diameter vendor AVP is described in Diameter NASREQ (IETF RFC 4005 [67]) and the P flag may be set.



Table 11 lists the set of Diameter AVPs that are not Gmb specific, but are reused from other Diameter applications by the Gmb interface. A reference is done to the specifications where the AVPs are specified.  This set of AVPs requires to be supported to be compliant to the present specification.
Table 11: Gmb reused AVPs from other Diameter applications.
	AVP Name
	Reference

	Called-Station-Id
	NASREQ, IETF RFC 4005 [67]

	Calling-Station-Id
	NASREQ, IETF RFC 4005 [67]

	Framed-Interface-Id
	NASREQ, IETF RFC 4005 [67]

	Framed-IP-Address
	NASREQ, IETF RFC 4005 [67]

	Framed-IPpv6-Prefix
	NASREQ, IETF RFC 4005 [67]



NOTE:	Diameter Base AVPs are not listed as support of them is mandated by IETF RFC 6733 [111].

*** 13th Change ***
[bookmark: _Toc517273927][bookmark: _Toc44588852][bookmark: _Toc45130789][bookmark: _Toc45131188]20.4.1	Re-Auth-Request Command
The Re-Auth-Request (RAR) command, defined in IETF RFC 6733 (DIAMETER BASE) [111], is indicated by the Command-Code set to 258 and the message flags’ ‘R’ bit set. 
The relevant AVPs that are of use for the SGmb interface are detailed in the ABNF description below. Other valid AVPs for this command are not used for SGmb purposes and should be ignored by the receiver or processed according to the relevant specifications.
The bold marked AVPs in the message format indicate new optional AVPs for SGmb, or modified existing AVPs.
Message Format:
      <RAR>  ::= < Diameter Header: 258, REQ, PXY >
                 	< Session-Id >
                 	{ Origin-Host }
                 	{ Origin-Realm }
                 	{ Destination-Realm }
                 	{ Destination-Host }
                 	{ Auth-Application-Id }
                 	{ Re-Auth-Request-Type }
                 	[ Called-Station-Id ]
                 	[ Framed-IP-Address]
                 	[ Framed-IPpv6-Prefix ]
                 	[ Framed-Interface-Id ]
                 	[ MBMS-Access-Indicator ]
                 	[ MBMS-StartStop-Indication ]
                 	[ MBMS-Service-Area ]
                 	[ QoS-Information ]
                 	[ MBMS-Session-Duration ]
                 	[ MBMS-Session-Identity ]
                 	[ MBMS-Session-Repetition-number ]
                 	[ TMGI ]
                 * 	[ 3GPP-SGSN-Address ]           
                 * 	[ 3GPP-SGSN-Ipv6-Address ]       
                 	[ MBMS-Time-To-Data-Transfer ]
                 	[ MBMS-Data-Transfer-Start ]
                 	[ MBMS-Data-Transfer-Stop ]
                 	[ MBMS-Flags ]
                 	[ MBMS-User-Data-Mode-Indication ]
                 	[ MBMS-BMSC-SSM-IP-Address ]
                 	[ MBMS-BMSC-SSM-Ipv6-Address ]
                 	[ MBMS-Flow-Identifier ]
                 	[ CN-IP-Multicast-Distribution ]   
                 	[ MBMS-HC-Indicator ]
                 	[ MBMS-GW-UDP-Port-Indicator]	; for IP unicast encapsulated user data
                 	[ MBMS-GW-SSM-IP-Address ]		; for IP multicast encapsulated user data
                 	[ MBMS-GW-SSM-Ipv6-Address ]	; for IP multicast encapsulated user data
                 	[ MBMS-BMSC-SSM-UDP-Port ]		; for IP multicast encapsulated user data
                 	[ MBMS-Cell-List ]
                 	[ Local-M1-Information ]
                 	[ Origin-State-Id ]
                 *	[ Proxy-Info ]
                 *	[ Route-Record ]
                 *	[ Supported-Features ]
                 	[ Restart-Counter ]

For the MBMS Session Start procedure, RAR is sent by the BM-SC to the MBMS GW(s) that will deliver the MBMS service when it is ready to send data. This is a request to activate all necessary bearer resources in the network for the transfer of MBMS data. The RAR message contains either an Ipv4 address included in 3GPP-SGSN-Address AVP or an Ipv6 address included in 3GPP-SGSN-Ipv6-Address AVP for each participating MBMS control plane nodes (MMEs, SGSNs). The MBMS-Time-to-Data-Transfer AVP shall be included to indicate the expected time between the reception of the MBMS Session Start and the transmission of MBMS data flows. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. The RAR message shall also contain the MBMS-Service-Area AVP. If the MBMS Cell List feature is supported, or if the BM-SC does not yet know whether the MBMS-GW supports this feature, the RAR may contain the MBMS-Cell-List AVP. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [98], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed. The RAR message shall also contain the Local-M1-Information AVP if the BM-SC determines to use the local MBMS information as specified in 3GPP TS 23.285 [112].
The MBMS-Flags AVP may provide specific control indications in relation to MBMS, e.g. whether the MBMS Session Start procedure is used to re-establish an MBMS session.
For the MBMS Session Update procedure, RAR is sent by the BM-SC in order for the MBMS GW(s) to update their session attributes. If the MBMS service area or the MBMS cell list needs to be changed, the MBMS-Service-Area AVP shall be included in the RAR. If the MBMS Cell List feature is supported and the MBMS cell list needs to be changed, the MBMS-Cell-List AVP shall also be included. If the MBMS-Service-Area AVP but no MBMS-Cell-List AVP is included, this shall indicate that any MBMS Cell List included in a previous RAR does no longer apply. If the Access indicator needs to be updated, it shall be included in the MBMS-Access-Indicator AVP. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Start AVP containing the absolute time stamp of the data delivery start. For the distributed MCE architectures, i.e. when the MCE is part of eNB as described in clause 15.1.1 in TS 36.300 [98], the MBMS-Data-Transfer-Start AVP should be used at MBSFN operation mode to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN when needed. The MBMS-StartStop-Indication AVP with the value UPDATE shall be included. The MBMS-Time-To-Data-Transfer with AVP the value set to 0 shall be included. The MBMS-Session-Duration AVP shall be included to indicate the duration of the remaining part of the MBMS session. The 3GPP-SGSN-Address AVP and the 3GPP-SGSN-Ipv6-Address AVP shall be included if the related lists of MBMS control plane nodes (MMEs, SGSNs) in the MBMS GW(s) have changed. If the ARP needs to be changed, the QoS-Information AVP shall be included. The other bold marked AVPs shall be included as given by the previous, corresponding MBMS Session Start procedure.
For the MBMS Session Stop procedure, RAR is sent by the BM-SC to the MBMS GW(s) when it considers the MBMS session to be terminated. The session is typically terminated when there is no more MBMS data expected to be transmitted for a sufficiently long period of time to justify a release of bearer plane resources in the network. For E-UTRAN access, the RAR message may also contain the MBMS-Data-Transfer-Stop AVP containing the absolute time stamp of the data delivery stop. The MBMS-Flags AVP may provide specific control indications, e.g. whether the MBMS Session Stop procedure is used to release the MBMS bearer context locally.
For the MBMS Session Start procedure, the Qos-Information AVP indicates the QoS that is required for the MBMS bearer service for the actual MBMS session. Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL AVP, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable for the MBMS bearer service. The MBMS-Service-Area AVP is passed from BM-SC transparently through MBMS GW to the MMEs/SGSN(s) that are relevant for the actual MBMS bearer service. The MBMS-Cell-List AVP is also passed transparently through MBMS GW to the MMEs. The MBMS-Access-Indicator AVP indicates in which radio access types the MBMS bearer service shall be broadcasted, i.e UTRAN, or E-UTRAN, or both.
The usage of MBMS-StartStop-Indication AVP, Session-Id AVP, Framed-IP-Address AVP, Framed-IPpv6-Prefix AVP, Framed-Interface-Id AVP, Called-Station-Id AVP and MBMS-Flow-Identifier AVP can refer to Gmb interface as described in clause 17.6.5.
If unicast mode is used, the MBMS GW shall select an IP unicast address and a destination UDP port that is unique within the MBMS GW or that IP unicast address.
If IP multicast encapsulation of application IP multicast datagram is used over Sgi-mb, the BM-SC shall select a source UDP port that is unique within the BM-SC for that IP multicast address.
For the MBMS Heartbeat procedure, RAR is sent by the BM-SC to the MBMS GW, or vice-versa. The RAR message shall contain the following AVPs: 
-	the MBMS-StartStop-Indication AVP set to the value "heartbeat";
-	the Restart-Counter AVP set to the local restart counter of the sender. 

*** 14th Change ***
[bookmark: _Toc517273933][bookmark: _Toc44588858][bookmark: _Toc45130795][bookmark: _Toc45131194]20.5		SGmb re-used AVPs
Table 20.5.1 lists the Diameter AVPs re-used by the SGmb reference point from the Gmb reference point and other existing Diameter Application, reference to their respective specifications and short description of their usage witin the SGmb reference point. When reused from Gmb reference point, the specific clause in the present specification is referred. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 20.5.1, but they are re-used for the SGmb reference point. Where RADIUS VSAs are re-used, they shall be translated to Diameter AVPs as described in RFC 4005 [67] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
Table 20.5.1 : SGmb re-used Diameter AVPs
	Attribute Name
	Reference
	Description

	TMGI
	17.7.2
	Contains the Temporary Mobile Group Identity allocated to a particular MBMS bearer service.

	MBMS-StartStop-Indication
	17.7.5
	Indicates the type of MBMS Session procedure.

	MBMS-Service-Area
	17.7.6
	Indicates the area over which the MBMS bearer service has to be distributed.

	MBMS-Session-Duration
	17.7.7
	Indicates the estimated session duration (MBMS Service data transmission).

	MBMS-Session-Identity
	17.7.11
	Together with TMGI it identifies a transmission of a specific MBMS session.

	MBMS-Time-To-Data-Transfer
	17.7.14
	Indicates the expected time between reception of the MBMS Session Start (RAR (Start) command) or the MBMS Session Update (RAR (Update) command) and the commencement of the MBMS Data flow. A value of 0 (1 sec.) shall be used in the  Session Update.

	MBMS-Session-Repetition-Number
	17.7.15
	Contains the session identity repetition number of the MBMS transmission session on the SGmb interface.

	MBMS-User-Data-Mode-Indication
	17.7.18
	When sent from the BM-SC to the MBMS GW, it indicates the mode that BM-SC supports. When sent from the MBMS GW to the BM-SC, it indicates the mode that BM-SC shall send user plane data with.
Two modes apply:
· Unicast mode: IP multicast packets over UDP encapsulated by IP unicast header.
· Multicast mode: IP multicast packetsencapsulated over UDP by IP multicast header.

	MBMS-GGSN-Address
	17.7.19
	Contains the value of MBMS GW’s Ipv4 address for user plane data.

	MBMS-GGSN-Ipv6-Address
	17.7.20
	Contains the valus of MBMS GW’s Ipv6 address for user plane data.

	MBMS-BMSC-SSM-IP-Address
	17.7.21
	Contains the value of BM-SC’s Ipv4 address of Source Specific Multicasting. 

	MBMS-BMSC-SSM-Ipv6-Address
	17.7.22
	Contains the value of BM-SC’s Ipv6 address of Source Specific Multicasting.

	MBMS-Flow-Identifier
	17.7.23
	Represents a location dependent subflow of an MBMS bearer service.

	CN-IP-Multicast-Distribution
	17.7.24
	Indicates if IP multicast distribution to UTRAN should be used for the MBMS user plane data.

	MBMS-HC-Indicator
	17.7.25
	Indicates if header compression is used by BM-SC when sending for MBMS user plane data.(NOTE 1)

	3GPP-SGSN-Address
	16.4.7
	Represents the SGSN or MME’s Ipv4 address that is used by the GTP control plane for the handling of control messages.

	3GPP-SGSN-Ipv6-Address
	16.4.7
	Represents the SGSN or MME’s Ipv6 address that is used by the GTP control plane for the handling of control messages.

	Called-Station-Id
	NASREQ, IETF RFC 4005 [67]
	Contains the Access Point Name (APN) for which the MBMS bearer service is defined

	Framed-Interface-Id
	NASREQ, IETF RFC 4005 [67]
	Contains the Ipv6 interface identifier of the multicast address

	Framed-IP-Address
	NASREQ, IETF RFC 4005 [67]
	Contains the Ipv4 multicast address.

	Framed-IPpv6-Prefix
	NASREQ, IETF RFC 4005 [67]
	Contains the IPpv6 prefix of the multicast address.

	Local-M1-Information
	3GPP TS 29.468 [113]
	Contains the M1 interface information of the local MBMS information, i.e., transport network IP Multicast Address, IP address of multicast source and C-TEID.

	QoS-Information
	3GPP TS 29.212 [75]
	Contains the QoS that is required for the MBMS bearer service for the MBMS session. 
Only the QoS-Class-Identifier AVP, Max-Requested-Bandwidth-DL, Guaranteed-Bitrate-DL AVP and Allocation-Retention-Priority AVP within the QoS-Information AVP are applicable for the MBMS bearer service.

	Supported-Features
	3GPP TS 29.229 [105] 
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange

	NOTE 1: Header Compression only supported for UTRAN for this Release.



*** End of Changes ***

