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Proposed changes:
*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G-RG
5G Residential Gateway

AF
Application Function

AMF
Access and Mobility Management Function

API
Application Programming Interface

ATSSS
Access Traffic Steering, Switching, Splitting

ATSSS-LL
ATSSS Low-Layer

BBF
Broadband Forum

BMIC
Bridge Management Information Container
CHEM
Coverage and Handoff Enhancements using Multimedia error robustness feature

CHF
Charging Function

DN-AAA
Data Network Authentication, Authorization and Accounting

DNN
Data Network Name

DS-TT
Device-side TSN translator

ePDG
evolved Packet Data Gateway

FN-RG
Fixed Network Residential Gateway

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier
HFC
Hybrid Fiber Coax
HTTP
Hypertext Transfer Protocol

MA
Multi-Access

MPTCP
Multi-Path TCP Protocol

NAS
Non-Access-Stratum

NEF
Network Exposure Function

NF
Network Function

NID
Network Identifier
NRF
Network Repository Function

NW-TT
Network-side TSN translator

PCC
Policy and Charging Control

PCF
Policy Control Function

PMIC
Port Management Information Container
PSAP
Public Safety Answering Point

QoS
Quality of Service

RTT
Round-Trip Time

SDF
Service Data Flow

SMF
Session Management Function

SNPN
Stand-alone Non-Public Network

S-NSSAI
Single Network Slice Selection Assistance Information

TNAN
Trusted Non-3GPP Access Network
TWAN
Trusted WLAN Access Network

TSC
Time Sensitive Communication

TSCAI
Time Sensitive Communication Assistance Information

TSN
Time Sensitive Networking

TSN GM
TSN Grand Master

UDM
Unified Data Management

UDR
Unified Data Repository

UE
User Equipment

URLLC
Ultra Reliable Low Latency Communication

W-5GAN
Wireline 5G Access Network
W-5GBAN
Wireline BBF Access Network

W-5GCAN
Wireline 5G Cable Access Network
W-AGF
Wireline Access Gateway Function
*** 2nd Change ***

B.1
Scope

This annex defines procedures for 5GC and EPC interworking, which contains the following scenarios:

-
EPS and 5GS interworking (i.e. 3GPP access connected to EPC and 3GPP access connected to 5GC).

-
EPC/ePDG and 5GS interworking (i.e. ePDG connected to EPC and 3GPP access connected to 5GC).

-
EPS and 5GC/N3IWF interworking (i.e. 3GPP access connected to EPC and N3IWF connected to 5GC).

-
EPS and 5GC/TNAN/TWAN interworking (i.e. 3GPP access connected to EPC and TNAN/TWAN connected to 5GC).

*** 3rd Change ***

B.3.2.1
UE Location related information

When the UE establishes the PDU session through the EPC/E-UTRAN network, the SMF+PGW-C shall include, if available, the following user location information:

-
user location information within the "eutraLocationInfo" attribute included in the "userLocationInfo" attribute; and

-
S-GW address, if available, within the "anGwAddr" attribute included in the "servNfId" attribute. 

When the UE establishes the PDU session through the EPC/ePDG network, the SMF+PGW-C shall include, if available, the following user location information:

-
user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute. The "n3gaLocation" attribute includes the "ueIpv4Addr" or "ueIpv6Addr" attributes, and, if available the "portNumber" attribute; and

-
ePDG identification within the "anGwAddr" attribute included in the "servNfId" attribute. 

NOTE:
The "n3gaLocation" attribute does not include the "n3gppTai" and "n3IwfId" attributes in EPC interworking scenarios.

*** 4th Change ***

B.3.4.3
UE Location related information

When the UE handed over from the 5GS to EPC/E-UTRAN the SMF+PGW-C shall include, together with the policy control request triggers met, the following user location information:

-
If the "SAREA_CH" or "SCELL_CH" policy control request trigger is provisioned and met, the user location information within the "eutraLocationInfo" attribute included in the "userLocationInfo" attribute. 

-
If the "SCNN_CH" policy control request trigger is provisioned and met, the "servNfId" attribute including the S-GW identification within the "anGwAddr" attribute. 

When the UE handed over from the 5GS to EPC non-3GPP access, the SMF+PGW-C shall include, together with the applicable provisioned policy control request triggers, the following user location information:

-
if the "SAREA_CH" policy control request trigger is provisioned and met, the user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute as specified in subclause B.3.2.1; and

-
if the "SCNN_CH" policy control request trigger is provisioned and met, and the hand over is to EPC untrusted non-3GPP access, the ePDG identification within the "anGwAddr" attribute included in the "servNfId" attribute.

NOTE:
The "n3gaLocation" attribute does not include the "n3gppTai" and "n3IwfId" attributes in EPC interworking scenarios.

*** 6th Change ***

B.3.4.5
Access Type related information

The SMF+PGW shall include, when the policy control request trigger "AC_TY_CH" is met, the following access type information: 

-
If after handover the new access type is EPC/E-UTRAN:

a)
the "3GPP_ACCESS" value within the "accessType" attribute; and

b)
the "EUTRA" value within the "ratType" attribute.

-
If after handover the new access type is EPC/ePDG: 
a)
the "NON_3GPP_ACCESS" value within the "accessType" attribute;

b)
the "WLAN" or "VIRTUAL" value within the "ratType" attribute, as applicable; and

c)
the ePDG address in the "servNfId" attribute within the "anGwAddr" attribute.
NOTE 1:
In the interworking scenario, "AC_TY_CH" is met when the UE handed over from the 5GC/N3IWF or 5GC/TNAN/TWAN to the EPC/E-UTRAN, or when the UE handed over from the 5GS to the EPC/ePDG.

The SMF+PGW shall include, when the policy control request trigger "RAT_TY_CH " is met, the following RAT type information:

-
If after handover the new RAT type is the E-UTRA, the "EUTRA" value within the "ratType" attribute.

-
If after handover the new RAT type is the WLAN, the "WLAN" or "VIRTUAL" value within the "ratType" attribute, as applicable.

NOTE 2:
In the interworking scenario, "RAT_TY_CH" is met when the UE handed over from the NR to the E-UTRA or when the UE handed over from the NR to the WLAN (untrusted) and from E-UTRA to WLAN (trusted/untrusted) or from E-UTRA to N3GA.

*** 7th Change ***

C.3.6.2.2
Hybrid Access with single PDU session

Hybrid Access scenarios with single PDU sessions shall only use one of the two accesses, but the PDU session can be handover over between the two accesses. 

When the "WWC" feature is supported by the SMF and the PCF as defined in subclause 5.8:

-
for a 5G-RG capable of connecting to the NG-RAN and the wireline access, the procedures specified in the main body of this specification apply, except:

i.
the UE is replaced by the 5G-RG; and 

ii.
the non-3GPP access is replaced by the wireline access, as specified in this annex; 

-
for a 5G-RG capable of connecting to the wireline access and the EPC/E-UTRAN access, the procedures specified in the Annex B of this specification apply, except:

i.
the UE is replaced by the 5G-RG; and

ii.
the non-3GPP access is replaced by the wireline access.

*** End of Changes ***

