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	Reason for change:
	For 3G and EPC, there is description on Purge and an accompanying use of "freeze M-TMSI" and "freeze P-TMSI" in TS 29.272, clause 5.2.1.3. For 5G, there is description on Purge in TS 29.503, clause 5.3.2.4.2 and 5.3.2.4.3; however, “freeze” aspect appears missing.

Probably we don’t need to consider anything equivalent specified for the combined MME/SGSN for 5G. But we need to pay attention to the following text in TS 29.272, clause 5.2.1.3.3: “If the received identity does not match the stored MME-identity and does not match the stored SGSN-identity, the HSS shall clear the PUA flags "freeze M-TMSI" and "freeze P-TMSI in the answer message.” Its equivalent to 5GS would be “If the received identity does not match the stored AMF-identity, the UDM shall clear the flag "freeze 5G-TMSI" in the answer message”, under an assumption that we introduced this flag in Nudm_UECM_Deregistration response. The benefit of this flag is that, in the scenario mentioned in the text, AMF can immediately reuse the 5G-TMSI without any worry, understanding the UE that used this 5G-TMSI has been assigned another 5G-TMSI by another AMF.

The logic to set or clear this new flag is the same as the logic by which UDM responds with 204 No Content or with 403 Forbidden. Therefore this existing way of response can be reused also as the flag mentioned in the above.


	
	

	Summary of change:
	[bookmark: _GoBack]To add a NOTE that indicates that the response can be utilized by AMF as a “freeze 5G-TMSI” flag.


	
	

	Consequences if not approved:
	The ability to distinguish the need for freezing TMSI available in EPC lacks in 5GC.
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---Start of the 1st Change---
[bookmark: _Toc20118538][bookmark: _Toc27584711][bookmark: _Toc45027491]5.3.2.4.2	AMF deregistration for 3GPP access
Figure 5.3.2.4.2-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{ueId}) which shall be a SUPI and an instruction to set the purgeFlag within the Amf3GppAccessRegistration resource.


Figure 5.3.2.4.2-1: AMF deregistering for 3GPP access
1.	The AMF sends a PATCH request to the resource representing the UE's AMF registration for 3GPP access.
2a.	The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the PurgeFlag. The UDM responds with "204 No Content".
2b.	Otherwise the UDM responds with "403 Forbidden".
NOTE:	Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TMSI that the UE used, under consideration that the UE has been assigned another 5G-TMSI by another AMF.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body.

---Start of the 2nd Change---
[bookmark: _Toc20118539][bookmark: _Toc27584712][bookmark: _Toc45027492]5.3.2.4.3	AMF deregistration for non-3GPP access
Figure 5.3.2.4.3-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM for non-3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{ueId}) which shall be a SUPI and an instruction to set the purgeFlag within the AmfNon3GppAccessRegistration resource.


Figure 5.3.2.4.3-1: AMF deregistering for non-3GPP access
1.	The AMF sends a PATCH request to the resource representing the UE's AMF registration for non-3GPP access.
2a.	The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the PurgeFlag. The UDM responds with "204 No Content".
2b.	Otherwise the UDM responds with "403 Forbidden".
NOTE:	Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TMSI that the UE used, under consideration that the UE has been assigned another 5G-TMSI by another AMF.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PATCH response body.

---End of the Changes---
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