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	Reason for change:
	TS 23.501, clause 5.7.6.2 IP Packet Filter Set has two notes:
NOTE 2:
An IP address or Prefix may be combined with a prefix mask.
NOTE 3:
Port numbers may be specified as port ranges.

In TS 29.514, the data type MediaSubcomponent includes IP flow description. For IP flow description, the encoding of IP flow description in TS 29.514 refers to TS 29.214 and TS 29.214 further refers to the IPFilterRule format in RFC 6733. The IPFilterRule format in RFC 6733 supports a range of IP addresses.

TS 23.501, clause 5.7.6.3 Ethernet Packet Filter Set has a note:

NOTE 1:
The MAC address may be specified as address ranges.
In TS 29.514, the data type MediaSubcomponent also includes Ethernet flow description. But there is no support for how to specify a range of Ethernet MAC addresses.
So far only 2 Ethernet flow description instances are allowed in one media subcomponent. If the flows include a range of MAC addresses, the consumer needs to send multiple media subcomponets. By the proposed change, we can have similar encoding as IP filter to avoid listing all single Ethernet flows within the range.

To support a set of consecutive MAC addresses (e.g. 00-10-A4-23-3E-02 up to and including 00-10-A4-23-3E-FE), the MAC address start and end are proposed. The existing MAC address attribute can be treated as MAC address start if the new attribute MAC address end is present.
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	Other comments:
	This CR introduces backward compatible feature to the OpenAPI specification file.
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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_EventExposure service based interface protocol.

Table 5.6.1-1: Npcf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	EthernetFlowInfo
	5.6.2.6
	Identification of an UL/DL ethernet flow.
	ExtendedSessionInformation

	IpFlowInfo
	5.6.2.7
	Identification of an UL/DL IP flow.
	ExtendedSessionInformation

	PcEvent
	5.6.3.3
	Policy Control Events.
	

	PcEventExposureSubsc
	5.6.2.2
	Represents an Individual Policy Events Subscription resource.
	

	PcEventExposureNotif
	5.6.2.3
	Describes notifications about Policy Control events that occurred in an Individual Policy Events Subscription resource.
	

	PcEventNotification
	5.6.2.8
	Represents the information reported for a Policy Control event.
	

	PduSessionInformation
	5.6.2.9
	Represents PDU session identification information.
	ExtendedSessionInformation

	ReportingInformation
	5.6.2.4
	Represents the type of reporting the subscription requires.
	

	ServiceIdentification
	5.6.2.5
	Identification of the service to which the subscription applies.
	ExtendedSessionInformation


Table 5.6.1-2 specifies data types re-used by the Npcf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_EventExposure service based interface.

Table 5.6.1-2: Npcf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [14]
	Access Type.
	

	AfAppId
	3GPP TS 29.514 [12]
	AF application Identifier.
	ExtendedSessionInformation

	AnGwAddress
	3GPP TS 29.514 [12]
	Carries the control plane address of the EPC untrusted non-3GPP access network gateway. (NOTE 1)
	

	DateTime
	3GPP TS 29.571 [14]
	Time stamp.
	

	Dnn
	3GPP TS 29.571 [14]
	Identifies a DNN.
	

	DurationSec
	3GPP TS 29.571 [14]
	Seconds of duration.
	

	EthFlowDescription
	3GPP TS 29.514 [12]
	Identifies an ethernet flow description. (NOTE x)
	ExtendedSessionInformation

	FlowDescription
	3GPP TS 29.514 [12]
	Identifies an IP flow description.
	ExtendedSessionInformation

	Gpsi
	GPP TS 29.571 [14]
	Generic Public Subscription Identifier.
	

	GroupId
	3GPP TS 29.571 [14]
	Identifies a group of UEs.
	

	MacAddr48
	3GPP TS 29.571 [14]
	Mac Address of the UE.
	ExtendedSessionInformation

	NotificationMethod
	3GPP TS 29.508 [15]
	Represents the Notification Method.
	

	PlmnId
	3GPP TS 29.571 [14]
	PLMN Identifier.
	

	RatType
	3GPP TS 29.571 [14]
	RAT Type.
	

	Snssai
	3GPP TS 29.571 [14]
	Identifies a S-NSSA.I
	

	Supi
	3GPP TS 29.571 [14]
	Identifies the SUPI of the UE.
	

	SupportedFeatures
	3GPP TS 29.571 [14]
	Used to negotiate the applicability of the optional features defined in subclause 5.8.
	

	Uinteger
	3GPP TS 29.571 [14]
	Unsigned integer.
	

	NOTE 1:
"AnGwAddress" data structure is only used to encode the ePDG address and is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in 3GPP TS 29.512 [9], Annex B.
NOTE x:
In order to support a set of MAC addresses with a specific range in the traffic filter, feature MacAddressRange as specified in clause 5.8 shall be supported.


*** Next Change ***
5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	ExtendedSessionInformation
	Indicates the support of additional session information in the subscription and report of policy control event.

	y
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.


*** End of Changes ***

