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	Reason for change:
	In LS C1-193468/C3-192193, CT3 answers to Q2 in C1-192665 asking confirmation if 5GSM cause values #44 and #45 can be mapped to application errors "ERROR_INITIAL_PARAMETERS" and "ERROR_TRIGGER_EVENT" and "TRAFFIC_MAPPING_INFO_REJECTED". The answer is as follows:

Application errors "ERROR_INITIAL_PARAMETERS" and "ERROR_TRIGGER_EVENT" are returned by the PCF to the SMF when the set of session or subscriber information needed by the PCF to apply policies to the PDU session is incomplete, erroneous, not available or incoherent. The UE attempts for PDU session establishment and modification are rejected commonly due to network misconfiguration or NF misbehaviour.

Any subsequent UE attempt is rejected until the network behaviour is recovered.

Comment 3 / answer to Question 2:
For these scenarios, it is CT3 understanding that the 5GSM cause value #31 "Request rejected, unspecified" is the most appropriate cause value to use.
Application error "TRAFFIC_MAPPING_INFO_REJECTED" is returned by the PCF to the SMF when the PCF does not accept one or more of the traffic mapping filters included in the request. The UE attempt for PDU session modification is rejected due to the services requested by the UE are not known to the PCF and local policies do not authorize their use.

Comment 4 / answer to Question 2:
For these scenarios, it is CT3 understanding that the 5GSM cause value #29 "User authentication or authorization failed" is the most appropriate cause value to use.

Since 5GSM cause value #29 is not listed in subclause 6.4.2.4, the PDU session modification procedure has to be modified.



	
	

	Summary of change:
	The list of 5GSM cause values that can be included in the PDU SESSION MODIFICATION REJECT message includes #29.
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6.4.2.4.1
General

Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF does not accepts the request to modify the PDU session, the SMF shall create a PDU SESSION MODIFICATION REJECT message.
The SMF shall set the 5GSM cause IE of the PDU SESSION MODIFICATION REJECT message to indicate the reason for rejecting the PDU session modification.

The 5GSM cause IE typically indicates one of the following SM cause values:

#26
insufficient resources;

#29
user authentication or authorization failed;

#31
request rejected, unspecified;

#32
service option not supported;

#33
requested service option not subscribed;

#35
PTI already in use;

#43
Invalid PDU session identity;
#46
out of LADN service area;
#67
insufficient resources for specific slice and DNN;
#69
insufficient resources for specific slice; or
#95 – 111
protocol errors.

If the UE requests a PDU session modification for an LADN when the UE is located outside of the LADN service area, the SMF shall include the 5GSM cause value #46 "out of LADN service area" in the 5GSM cause IE of the PDU SESSION MODIFICATION REJECT message.

If the Extended protocol configuration options IE of the PDU SESSION MODIFICATION REQUEST message indicates 3GPP PS data off UE status and the SMF detects the change of the 3GPP PS data off UE status, the SMF shall not include the 5GSM cause value #26 "insufficient resources", the 5GSM cause value #67 "insufficient resources for specific slice and DNN" and the 5GSM cause value #69 "insufficient resources for specific slice" in the 5GSM cause IE of the PDU SESSION MODIFICATION REJECT message.
The network may include a Back-off timer value IE in the PDU SESSION MODIFICATION REJECT message.

If the 5GSM cause value is #26"insufficient resources", #67 "insufficient resources for specific slice and DNN", or #69 "insufficient resources for specific slice" and the PDU SESSION MODIFICATION REQUEST message was received from a UE configured for high priority access in selected PLMN or the request type provided during the PDU session establishment is set to "initial emergency request" or "existing emergency PDU session", the network shall not include a Back-off timer value IE.

The SMF shall send the PDU SESSION MODIFICATION REJECT message.
Upon receipt of a PDU SESSION MODIFICATION REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3581, release the allocated PTI value, and enter the state PROCEDURE TRANSACTION INACTIVE.

