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	Reason for change:
	TS 23.503 (6.1.2) and TS 23.502 specify that the PCF shall consider UE session management subscription information stored in UDR to determine the allowed values in the route selection description part of the URSPs.

TS 23.503 (6.1.2) and TS 23.502 specify the PCF shall not send ANSDP policies to the UE in case the UE indicates it does not support ANDSP (the UE does not support non-3GPP access).
TS 23.503 v 15.3.0 includes text that the PCF may receive the information about a UE's operating system (OS) from the UE or the AMF. This will have an impact on the PCF when it is providing the UE the URSP containing rules related to the application identities corresponding to a OS identity, as TS 23.503 says:

"If the (H-)PCF determines the operating system of the UE and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include the Application ID associated with the operating system determined by the PCF."
Thus, the PCF is not sending any associated OS identity with the application identities if it knows the UE's OS Id. 

Moreover, in some situations:

- a UE can have multiple OS and may use one of those OS. Therefore, the UE  and AMF may provide contradicting information. In those situations, the PCF shall prioritize the information it receives from the UE in front of the information it receives from the AMF.
- a UE can have multiple OS and may use more than one concurrently. In these cases, the UE provides information about the OSs in use to the PCF. The PCF shall use the information received from the UE and shall send the associated OS identity together with the application identities.
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Subsclause 4.2.2.2.2 is updated to indicate the PCF shall not send ANDSP to the UE in case the UE indicates it does not support ANDSP (does not support non-3GPP access).
Subclause 4.2.2.2.3 is updated to indicate that the PCF takes into account UE subscription information stored in UDR to determine the route selection descriptor of the URSP rules. 

Subclause 4.2.2.2.3 is updated to reflect that TS 24.526 has defined traffic descriptors "OS Id + OS App Id type" and in a recent contribution "OS App Id type" to be utilized by the PCF when the PCF does not know the UE's OS information and when the PCF knows the UE's OS information, respectively. These traffic descriptors are used to implement the requirements in TS 23.503 v 15.3.0. 

Subclause 4.2.2.2.3 is updated to for the PCF behavior when it receives non-consistent information from the UE and the AMF about the UE's OS identity.
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Proposed changes:

*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AMF
Access and Mobility Management Function
API
Application Programming Interface

DNN
Data Network Name

GPSI
Generic Public Subscription Identifier

GUAMI
Globally Unique AMF Identifier

HTTP
Hypertext Transfer Protocol

H-PCF
Home Policy Control Function
JSON
JavaScript Object Notation
N3AN
Non-3GPP access network
NF
Network Function

NRF
Network Repository Function

OS
Operating System
OSId
Operating System Identity
PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PRA
Presence Reporting Area

SUPI
Subscription Permanent Identifier

UDR
Unified Data Repository

UPSC
UE policy section code

UPSI
UE policy section identifier
URSP
UE Route Selection Policy
V-PCF
Visited Policy Control Function
*** 2nd Change ***

4.2.2.2.1
General
The UE policy consists of UE Access Network discovery and selection policies and UE Route Selection Policy (URSP). The encoding of UE policies is defined in 3GPP TS 24.526 [16].
The UE Policy is transferred to the UE using the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15]. The PCF will receive "MANAGE UE POLICY COMPLETE" messages, "MANAGE UE POLICY COMMAND REJECT" messages and "UPSI LIST TRANSPORT" message and shall send UE policy using the "MANAGE UE POLICY COMMAND" messages. Those messages are transparently forwarded by the AMF.

The "UPSI LIST TRANSPORT" message is transferred transparently during the creation of a policy association, as described in subclause 4.2.2.1.

The V-PCF shall use the Namf_Communication Service defined in 3GPP TS 29.519 [17] to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the UE and to send MANAGE UE POLICY COMMAND" messages to the UE. The V-PCF shall only send "MANAGE UE POLICY COMMAND" messages below a predefined size limit.

The H-PCF shall use procedures as defined in the present specification to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the V-PCF and to send MANAGE UE POLICY COMMAND" messages to the V-PCF. The H-PCF shall encode the "MANAGE UE POLICY COMMAND" message in an "uePolicy" attribute.

The PCF may deliver the UE policy to the UE in several "MANAGE UE POLICY COMMAND" messages.

For the purpose of such fragmented delivery and subsequent partial updates of UE policies, the UE policy is divided into policy sections. Such policy sections may be predefined in the PCF, may be retrieved by the PCF from the UDR as specified in 3GPP TS 29.519 [17], or may be dynamically generated by the PCF, but shall comply to the rules below. The PCF may combine several policy sections into one "MANAGE UE POLICY COMMAND" message if the predefined size limit is observed.

The following rules apply for policy sections:

-
The size shall be below the predefined size limit.

-
The policy section shall only contain complete URSP rule(s), WLANSP rule(s), and/or complete N3AN node configuration information, but no fractions of such rules or configuration information.

-
To ease a subsequent partial update of UE policies, policy sections should only contain a small number of URSP rule(s), and/or WLANSP rule(s).

-
The entire content of a policy section shall be provided by a single PLMN.

A PCF shall only determine policy sections of its own PLMN. However, a V-PCF may forward UE policy sections received from the H-PCF to the UE.

Each UE policy section is identified by a UE policy section identifier (UPSI). The UPSI is composed of two parts:

a)
a PLMN ID part containing the PLMN ID for the PLMN of the PCF which provides the UE policies; and

b)
a UE policy section code (UPSC) containing a unique value within the PLMN selected by the PCF.

The PCF provides an UPSI when providing a new UE policy section and can then identify that policy section using that UPSI when requesting that this UE policy section is modified or deleted, as specified in Annex D of 3GPP TS 24.501 [15].

The H-PCF may store in the UDR and/or retrieve from the UDR, as specified in 3GPP TS 29.519 [17]:

a)
UPSCs and related policy sections of the own PLMN it provided to a UE;
b)
the PEI received from the AMF;

c)
the OSId(s) received from the UE as described in the Annex D of 3GPP TS 24.501 [15]; and
d)
the indication of UE's support for ANDSP included in the "UE STATE INDICATION" message as described in the Annex D of 3GPP TS 24.501 [15]. 
The H-PCF will use the SUPI of the UE as data key and store separate information for each UE in the UDR.

The V-PCF may retrieve UPSCs and related policy sections applicable for all UEs from a HPLMN from the UDR, using the HPLMN ID as key as specified in 3GPP TS 29.519 [17].

When receiving the "UPSI LIST TRANSPORT" message, the PCF shall determine based on the UPSIs, the ANDSP support indication and the OSId(s) indicated in that message, UPCS stored in the UDR and local policy whether any new UE policy sections need to be installed and any existing UE policy section need to be updated or deleted. A V-PCF may also send an "UPSI LIST TRANSPORT" message with the UPSIs of the HPLMN received in the original "UPSI LIST TRANSPORT" message to the H-PCF and will then receive possible new or modified policy sections determined by the HPLMN in a "MANAGE UE POLICY COMMAND".  If the PCF determines that changes are required and/or receives possible new or modified policy sections determined by the HPLMN, it shall send the determined new, updated or deleted policy sections using one or several "MANAGE UE POLICY COMMAND" messages towards the NF service consumer.

After sending a "MANAGE UE POLICY COMMAND" messages, the PCF shall wait for a related confirmation in a "MANAGE UE POLICY COMPLETE" messages or failure indication in a "MANAGE UE POLICY COMMAND REJECT" message. When receiving no such message until the expiry of a supervision timer specified in Annex D of 3GPP TS 24.501 [15], or when receiving a failure indication, the PCF should re-send related instructions for the policy sections.
*** 3rd Change ***

4.2.2.2.2
UE Access Network discovery and selection policies

UE Access Network discovery and selection policies are used by the UE to select non-3GPP accesses and to decide how to route traffic between the selected 3GPP and non 3GPP accesses.

In this release of the specification, the Access Network Discovery & Selection policy shall contain only rules that aid the UE in selecting a WLAN access network. Rules for selecting other types of non-3GPP access networks are not specified.

The WLAN access network selected by the UE with the use of Access Network Discovery & Selection policy may be used for direct traffic offload (i.e. sending traffic to the WLAN outside of a PDU Session) and for registering to 5GC via a N3IWF.

The Access Network Discovery & Selection policy contains one or more WLAN Selection Policy (WLANSP) rules and Non-3GPP access network (N3AN) node configuration information.
N3AN node configuration information is used to control UE behaviour related to selection of either N3IWF or ePDG for accessing 5GCN via non-3GPP access.
UE Access Network discovery and selection policies are encoded as defined in 3GPP TS 24.526 [16].

UE Access Network discovery and selection policies may be provided by a V-PCF or a H-PCF.

If the UE has indicated in the "UE STATE INDICATION" message it does not support ANDSP, i.e. the UE does not support non-3GPP access, the PCF shall not send any Access Network discovery and selection policies to the UE.
*** 4th Change ***

4.2.2.2.3
UE Route Selection Policy(URSP)

The UE Route Selection Policy is used by the UE to determine how to route outgoing traffic.

The UE Route Selection Policy shall consist of one or several URSP rules.

URSP rules are encoded as defined in 3GPP TS 24.526 [16].
The H-PCF shall use the UE subscription stored in UDR as specified in 3GPP TS 29.519 [17] to ensure the values included in the Route Selection Descriptor of the generated URSP rules are always supported by subscription. 
The H-PCF may obtain the information about the UE's OS from the UE as described in the Annex D of 3GPP TS 24.501 [15] or it may derive the information about the UE's OS from the PEI provided by the AMF. 
If the H-PCF is required to provide UE policies to the UE that includes application descriptors then:

a)
If the H-PCF has been provided with the UE's OS Id by the UE or the H-PCF has derived the UE's OS Id from the PEI, the H-PCF shall use the traffic descriptor "OS App Id type" as defined in 3GPP TS 24.526 [16]. 
b)
If the H-PCF has been provided with more than one UE's OS Id by the UE, 

-
the H-PCF shall use the traffic descriptor "OS Id + OS App Id type" for the UE's OS Id provided by the UE as defined in 3GPP TS 24.526 [16]; and 
-
the H-PCF shall not use the traffic descriptor "OS App Id type" as defined in 3GPP TS 24.526 [16].
c)
If the H-PCF has not been provided with the UE's OS Id by the UE or the H-PCF has not derived the UE's OS Id from the PEI, 

-
the H-PCF shall use the traffic descriptor "OS Id + OS App Id type" as defined in 3GPP TS 24.526 [16]; and 
-
the H-PCF shall not use the traffic descriptor "OS App Id type" as defined in 3GPP TS 24.526 [16].

d)
If the H-PCF has been provided with the UE's OS Id by the UE and the H-PCF has derived the UE's OS Id from the PEI and if there is an inconsistency between the OS Id provided by the UE and the OS Id derived from the PEI, the H-PCF shall use the OS Id provided by the UE for providing UE policies to the UE that include application descriptors.

*** End of Changes ***

