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	Reason for change:
	The specification allows providing the Payload container IE in several messages (i.e., REGISTRATION REQUEST, DL NAS TRANSPORT or UL NAS TRANSPORT message).

For the DL NAS TRANSPORT message and the UL NAS TRANSPORT message, the Payload container IE is accompanied by the Payload container type IE. This allows the AMF to forward the Payload container IE to the correct network entity.

However, for the REGISTRATION REQUEST message, there is no Payload container type IE included in the message, and therefore it is unclear clear how to decode the Payload container in this message and to which entity the AMF needs to forward the message.

	
	

	Summary of change:
	The Payload container type IE is added to the REGISTRATION REQUEST message.

Interoperability impact analysis
· Network compliant with TS 24.501 v15.2.1 interworking with UE compliant with this CR, and nework compliant with this CR interworking with UE compliant with TS 24.501 v15.2.1:

This CR does not result in any interoperability issue as at present the UE can only include the Payload container IE in the REGISTRATION REQUEST message to carry a payload of type "UE policy container" as described in sub-clause 5.5.1.2.2 and 5.5.1.3.2.

However, if in a future version of the specification the UE is allowed to provide a Payload container IE with a payload of different type that "UE policy container", a legacy AMF, which does not implements this CR, can forward the Payload container IE to an incorrect network entity. Then, the registration procedure won’t fail but the information conveyed by the Payload container IE may not be taken into account.

	
	

	Consequences if not approved:
	Wrong implementation as it is unclear how to decode the Payload container IE included in a REGISTRATION REQUEST message as there is not Payload container type IE included in the message.
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*** Next change ***
[bookmark: _Toc533172165]8.2.6.1	Message definition
The REGISTRATION REQUEST message is sent by the UE to the AMF. See table 8.2.6.1.1.
Message type:	REGISTRATION REQUEST
Significance:	dual
Direction:		UE to network
Table 8.2.6.1.1: REGISTRATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type
9.11.3.7
	M
	V
	1/2

	
	ngKSI
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	5GS mobile identity
	5GS mobile identity
9.11.3.4
	M
	LV-E
	6-n

	C-
	Non-current native NAS key set identifier
	NAS key set identifier
9.11.3.32
	O
	TV
	1

	10
	5GMM capability
	5GMM capability
9.11.3.1
	O
	TLV
	3-15

	2E
	UE security capability
	UE security capability
9.11.3.54
	O
	TLV
	4-10

	2F
	Requested NSSAI
	NSSAI
9.11.3.37
	O
	TLV
	4-74

	52
	Last visited registered TAI
	5GS tracking area identity
9.11.3.8
	O
	TV
	7

	17
	S1 UE network capability
	S1 UE network capability
9.11.3.48
	O
	TLV
	4-15

	40
	Uplink data status
	Uplink data status
9.11.3.57
	O
	TLV
	4-34

	50
	PDU session status
	PDU session status
9.11.3.44
	O
	TLV
	4-34

	B-
	MICO indication
	MICO indication
9.11.3.31
	O
	TV
	1

	2B
	UE status
	UE status
9.11.3.56
	O
	TLV
	3

	77
	Additional GUTI
	5GS mobile identity
9.11.3.4
	O
	TLV-E
	14

	25
	Allowed PDU session status
	Allowed PDU session status
9.11.3.13
	O
	TLV
	4-34

	18
	UE's usage setting
	UE's usage setting
9.11.3.55
	O
	TLV
	3

	51
	Requested DRX parameters
	5GS DRX parameters
9.11.3.2A
	O
	TLV
	3

	70
	[bookmark: _Hlk533149144]EPS NAS message container
	EPS NAS message container
9.11.3.24
	O
	TLV-E
	4-n

	74
	LADN indication
	LADN indication
9.11.3.29
	O
	TLV-E
	3-811

	8-
	Payload container type
	Payload container type
9.11.3.40
	O
	TV
	1

	7B
	Payload container
	Payload container
9.11.3.39
	O
	TLV-E
	4-65538

	9-
	Network slicing indication
	Network slicing indication
9.11.3.36
	O
	TV
	1

	53
	5GS update type
	5GS update type
9.11.3.9A
	O
	TLV
	3

	71
	NAS message container
	NAS message container
9.11.3.33
	O
	TLV-E
	4-n



[bookmark: _Toc533172467]*** Next change ***
[bookmark: _Toc533172182]8.2.6.17A	Payload container type
This IE shall be included if the UE includes the Payload container IE.
*** Next change ***
9.11.3.40	Payload container type
The purpose of the Payload container type information element indicates type of payload included in the payload container information element.
The Payload container information element is coded as shown in figure 9.11.3.40.1 and table 9.11.3.40.1.
The Payload container is a type 1 information element with a length of half octet.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload container type
IEI
	Payload container type value
	octet 1

	-
	-
	-
	-
	Payload container type value
	octet 1


Figure 9.11.3.40.1: Payload container information element
Table 9.11.3.40.1: Payload container information element
	Payload container type value (octet 1, bit 1 to bit 4)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	SOR transparent container

	0
	1
	0
	1
	UE policy container

	0
	1
	1
	0
	UE parameters update transparent container

	1
	1
	1
	1
	Multiple payloads

	

	All other values are reserved.

	

	NOTE:	Value "Multiple payloads" is used when the Payload container contents in figure 9.11.3.39.1 contains multiple payloads formatted as shown in figure 9.11.3.39.2.




