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	Reason for change:
	TS 23.502 CR#0879 (S2-1901089) states:

---------------

13.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary NG-RAN resources related to the QoS Rules for the PDU Session request received in step 12.


(R)AN also allocates (R)AN N3 Tunnel Info for the PDU Session. In case of Dual Connectivity, the Master RAN node may assign some (zero or more) QFIs to be setup to a Master RAN node and others to the Secondary RAN node. The AN Tunnel Info includes a tunnel endpoint for each involved (R)AN node, and the QFIs assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN node and not to both.


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the AN specific signalling exchange with the UE includes the (R)AN resource additions associated to the received N2 command.

If MICO mode is active and the NAS message Request Type in step 1 indicated "Emergency Request", then the UE and the AMF shall locally deactivate MICO mode.

---------------

I.e. if the 5G access network cannot allocate resources needed for the PDU session, the 5G access network does not send the DL NAS TRANSPORT message carrying PDU SESSION ESTABLISHMENT ACCEPT message to the UE.

This generates a lot of unnecessary 5GSM messages (up to 5 retransmissions of PDU SESSION ESTABLISHMENT REQUEST message) sent over the radio and a lot of unnecesary network actions (AMF performing local relase of the PDU session, AMF requesting SMF to perform local relase of the PDU session, AMF selecting a new SMF, the new SMF attempting to establish the PDU session, all done up to 5 times).

	
	

	Summary of change:
	When the SMF sends PDU SESSION ESTABLISHMENT ACCEPT message and the SMF determines that the NAS message carrying the PDU SESSION ESTABLISHMENT ACCEPT message was not sent to the UE by the 5G access network, the SMF sends a PDU SESSION ESTABLISHMENT REJECT message to the UE.
Interoperability impact analysis:

Backward compatible CR.

1) UE compliant to 24.501 baseline interworking with network compliant to this CR.

No issues as the 5G access network does not send to the UE the DL NAS TRANSPORT message carrying PDU SESSION ESTABLISHMENT ACCEPT message but sends to the UE the later DL NAS TRANSPORT message carrying PDU SESSION ESTABLISHMENT REJECT message. The UE handles the PDU SESSION ESTABLISHMENT REJECT message according to 24.501 baseline.

	
	

	Consequences if not approved:
	Waste of radio resources and core network signalling as the 5G access network not sending of DL NAS TRANSPORT message carrying PDU SESSION ESTABLISHMENT ACCEPT message, generates a lot of unnecessary 5GSM messages (up to 5 retransmissions of PDU SESSION ESTABLISHMENT REQUEST message) sent over the radio and a lot of unnecesary network actions (AMF performing local relase of the PDU session, AMF requesting SMF to perform local relase of the PDU session, AMF selecting a new SMF, the new SMF attempting to establish the PDU session, all done up to 5 times).
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*** change ***
6.4.1.7
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified" or release locally the existing emergency PDU session and proceed the new PDU SESSION ESTABLISHMENT REQUEST message

b)
The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data

If the PDU session being established is a non-emergency PDU session, the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.

c)
UE-requested PDU session establishment with request type set to "initial request" or "initial emergency request" for an existing PDU session:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with a PDU session ID identical to the PDU session ID of an existing PDU session and with request type set to "initial request" or "initial emergency request", the SMF shall release locally the existing PDU session and proceed with the PDU session establishment procedure.
d)
UE-requested PDU session establishment with request type "existing PDU session" or "existing emergency PDU session" for a PDU session that does not exist:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing PDU session" or "existing emergency PDU session", and the SMF does not have any information about that PDU session, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #54 "PDU session does not exist" in the PDU SESSION ESTABLISHMENT REJECT message.
x)
5G access network cannot forward the message:

If the SMF determines based on content of the n2SmInfo attribute specified in 3GPP TS 29.502 [20A] that the DL NAS TRANSPORT message carrying the PDU SESSION ESTABLISHMENT ACCEPT was not forwarded to the UE by the 5G access network, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #26 "insufficient resources" in the PDU SESSION ESTABLISHMENT REJECT message.

