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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[6]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[7]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[8]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".

[10]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[11]
3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".

[12]
3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for exposure; Stage 3".

[13]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[14]
3GPP TS 29.122: "T8 reference point for Northbound APIs".

[15]
IETF RFC 7396: "JSON Merge Patch".

[16]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[n2]
3GPP TS 33.501: "Security architecture and procedures for 5G system".

[n3]
IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[n4]
3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

*** 2nd Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

API
Application Programming Interface

ASP
Application Service Provider

BDT
Background Data Transfer

HTTP
Hypertext Transfer Protocol

JSON
JavaScript Object Notation

NEF
Network Exposure Function

NF
Network Function

NRF
Network Repository Function

PCF
Policy Control Function

RAI
Routing Area Identification

SBI
Service Based Interface

TAI
Tracking Area Identity

UDR
Unified Data Repository

URI
Uniform Resource Identifier

*** 3rd Change ***

5.x
Security

As indicated in 3GPP TS 33.501 [n2] and 3GPP TS 29.500 [6], the access to the Npcf_BDTPolicyControl API, based on local configuration, may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [n3]), using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [n4]) plays the role of the authorization server.

If OAuth2 authorization is used, an NF Service Consumer, prior to consuming services offered by the Npcf_BDTPolicyControl API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [n4], subclause 5.4.2.2.

NOTE:
When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Npcf_BDTPolicyControl service.

The Npcf_BDTPolicyControl API defines a single scope "npcf-bdtpolicycontrol" for OAuth2 authorization (as specified in 3GPP TS 33.501 [n2]) for the entire API, and it does not define any additional scopes at resource or operation level.
*** 4th Change ***

A.2
Npcf_BDTPolicyControl API

openapi: 3.0.0

info:

  title: Npcf_BDTPolicyControl Service API

  version: "1.PreR15.1.0"

  description: The Npcf_BDTPolicyControl Service is used by an NF service consumer to retrieve background data transfer policies from the PCF and to update the PCF with the background data transfer policy selected by the NF service consumer.

#

servers:

  - url: '{apiRoot}/npcf-bdtpolicycontrol/v1'
    variables:

      apiRoot:

        default: https://virtserver.3ggp5gc-sbi.com

        description: apiRoot as defined in subclause 4.4 of 3GPP TS 29.501.

security:

  - {}

  - oAuth2ClientCredentials:

    - npcf-bdtpolicycontrol
paths:

  /bdtpolicies:

    post:

      requestBody:

        description: Contains modification instructions to be performed on the existing Individual BDT policy resource.

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/BdtReqData'

      responses:

        '201':

          description: Background data transfer policies offered to an ASP.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/BdtPolicy'

#

# Error scenarios POST

#

        '303':

          description: See Other. The result of the POST request would be equivalent to the existing Individual BDT policy resource. The HTTP response shall contain a Location header field set to the URI of the existing individual BDT policy resource.

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          description: Not Found.

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

#

# End error scenarios POST

#

  /bdtpolicies/{bdtPolicyId}:

    get:

      parameters:

        - name: bdtPolicyId

          description: String identifying the individual BDT policy resource in the PCF.

          in: path

          required: true

          schema:

            type: string

      responses:

        '200':

          description: Background data transfer policies offered to and selected by an ASP.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/BdtPolicy'

#

# Error scenarios GET

#

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '414':

          $ref: 'TS29571_CommonData.yaml#/components/responses/414'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

#

# End error scenarios GET

#

    patch:

      parameters:

      - name: bdtPolicyId

        description: String identifying the individual BDT policy resource in the PCF.

        in: path

        required: true

        schema:

          type: string

      requestBody:

        description: Contains modification instruction to be performed on the BdtPolicy data structure to select a transfer policy.

        required: true

        content:

          application/merge-patch+json:

            schema:

              $ref: '#/components/schemas/BdtPolicyPatch'

      responses:

        '200':

          description: The Individual BDT Policy resource is modified and a representation of that resource is returned.

          content:

            application/json:

              schema:

                $ref: '#/components/schemas/BdtPolicy'

        '204':

          description: The Individual BDT Policy resource is modified.

#

# Error scenarios PATCH

#

        '400':

          $ref: 'TS29571_CommonData.yaml#/components/responses/400'

        '401':

          $ref: 'TS29571_CommonData.yaml#/components/responses/401'

        '404':

          $ref: 'TS29571_CommonData.yaml#/components/responses/404'

        '411':

          $ref: 'TS29571_CommonData.yaml#/components/responses/411'

        '413':

          $ref: 'TS29571_CommonData.yaml#/components/responses/413'

        '415':

          $ref: 'TS29571_CommonData.yaml#/components/responses/415'

        '500':

          $ref: 'TS29571_CommonData.yaml#/components/responses/500'

        '503':

          $ref: 'TS29571_CommonData.yaml#/components/responses/503'

        default:

          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

#

# End error scenarios PATCH

#

#

components:

  securitySchemes:

    oAuth2ClientCredentials:

      type: oauth2

      flows:

        clientCredentials:

          tokenUrl: '{nrfApiRoot}/oauth2/token'

          scopes:

            npcf-bdtpolicycontrol: Access to the Npcf_BDTPolicyControl API
  schemas:

#

# Structured data types

#

    BdtPolicy:

      description: Represents an Individual BDT policy resource.

      type: object

      properties:

        bdtPolData:

          $ref: '#/components/schemas/BdtPolicyData'

        bdtReqData:

          $ref: '#/components/schemas/BdtReqData'

#

    BdtReqData:

      description: Contains service requirements for creation a new Individual BDT policy resource.

      type: object

      required:

      - aspId

      - desTimeInt

      - numOfUes

      - volPerUe

      properties:

        aspId:

          $ref: '#/components/schemas/AspId'

        desTimeInt:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'

        nwAreaInfo:

          $ref: '#/components/schemas/NetworkAreaInfo'

        numOfUes:

          description: Indicates a number of UEs.

          type: integer

        volPerUe:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/UsageThreshold'

        suppFeat:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

#

    BdtPolicyData:

      description: Describes the authorization data of an Individual BDT policy resource.

      type: object

      required:

      - bdtRefId

      - transfPolicies

      properties:

        bdtRefId:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/BdtReferenceId'

        transfPolicies:

          description: Contains transfer policies.

          type: array

          items:

            $ref: '#/components/schemas/TransferPolicy'

          minItems: 1

        bdtPolicyDataPatch:

          $ref: '#/components/schemas/BdtPolicyDataPatch'

        suppFeat:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

#

    BdtPolicyPatch:

      description: A JSON Merge Patch body schema containing modification instruction to be performed on the BdtPolicy data structure to select a transfer policy. Adds selTransPolicyId to BdtPolicyData data structure.

      type: object

      required:

      - bdtPolData

      properties:

        bdtPolData:

          $ref: '#/components/schemas/BdtPolicyDataPatch'

#

    BdtPolicyDataPatch:

      description: Contains selected transfer policy.

      type: object

      required:

      - selTransPolicyId

      properties:

        selTransPolicyId:

          description: Contains an identity (i.e. transPolicyId value) of the selected transfer policy.

          type: integer

#

    TransferPolicy:

      description: Describes a transfer policy.

      type: object

      required:

      - ratingGroup

      - recTimeInt

      - transPolicyId

      properties:

        maxBitRateDl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        maxBitRateUl:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

        ratingGroup:

          description: Indicates a rating group for the recommended time window.

          type: integer

        recTimeInt:

          $ref: 'TS29122_CommonData.yaml#/components/schemas/TimeWindow'

        transPolicyId:

          description: Contains an identity of a transfer policy.

          type: integer

    NetworkAreaInfo:

      description: Describes a network area information in which the NF service consumer requests the number of UEs.

      type: object

      properties:

        ecgis:

          description: Contains a list of E-UTRA cell identities.

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ecgi'

        ncgis:

          description: Contains a list of NR cell identities.

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ncgi'

        ngRanNodeIds:

          description: Contains a list of NG RAN nodes.

          type: array

          items:

            $ref: '#/components/schemas/NgRanNodeId'

        tais:

          description: Contains a list of tracking area identities identities.

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/Tai'#

    NgRanNodeId:

      type: object

      required:

      - plmnId
      - ngRanIdentifier
      properties:

        plmnId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

        ngRanIdentifier:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgRanIdentifier'

#

# Simple data types

#

    AspId:

      description: Contains an identity of an application service provider.

      type: string

#

#

*** End of Changes ***

