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* * * First Change * * * *

6
Restoration Procedures related to Service-Based Interfaces
6.1
General
A NF may detect a failure or a restart of a peer NF or NF service using the NRF as specified in subclause 6.2.

A NF may also detect a restart of a peer NF or NF service by receiving recovery time information in signalling exchanged with that peer NF or NF service.


The restoration procedures, initiated when detecting a failure or a restart are not specified in this release. 

* * * Next Change * * * *

6.x
NF Service Producer Restart Detection using direct signalling between NFs
6.x.1
General

This subclause describes an optional procedure that may be supported by NFs to detect the restart of a peer NF service using direct signalling between NFs.
6.x.2
NF Service Producer Restart
Figure 6.x.2-1 describes a NF Service restart scenario of an NF Service Producer and how the NF Service Consumer can detect this restart.
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Figure 6.x.2-1: NF Service Restart Detection
1.
NF A requests to create a resource in the NF B. If the request is accepted, and if NF B implements the procedure specified in this subclause, NF B shall return its NF B service instance ID in the response, and NF A shall associate the created resource with the NF B service instance. 
2.
A NF service produced by NF B restarts. 
3-4. NF B service may include its last recovery timestamp in responses it sends to the NF Service Consumer, if the restart of the NF service resulted in losing contexts and e.g. if the NF service has restarted recently. 

5.
NF A may consider that all the resources created in the NF B service instance before the NF B service recovery time as have been lost. NF A triggers then appropriate restoration or clean-up actions.
The recovery timestamp signalled in direct signalling between NFs shall be associated to a NF service instance, i.e. the same recovery timestamp shall be signalled by a NF service instance whatever the NF service instance's endpoint addresses used for the signalling.
NOTE 1:
This procedure is only supported by NF services that support signalling the recoveryTime attribute. 

NOTE 2:
The recovery time signalled in this procedure is equivalent to the recovery time of the NF service of Figure 6.2.3-2. For an entire NF restart scenario, this procedure can be applied by each NF service instance of the NF. 
NOTE 3:
This procedure enables the detection of a restart of a peer NF service when sending signalling towards that NF Service. It can fasten the detection of a restart of a peer NF service when frequent signalling occurs towards that peer NF Service.
NOTE 4:
In some use cases, NF A is not aware of the NF B Service Instance ID when creating the resource, e.g. a V-SMF just receives the H-SMF URI from the AMF to create a PDU session resource in H-SMF. Besides, for APIs supporting distributed collections (e.g. SMF), the response can contain a different Service Instance ID (that need not be registered in the NRF) than the one selected by NF A for sending the request.
* * * End of Changes * * * *
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