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*** 1st Change ***

5.2.6
Error handling

Table 5.2.6-1 lists response bodies that are applicable to all APIs and as responses for all requests in the present specification unless otherwise specified.

Table 5.2.6-1: Response bodies supported for responses to all requests.

	Response body
	Data type
	Cardinality
	Response

Codes

(NOTE 1)
	Remarks
(NOTE 2)
	Applied Methods

	
	ProblemDetails
	0..1
	400 Bad Request
	Incorrect parameters were passed in the request.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

	GET, POST PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	401 Unauthorized
	The client is not authorized as described in IETF RFC 7235 [21].

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

	GET, POST, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	403 Forbidden
	This represents the case when the server is able to understand the request but unable to fulfil the request due to errors (e.g. the requested parameters are out of range). 

More information may be provided in the "detail" attribute and/or the "invalidParams" attribute of the "ProblemDetails" structure.

(NOTE 3)
	GET, POST,  PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	404 Not Found
	The resource URI was incorrect, for instance because of a wrong "scsAsId" field.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

	GET, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	409 Conflict
	The operation is not allowed given the current status of the resource.

This response shall be used when the creation of a resource with an identifier is requested and a resource with the same such identifiers already exists in the server and has not been deleted; or the change cannot be made due to conflict with current state of the resource.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure.
	POST, PUT, PATCH

	
	ProblemDetails
	0..1
	412 Precondition Failed
	Can be used according to IETF RFC 7232 [18]. 

Also used for the supported feature mechanism as described in subclause 5.2.7.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure.

	GET, POST, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	500 Internal Server Error 
	The server encountered an unexpected condition that prevented it from fulfilling the request.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

	GET, POST, PUT, PATCH, DELETE

	
	ProblemDetails
	0..1
	503 Service Unavailable 
	The server is unable to handle the request.

More information may be provided in the "detail" attribute of the "ProblemDetails" structure. 

	GET, POST, PUT, PATCH, DELETE

	NOTE 1:
In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at IANA [6].

NOTE 2:
The MIME media type that shall be used within the related Content-Type header field is "application/problem+json", as defined in IETF RFC 7807 [8].

NOTE 3:
The information about which provided parameters are out of range shall be provided in the "invalidParams" attribute of the "ProblemDetails" structure for the API of network parameter configuration.


*** End of Changes ***

