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	Reason for change:
	SA2 has agreed in CR 3273 to TS 23.401 (see S2-174758) to add a NAS UE capability for support of dual connectivity with NR. 
A corresponding bit in the UE network capability IE in TS 24.301 is being added by C1-172824. However a similar bit also needs to be added to the MS network capability IE in TS 24.008 to enable IP continuity in case the MS attaches in GERAN/UTRAN first, is served by an S4-SGSN and starts a data session before moving to E-UTRAN, for the following reasons:

· When selecting the SGW/PGW, the S4-SGSN will look at the content of the MS network capability IE, not the contents of the UE network capability IE, per TS 23.060 subclause 5.3.7.1:
5.3.7.1
SGW/PGW/GGSN selection function (3GPP accesses)

The SGSN supporting both S4 and Gn/Gp shall support selection of SGW/PGW and GGSN.

The Gn/Gp SGSN shall support selection of GGSN and may optionally support selection of PGW.

For a given UE, the SGSN shall select the same GGSN/PGW for all the PDP contexts belonging to the same APN.

At PDP Context activation, it shall be possible for SGSN to use:

-
the UE capability (as indicated in the MS Network Capability);

-
the configuration about the roaming agreement for E-UTRAN with the HPLMN of the UE; and

-
the UE Usage Type if DCNs are deployed in the network,

as input to select GGSN, or a SGW and PGW.
· Consequently, if the capability for dual connectivity with NR is not indicated in the MS network capability IE, the S4-SGSN will not take this capability into account when selecting the SGW/PGW and may select a SGW/PGW not supporting dual connectivity with NR

· If the UE then moves to E-UTRAN and attempts to use dual connectivity with NR, a PWG re-location will have to take place and IP continuity will not be possible.
· TS 23.060 subclause 5.3.7.1 refers to TS 23.401 for PDN GW selection:

The S4-SGSN supporting GTP-C Load Control feature performs enhanced PDN GW selection as described in the clause 4.3.8.1 of TS 23.401 [89].
and SA2-agreed in CR 3273 to TS 23.401 (see S2-174758) does modify subclause 4.3.8.1 to add the following text:

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The function uses subscriber information provided by the HSS and possibly additional criteria such as SIPTO/LIPA support per APN configured in the SGSN/MME, support for 5GC NAS, UE support for dual connectivity with NR, CIoT EPS optimisation(s) impacting PDN GW e.g. Non-IP support, NB-IoT RAT support (for generation of accounting information), etc.

Consequenlty the changes agreed by SA2 to TS 23.401 in CR 3273 also impact the procedures in TS 23.060.


	
	

	Summary of change:
	1)  “NR” was added to the abbreviations list in subclause 2.1
2)  The GPRS attach procedure in subclause 4.7.3.1.1 was updated to add a requirement for the MS supporting dual connectivity of E-UTRA with NR to indicate such support in the Attach Request

3)  The normal and periodic routing area updating procedure procedure in subclause 4.7.5.1.1 was updated to add a requirement for the MS supporting dual connectivity of E-UTRA with NR to indicate such support in the RAU Request

4)  A new bit was added to the “MS Network Capability” IE to signal support for dual connectivity of E-UTRA with NR

	
	

	Consequences if not approved:
	The MS will not be able to signal its support of dual connectivity of E-UTRA with NR to the network so an S4-SGSN will not be able to select a SGW/PGW which supports dual connectivity of E-UTRA with NR.
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***** First change *****
2.1
Definitions and abbreviations

For the purposes of the present document, the abbreviations defined in 3GPP TR 21.905 [2a] and the followings apply:

CAT
Customized Alerting Tone

DRVCC
Dual Radio Voice Call Continuity

eDRX
Extended idle-mode DRX cycle

IP-CAN
IP-Connectivity Access Network

HNB
Home Node B

IoT
Internet of Things

Kc
64-bit GSM ciphering key

Kc128
128-bit GSM ciphering key

Kint
128-bit GSM integrity key

L-GW
Local PDN Gateway

LHN-ID
Local Home Network Identifier
LIPA
Local IP Access

MSD
Minimum Set of emergency related Data
MTU
Maximum Transfer Unit

NB-IoT
Narrowband IoT
NR
New Radio
PSM
Power Saving Mode
SIPTO
Selected IP Traffic Offload
TMGI
Temporary Mobile Group Identity
***** Next change *****
4.7.3.1.1
GPRS attach procedure initiation

In state GMM-DEREGISTERED, the MS initiates the GPRS attach procedure by sending an ATTACH REQUEST message to the network, starts timer T3310 and enters state GMM-REGISTERED-INITIATED. If timer T3302 is currently running, the MS shall stop timer T3302. If timer T3311 is currently running, the MS shall stop timer T3311.
If the MS is configured for "AttachWithIMSI" as specified in 3GPP TS 24.368 [135] or 3GPP TS 31.102 [112] and the selected PLMN is neither the registered PLMN nor in the list of equivalent PLMNs, the MS shall include the IMSI in the Mobile identity IE in the ATTACH REQUEST message.

For all other cases:

If the MS does not support S1 mode:

-
the MS capable of both Iu mode and A/Gb mode or only of A/Gb mode shall include a valid P-TMSI, if any is available, the P-TMSI signature associated with the P-TMSI and the routing area identity associated with the P-TMSI in the ATTACH REQUEST message. In addition, the MS shall include P-TMSI type IE with P-TMSI type set to "native P-TMSI". If there is no valid P-TMSI available, the IMSI shall be included instead of the P-TMSI and P-TMSI signature.

If the MS supports S1 mode:

-
if the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into the Mobile identity IE, P‑TMSI signature IE and Old routing area identification IE. The MS shall also include P-TMSI type IE with P-TMSI type set to "mapped P-TMSI". Additionally, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.
NOTE:
The mapping of the GUTI to the P-TMSI, P-TMSI signature and RAI is specified in 3GPP TS 23.003 [10].
-
If the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and a RAI, the MS shall indicate the P-TMSI in the Mobile identity IE and the RAI in the Old routing area identification IE. The MS shall also include P-TMSI type IE with P-TMSI type set to "native P-TMSI". If a P-TMSI signature is associated with the P-TMSI, the MS shall include it in the Old P-TMSI signature IE.
-
If the TIN is deleted and 

-
the MS holds a valid P-TMSI and a RAI, the MS shall indicate the P-TMSI in the Mobile identity IE and the RAI in the Old routing area identification IE. The MS shall also include P-TMSI type IE with P-TMSI type set to "native P-TMSI". If a P-TMSI signature is associated with the P-TMSI, the MS shall include it in the Old P-TMSI signature IE; or

-
the MS does not hold a valid P-TMSI and RAI, but holds a valid GUTI, the MS shall map the GUTI into the Mobile identity IE, P‑TMSI signature IE and Old routing area identification IE. The MS shall also include P-TMSI type IE with P-TMSI type set to "mapped P-TMSI"; or
-
the MS does not hold a valid P-TMSI, RAI or GUTI, the MS shall include the IMSI in the Mobile identity IE.
-
Otherwise the MS shall include the IMSI in the Mobile identity IE.

In the cases when the MS maps a GUTI into the Mobile identity IE, P‑TMSI signature IE and Old routing area identification IE, then:

-
If a current EPS security exists, the P-TMSI signature shall include a truncated NAS token as specified in 3GPP TS 33.401 [123]. In the GPRS ciphering key sequence number IE, the MS shall indicate the value of the eKSI associated with the current EPS security context. The MS shall derive CK' and IK' from the KASME and the NAS uplink COUNT value corresponding to the NAS token derived and handle the START value as specified in 3GPP TS 25.331 [23c]. Then, the MS shall store the mapped UMTS security context replacing the established UMTS security context for the PS domain.
-
If a current EPS security does not exist, the MS shall set the truncated NAS token included in the P-TMSI signature to all zeros and the GPRS ciphering key sequence number to "No key is available".

If the MS is attaching for emergency bearer services and does not hold a valid GUTI, P-TMSI or IMSI as described above, the IMEI shall be included in the Mobile identity IE.

The MS shall also indicate within the DRX parameters whether it supports the split pg cycle option on CCCH. The optional support of the split pg cycle on CCCH by the network is indicated in SI13 or PSI1. Split pg cycle on CCCH is applied by both the network and the MS when the split pg cycle option is supported by both (see 3GPP TS 45.002 [32]).

If the MS supports eDRX and requests the use of eDRX, the MS shall include the extended DRX parameters IE in the ATTACH REQUEST message. 

In Iu mode, if the MS wishes to prolong the established PS signalling connection after the GPRS attach procedure (for example, the MS has any CM application request pending), it may set a follow-on request pending indicator on (see subclause 4.7.13).
An MS attaching for emergency bearer services shall set the follow-on request pending indicator.
If the MS supports PSM and requests the use of PSM, then the MS shall include the T3324 value IE with a requested timer value in the ATTACH REQUEST message. When the MS includes the T3324 value IE and the MS indicates support for extended periodic timer value in the MS network feature support IE, it may also include the T3312 extended value IE to request a particular T3312 value to be allocated.

In A/Gb mode, if the MS supports the restriction on use of enhanced coverage, then the MS shall set the Restriction on use of enhanced coverage capability bit to "Mobile station supports restriction of use of enhanced coverage" in the MS network capability IE of the ATTACH REQUEST message.
If the MS supports dual connectivity of E-UTRA with New Radio (NR), then the MS shall set the Dual connectivity of E-UTRA with NR capability bit to "Mobile station supports dual connectivity of E-UTRA with NR" in the MS network capability IE of the ATTACH REQUEST message.
In A/Gb mode, if a UMTS security context is available and if the MS indicates support of integrity protection in the MS network capability IE included in the ATTACH REQUEST message, then the MS shall derive a GPRS GSM Kint key as described in subclause 4.7.7.3b and a GPRS GSM Kc128 key as described in subclause 4.7.7.3a. The MS shall then assign the GPRS GSM Kint key, the GPRS GSM Kc128 key, the GPRS GSM integrity algorithm and the GPRS GSM ciphering algorithm (identified by the information in the Ciphering Algorithm IE and Integrity Algorithm IE stored in the non-volatile ME memory) to the LLC layer, and indicate to the LLC layer that it shall start integrity protection. This shall be done so that the LLC layer can integrity protect, but not cipher, the ATTACH REQUEST message. The MS shall include the CKSN in the CKSN IE in the ATTACH REQUEST message. If the MS has no UMTS security context available, then the MS shall not integrity protect the ATTACH REQUEST message in the LLC layer. In this case the MS shall set the CKSN IE to the value "no key is available" and send the ATTACH REQUEST unprotected.

***** Next change *****
4.7.5.1.1
Normal and periodic routing area updating procedure initiation

To initiate the normal routing area updating procedure, the MS sends the message ROUTING AREA UPDATE REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-AREA-UPDATING-INITIATED. If timer T3302 is currently running, the MS shall stop timer T3302. If timer T3311 is currently running, the MS shall stop timer T3311.
If the MS supports S1 mode, the MS shall handle the P-TMSI IE as follows:

-
If the TIN indicates "GUTI" and the MS holds a valid GUTI, the MS shall map the GUTI into a P-TMSI, P‑TMSI signature and RAI as specified in 3GPP TS 23.003 [10]. The MS shall include the mapped RAI in the Old routing area identification IE and the mapped P-TMSI signature in the P-TMSI signature IE. In addition, the MS shall include the P-TMSI type IE with P-TMSI type set to "mapped P-TMSI". When the routing area updating procedure is initiated in Iu mode, the MS shall also include the mapped P-TMSI in the P‑TMSI IE. Additionally, in Iu mode and A/Gb mode, if the MS holds a valid P-TMSI and RAI, the MS shall indicate the P-TMSI in the Additional mobile identity IE and the RAI in the Additional old routing area identification IE.
-
If the TIN indicates "P-TMSI" or "RAT‑related TMSI" and the MS holds a valid P-TMSI and RAI, the MS shall indicate the RAI in the Old routing area identification IE. In addition, the MS shall include the P-TMSI type IE with P-TMSI type set to "native P-TMSI". When the routing area updating procedure is initiated in Iu mode, the MS shall also include the P-TMSI in the P‑TMSI IE.
If the MS does not support S1 mode, the MS shall include the P-TMSI type IE with P-TMSI type set to "native P-TMSI".

If the MS supports PSM and requests the use of PSM, the MS shall include the T3324 value IE with a requested timer value in the ROUTING AREA UPDATE REQUEST message. When the MS includes the T3324 value IE and the MS indicates support for extended periodic timer value in the MS network feature support IE, it may also include the T3312 extended value IE to request a particular T3312 value to be allocated.
If the routing area updating procedure is not initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode intersystem change, or if it is initiated due to such an intersystem change and the TIN indicates "RAT‑related TMSI", the MS shall use the existing UMTS security context for the PS domain. The ROUTING AREA UPDATE REQUEST message shall contain the P-TMSI signature when received in a previous ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message. If the MS has a valid UMTS security context, the MS shall indicate it in the GPRS ciphering key sequence number IE.

If the routing area updating procedure is initiated by the MS due to an S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in idle mode, or if it is initiated by the MS due to PS  to CS domain change from S1 mode due to SRVCC or vSRVCC handover, and the TIN indicates "GUTI", the MS shall derive a UMTS security context for the PS domain from the current EPS security context as described in the subclause 4.7.7.10. The ROUTING AREA UPDATE REQUEST message shall include a P-TMSI signature filled with a NAS token as specified in 3GPP TS 33.401 [123]. Furthermore, the MS shall indicate the eKSI value, which is associated with the derived UMTS security keys, in the CKSN field of the GPRS GSM ciphering key sequence number IE in the ROUTING AREA UPDATE REQUEST message.

NOTE:
When the MS includes a P-TMSI signature filled with a NAS token, 8 bits of the NAS token will be filled with bits from the M‑TMSI (see 3GPP TS 23.003 [10]).
If the routing area updating procedure is initiated by the MS due to the S1 mode to Iu mode or S1 mode to A/Gb mode inter-system change in connected mode, the MS shall derive a UMTS security context for the PS domain from the current EPS security context as described in the subclause 4.7.7.10. Furthermore, the MS shall indicate the eKSI value, which is associated with the derived UMTS security keys, in the CKSN field of the GPRS GSM ciphering key sequence number IE in the ROUTING AREA UPDATE REQUEST message.
In Iu mode, if the MS wishes to prolong the established PS signalling connection after the normal routing area updating procedure (for example, the MS has any CM application request pending), it may set a follow-on request pending indicator on (see subclause 4.7.13).

In order to indicate the new DRX parameter while in GERAN or UTRAN coverage, the MS shall send the ROUTING AREA UPDATE REQUEST message containing the DRX parameter in the DRX parameter IE to the network, with the exception of the case if the MS had indicated its MS specific DRX parameter (3GPP TS 24.301 [120]) to the network while in E-UTRAN coverage. In this case, when the MS enters GERAN or UTRAN coverage and initiates a routing area updating procedure, the MS shall not include the DRX parameter in the DRX parameter IE in the ROUTING AREA UPDATE REQUEST message.
If the MS supports eDRX and  requests the use of eDRX, the MS shall include the extended DRX parameters IE in the ROUTING AREA UPDATE REQUEST message.

In A/Gb mode, if the MS supports the restriction on use of enhanced coverage, then the MS shall set the Restriction on use of enhanced coverage capability bit to "Mobile station supports restriction on use of enhanced coverage" in the MS network capability IE of the ROUTING AREA UPDATE REQUEST message
If the MS supports dual connectivity of E-UTRA with NR, then the MS shall set the Dual connectivity of E-UTRA with NR capability bit to "Mobile station supports dual connectivity of E-UTRA with NR" in the MS network capability IE of the ROUTING AREA UPDATE REQUEST message.
In A/Gb mode, if a UMTS security context is available and if the MS indicates support of integrity protection in the MS network capability IE included in the ROUTING AREA UPDATE REQUEST message, then the MS shall use the current GPRS GSM Kint key and the current GPRS GSM integrity algorithm to integrity protect the ROUTING AREA UPDATE REQUEST message in the LLC layer. If LLC layer has not yet been configured, then the GMM layer in the MS shall assign the GPRS GSM Kint key, the GPRS GSM Kc128 key, the GPRS GSM integrity algorithm and the GPRS GSM ciphering algorithm to the LLC layer, and indicates to the LLC layer that it shall start integrity protection. This shall be done so that the LLC layer can integrity protect, but not cipher, the ROUTING AREA UPDATE REQUEST message. The MS shall include the CKSN in the CKSN IE in the ROUTING AREA UPDATE REQUEST message. If the MS has no UMTS security context available, then the MS shall not integrity protect the ROUTING AREA UPDATE REQUEST message in the LLC layer. The MS shall in this case set the CKSN IE to the value "no key is available" and send the ROUTING AREA UPDATE REQUEST message unprotected.

***** Next change *****
10.5.5.12
MS network capability

The purpose of the MS network capability information element is to provide the network with information concerning aspects of the mobile station related to GPRS. The contents might affect the manner in which the network handles the operation of the mobile station. The MS network capability information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The MS network capability is a type 4 information element with a maximum of 10 octets length.

The value part of a MS network capabilityinformation element is coded as shown in figure 10.5.128/3GPP TS 24.008 and table 10.5.145/3GPP TS 24.008.

NOTE: 
The requirements for the support of the GEA algorithms in the MS are specified in 3GPP TS 43.020 [13].
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	MS network capability IEI
	octet 1

	Length of MS network capability contents
	octet 2

	MS network capability value
	octet 3-10


Figure 10.5.128/3GPP TS 24.008 MS network capability information element

Table 10.5.145/3GPP TS 24.008 MS network capability information element

	<MS network capability value part> ::=


<GEA1 bits>
<SM capabilities via dedicated channels: bit>
<SM capabilities via GPRS channels: bit>

<UCS2 support: bit>
<SS Screening Indicator: bit string(2)>
<SoLSA Capability : bit>
<Revision level indicator: bit>

<PFC feature mode: bit>

<Extended GEA bits>

<LCS VA capability: bit>

<PS inter-RAT HO from GERAN to UTRAN Iu mode capability: bit>
<PS inter-RAT HO from GERAN to E-UTRAN S1 mode capability: bit>
<EMM Combined procedures Capability: bit>
<ISR support: bit>

<SRVCC to GERAN/UTRAN capability: bit>
<EPC capability: bit>

<NF capability: bit>

<GERAN network sharing capability: bit>

<User plane integrity protection support: bit>
<GIA/4: bit>

<GIA/5: bit>

<GIA/6: bit>

<GIA/7: bit>

<ePCO IE indicator: bit>

<Restriction on use of enhanced coverage capability: bit>
<Dual connectivity of E-UTRA with NR capability: bit>
<Spare bits>;

<GEA1 bits> ::= < GEA/1 :bit>;

<Extended GEA bits> ::= <GEA/2:bit><GEA/3:bit>< GEA/4:bit >< GEA/5:bit >< GEA/6:bit ><GEA/7:bit>;

<Spare bits> ::= null | {<spare bit> < Spare bits >};

SS Screening Indicator

0 0
defined in 3GPP TS 24.080 [24] 


0 1
defined in 3GPP TS 24.080 [24] 


1 0
defined in 3GPP TS 24.080 [24]

1 1
defined in 3GPP TS 24.080 [24] 

SM capabilities via dedicated channels

0
Mobile station does not support mobile terminated point to point SMS via CS domain


1
Mobile station supports mobile terminated point to point SMS via CS domain

SM capabilities via GPRS channels

0
Mobile station does not support mobile terminated point to point SMS via PS domain

1
Mobile station supports mobile terminated point to point SMS via PS domain

UCS2 support
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings.

0
the ME has a preference for the default alphabet (defined in 3GPP TS 23.038 [8b])


over UCS2.

1
the ME has no preference between the use of the default alphabet and the


use of UCS2.

GPRS Encryption Algorithm GEA/1 (NOTE)
The MS shall set this bit to '0'.
The network shall accept any received value in order to support MSs that are compliant to earlier versions of this specification.
0
encryption algorithm GEA/1not available
1
Not used. This value was allocated in earlier versions of the protocol.
SoLSA Capability

0
The ME does not support SoLSA.

1
The ME supports SoLSA.


Revision level indicator 

0
used by a mobile station not supporting R99 or later versions of the protocol


1
used by a mobile station supporting R99 or later versions of the protocol 

PFC feature mode

0 Mobile station does not support BSS packet flow procedures

1 Mobile station does support BSS packet flow procedures

GEA/2 (NOTE)
0
encryption algorithm GEA/2 not available
1
encryption algorithm GEA/2 available

GEA/3 (NOTE)
0
encryption algorithm GEA/3 not available
1
encryption algorithm GEA/3 available

GEA/4 (NOTE)
0
encryption algorithm GEA/4 not available
1
encryption algorithm GEA/4 available

GEA/5 (NOTE)
0
encryption algorithm GEA/5 not available
1
encryption algorithm GEA/5 available

GEA/6 (NOTE)
0
encryption algorithm GEA/6 not available
1
encryption algorithm GEA/6 available

GEA/7 (NOTE)

0
encryption algorithm GEA/7 not available
1
encryption algorithm GEA/7 available

LCS VA capability (LCS value added location request notification capability)

This information field indicates the support of the LCS value added location request notification via PS domain as defined in 3GPP TS 23.271 [105].
0
location request notification via PS domain not supported
1
location request notification via PS domain supported

PS inter-RAT HO from GERAN to UTRAN Iu mode capability

This information field indicates the support of the PS inter-RAT HO from GERAN to UTRAN Iu mode.
0
PS inter-RAT HO from GERAN to UTRAN Iu mode not supported
1
PS inter-RAT HO from GERAN to UTRAN Iu mode supported

PS inter-RAT HO from GERAN to E-UTRAN S1 mode capability

This information field indicates the support of the PS inter-RAT HO from GERAN to E-UTRAN S1 mode. A mobile station not compliant to the UE E-UTRA capability requirements as defined in 3GPP TS 36.306 [153] shall set this field to '0'.
0
PS inter-RAT HO from GERAN to E-UTRAN S1 mode not supported
1
PS inter-RAT HO from GERAN to E-UTRAN S1 mode supported

EMM Combined procedures capability

This information field indicates the support of EMM combined procedures. The MS shall not change this information field from the one that was included in the GMM or EMM ATTACH REQUEST message.
0
Mobile station does not support EMM combined procedures
1
Mobile station supports EMM combined procedures

ISR support

0
The mobile station does not support ISR.
1
The mobile station supports ISR.
SRVCC to GERAN/UTRAN capability

0
SRVCC from UTRAN HSPA or E-UTRAN to GERAN/UTRAN not supported
1
SRVCC from UTRAN HSPA or E-UTRAN to GERAN/UTRAN supported

EPC capability
This information field indicates if the MS supports access to the EPC via access networks other than GERAN or UTRAN.The network can use this information to decide whether to select a PDN Gateway or a GGSN. The MS shall set the indication to "0" if a SIM is inserted in the MS.

0
EPC not supported
1
EPC supported

NF capability

This information field indicates if the MS supports the notification procedure.
0
Mobile station does not support the notification procedure.
1
Mobile station supports the notification procedure.

GERAN network sharing capability

This information field indicates if the MS supports GERAN network sharing.
0
Mobile station does not support GERAN network sharing.
1
Mobile station supports GERAN network sharing.
User plane integrity protection support

0
The mobile station does not support user plane integrity protection.
1
The mobile station supports user plane integrity protection.
GIA/4 (NOTE)
0
integrity algorithm GIA/4 not available
1
integrity algorithm GIA/4 available

GIA/5 (NOTE)
0
integrity algorithm GIA/5 not available
1
integrity algorithm GIA/5 available 

GIA/6 (NOTE)
0
integrity algorithm GIA/5 not available
1
integrity algorithm GIA/5 available 

GIA/7 (NOTE)
0
integrity algorithm GIA/5 not available
1
integrity algorithm GIA/5 available

ePCO IE indicator

0
used by a mobile station not supporting extended protocol configuration options IE


1
used by a mobile station supporting extended protocol configuration options IE
Restriction on use of enhanced coverage capability

This information field indicates if the MS supports restriction on use of enhanced coverage
0
Mobile station does not support restriction on use of enhanced coverage
1
Mobile station supports restriction on use of enhanced coverage

Dual connectivity of E-UTRA with NR capability
This information field indicates if the MS supports dual connectivity of E-UTRA with NR
0
Mobile station does not support dual connectivity of E-UTRA with NR
1
Mobile station supports dual connectivity of E-UTRA with NR


	NOTE:
The requirements for the support of the GEA and the GIA algorithms in the MS are specified in 3GPP TS 43.020 [13].


***** End of changes *****
