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	Reason for change:
	The latest version draft-ietf-rtcweb-gateways was submitted in January 2016, and the draft is expired. The Nokia authors do no longer intend to progress the draft in IETF.
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The main technical contents of the draft are the following:

1.1.  Implications of the gateway environment

   A gateway will be limited in the functionality it can offer by the

   system or class of devices it is gatewaying to.  For instance, a

   gateway into the telephone system will not be able to relay data or

   video, no matter how much it is required.  Therefore, a number of

   functions that are mandatory to support in WebRTC endpoints are not

   mandatory on gateways; the requirement on the gateway is that it is

   able to negotiate those features away correctly.

1.2.  Signalling model

   The WebRTC model is that signalling is outside the scope of the

   specification.  This document does not change that.

…

   The application, the signalling relays (if any) and the gateway

   together need to be able to:

   o  adhere to the offer/answer semantics

   o  deal with the description of configuration coming from the

      browser; this is specified in SDP format in the WebRTC browser API

   o  generate the information that is needed by the browser to set up

      the session, and express that information in the form of SDP.

…

2.  WebRTC non-browser requirements that can be relaxed

   WebRTC gateways are intended to communicate with WebRTC

   endpoints[I-D.ietf-rtcweb-overview].  Some features that typical

   WebRTC endpoints are required to support may be meaningless or

   unneccesary for WebRTC gateways; some such things are noted in this

   section.  This lack of conformance means that a gateway is considered

   a WebRTC-compatible endpoint, not a WebRTC endpoint (unless a

   particular gateway claims to be a WebRTC endpoint, which it is of

   course allowed to do).

   A WebRTC gateway which is expected to be deployed where it can be

   reached with a static IP address (as seen from the client) does not

   need to support full ICE; it therefore MAY implement ICE-Lite only.

   ICE-Lite implementations do not send consent checks, so a gateway MAY

   choose not to send consent checks too, but MUST respond to consent

   checks it receives.

   A gateway with a static IP address is expected to not need to hide

   its location, so it does not need to support functionality for

   operating only via a TURN server; instead it MAY choose to produce

   Host ICE candidates only.

   If a gateway serves as a media relay into another RTP domain, it MAY

   choose to support only features available in that network.  This

   means that it MAY choose to not support Bundle and any of the RTP/

   RTCP extensions related to it, RTCP-Mux, or Trickle Ice. However, the

   gateway MUST support DTLS-SRTP, since this is required for

   interworking with WebRTC endpoints.

   Note that non-support of BUNDLE means that "bundle-only" tracks are

   not supported.  This means that applications using an RTCBundlePolicy

   other than "max-compat" ([I-D.ietf-rtcweb-jsep] section 4.1.1) can

   only use one track of each media type.

   If a gateway serves as a media relay into a network or to devices not

   implementing the WebRTC Datachannel, it MAY choose to not support the

   Datachannel.

4.  Considerations for SDP-using networks

   Some networks that are gatewayed into, such as SIP networks, will

   also use SDP to represent the media configurations.  Gateways will,

   however, need to inspect and probably modify the SDP passed between

   the SDP-using network and the WebRTC endpoints to achieve maximum

   interoperability.

   Considerations include:

   o  If a correspondent does not offer the features WebRTC depends on,

      connections will not complete.  The support for dtls-srtp, shown

      by the "fingerprint" attribute, is the most obvious example.  The

      gateway is probably better off either ending such calls early or

      acting as a full B2BUA (as defined in [RFC3261]) with media

      gatewaying.

   o  If a correspondent makes an offer using features that are not

      required by JSEP, these may not be understood by the WebRTC

      implementation.  The gateway may choose to strip out some such

      features.

   o  Certain ancient practices (such as using port 0 to place a media

      section on hold with the intent of resuming it later) are not

      conformant with the SDP offer/answer spec ([RFC3264] section 8.2).

      Since WebRTC implementations are expected to be SDP offer/answer

      conformant, such practices may need to be stripped out by the

      gateway
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3.1
Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [4] annex U apply:

P-CSCF enhanced for WebRTC (eP-CSCF)

WebRTC Authorization Function (WAF)
WebRTC IMS Client (WIC)

WebRTC Web Server Function (WWSF)
For the purposes of the present document, the following terms and definitions given in RFC 5245 [22] apply:

ICE Lite

Full ICE
Host ICE candidates
Editor's note: Terminology from draft-ietf-rtcweb-overview needs to be endorsed as part of the terminology of this document. This document uses the terms "WebRTC device" which it is understood will be changed to "non-WebRTC browser".
***** Next change *****
5A.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [30] clause 4, excluding requirements, if any, relating to specific audio and video codecs that are indirectly referenced within the draft-ietf-rtcweb-overview [30] clause 4.
The eP-CSCF and eIMS-AGW in conjunction which is expected to be deployed where it can be reached with a static IP address (as seen from the client) do not need to support Full ICE; and therefore the eP-CSCF and eIMS-AGW in conjunction may implement ICE-Lite only (specified in RFC 5245 [22]). ICE-Lite implementations do not send connectivity checks, so the eP-CSCF and eIMS-AGW in conjunction may choose not to send connectivity checks too, but shall respond to the received connectivity checks. The eP-CSCF and eIMS-AGW in conjunction with a static IP address is expected to not need to hide its location, so the eP-CSCF and eIMS-AGW in conjunction do not need to support functionality for operating only via a TURN server (specified in RFC 5766 [bb]); instead the eP-CSCF and eIMS-AGW in conjunction may choose to produce Host ICE candidates only.
If the eP-CSCF and eIMS-AGW in conjunction serve as a media relay into another RTP domain, the eP-CSCF and eIMS-AGW may choose to support only features available in that network. The eP-CSCF and eIMS-AGW in conjunction do not need to support Trickle Ice (specified in draft-ietf-ice-trickle [aa]). However, the eP-CSCF and eIMS-AGW in conjunction shall support DTLS-SRTP (specified in RFC 5764 [6]), since this is required for interworking with WebRTC endpoints.

***** Next change *****
5B.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [30] clause 5 excluding requirements, if any, relating to specific audio and video codecs that are indirectly referenced within the draft-ietf-rtcweb-overview [30] clause 5.

The eP-CSCF and eIMS-AGW in conjunction do not need to not support Bundle (specified in draft-ietf-mmusic-sdp-bundle-negotiation [25]) and RTCP multiplexing (specified in RFC 5761 [38]) and any of the related RTP/ RTCP extensions.
The eP-CSCF and eIMS-AGW in conjunction may choose to not support the Datachannel (specified in draft-ietf-rtcweb-data-channel [16]).
***** Next change *****
5C.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [30] clause 6, excluding requirements to implement specific audio and video codecs.

An eP-CSCF and eIMS-AGW supporting UEs offering WebRTC access to the IMS via GPRS IP-CAN (as described in 3GPP TS 24.229 [3], annex B), EPS IP-CAN (as described in 3GPP TS 24.229 [3], annex L), or EPC via WLAN IP-CAN (as described in 3GPP TS 24.229 [3], annex R) shall support the codecs according to 3GPP TS 26.114 [34] clause 5.

An eP-CSCF and eIMS-AGW supporting UEs offering WebRTC access to the IMS via xDSL, Fiber or Ethernet IP-CAN (as described in 3GPP TS 24.229 [3], annex E) shall support the codecs according to 3GPP TS 26.114 [34] clause 18.

An eP-CSCF receiving an SDP offer from the IMS core network should retain the received codecs in the SDP offer it sends towards the UE to avoid transcoding.

NOTE:
Media related requirements related to specific codecs, if any, to be supported by a eP-CSCF supporting WebRTC access to the IMS via IP-CAN other than GPRS IP-CAN, other than EPS IP-CAN, other than EPC via WLAN IP-CAN, and other than xDSL, Fiber or Ethernet IP-CAN are out of scope of this specification.

***** Next change *****
5D.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF and eIMS-AGW in conjunction shall support the WebRTC gateway functionality as specified in draft-ietf-rtcweb-overview [30] clause 7 excluding requirements, if any, relating to specific audio and video codecs that are indirectly referenced within the draft-ietf-rtcweb-overview [30] clause 7.

The eP-CSCF and eIMS-AGW in conjunction do not need to support Trickle Ice, Bundle (specified in draft-ietf-mmusic-sdp-bundle-negotiation [25]) and RTCP multiplexing (specified in RFC 5761 [38]).
