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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS
Application Server 
C
Conditional

CSCF
Call Session Control Function 
CSG
Closed Subscriber Group

DRMP
Diameter Routing Message Priority
DSCP
Differentiated Services Code Point
GIBA
GPRS-IMS-Bundled-Authentication

HSS
Home Subscriber Server

IE
Information Element

IP
Internet Protocol

IM
IP Multimedia

IMS
IP Multimedia Subsystem

M
Mandatory

O
Optional

SIP
Session Initiation Protocol

SLF
Subscription Locator Function

S-CSCF
Serving CSCF

*** 2nd Change ***

I.1
General

IETF draft-ietf-drmp-02 [42] specifies a Diameter message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes may leverage the relative priority of Diameter messages into routing, resource allocation, set the DSCP marking for transport of the associated Diameter message, and also abatement decisions when overload control is applied.
*** 3rd Change ***

I.2.2
AS/OSA SCS behaviour

When the AS/OSA SCS supports the Diameter message priority mechanism, the AS/OSA SCS shall comply with IETF RFC 7944 [42]. In particular, when priority is required, the AS/OSA SCS shall include the DRMP AVP indicating a priority level in the requests it sends and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP in the answer to a received request if the priority of the answer is different from the one of the request.
If:

-
the AS/OSA SCS supports using the Diameter message priority mechanism for DSCP marking purposes, 

-
the transport network utilizes DSCP marking, and
-
message-dependant DSCP marking is possible for the protocol stack transporting Diameter, 

then the AS/OSA SCS shall set the DSCP marking for transport of the request or response according to the required priority level.

Diameter requests related to priority traffic (e.g. MPS as identified by the AS through SIP procedures, emergency) shall contain a DRMP AVP with a high priority of which the level value is operator dependent.

When not-explicitly requested, the inclusion and priority value of the DRMP AVP in Diameter messages are implementation specific.
*** 4th Change ***

I.2.3
HSS/SLF behaviour

When the HSS/SLF supports the Diameter message priority mechanism, the HSS/SLF shall comply with IETF RFC 7944 [42]. In particular, when priority is required, the HSS/SLF shall include the DRMP AVP indicating a priority level in the requests it sends and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP in the answer to a received request if the required priority of the answer is different from the one of the request. 

If:

-
the HSS/SLF supports using the Diameter message priority mechanism for DSCP marking purposes, 

-
the transport network utilizes DSCP marking, and
-
message-dependant DSCP marking is possible for the protocol stack transporting Diameter, 

then the HSS/SLF shall set the DSCP marking for transport of the request or response according to the required priority level.

When not-explicitly requested, the inclusion and priority value of the DRMP AVP in Diameter messages are implementation specific.
*** End of Changes ***
