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	Reason for change:
	According to the TR 29.819 about the use of the Vendor-Specific-Application-Id AVP:

"The deprecation of the use of the Vendor-Specific-Application-Id AVP in commands defined for vendor-specific application based on the IETF RFC 6733 [3] has no impact on existing applications or new application defined by 3GPP."
Morover, the following recommendation is given:

"Existing applications based on the IETF RFC 3588 [2] with the Vendor-Specific-Application-Id AVP defined as optional in the command's CCF specification could be seamlessly updated to remove the Vendor-Specific-Application-Id AVP the command's CCF specification, from a Diameter base protocol point of view. However, it could be safer to keep the Vendor-Specific-Application-Id AVP defined as optional in the command to overcome potential interoperability issues with non-compliant Diameter nodes. This change is therefore not required to remain compliant with the IETF RFC 6733 [3]."
The above requirement applies to the TS 29.283. There is an existing note indicating that the Vendor-Specific-Application-Id AVP is only defined as optional AVP to cover possible interoperability issues and that it "may be removed in subsequent revisions of this specification, once the diameter base protocol is updated accordingly".

It is proposed to keep the note but to clarify the content of the note.

It is also clarified that any Vendor-Specific-Application-Id received by nodes supporting the application defined in this specification must ignore it.
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Clarify that the Vendor-Specific-Application-Id is kept to cover potential interoperability issues.
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7.1.6
Routing considerations

This subclause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.
The Destination-Realm AVP shall contain the network domain name of the MCPTT service provider's domain. The network domain name is either known by the sending MCPTT Server or the Configuration Management Server or is derived from information received at the signalling layer.

If an MCPTT Server or the Configuration Management Server knows the address/name of the MCPTT User Database in charge of a given MCPTT User, both the Destination-Realm and Destination-Host AVPs shall be present in the request. 
If an MCPTT Server or the Configuration Management Server knows only the network domain name, the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node. When multiple and separately addressable MCPTT User Databases have been deployed by the MCPTT service provider/network operator, the next Diameter node is either a Diameter Proxy Agent or a Diameter Redirect Agent responsible for the determination of the destination MCPTT User Database (as described in subclause 7.1.10). When the next Diameter node is a Diameter Agent Proxy, the Diameter Proxy Agent, based on the result of this determination, shall modify the Destination-Realm AVP and Destination-Host AVP of the request appropriately. The Diameter Proxy Agent shall then append a Route-Record AVP to the request and shall send the request to the destination MCPTT User Database. Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an MCPTT User Database.

When the response is routed back to a Diameter Proxy Agent, the Diameter Proxy Agent shall send the response back to the MCPTT Server or the Configuration Management Server without modifying the Origin-Realm AVP and Origin-Host AVP. The response shall contain the Origin-Realm AVP set to the realm and the Origin-Host AVP set to the FQDN of the MCPTT User Database that have sent the response. The MCPTT Server shall then store the MCPTT User Database realm and identity for each MCPTT ID for sending further requests for the same MCPTT User.

Requests initiated by the MCPTT User Database towards an MCPTT Server shall include both Destination-Host and Destination-Realm AVPs. The MCPTT User Database obtains the Destination-Host AVP to use in requests towards an MCPTT Server or the Configuration Management Server, from the Origin-Host AVP received in previous requests from the MCPTT Server or the Configuration Management Server.

Consequently, the Destination-Realm AVP and Destination-Host AVP are declared as mandatory in the ABNF for all requests initiated by the MCPTT User Database.
Consequently, the Destination-Realm AVP is declared as mandatory and the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by a MCPTT Server. 
If the Vendor-Specific-Application-ID AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node, and it shall not be used for routing purposes.


* * * Next Change * * * *

7.2.2
Command-Code values
This subclause defines Command-Code values for the Diameter Data Management application used over the MCPTT-2 and CSC-13 interfaces as allocated by IANA.

Every command is defined by means of the ABNF syntax IETF RFC 5234 [7], according to the rules in IETF RFC 3588 [3]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [3] shall apply.
The Vendor-Specific-Application-Id AVP shall not be included in any command sent by Diameter nodes supporting applications defined in this specification. If the Vendor-Specific-Application-Id AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node.
NOTE:
The Vendor-Specific-Application-Id is included as an optional AVP in all Command Code Format specifications defined in this specification in order to overcome potential interoperability issues with intermediate Diameter agents non-compliant with IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 7.2.2-1: Command-Code values

	Command-Name
	Abbreviation
	Code
	Section

	Data-Pull-Request
	DPR
	8388728
	7.2.3

	Data-Pull-Answer
	DPA
	8388728
	7.2.4

	Data-Update-Request
	DUR
	8388729
	7.2.5

	Data-Update-Answer
	DUA
	8388729
	7.2.6

	Notification-Data-Request
	NDR
	8388730
	7.2.7

	notification-Data-Answer
	NDA
	8388730
	7.2.8
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