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	Reason for change:
	For support of emergency services over WLAN at phase 1, it only supports emergency service over untrusted WLAN access. The procedures related with S2a do not apply to emergency PDN connections at phase 1.
When a UE attaches to non-3GPP access, it will discover whether the non-3GPP access network is trusted or untrusted in order to know which non-3GPP IP access procedure to initiate as specified in TS 23.402. This implies that the UE will not select an ePDG and initiate the IKEv2 tunnel establishment procedure if the UE has attached to a trusted non-3GPP access.
Therefore, the case described by the editor's note in subclause 7.2.5 is out of scope of 3GPP.
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	Remove the editor's note in subclause 7.2.5.
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***** First change *****
7.2.5
Emergency session establishment

If the UE needs to establish an IMS emergency session over untrusted non-3GPP access as specified in 3GPP TS 24.229 [67] in the subclause R.2.2.6, the UE shall first follow procedure described in subclause 7.2.4.1 to disconnect existing IPsec tunnel. The UE shall then select an ePDG that supports emergency services as described in subclause 7.2.1a and initiate an IKEv2 tunnel establishment procedure towards this new ePDG as described in subclause 7.2.2. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG according to subclause 7.2.2.1 with the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data. The UE shall set the ID Type field of the "IDr" payload to ID_FQDN.

If the UE does not receive a response to an IKE_SA_INIT request message sent towards the selected ePDG, then the UE shall repeat the ePDG search as described in 3GPP TS 23.402 [6], excluding the ePDG for which the UE did not receive a response to the IKE_SA_INIT request message. The UE shall stop the establishment of emergency session if it is unable to select an ePDG for emergency bearer services.

***** End of change *****
